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1. 8] & Introduction

1.1. MR Overview

1.1.1. A7 &4 Company Profile

#2e AR A A B2 7 (Global Digital Cybersecurity Authority Co., Ltd.), fii# GDCA
B “He AR JFOR T ARBFUEIAE DA R AR 7, ST 2003 4 3 J1 6 H. 2005
9 H, GDCA fkikidid T [ 5 %A a8 # Ja A B A5 B\ i se ks ai &, o e E e it
I\NF A CRFAEIRS A ATIEY (FFATIES : ECP44010215007) [ FAEMRSHIIMZ —;
2008 4 12 H, 345 E ZE 0 BRI AUA K (R P S i B VFaTIE): 2011 4F 4 H, Gl
T B G B R L FBUS BIAIE RS RE VPG, 3RS (R ESS HFUAEIR S B (4
T A021) BEt&. 2013 4, XTHTUGEARS: RE#ET SM2 Sk 4, IRl | E RS
HRAL s E . 2015 4£4), GDCA il T WebTrust EBFrze 4 iHAE, H& T E
BrbruEAb ) IE B BRI SS K, AT DR HE AR fL TAEIR S o 3ERIL 55 R J 75 22,
2016 “E 5 H, “T AREFUE B IAIEH DA R A w7 542 09 “ Bre s AR R A IR A\ 7. 2017
48 J 11 H, GDCA fE#I =MREEMAL T, BOERWRR: Beemi R, BERA. 871932,

Global Digital Cybersecurity Authority CO., LTD. (abbreviated as GDCA, or “%ZH ") with the former
name of Guangdong Digital Certificate Authority CO., LTD was founded on March 6, 2003. In September
2005, GDCA passed the security review by the
State Cryptography Administration Office of Security Commercial Code Administration (abbreviated as
OSCCA) and the former Ministry of Information Industry by law, as one of the first eight electronic
authentication authorities with "Electronic Authentication Service License" (license number:
ECP44010215007) in China. In December 2008, GDCA obtained the "Commercial Cryptography
Products Sales License" issued by OSCCA. GDCA passed through the assessment of E-government and
Electronic Authentication Service Ability by OSCCA with the qualification certificate of "E-government and
Electronic Authentication Service Authority" (number: A021) in April 2011. In 2013, GDCA upgraded
electronic authentication service system for SM2 algorithm and passed through the security review by
OSCCA. In 2015, GDCA passed the assurance review for Certification Authority by WebTrust with the
international level of operation management and service to provide digital certification service globally.
For business development, GDCA changed its name from "Guangdong Digital Certificate Authority CO.,
LTD." to "Global Digital Cybersecurity Authority CO., LTD." in May, 2016. On 11 August 2017, GDCA was
admitted to the National Equities Exchange and Quotations (NEEQ) of China, with a stock abbreviation of
“¥21H18” and stock code “871932”.

GDCA 4, Ji “J AREFIUEFHNETOHRAF” KI5, 6ids. Haimzehs
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Sl BRI AR A IR A" &4k EEARTS GDCA LL “J ZREFIEAS I IE A O
AIRATF” ZATHEF PN R H T AR AHEB VAR WA RA " A4 R
FAHI) 55w “ B AR BB i A IR AR 7 &k

Since then, all assets, debt, rights and business of "Guangdong Digital Certificate Authority CO., LTD."
were inherited by GDCA. Meanwhile, and all the rights and obligations of the contracts and agreements
signed by "Guangdong Digital Certificate Authority CO., LTD." were inherited by GDCA.

B ACREF “BUE AF. Bk G B EW, BT “EERER T M4
A, BTN R B SRR R

GDCA upholds the corporate values of “Authority, Credibility, Professionalism, and Innovation”, fulfils the
corporate mission of “Trust Connects Parties from all over the World”, and is committed to becoming a
“first-class online trust service provider”.

1.1.2. I EEmE Certificate Policy (CP)

AR GDCA [IE 5% (CP), /& GDCA By il B4 Iskrg i, EH TArl
HH GDCA Z KA B ETIE B LA RS 5 k. Al k. BH. . B
UEFAIAR G v 45 IR 25 il M55« VR IR R BRI . X SR FIE (R4 GDCA
BOPAE PRS2 MR sE 30 1, 5 — B 1E GDCA T8 il Py —E0E F i s — M4, [tk
TEREA GDCA ZEF N RERE TR AL RIFE S EARIR . A% CP J AN GDCA Fl %25 75 Z Al k4
PEVI L, GDCA F1% 2575 Z [ AU S35 AR SEAATT 2 18] 2528 11 25 S B SR B o

This document describes the Certificate Policy (CP) of GDCA and explains the policy statement for GDCA
digital certificate service. It applies to all digital certificates issued and managed by GDCA and their
related participants. The CP sets forth business, legal and technical requirements and specifications for
certificate approval, issuance, management, usage, renewal, revocation and related trusted services.
These requirements and specifications protects the security and integrity of GDCA digital certificate
services and includes a comprehensive set of consistently applicable single rule sets in the GDCA scope.
Therefore it provides the same extent of trust guarantee throughout the GDCA architecture. The CP is not
a legal agreement between GDCA and all participants; contractual rights and obligations between GDCA
and participants are established by other means of agreements with such participants.

A% CP i 2 CHIRI X509 28 5 P Al 5 fta ik -5 SR g AL ook S5 HEZR D C Internet X.509
Public Key Infrastructure Certificate Policy and Certification Practices Framework), B[ i H I
FrRUEH LR “ HIEM TR TAE4L” CInternet Engineering Task Force) 7€ i) RFC3647 hri )45
PRI 2R, R B E (GB 26855-2011-T 15 & 22 A4 AR A FASEAN 15 it U 5 5 s 5 A E
Ak 55 7 BIHESL) HIZSHI AN 2K, R b [ VA LA GDCA Hyia 8 EORIETE 2
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The CP complies with the structure and content requirements of both Internet X.509 Public Key
Infrastructure Certificate Policy and Certification Practices Framework, also called RFC3647 defined by
The Internet Engineering Task Force, and GB 26855-2011-T Information Security Technology Public Key
Infrastructure Certificate Policies and Certification Practice Statement Framework. It would also make
appropriate changes in accordance with Chinese laws and regulations together with operational
requirements of GDCA.

GDCA 1EN—AMEFRFE I (CA), TEA CP LM FABARIE A CAES, ZRIT
FOES . ZEFARRZEEFIR FVC R, AE TR AN RILT P a] DU R R 47 I 4535 s 22
LR RIS W4 OB BRI A EIRN . R IKIBA CP ot
FHAT (0 LG ER, R R BB IKIE. GDCA TR SN (CPS) %A
CP MIZI3R, VE4NEIA T GDCA 1EA L TIAEMR S MG FAERIE T . AfaT42 (EE15 LA R AR
(W E AR AR RE i. FT4 GDCA TEB T KA T W5 A CP A% CPS [
ST, PR SHIET R RS AT

As a Certification Authority (CA), GDCA generates root and intermediate certificates, and issues
certificates to subscribers under CP restrictions. Based on different types and application scope, digital
certificates may be used by subscribers to process SSL, code signing, e-mail signing, document signing,
identity authentication, and other different applications. Relying party could decide whether to trust a
certificate in accordance with the requirements of the relying party’s obligations in this CP. GDCA
Certification Practice Statement (CPS) accept the discipline of CP, elaborates the definition of GDCA
digital certificates and the methods to provide these certificates as well as the corresponding managerial,
operational and security measures. All certificate subscribers and relying parties under GDCA must refer
to the provisions of the CP and its relevant CPS to determine the usage and reliability of the certificates.

1.1.3. GDCA Z:#J GDCA Architecture

A% CP /& GDCA #i = H)5lg, GDCA HHEPRSSHIM (CA) %I CP #il%E CPS, RA %
HEA CP KAfC CPS HATIE B RS BB % ml, T 5 By R HAMAR ST AT A CP KA
K CPS Y ERIEH . EAEIFBATHI K 5% . GDCA B8 TH CA. 14 CA, #HH
RYEMHURE L Frtsy A5 2 B A, IR S SRS 2 GDCA WIER R AN F 2 X IR 55 34K

The CP is the highest strategy throughout the GDCA architecture. Certification authority (CA) under
GDCA formulates CPS in accordance with CP. Registration Authority (RA) authenticates certification
requests according to this CP and its related CPS. Subscribers, relying parties along with other correlative
entities determine their rights for using and trusting the certificates as well as perform corresponding
obligations on the basis of the CP and its related CPS. GDCA has established services entities at different
levels, including root CA, subordinate CA, related RA, registration authority terminals and business
acceptance points.

11
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1.1.4. GDCA iEH Bk ZE#) Hierarchical Architecture of GDCA Certificates

GDCA HEiH 7 MRIEF, 4058 ROOTCA iE+ (RSA). GDCA ROOT CA iE-.
ROOTCA iE+; (SM2). GDCAROOT CAL iik15. GDCA TrustAUTH R5 ROOT HiE+i. %2}
& R5 R CA iE15. GDCA TrustAUTH E5 ROOT iE15, SEAMR CA R4k CA, LAEKR P
WEFi . GDCA AR AMTH G CAEF .

Currently, GDCA has 7 root certificates, including ROOTCA certificate(RSA), GDCA ROOT CA certificate,
ROOTCA certificate(SM2) , GDCA ROOT CA1 certificate, GDCA TrustAUTH R5 ROOT certificate, %%
i R5 #R CA certificate and GDCA TrustAUTH E5 ROOT certificate. Each Root CA has Subordinate CAs
to issue subscriber certificates. GDCA does not issue external Subordinate CAs.

1) ROOTCA (RSA)

ROOTCA
(RSA2048-bit)
I
(‘H_f'iblfi’\cf’:ﬁ“’ﬁf’gﬂi_iU GDCA TrustAUTH R2 CA
(RSAL024-bit) (RSA2048-bit)
| \
Individual Organization Equipment Other Individual Organization Equipment Other
Certificate Certificate Certificate Certificates Certificate Certificate Certificate Certificates

ROOTCA(RSA) I i 72 Bl 5% % i 8 B = AR UE 15, %S 5HE N RSA, MEHKEN
2048-bit, FBEHAFLE CAUETS, HA: (1) GDCA Guangdong Certificate Authority iE3,
YK E N 1024-bit, ZRFFKE AN RSA 1024-bit AN ANKIER . HUGKIED. B&KIE
FAHABIGES; (2) GDCA TrustAUTH R2 CA iE-, ZEK N 2048-bit, K K E
N RSA 2048-bit Al RSA 1024-bit 1)/ AFUEF: . HUASKIEF . A IKUEBAHARSRIES.

ROOTCA (RSA) certificate is a root certificate of OSCCA using RSA algorithm with 2048-bit root key
length. There are two subordinate CAs under this ROOT CA, including: (1) GDCA Guangdong Certificate
Authority certificate with 1024-bit key length is used for issuing RSA 1024-bit individual certificates,
organization certificates, equipment certificates and other certificates. (2) GDCA TrustAUTH R2 CA
certificate with 2048-bit key length is used for issuing RSA 2048-bit and RSA 1024-bit individual
certificates, organization certificates, equipment certificates and other certificates.

RSA ROOTCA(RSA)IE+44 T~ 2025 4F 8 H 23 HF[I.
ROOTCA certificate (RSA) will expire on August 23, 2025.

GDCA Guangdong Certificate Authority 1iE-+5F- 2015 4 7 H 19 HF[#, 201541 H 1 H
i, GDCA RNEHlifH% CAIEHZ KT iE+ . GDCA TrustAUTH R2 CA 451 2018 4F 12
H 15 HEH], 2017 4£ 12 A 15 Hift, GDCA AHfii fi% CA iEP& KT FHE .
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GDCA Guangdong Certificate Authority certificate expired on July 19, 2015. From January 1, 2015, GDCA
no longer used it to issue subscriber certificates. GDCA TrustAUTH R2 CA certificate expired on
December 15, 2018. From December 15, 2017, GDCA no longer used it to issue subscriber certificates.

2) GDCAROOT CA (1024-bit>

GDCA ROOT CA
|
GDCA Guangdong
Certificate Authority
[
Individual Organization Equipment Other
Certificate Certificate Certificate Certificates

GDCA ROOT CA iE MR K A 1024-bit, K1 GDCA Guangdong Certificate
Authority UFET5, #EHKEEN 1024-bit, 2Kk % HKE A RSA 1024-bit N AR, HLESE
UEF . B RUEB A AR ZRIUE TS .

The length of GDCA ROQOT CA certificate root key is 1024-bit. There is a GDCA Guangdong Certificate

Authority certificate under this ROOT CA, used for issuing RSA 1024-bit individual certificates,
organization certificates, equipment certificates and other certificates.

GDCAROOT CA iiE 57 2024 4 12 7 11 HH[H].
GDCA ROOT CA certificate expired on December 11, 2024.

GDCA Guangdong Certificate Authority i 5T 2024 4F 1 H 12 H#[}, 2016 %1 H 1 H
2, AFERZ CAIE PRI FIET.

GDCA Guangdong Certificate Authority certificate expired on January 12, 2024. From January 1, 2016,
GDCA no longer uses it to issue subscriber certificates.

3) ROOTCA (SM2)

ROOT CA
(sm2)

GDCA PublicSM2 CA1

GDCA TrustAUTH E1 CA
GDCASM2ICA
Individual Organization Equipment Other
Certificate Certificate Certificate Certificate
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ROOTCA ilE45 (SM2) R FEZHMHE M RIMHRIES, #3520 SM2, MREHKEN
256-bit, 1% Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) i, HHKE N
256-bit, KK EZFE SM2 A ASIEH . HUGZRIES . B SuEAA A 2RIES,
Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) F# GDCA SM2 ICA i1 %
GDCA Public SM2 CALiEF, 2R ME T H % SM2 (A NKIEF . HUSKIESS . #& 2k
UEF A H AR 2R AR
ROOTCA (SM2) certificate is a root certificate of OSCCA using SM2 algorithm with root key length of
256-bit. There is a Guangdong Certificate Authority (GDCA TrustAUTH E1 CA SM2) certificate with key
length of 256-bit under this root CA, used for issuing individual certificates, organization certificates,
equipment certificates and other certificates with SM2 algorithm. Guangdong Certificate Authority (GDCA
TrustAUTH E1 CA) issued GDCA SM2 ICA and GDCA Public SM2 CA1, which are used for issuing

individual certificates, organization certificates, equipment certificates and other certificates with SM2
algorithm.

ROOTCA iE45 (SM2) 5+ 2042 5 7 3 7 H 2.
ROOTCA (SM2) will expire on July 7, 2042.

Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) iFH¥47E 2034 426 A 21 H
2391, 2030 4 1 H 1 Hild, KA Z CA BRI kS,

Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) certificate will expire on June 21, 2034. From
January 1, 2030, GDCA will no longer use it to issue subscriber certificates.

GDCA SM2 ICA iE+5¥57E20334F 12 H31 H 2IH#, 2030 4F 1 A 1 Hild, #AFEHZ CA
PR T IE.
GDCA SM2 ICA certificate will expire on December 31, 2033. From January 1, 2030, GDCA will no longer
use it to issue subscriber certificates.

GDCA Public SM2 CAL iE+ R 7E20334£ 12 31 H 1391, 2030 £ 1 A 1 HiE, KA FEEH]
Z CAERRERIT P IET
GDCA Public SM2 CAL certificate will expire on December 31, 2033. From January 1, 2030, GDCA will no
longer use it to issue subscriber certificates.

4) GDCAROOQT CA1

GDCA ROOT CAL
GDCA Public CAL GDCA Public CA2 GDCA RSA ICA GDCA OTC CA GDCA gﬁMR ov GDCA E‘AKMR v
A A, A, 4 A, /
AN HURHEF REIE A HURHEF AN
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GDCA ROOT CAL iF HIAR # 4Kl 4096-bit, F % 6 Mgk CAIET, Hri: (D
GDCA Public CAL, #ZHHKJE N 2048-bit, 2K %P KAL)y RSA 2048-bit 1N NEIEH . ALY
JEEP . WAIEEBMEAIEES; (2) GDCA Public CA2, 4K K 2048-bit, 25k %4
KJEZ A RSA 2048-bit ¥4 NSAUEFS AU ZRUEFS L B & SRE A HABZRUEFS ; (3)GDCA HKMR
OV CA, K 2048-bit, 25K B KL RSA 2048-bit [ 54 TAANILIIET; (4) GDCA
HKMR IV CA, %K B2y 2048-bit, 25 % P B2y RSA 2048-bit (1 FLAA AIEFS; (5)
GDCA RSA ICA FHK L 2048-bit, 25K EFHKZ N RSA 2048-bit [N AFKIEFS . HLAE
WE . B ZFRUE BRI HARZRAIE TS, (6) GDCA OTC CA - 4HK A4 2048-bit, %K HHK N
RSA 2048-bit (14~ NZRUEFBFINIARAUE T . B SUEH A HAB SRS .

GDCA ROOT CAL iiE 15441 2040 4F 12 H 31 H F[#.

GDCA Public CALEfi#47E 2038 4F 12 [ 31 HE#1, 203541 H 1 Hild, H AL
% CAEPEERIT Pk

GDCA Public CA2 iE+K7E 2038 4 12 F 31 HEIMA, 203541 A 1 Hid, KA H
% CA P RIT Pk

GDCAHKMR OV CA iE-i47E 2030 4= 12 A 31 HEIH, 2027 41 A 1 Hilg, KA
% CAUEBZERAT FHEFS

GDCA HKMR IV CA iE54417E 2030 4% 12 /] 31 H 2, 2027 1 F 1 Hig, KA
FiZ% CAE TR AT FHET .

GDCA RSA ICA iE47E20304F 12 H3 1 HEHA, 2028 41 H 1 Hig, WA FH % CA
WERZERIT FET.

GDCA OTC CA iE3#7E20304E12 H31 HFH, 2028 41 H 1 Hi2, A FHEHZ CA
EBERAT FAES .

B E TSR AR BB AR 1 (B LT A IE T EOAE B SIS ), A CP APk .

The length of GDCA ROOT CAL certificate root key is 4096-bit. There are six subordinate CAs under this
root CA, including: (1) GDCA Public CAl with key length of 2048 bit, used for issuing RSA 2048-bit
individual certificates, organization certificates, equipment certificates and other certificates; (2) GDCA
Public CA2 with key length of 2048 bit, used for issuing RSA 2048-bit individual certificates, organization
certificates, equipment certificates and other certificates; (3) GDCA HKMR OV CA with key length of
2048-bit, used for issuing RSA 2048-bit organization certificates for Guangdong — Hong Kong mutual
recognition purpose; (4) GDCA HKMR IV CA with key length of 2048-bit, used for issuing RSA 2048-bit
individual certificates for Guangdong — Hong Kong mutual recognition purpose; (5) GDCA RSA ICA with
key length of 2048-bit, used for issuing RSA 2048-bit individual certificates, organization certificates,
equipment certificates and other certificates. (6) GDCA OTC CA with key length of 2048-bit, used for
issuing RSA 2048-bit individual certificates, organization certificates, equipment certificates and other
certificates.
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GDCA ROOT CAL1 will expire on December 31, 2040.

GDCA Public CA1 will expire on December 31, 2038, and from January 1, 2035, GDCA will no longer use
it to issue subscriber certificates.

GDCA Public CA2 will expire on December 31, 2038, and from January 1, 2035, GDCA will no longer use
it to issue subscriber certificates.

GDCA HKMR OV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer
use it to issue subscriber certificates.

GDCA HKMR IV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer
use it to issue subscriber certificates.

GDCA RSA ICA will expire on December 31, 2030 and from January 1, 2028, GDCA will no longer use it
to issue subscriber certificates.

GDCA OTC CA will expire on December 31, 2030 and from January 1, 2028, GDCA will no longer use it
to issue subscriber certificates.

The certificate policy for the Hong Kong and Guangdong Mutual Recognition conforms to the latest
version of the Guangdong the Certificate Policy for Mutual Recognition of Electronic Signature Certificates
issued by Hong Kong and Guangdong.

5) GDCATrustAUTH R5 ROOT

! ] I [ ] ! ] ] ] ! l

GDCA TrustAUTH GDCA TrUstAUTH GDCA THUstAUTH GDCA TrUstAUTH GDCA TrustAUTH GDCA TUstAUTH CDCATLAUTH] GDCA TrustAUTH GDCA TrUstAUTH GDCA TrUStAUTH
RAEV SSLCA R4 OV SSL CA R4 1V SSLCA R4DV SSL CA Co‘;‘e‘s':;fm?’m R4 CodeSigning CA2 RAEV CSZES'Q"'"G R4 CodeSigning CA R4 TimeStamp CA R4 Primer CA

[ T T [ T T T T 1

DV SSL Server ‘ EV CodeSigning
e

eeeeeee

CodeSigning

EV CodeSigning CodeSigning TimeStamp Certificate Oanizain, E-mail Cerificate
Crtificate Certficate Cerificat Certificate J Individual Certificate

GDCA TrustAUTH R5 ROOT Ik MR E $H I & Jy 4096-bit, T 11 4% CA R+,
H1: (1) GDCATrustAUTH R4 EV SSL CA, # K0 2048-bit, 25Kk % 1 RSA 2048-bit
ff) EV SSL 4528 251E+; (2) GDCA TrustAUTH R4 OV SSL CA iE$5, %8 & iy 2048-bit,
2R B E 9 RSA 2048-bit 1] OV SSL IRk 55 28 K1E+5: (3)GDCA TrustAUTH R4 IV SSL CA,
KN 2048-bit, 25K HHKE N RSA 2048-bit 1) IV SSL R %5 #$2KEH; (4) GDCA
TrustAUTH R4 DV SSL CA, 4K N 2048-bit, 25k 28K 5 A RSA 2048-bit /) DV SSL
R 45 24 250E+H; (5)GDCA TrustAUTH R4 Plus EV CodeSigning CA IIE+5, % 47K &y 4096-bit,
2R E 9 RSA 3072-bit (1) EV ARASZE 44 2K1E+; (6) GDCA TrustAUTH R4 CodeSigning
CA2 iEF5, ZEHK LN 4096-bit, 25 & % HHK B2y RSA 3072-bit [0S %5 44 3KiiE+5; (7) GDCA
TrustAUTH R4 EV CodeSigning CA, #HHKE )y 2048-bit, 25K % HHK )y RSA 2048-bit (1)
EV IS4 251F 5 (8) GDCA TrustAUTH R4 CodeSigning CA iIF+, 24K N 2048-bit,
R B RSA 2048-bit (MRS 4 FUEF5; (9) GDCA TrustAUTH R4 TimeStamp CA
WEF, BEHKE A 4096-bit, 25Kk % HAK N RSA 3072-bit (1IN [AI#KIEFS; (100 GDCA
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TrustAUTH R4 Generic CA ilE 15, 28474 Ji 5y 2048-bit, 25 & %47 K & 9 RSA 2048-bit [RIHLIA
AMAZKEF; (11) GDCA TrustAUTH R4 Primer CA, Z4HK K 2048-bit, 25k B4HKE A

RSA 2048-bit 1] SIMIME ‘22 4= liR4E 45,

The length of GDCA TrustAUTH R5 ROOT certificate root key is 4096-bit. There are eleven subordinate
CAs under this root CA, including: (1) GDCA TrustAUTH R4 EV SSL CA with key length of RSA 2048-bit is
used for issuing RSA 2048-bit EV SSL Server Certificates. (2) GDCA TrustAUTH R4 OV SSL CA with key
length of 2048-bit is used for issuing RSA 2048-bit OV SSL Server Certificates. (3) GDCA TrustAUTH R4
IV SSL CA with key length of 2048-bit is used for issuing RSA 2048-bit IV SSL Server Certificates. (4)
GDCA TrustAUTH R4 DV SSL CA with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL
Server Certificates. (5) GDCA TrustAUTH R4 Plus EV CodeSigning CA with key length of 4096-bit is used
for issuing RSA 3072-bit EV CodeSigning Certificates. (6) GDCA TrustAUTH R4 CodeSigning CA2 with
key length of 4096-bit is used for issuing RSA 3072-bit CodeSigning Certificates. (7) GDCA TrustAUTH
R4 EV CodeSigning CA with key length of 2048-bit is used for issuing RSA 2048-bit EV CodeSigning
Certificates. (8) GDCA TrustAUTH R4 CodeSigning CA with key length of 2048-bit is used for issuing RSA
2048-bit CodeSigning Certificates. (9) GDCA TrustAUTH R4 TimeStamp CA with key length of 4096-bit is
used for issuing RSA 3072-bit Timestamp Certificates. (10) GDCA TrustAUTH R4 Generic CA with key
length of 2048-bit is used for issuing RSA 2048-bit Organization, Individual Certificates. (11) GDCA
TrustAUTH R4 Primer CA with key length of 2048-bit is used for issuing RSA 2048-bit S/IMIME
Certificates.

GDCATrustAUTH R5 ROOT iE 434 F 2040 & 12 A 31 HFI#.

GDCA TrustAUTH R5 ROOT certificate will expire on December 31, 2040.
GDCA TrustAUTH R4 EV SSL CA ilE 5K 7E 2030 4F 12 /] 31 H 3, 2027 41 1 Hitg,
BAFAMHZ CAIERSRIT FHET.

GDCA TrustAUTH R4 EV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 OV SSL CA iE 5 #4E 2030 4F 12 H 31 HF#, 2027 £ 1 H 1 HitE,
BAFAE R Z CAF B2 RIT FIE.

GDCA TrustAUTH R4 OV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 IV SSL CA E5¥47E 2030 4F 12 H 31 H#I#,2027 £ 1 A 1 Hig,
BAFAL R Z CAF B2 RIT FIE .

GDCA TrustAUTH R4 IV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 DV SSL CAUEF5#E 2030 £F 12 J 31 H 21,2027 £ 1 7 1 Htz,
B P % CAERRERIT FES.

GDCA TrustAUTH R4 DV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.
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GDCA TrustAUTH R4 Plus EV CodeSigning CA it 2035 4 12 H 31 H#|#, 2032
1A 1HE, BARMHZ CAUERZERIT FiEt.

GDCA TrustAUTH R4 Plus EV CodeSigning CA certificate will expire on December 31, 2035. From
January 1, 2032, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 CodeSigning CA2 iiE $5147f 2040 4= 2 F 10 HZI#, 2037 421 H 1
Hitd, KA 1Z CAIERZ KT I+

GDCA TrustAUTH R4 CodeSigning CA2 certificate will expire on February 10, 2040. From January 1,
2037, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 EV CodeSigning CA ilE-15#7E 2030 4F 12 H 31 HE|}, 202146
H1HE, OAFEEHIZCAIERZRITFIE,

GDCA TrustAUTH R4 EV CodeSigning CA certificate will expire on December 31, 2030. As of June 1,
2021, GDCA has stopped the issucane of subscriber certificates with this CA certificate.

GDCA TrustAUTH R4 CodeSigning CA il 54 7£ 2030 4 12 J 31 H#I#, 202146 H 1
Hig, OAEAEHZ CAIERZEAIT FHEH.

GDCA TrustAUTH R4 CodeSigning CA certificate will expire on December 31, 2030. As of June 1, 2021,
GDCA has stopped the issucane of subscriber certificates with this CA certificate.

GDCA TrustAUTH R4 TimeStamp CA ilE-5#7£ 2035 4 12 J 31 HE}, 203241 H 1
Hig, BAEAMHZ CAIERZEAIT FHEH.

GDCA TrustAUTH R4 TimeStamp CA certificate will expire on December 31, 2035. From January 1, 2032,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Generic CA iE 454 7 2030 4= 12 A 31 H#I#A,2027 41 H 1 Hig,
BAFEEHZ CAIEPRERIT FES.

GDCA TrustAUTH R4 Generic CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Primer CA iIF 14 7E 2030 4F 12 H 31 H 3, 2024 F 4 H 4 H i,
CASFAS 1% CA IE B KT EF .

GDCA TrustAUTH R4 Primer CA certificate will expire on December 31, 2030. GDCA no longer used it to
issue subscriber certificates as of April 4, 2024.

6) Huif AR5 CA
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Hrz i ARSHCAIE T
I R4 EV Hesit At R4 OV BRIV HZRHC RA DV B BRI R B ACRa MR
JI 25 BHIEAS CA 2% 2845 CA Ji %5 28IEH5 CA Ik 25 #EF CA RIG% A CA LT IS CA SERHIT PHES CA
A,
EV SSL Server OV SSL Server 1V SSL Server DV SSL Server CodeSigning Organization, i g
Certificate Certificate Certificate Certificate Certificate Individual Certificate Egmailjcenificale

$ree iR RS MR CAIE R HIARE K FE N 4096-bit, R 7 NPgk CAIES, Hr: (D
B U R4 EV IRSTEHIET CA, WPIKELDy 2048-bit, 2K HHIKEN RSA 2048-bit )
EV SSL R4 #82KE15; (2) FU&i R R4 OV RS HIET CA, HHKEEN 2048-bit, 25K
YR ETY RSA 2048-bit ) OV SSL k5 a3 2KiE+: (3) FZMAR R4 IV IRF5AFIEF CA,
K E N 2048-bit, %k HHKE N RSA 2048-bit ] IV SSL AR5 28 J4EH; (4) Bkt
R4 DV RS ZHIEH CA, KT N 2048-bit, %Kk %K E N RSA 2048-bit [ DV SSL ik
FEFUES: (B) Bl R4 RISEAZIET CA, HIHKE N 2048-bit, R HHKE N
RSA 2048-bit I/ CHI2E 4 2KIEH5: (6) Fre iU R4 HiBIT ik CA, B 2048-bit,
BRI EE )y RSA 2048-bit LML MAKIEF: (7) B2 R4 EAIHT FEF CA,
FPK N 2048-bit, 2R FHHKE N RSA 2048-bit [f] SIMIME 2 A= HRAHIE15

The length of %Z2i1 /L R5 #& CA certificate root key is 4096-bit. There are seven subordinate CAs under
this root CA, including: (1) #tzmAt R4 EV k%5 231E+ CA with key length of 2048-bit is used for issuing
RSA 2048-hit EV SSL Server Certificates. (2) %X R4 OV IR%-#FE-T5 CA with key length of 2048-bit
is used for issuing RSA 2048-bit OV SSL Server Certificates. (3) ¥ I8 R4 IV 55 #%iF+ CA with key
length of 2048-bit is used for RSA 2048-bit IV SSL Server Certificates. (4) #iZi{X R4 DV R4 #%1E15 CA
with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL Server Certificates. (5) #ZH1t R4
I 4 4E ) CA with key length of 2048-bit is used for issuing RSA 2048-bit CodeSigning Certificates. (6)
Bz X R4 5@ 1T FHET CA with key length of 2048-bit is used for issuing RSA 2048-bit Organization,
Individual Certificates. (7) £zt R4 24T FHIETS CA with key length of 2048-bit is used for issuing
RSA 2048-bit SIMIME Cetrtificates.

Bz X RS MR CAIE54 T 2040 4 12 H 31 H 2.
ezt X R5 #R CA certificate will expire on December 31, 2040.

ez R4 EV IR HIE CAUETITE 2030 4 12 H 31 HEM, 2027 41 H 1 H
&, AT HIZ CAIERZERITFET.

B8 R4 EV AR 83IEF CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

Bzt R4 OV HRE2HIET CAEKAE 2030 4F 12 A 31 HAHY, 20271 H 1 H
i, AT % CA IFBERIT FEE.

B8 R4 OV AR 831E CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.
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Bz CRA IV RS ZHED CAIFISLE 2030 4 12 A 31 HF#,2027 41 H 1 Hilg,
AT FHZ CAE R RIT FE+.

Bz R4 IV iR 45 #31E 15 CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

ez R4 DV RS #:IET CAIEKTE 2030 45 12 A 31 HFIHA, 20271 H 1 H
i, BAFMHZ CAIFBERIT IER.

Bt R4 DV R4525IEFS CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

B R4 RIBZ4EF CA IEKAE 2030 4F 12 A 31 HF,2021 4E 6 H 1 Hit,
CANFE H 1% CA P& KIT FEH .

B R4 ALHS %44 4E 5 CA certificate will expire on December 31, 2030. As of June 1, 2021, GDCA
has stopped the issuance of subscriber certificates with this CA certificate.

ez A R4 BT RS CAETSH4E 2030 4F 12 H 31 H 2, 2027 /£ 1 7 1 Hitg,
A FAE T Z CAEBAE KT FHE.

B R R4 @ 1T FEFS CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

Bz RA FERELT FE CA EFE7E 2030 4F 12 A 31 HE, 2027 £ 1 H 1 Hig,
BATEAS % CAEBZRIT FAE+.

ez R4 JERET SIEFS CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

7) GDCATrustAUTH E5 ROOT

GDCA TrustAUTH E5 ROOT

GDCA TrustAUTH E4 EV GDCA TrustAUTH E4 GDCA TrustAUTH E4 IV GDCA TrustAUTH E4 GDCA TrustAUTH E4 GDCA TrustAUTH E4 GDCA TrustAUTH E4
SSL CA OV SSL CA SSLCA DV SSLCA CodeSigning CA Generic CAIIETS Primer CA
EV SSL Server OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, q -
i s i e vt = E-mail Certificate
Certificate Certificate Certificate Certificate Certificate Individual Certificate

GDCA TrustAUTH E5 ROOT iE B # iS5k~ ECC, MREFHKE N 384-bit, & 7 4
g CAES, Hrf: (1) GDCA TrustAUTH E4 EV SSL CA , 8K E N 256-bit, %K%
FHK BN ECC 256-bit 1) EV SSL k5545 2Ki1E15; (2) GDCA TrustAUTH E4 OV SSL CA, #
HIKE A 256-bit, ZEKRZHIKE N ECC 256-bit ff] OV SSL R%#s25iFH: (3) GDCA
TrustAUTH E4 IV SSL CA, 4K N 256-bit, %5k 281K & N ECC 256-bit 1) IV SSL AR %5
BKIEH; (4) GDCATrUStAUTH E4 DV SSL CA, 8K & N 256-bit, 25Kk % 8K N ECC
256-bit [) DV SSL AR 45 #82K1EH5; (5) GDCA TrustAUTH E4 CodeSigning CA, 4K N

21



Il semnnnnaemes

Soon S GDCA {E- 55k mE (V3. 4 fi)

256-bit, 25K %K E )y ECC 256-bit R4 210F15; (6) GDCA TrustAUTH E4 Generic
CAEP, #HK LA 256-bit, 25K % EHK AN ECC 256-bit IHLIA . N AKIEF: (7) GDCA
TrustAUTH E4 Primer CA, 54K JEly 256-bit, 25K % 4K E  ECC 256-bit [ SIMIME %
A HRAFIESS

The length of GDCA TrustAUTH E5 ROOT certificate root key is 384-bit with ECC algorithm. There are
seven subordinate CAs under this ROOT CA, including: (1) GDCA TrustAUTH E4 EV SSL CA with key
length of 256-bit is used for issuing 256-bit ECC EV SSL Server Certificates. (2) GDCA TrustAUTH E4 OV
SSL CA with key length of 256-bit is used for issuing 256-bit ECC OV SSL Server Certificates. (3)GDCA
TrustAUTH E4 IV SSL CA with key length of 256-bit is used for issuing 256-bit ECC IV SSL Server
Certificates. (4) GDCA TrustAUTH E4 DV SSL CA with key length of 256-bit is used for issuing 256-bit
ECC DV SSL Server Certificates. (5) GDCA TrustAUTH E4 CodeSigning CA with key length of 256-bit is
used for issuing 256-bit ECC CodeSigning Certificates. (6)GDCA TrustAUTH E4 Generic CA with key
length of 256-bit is used for issuing 256-bit ECC Organization, Individual Certificates. (7) GDCA
TrustAUTH E4 Primer CA with key length of 256-bit is used for issuing 256-bit ECC S/MIME Certificates.

GDCATrustAUTH E5 ROOT il 156 T 2040 4F 12 H 31 H 2.

GDCA TrustAUTH E5 ROOT certificate will expire on December 31, 2040.
GDCA TrustAUTH E4 EV SSL CA L 154 7F 2030 4F 12 H 31 H#I#A, 2027 £ 1 H 1 Hiiz,
BAEEZ CAEBZERIT FIED.

GDCA TrustAUTH E4 EV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 OV SSL CA iF 5 7E 2030 4= 12 H 31 H 33,2027 41 H 1 Hilg,
AT HZ CAEPRERIT FUER .

GDCA TrustAUTH E4 OV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 IV SSL CA IF 0¥ /F 2030 4F 12 H 31 H#|#1,2027 £ 1 A 1 Hig,
BAFAE R Z CAUF B2 RIT FIE .

GDCA TrustAUTH E4 IV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 DV SSL CA iF 5 7E 2030 4= 12 H 31 H 33,2027 421 H 1 Hilg,
AT Z CAIEPRERIT FES.

GDCA TrustAUTH E4 DV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 CodeSigning CA 1 54 7£ 2030 4F 12 H 31 HEH, 2027 £ 1 7 1
Hitd, KA Z CAIERZ LI iR,

GDCA TrustAUTH E4 CodeSigning CA certificate will expire on December 31, 2030. From January 1,
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2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Generic CA i F#1E 2030 £ 12 A 31 H3#A,2027 41 H 1 HiL,
BAFEEHZ CAIEPRERIT FES.

GDCA TrustAUTH E4 Generic CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Primer CA F-B¥47E 2030 4F 12 A 31 HFI#,2027 41 H 1 Hig,
BATEEHZ CAIEPRERIT FES.

GDCA TrustAUTH E4 Primer CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

Xt GDCA TrustAUTH R5 ROOT 15, #Zif 48 R5 #R CA iE+5. GDCA TrustAUTH E5
ROOT 2K Mg, CA FRZE KR IT FiE+: GDCA %15 CA/NI Y #8183 (CA/Browser Forum,
R, FRE PR CA SIS AS I, A HE CA E FrbrUEIHLAL, https://www.cabforum.org)

KA BCHT A ) Baseline Requirements Certificate Policy for the Issuance and Management of
Publicly-Trusted TLS Server Certificates (% #% “Baseline Requirements” ). Network and
Certificate System Security Requirements (f&#% “NCSSR”). Guidelines for the Issuance and
Management of Extended Validation Certificates ({&#5 “EV Guidelines”). Baseline Requirements
for the Issuance and Management of Publicly-Trusted Code Signing Certificates (f&i#x “Code
Signing Baseline Requirements” ) . Baseline Requirements for the Issuance and Management of
Publicly - Trusted SIMIME Certificate (f&#x “S/MIME Baseline Requirements”) /2 Adobe %
4i /N KA i) the Adobe Approved Trust List (AATL) Technical Requirements( f&i#k AATL $2AK
TR, BHTARME R AILAE ) SSLTLS Bl 1. RIS LZIET . SIMIME %24 fi fF
EF5 1 Adobe SCRYZE A UET, fE WA E HER 1% 0, JEH RRSEARE HOA AT IR A #EAT121T CP,
MR CP 5 CAMIE 81 (CA/Browser Forum) A fIAH S bR AERRTE b (0 2 0 A — 3
(7, LA CAN NG E 0 32 1E 2R AT G ik«

For subscriber certificates issued by the subordinate CAs which are issued by GDCA TrustAUTH R5
ROOT certificate, #(Zzi{{ R5H# CAIE+: and GDCA TrustAUTH E5 ROOT, GDCA conforms to the latest
versions of the Baseline Requirements Certificate Policy for the Issuance and Management of
Publicly-Trusted TLS Server Certificates (hereinafter referred to as “Baseline Requirements”), Network
and Certificate System Security Requirements (hereinafter referred to as “NCSSR”), Guidelines for the
Issuance and Management of Extended Validation Certificates(hereinafter referred to as “EV Guidelines”),
the Baseline Requirements for the Issuance and Management of Publicly-Trusted Code Signing
Certificates (hereinafter referred to as “Code Signing Baseline Requirements), Baseline Requirements for
the Issuance and Management of Publicly - Trusted S/MIME Certificate (hereinafter referred to as
“SIMIME Baseline Requirements”) published by CA/Browser Forum (an international organization, also
known as international CA browser alliance, to establish international standards of CA,
https://www.cabforum.org), and the Adobe Approved Trust List Technical Requirements of the Adobe
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Systems Inc (hereinafter referred to as “AATL Technical Requirements”) to issue and manage the
publicly-trusted SSL/TLS digital certificates, publicly-trusted code signing certificates, SIMIME certificates,
and Adobe PDF signing certificates. GDCA regularly checks the updates on CA/Browser Forum'’s website
and continually revise its CP according to these updates. The specifications of the CA/Browser Forum
shall prevail in case of any discrepancies between the provisions of this CP and the standard
specifications published by the CA/Browser Forum.

fk#i IETF PKIX RFC 3647 CP/CPS HE4, 4% CP /3 AJuL/NE 1Y, i GDCA I IRSS
FITiE B i) 22 A il it , Mk 55 R S it . D9 OR B RFC3647 (1B AA A fug o, & “ A
EH” HIR S ZE TG
Pursuant to the IETF PKIX RFC 3647 CP/CPS framework, this CP is divided into nine parts that cover the
security controls and practices and procedures for GDCA's certificate services. To preserve the outline

specified by RFC 3647, section headings that do not apply are accompanied with the statement “Not
applicable”.

1.2. XKL FRE5FRIE Document Name and Identification

ASCRIFRAE CBU AR A G BR A FHEF 5% ) (iR “¢GDCA CP)”. “A CP”).
HRARRA CP MMEITERIES LS. A CP r yAFSSE T A 5 S g T 40 it — N Mk — 1)
X EARREF, BARTZ LA CP 5 1.4.1 75,

This document is called "Global Digital Cybersecurity Authority CO., LTD. Certificate Policy" (abbreviated
as “GDCA CP” or “This CP”). Please refer to Appendix for detailed revisions of this version. This CP
specifies a unique object identifier for Certificate Policy of each kind of certificates (see CP sectionl1.4.1
for details).

A CP KL J 3CXUE 2 2R A » GDCA Ry R IE SRR AR 5 o SCRRAS TE B KA — B3 7

This document is the Chinese-English bilingual edition of GDCA CP, and GDCA should make sure that
there are no material differences between the Chinese and English version.

1.3. PKI &5 PKI Participants

1.3.1. B FAEARSHLM Certification Authorities

P INIEARSS ML (Certification Authority, fEFK CA) MUK UE B HISEAA. GDCA 2
i (R NRILREBF2447E) . (R INEIRSEEINEY HE, KGR LMEH =0
L IAEAR S WA . GDCA @i 45 I i 1432 5 & 3 1) % 07 EARIUR B b+, R AHIE L
EARSS S F B BN L IEIE 33 5 k. CA RMERZAT Pt CA BRIFET1sL
RIIARTE, EH—MEBEM CA, — MR CA &—JEHk RIEEE.
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Certification Authority (abbreviated as CA) is an entity which issues certificates. GDCA is a trusted
third-party electronic authentication service authority established by law based on "Electronic Signature
Law of the People’s Republic of China" and
"Measures for the Administration of Electronic Certification Services". GDCA becomes a participant in
electronic authentication activities by issuing certificates and providing certificate verification services to
the parties who are engaged in electronic transaction activities. CA also means an element in certificate
architecture that is issuing certificates to terminal subscribers or subordinate CAs. Root CA is a special
entity, which is at the top of certificate architecture.

1.3.2. MM Registration Authorities

TEMHLE (Registration Authority, fijFk RA) 43 CA @ rEiFE Mt e, My E+ ik
5, IR R . TETT P SRHIE TR, &AL H i 1 B SR AHIE
UEF HEH AT CA B RA SR M Rk 58 BRE M, JRHEIHE B A4 CA BLRA.
CA Hi RA KX HiE#H 5 i L e BIEATHIN, RE e RERIERIEAIZIE R WR

ZRAETS, WHE B RIES HIEE . RA EATLARYELT P 7 BHGEIE TS, RERZ CA 5L
B A RS TAE, FRUE-B I EHEB #5112 (CRL)H .

Registration Authority (RA) establishes registration process, confirms the identity of certificate applicants,
and approves or rejects the request of certificate applicants on behalf of CA. Before a subscriber obtains
certificate, he/she must apply for a certificate as an applicant. Certificate applicants must follow
registration process established by CA or RA, and submit registration forms and related application
documents to CA or RA. CA or RA will authenticate applicant’s identity and other attributes, and then
decide whether accept or reject this application. If CA issues the certificate, the certificate will be sent to
the applicant. While RA could initiate certificate revocation process according to subscriber’s requests, CA
would be the only entity to complete the revocation operation and add the certificate to the certificate
revocation list (CRL).

1.3.3. 1T J? Subscribers

WP BN CA SGIES I s, BdE T #%5¢ GDCAIER AL Al 1T/ HHE
MNRZIHEFFA B ARIT I EEAA 2 W7 2 HE NIRRT DI & 2 AL
NN NERANRNE TR DA AL AR RBUFAN. S AL E
PR, — IS, PARZR AR NGRS BCE WA IE S 6 X+ 3% e,
EEn o Vi SO S NSRS 7 N G PR AR iR €2 TSEiii R e s SN R VA= - o NP B E2 i )
i 1 A B S N R R 355

Subscribers, the entities that receive certificates from CA, include individuals and organizations accepting
certificates from GDCA. Subscribers and applicants would not always be the same; in this case,
applicants need to ensure that they have obtained explicit and appropriate authorization. Individuals can
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be divided into a natural person and person who belong to an organization; Organization contains all
kinds of government organizations, enterprises and institutions and other social groups. Usually, an
organization has a legal personality or National Organization Code; for equipment certificates, due to the
particularity of the entity contained in certificates, subscribers are usually organizations or individuals who
own the equipment, and would assume the corresponding obligations.

WP ARG LA AR E IR ME— SR, A x5 AR A e — 6 82 (1 A4 B 1Y) fie 2 s
o T FEAR CP TG A FIESS, FF7RIEA CP ZJ5E ) 55 .

Subscriber is the unique entity with corresponding public key in certificate and has ultimate rights to
control corresponding private key in certificate. Subscriber should use certificates under CP restrictions,
and assume the obligations agreed in this CP.

1.3.4. K5 Relying Parties

AT AR BAEIE . AAREF DN AMAL. M7 AT U IEFIT /7, W] IASZIE
:FS)LTF"O
Relying parties are entities who trust and use the certificates. These entities may, or may not be a
certificate subscriber.

TS AT B ] —3KAE 1, ARMUT W FUGAEIE T A (5 B, RS 7R P ey 51 €

(CRL) Hiffif OCSP J7r A WUEFRIRES . WKM7 LA I & B & 5 A B A5 4 —5KE
Sil

To trust or use a certificate, a relying party must verify revocation information of the certificate by looking

up the Certificate Revocation List (CRL) or searching the certificate status with OCSP servers. Before
relying party trusts a certificate, a proper review process must be executed.

1.3.5. HAh 2 5% Other Participants
HAhZ 5% 245y GDCA 1 HLT- IR Bh$e A5G Ak 55 1 HoA S2 44

Other participants are the entities that provide related services in electronic authentication activities of
GDCA.

1.4. {EHRA Certificate Usage
1.4.1. EE M Appropriate Certificate Uses

GDCA (i1 FEF 2B HES:, FMEFRA A, AT ER R . > NIESS
FERBGEZ A WA ERiIr A OA RGt5E, HUMIIEF FHREEAT W L R Bis, s ib4s
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FIRARR B Sy BEAT(E ROEIE NS S . B 1 BUOSUEPS PR IR I 48 B A B0 A [ 1T 3 B0IE
[ ZE 54k, GDCA AT FHUEF Al U2 S FHAE A T IUSS . FLT R 95 SRS, DASEIN S 4y
WIE. T4 REEEdE NS5 H .

Subscriber certificates of GDCA are widely used. Different types of certificate are applicable for different
cases. For example, individual certificate is used for sending encrypted e-mails with digital signatures,
logging into OA system, etc.; organization certificate is used for online tax declaration, etc.; and
equipment certificate is used for identifying equipment and encrypting communication tunnels, etc. Apart
from different applications caused by the identity of the certification subject, GDCA subscriber certificate
can be widely used in e-government, e-commerce and other social activities to realize identity
authentication, electronic signature, and encryption of data etc. Meanwhile, it can be used to ensure the

validity and authenticity of identity between peers of communication via Internet as well as the integrity
and confidentiality of information.

GDCA 1T M iE+:, MIHRE L AT LA 2 N 51 22 4 5 2
Certificates issued by GDCA can meet the following security requirements by functionalities:

® DSk, PRUERHA] GDCA (AR ST IEH FrA & S (M arikdk

® Authenticity of identity: the certification can ensure the validity of certificate holder using GDCA trust
services.

® IiEfEE BN, PRIERT GDCA HUvE B A P24, w LGRS B AE L i
FEHOR ORI, SORMHRIE B2 S — .

® Verification of integrity: the assurance to an entity that data has not been altered and further verifies
the consistency of information between sender and receiver using certificate of GDCA.

o [FRAINENE, IRIEALZTT RO E B RIFLENE, At f 20 e R EVERAUT .

® Confidentiality: the certification can ensure the confidentiality of information during transmission, and
avoid the leakage to other non-authorized parties.

®  HUIRAMNE, XHEEARSE Z) AN AT (1 408 B 4 528 4 BEAT BRI

® Non-repudiation: the certification can ensure the non-repudiation of transaction entities by verifying
the digital signatures.

IRYEIEFSEAL, GDCA s K B AN NKIEF . FURSKIES . B RIEH . “a
MR 2EIESS . SSL/TLS %5 48 KUE+ . RIS AFEFH5E. Hr:

According to the type of certificate, the certificates signed by GDCA include Individual Certificates,
Organization Certificates, Equipment Certificates, SIMIME Certificates, SSL/TLS Server Certificates, and
CodeSigning Certificates.

® X TN AKIEBMHIRIUES, GDCA BB RIER 225 H . En77.
PRI BEARGEAR, SO N 438, SAllm, a5, )07 308K ;

® For Individual Certificates and Organization Certificates, GDCA classifies them into four categories
according to the security level, authentication method, and private key protection mode of the
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certificate. The higher the class, the higher the security level, and the more strict the authentication
method,;

® X TRAMFIILESS, I RAEB M LT, SRR, AT Rkl
HEAFES . DA AV BRAHET . AL (OV) HRAFIE-BABG NN (SV) HRAHIE
okl

® The S/MIME Certificates are categorized into three types based on the intended security levels and
authentication methods, as follows: Basic S/IMIME Certificates, 1V S/IMIME Certificates, OV S/IMIME
Certificates, and Sponsor-validated (SV) S/IMIME Certificates;

® XfT SSL R4 #825iFEF5, X4k DV SSL (Domain Validation SSL) iFf5. IV SSL
(Individuals Validation SSL) iF+5. OV SSL (Organization Validation SSL) F+5#!l
EV SSL (Extended Validation SSL) ilF;

® [For SSL Server Certificates, there are DV SSL (Domain Validation SSL) Certificates, IV SSL
(Individuals Validation SSL) Certificates, OV SSL (Organization Validation SSL) Certificates and EV
SSL (Extended Validation SSL) Certificates;

LIPS AR LTS RS s s p AN D ECE AT E U VRV EECE AT R

® For CodeSigning Certificates, there are normal CodeSigning Certificates and EV CodeSigning
Certificates;

® AR W IAIEGESASER BT 7228
® Equipment Certificates and Timestamp Certificates have no classification.
VAT DR SERPR T 2, H AR R R A N A& HE PR A, ANFRIRGIEB BA A
[7] ) B FH VL

Subscriber can choose suitable type of certificates based on actual requirement. Different certificates are
applicable for different cases.

1.4.1.1. M AZKIES Individual Certificates

MR AN NFIBFAET, NMANEHEERNSEEE GHRNGE, mass i, ki T4,
DMANFEER LRI B 1N NER. 5 2 23D NIEPAER T SSL/TLS iEP ALY
B ZIE )

Individual certificate is a digital certificate that is issued to the individual, including natural person or
personnel with specific identity, such as civil servant and employee, etc. There are four different types of
individual certificates (Type | and Type Il individual certificates are not applicable to SSL/TLS certificates
and code signing certificates):

% 1 RN MNEP——RAHE R A5 SIS R P AR IED e, & TR 2900 )
R, B S 1 RN NIRRT R S 5k, GDCA X Rk - Frid 2 e B
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B RS AL . FHL T ADEE, AR R T 22 4 SR AN m T IR AR 44 L B T IR AR
To T St S i A IR ANESE 5 6

Type | individual certificate provides the basic authentication function in the process of online information
transmission, which is applicable for the cases of the low security requirement. There is no need to offer
identity information when applying for the Type | Individual Certificate. GDCA just need to verify the
information submitted by users, such as e-mail address, mobile phone number and so on. Type |

Individual Certificate can be used for e-mail signatures with low security requirement, client-side
authentication, and small transactions that do not require any identify certificate etc.

% 2 R MNEP——RMAER 5 BEEERE PR S E. (5B INE ML 724 %7
A, WX A g EORI B U IS 2 R NIEB I TR A BRI S0 BERHE
2, GDCA Tt f 7 IS i 8, B, EA0E BUBE =7 Bt 2 55 07 S & A
e 52, LN AT IS R PR 5%

Type Il individual certificate provides the identity authentication, data encryption and digital signatures etc.
in the process of online information transmission. It is applicable for the cases of the high security
requirement. When applying for Type Il individual certificate, GDCA requires the applicant to provide
some personal information, to verify the information submitted by users and, if necessary, to authenticate
the identity of the individual through an authorized third-party database. Type Il Individual Certificate can
be used for login through internet and the transactions with medium amount payment.

% 3 BN MNEP——SEIAE M _EA5 B AL ISR th 2 2 J0 B i S AiE . 5 BN
BB EThae, G TN ZEERE MM SR, FIEH 3 BN NIEH I iRt e Bi
S5 B FREFEL, GDCA 250t B4y BERE S HE A REEAT 38, B8 uE )7 A0n] BLE I
H MU AR STy AT B A BORE FR IR SR A IS 2 S BB = Bt A A5 AT L
XFIRIE, %R N TR RE N 2R G A B O IE S ORI AR 7 595 58 5 5o

Type Ill individual certificate is used in the process of identities authentication, information encryption and
digital signatures etc. during online information transmission with higher security level, applied for
application areas with higher security requirement. GDCA requires the user to provide complete identity
information and application materials when applying for the Type lll individual certificates. The GDCA
must authenticate the identity data and application materials through voices, videos, photos, etc., or
compare the information with authoritative third-party database. Type Il Individual Certificate can be used
for the authentication of specific application system and e-commerce transactions with large amount
payment.

55 4 FANIEA——SLHUE M _EAF B ARSI RE P 22 29000 i 1 S AIE S {5 20 A
Py 2 EIRe, Gl TR 2 2 ERRE N SR HIEH 4 20 NIEH R4 K
S5 B R EL, GDCA b ZUE I . MU, A IS5 B S i o T ) 265 ) 45 07 sk AT
BN, BEANE LA IIURs FIE 52 A2 1015 25 BUBERS =7 it e rh (045 AT BEXT IR AE, ZAEP
2T oA FIAETT . KB TR 5538 20 5
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Type IV individual certificate is used to achieve the highest security level of identity authentication,
information encryption and digital signature functions during online information transmission. It is applied
to the cases with highest security level. Users are required to provide complete identity information and
application materials when applying for Type IV individual certificates. GDCA must verify the identity by
voice, video, photograph, or face-face verification, etc.; in addition, GDCA must compare the information
with an authoritative third-party database. Type IV Individual Certificate can be used for the signing of
electronic contracts and large amount payment of e-commerce transactions etc.

1.4.1.2. HLHKIER Organization Certificates

MU LGB IR S, WU RS, BUFHLOG. #aHR<E, GDCA Ak
55 1SRG 2 BHUMIET, RAEAER 3 KM 4 KHUMIES:

Organization certificate is a digital certificate that is issued to organization, including enterprise, institution,
government and social organization, etc. GDCA does not issue Type | and Type Il Organization
Certificates, and only issues Type IIl and Type IV Organization Certificates.

5 3 FHUMNIE——SEHE W _EA5 B AR FE P B GE (5 BN E M 72844 46 T
e, G TR LA R N UK. S 3 SRR I FR iR s B S (5 B
THAEL, GDCA W ZIA HUFIE A BORE R B ROR EEAT 30 IE, Jeriik 177 3R] DU 5 . MUH
8 S5 7 AT B BICHs FR IR 8 SR SRR B BUBER = O ol o b A5 R AT B BRI, 1%
UEAS N FRF e B R GEN B UGIE S 72840 Infd <5

Type 11l Organization Certificates are used for authentication, information encryption and digital signature
in the process of information transmission on the Internet. It is applicable for the cases with high security
requirements. Subscribers are required to provide complete identity information and application materials
when applying for Type Il Organization Certificates. GDCA must verify the identity by voices, videos,
photos, face to face verification or compare the information with authorized third-party database, etc. The
certificate can be used for the authentication of specific application system, digital signature, and
encryption etc.

5 4 FHURIEB——SZHE W L A5 B ARSI 2 2 200 s i B i aiE . (5 B &%
FREVEDIRE, TR 2 e EORAR N AU FEER 4 REUVIE RN fE e ft e B &
{5 B HIEM R, GDCA AU 15 MU 7 18 S5 B SI it T X T F 48 3 5%y g AT
W, BEANE LU B B R A HAE B S BUBURE = T7 B e b 45 BT HEERAIE, 1R
MTRFERET . KO T RSEH%.

Type IV Organization Certificate is used to achieve the highest security level of identity authentication,
information encryption and digital signature functions during online information transmission. It can be
used in the cases with highest security level. Subscribers are required to provide complete identity
information and application materials when applying for a Type IV Organization Certificate. GDCA must
verify the identity by voices, videos, photos, face to face verification, and compare the information with
authorized third-party database. The certificates must be used with USB Key. They can be used for the
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signing of electronic contracts and e-commerce transactions with large amount payment etc.

1.4.1.3. #&JEFH Equipment Certificates

RIANUA 25 P # HOBUFUETS, W BAE ST Bl ki, B Hasas, BSRuE -l 1 1 K
BRI, Wi fE BNt G0, 45055 8 WU FEF (50 55 25 AT A%
Sl X 3k e 2% 25 K1 S 4y, A% SSLITLS I e LA XU BEAT N2 23 1 o

Equipment certificate is a digital certificate that is issued to equipment, including servers, firewalls, routers,
and etc. It is usually used for network equipment identification and secure communications. For example,
certificates issued to servers enable browsers to authenticate the identity of website with certificate and
create SSL/TLS channel for secure session.

1.4.1.4. RAMHEIEH SIMIME Certificates

A MR UE A5 — FBCE ] 00 B S AP P o s AN 25 44 DA K i R Bt ) 22 e, —
T T AORIEBR AT A8 # E FOSeE s o5 — D5 T DRl 1 R A S R o AS At N Pl 5 B
I e B BEAT IO, W OR BT BB AR P A R e B

LA MRAFIEFARIESN A FIHAT AR 45075 7 SEREAEPFIE S R 980k o 7 iR R bk
PR FEHIRL AR 5 W ik Fr AT 5 R SE S s IV BRAFIEAS % T TREXEAS A 7 8
PR AT AL SEHIBLL AN LT P 2 I SOSE B AT I8 OV BRPRIE SRR T
BIE FL T B IE P AR A HIBL, 3 2 H - PSSR LA P S B iy BEAT 98 E s SV
HUAAN D BBAUETS, B T 30A0E FL BB BT AL 3L, B 4356 - B4 bk BT I
HURE BAURGA N R FL S S A BEAT S5 E

S/MIME Certificates are generally used for encrypting and digitally signing e-mails and ensuring secure
data transmissions, the certificates can ensure the authenticity of the identity of an e-mail sender and
guarantee that the e-mail will not be read or tampered by an unauthorized party during the transmission,
and the certificates will be verified by the recipient of the e-mail to ensure the integrity of the e-mail.

When it comes to the authentication in relation to S/MIME Certificates, GDCA follows different
authentication methods based on the types of the certificates: for Basic S/IMIME Certificates, GDCA only
validates the ownership and control of an e-mail address and will not validate the identity of the e-mail
address owner; for IV S/IMIME Certificates, GDCA validates both the ownership and control of an e-mail
address, and the identity of the individual who owns such e-mail address; and for OV S/MIME Certificates,
GDCA validates both the ownership and control of an e-mail address, and the identity of the organization
who owns such e-mail address. For Sponsor-validated (SV) S/MIME certificates, GDCA validates both
ownership and control of an e-mail address, and the identity of the organization as well as the individual
affiliated to the organization who owns such e-mail address.
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1.4.1.5. SSL PR&-SHKEF SSL Server Certificates

SSL/TLS il % #e2KEBARiE Web MxbEi# Web ARG #5054y, 1] LLRTT-10F B W sk 1) £
PyelE B, $RAL SSLITLS In#i@iE, MMEH T8/ELS . SATHIZE A aI6AE .

SSL/TLS server certificate is a digital certificate that identifies the website or server, applicable for
verification of website certificates and provides SSL/TLS channel. It cannot be used for signature or
verification of transaction and payment.

GDCA JIr25 % 1] SSL A 55 as SRUE B 4% LK DU b
SSL server certificates of GDCA include the following:
® FEVSSLiE+ (Extended Validation SSL Certificates), B3 IAIE R Al 55 2k
® EV SSL certificate (Extended Validation SSL Certificates), the extended validation SSL certificates.
® OV SSL iF+ (Organization Validation Certificates), B[ 75 BEGIE [ b il G WAL EL 52 B
7 IR vEERY SSLIES

® OV SSL certificate (Organization Validation Certificates), the SSL certificate requires to verify the
identity of the organization that owns the website.

® |V SSLiF+ CIndividuals Validation SSL Certificates), B[l 535 ZE564F k&5 &4 N &
B HIFRHER SSL E

® |V SSL certificate (Individuals Validation SSL Certificates), the SSL certificate requires to verify the
individual identity of website owner.

® DV SSL iFf5 (Domain Validation SSL Certificates), B[ H 3&iF X 3k 38,42 Fir A W8 1 5
A SSL iiEF

® DV SSL certificate (Domain Validation SSL Certificates), the SSL certificate that only verifies the
ownership of the website.

Hodr, OV SSL UEF IV SSL iE 45 v SEEL Y s AL 2545 5 028 DL R I 3y B 47y ) 36 LE T RE
DV SSL iE+ RERHE MG 12515 BRI ThaE. EV SSL iFPi¥/E (GDCAEV iEHHg), A&
CP ANFEXF Ht AT BAR A

OV SSL certificate and IV SSL certificate provide the functions of information encryption and verification of
website identity. DV SSL certificate only provides information encryption. The issuance and usage of EV
SSL certificate conforms to “GDCA EV CP”, which is no longer covered in this CP.

SSL i 5% s iP5 AN BRI AORISE,  mkiskAs . BUF R4 55

The types of domain names in SSL/TLS server certificates are not restricted, e.g. .com, .gov etc.
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1.4.1.6. RAISZ4FKIEFH CodeSigning Certificates

FASRE A SR PR IR A AU FRIREE Iy, HBEH T8 RS My 2644, A5
TR S SO s A

CodeSigning certificate is a digital certificate that identifies the source or owner of the software code. It
can only be used for digital signature and cannot be used for transaction, payment and encryption, etc.

RAGREAL UL AT b AR, AP L G TXP& S mEAE. &
BURA . SRR

Subscriber must commit not to sign malicious software, virus code, infringement software and hacker
software using CodeSigning certificate.

1.4.1.7. B TR BRRUESS TimeStamp Certificates

IS TR RGE 5 25 B I [ B 55 &, SR LA 22 The

Timestamp Certificates are mainly used for Timestamp servers to provide digital signature service.

1.4.1.8. ZZEHREFRIEXT RERRFF CP Object Identifiers of Certificates

FEAS CP Oy BESRAE S IEAS HREME U7 FiE — e — R0 SR IR FT, BRI R

We assign a unique object identifier to certificate policy items of different types in this CP, the regulation is
as follows:

%fFH1 ROOTCA (RSA) iE-f5. GDCA ROOT CA i 5. ROOTCA (SM2) . GDCA ROOT
CALUE R CA B K I P UETS, IEF RIS PR IRAT (OID) fi'F:

5 1R NIE P 5ERE: 1.2.156.112559.1.2.1.1

552 RN NIEP5ER%: 1.2.156.112559.1.2.1.2

%5 3 RN NIEP 5%  1.2.156.112559.1.2.1.3

554 KA NIEP 5 1.2.156.112559.1.2.1.4

55 3 ZRHUMAE PS5 1.2.156.112559.1.2.2.1

55 4 RHUME P 5% 1.2.156.112559.1.2.2.2

W AR 5 1.2.156.112559.1.2.3.1

AR IBIUE S SEn% : 1.2.156.112559.1.99.1.1

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL, the allocated policy OIDs are as follows:

Type | individual certificate policy: (1.2.156.112559.1.2.1.1)
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Type Il individual certificate policy: (1.2.156.112559.1.2.1.2)
Type Il individual certificate policy: (1.2.156.112559.1.2.1.3)
Type IV individual certificate policy: (1.2.156.112559.1.2.1.4)
Type Il organization certificate policy: (1.2.156.112559.1.2.2.1)

Type IV organization certificate policy: (1.2.156.112559.1.2.2.2)

Equipment certificate policy: (1.2.156.112559.1.2.3.1)

Certificates for test purpose: (1.2.156.112559.1.99.1.1)
Xf ¥ i1 GDCA TrustAUTH R5 ROOT ik #Ze X RS A CA iE15. GDCA TrustAUTH

E5 ROOT 2RI gt CA FiZs RIGH F b, iEHEK (OID) AZHAEI T

EFK 51 SREE N SRR FHAE ZE
s A SiE P g;ﬁii&’ A, WY 2 00 k11 51
N L o - ~
%E%;\ 1(1.2.156.112559.1.1.1.1 SR R I e 75 T ﬁ;i?i$ﬁé
B IR
Adobe R BT, Ak
s gipdy | PO MPLLE e s mis . Adobe R4,
R BTsL, BHNE, B
HURIAS AHE | 1.2.156.112559.1.1.2.4 | #0435,
fFAEP 2.23.140.1.5.3.2 WR AR RVE: %P i S BE,
B IR
R BTsL, BHNE, B
HURIHRRE | 1.2.156.112559.1.1.2.1 | &% .
+ 2.23.140.1.5.2.2 WS RS RV B i S AL,
B IR
AR BT, EHNE,
AN NHBAEE | 1.2.156.112559.1.1.2.2 | #EI0%5 .
+ 2.23.140.1.5.4.2 WS E: % S S A I,
L IR
AR BT, wHNE,
FERRMR AR | 1.2.156.112559.1.1.2.3 | #EI0%5 .
+ 2.23.140.1.5.1.2 WS E: % S S A I,
L IR
\ EEHRE: Brss,  BHNE.
i}v SSL ik ;2';5263'1114??92'11'1'4'3 IR % P T
T 5545 5 3 E .
\ AR BT, BHINE.
%V SSL i 2‘22';5263;11155’51’92;12'1'4'1 RIS Y E
T R 5% 2 5 B0 IE
‘ BEE: BEss,  EHINE.
;\j}/ SSL ik ;2';526?;111;5 i92.1?;1.4.2 WanE RS VE . B S IRAE
T 5545 5 3R E .
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WM BFEs,

BN

EV SSL iF | 1.2.156.112559.1.1.6.1 | ., . . . .
i ! Tt 27514011 IR BB R R I
e 55 2 B A BRAILE o

AR 2 A BB,
N 1.2.156.112559.1.1.5.1 | .. o . N
EESTE B RR I S . U454 .

EV {045 | 1.2.156.112559.1.1.7.1 | B4 HrEE4.

A J% 2.23.140.1.3 o R B v A4S .
= % B4,

B A RAE S | 1.2.156.112559.1.1.8.1 PIRiL: Hersis

W R R P E . I AR

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #ZzH4{
R5 #2 CA iE$, and GDCA TrustAUTH E5 ROOT, the allocated policy OIDs are as follows:

Types of Certificates

Policy OIDs

Key Usages

Remarks

Email Certificates
(Previously the Type |

Individual Certificates)

1.2.156.112559.1.1.1.1

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,

Email Protection.

This policy OID will
not
identify the email
certificates as of 1
November 2022.

be used to

KU: Digital Signature, Non
Repudiation.

Adobe PDF signing
N 1.2.156.112559.1.1.1.2

certificates EKU: Adobe Document
Signing.
KU: Digital Signature, Key
Encipherment, Data

sV S/MIME | 1.2.156.112559.1.1.2.4 Encipherment.

Certificates

2.23.140.1.5.3.2

EKU: Client Authentication,

Email Protection.

OV S/MIME Certificates

1.2.156.112559.1.1.2.1

2.23.140.1.5.2.2

KU: Digital Signature, Key
Encipherment,
Encipherment.

Data

EKU: Client Authentication,

Email Protection.

IV SIMIME Certificates

1.2.156.112559.1.1.2.2

2.23.140.1.5.4.2

KU: Digital Signature, Key

Encipherment, Data

Encipherment.
EKU: Client Authentication,

Email Protection.

Basic S/MIME

Certificates

1.2.156.112559.1.1.2.3

KU: Digital Signature, Key

Encipherment, Data
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2.23.140.1.5.1.2

Encipherment.
EKU: Client Authentication,

Email Protection.

DV SSL Certificates

1.2.156.112559.1.1.4.3
and 2.23.140.1.2.1

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,
Server Authentication.

OV SSL Certificates

1.2.156.112559.1.1.4.1
and 2.23.140.1.2.2

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,
Server Authentication.

IV SSL Certificates

1.2.156.112559.1.1.4.2
and 2.23.140.1.2.3

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,
Server Authentication.

EV SSL Certificates

1.2.156.112559.1.1.6.1
and 2.23.140.1.1

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,
Server Authentication.

Standard Code Signing

1.2.156.112559.1.1.5.1

KU: Digital Signature.

Certificates EKU: Code Signing.
EV  Code Signing | 1.2.156.112559.1.1.7.1 | KU: Digital Signature.
Certificates and 2.23.140.1.3

EKU: Code Signing.

TimeStamp Certificates

1.2.156.112559.1.1.8.1

KU: Digital Signature.

EKU: Time Stamping.

1.4.2.

PR &1 (1 IE$5 2 B Prohibited Certificate Uses

—MIME, GDCA UL —Meth H IAUES:, wl DURIAS RO 2 [ AR B . B
fdt, GDCA EBLELIAE LR BIREIN, M NEBRGEH TN AP RINE, AR
NG A BN IER A . 5N HRBA —SIES, ARG CP AN {EE.

In general, GDCA certificates are general certificates. These certificates can be used among different

relying parties for mutual operations. However, some features of the certificates are prohibited. For

example, the Individual Certificate can only be used as individual case rather than the cases being used

as Equipment or Organization Certificate. Certificates shall not be deemed as trusted by this CP if they
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are not corresponding to their respective usages.
SR IEAEAT AR 3 e [ 500 VAR A [ R 2 e I T S A RE S, AR IR A vk
JARTE S BGA AR LRI AR OO S T AEAE, 50 ftid R e SR e A P B Ok,

The certificate is prohibited to be used in such circumstances, such as any violation of state laws,
regulations and national security or legal consequences, in addition, a certificate is prohibited to be used
in business that involves criminal activities, or in business forbidden by laws, otherwise all legal liability
that triggered by this will be taken consciously by user themselves.

ROOTCA (RSA) ilFf5. GDCA ROOT CA iE+i. ROOTCA (SM2). GDCA ROOT CAl
EBZA R CA AT IIT FEB R A . WHKIEH A - i, GDCA X il
BUEFB RS A2 &AM LA 5 (04 5 RAVRIEAEMT514E. GDCA 521
WO AR IE T T BRI AT (T T, 50l AN 38 B S B 3 36 E FA) N2
M5t, LG ml RE P AL IR B 2

ORI EE P I AT R E RS BRI 1, GDCA MIAIEF5 FH P 4 i b 55 95 “test”
s o R R, HAEBA RO E KA 6 M H .

Subordinate CA Certificates issued under the ROOTCA (RSA) Certificate, GDCA ROOT CA Certificate,
ROOTCA (SM2) Certificate, and GDCA ROOT CA1 Certificate may be used for issuing test subscriber
certificates. Test certificates are provided solely for testing purposes, and GDCA assumes no
responsibility for the authenticity, validity, or any consequences arising from the use of test certificates
outside testing environments. GDCA strongly advises users not to use test certificates for any purposes
other than testing, especially in scenarios involving identity verification, in order to avoid potential losses
or disputes.

To ensure the identifiability and proper management of test certificates, GDCA requires that the username
in each test certificate must contain the English word “test” or the Chinese word “#li{”, and that the
validity period of these certificates shall not exceed six months.

1.5. SRR Policy Administration
1.5.1. KBS SR E E LM Organization Administering the Document

GDCA %452 b1 2ok GDCA HL 7Y AR 55 AT S 1) foe e ' BEALR, S0 5T 1R 4
JRIfEREA CP,

GDCA Security Policy Committee is the highest management authority responsible for review and
approval of electronic certificate services, as well as the highest decision organization to perform
inspection and supervision of the CP.

GDCA %4 I B ok B T ARV ELR . 7By BoRTFG 2 BR 26 T 0 600
PR FR £r B AR AL
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GDCA Security Policy Committee is assigned as the document management authority responsible for
establishing, publishing and updating this CP. The committee consists of the relevant representatives with
the right of decision-making from GDCA's management, administrative center, technology center, and
customer service center, etc.

GDCA ‘%22 A 2 I I A B AR i UE A5 SRS 3R AT 8 BRAS LRI, 2 24— SRR E AL,
INSRIESAHIE, 2= A2 AT IHA XEE RERL

Member of GDCA Security Policy Management Committee has the right to vote over management and
approval of certificate policy. The Chairman of the committee may have two votes for decision in case of
tie of votes.

AR M SRS PRI A0 5 0 e 5% 55 H A AT BUE B 19 52

Consultation of this policy document to the external parties and other routine jobs are undertaken by the
administrative center.

1.5.2. Bt Z& A Contact Person

1.5.2.1. iEP HE#H H Certificate Problem Report

VS i) FUR 5 SR TS SR AUE R LR 7 SN — 4258, HAE il i sk w40 A i
K45,

® RHEEFEZ: webtrustreport@gdca.com.cn; Ef

® Hi: 4007008088

Any certificate problem reports or certificate revocation requests shall be submitted through one of the
following ways and certificate revocation requests must be submitted in writing:

® E-mail to: webtrustreport@gdca.com.cn

® (Call: 4007008088

1.5.2.2. CPS [A/f% CPS Related Issues

BXREEI]: GDCA fTEUE R
Contact Department: GDCA Administrative Department

KRN £t

Contact: Ms. Wang
MR A k. gdca@gdca.com.cn

E-mail: gdca@gdca.com.cn

Bt A FHEi%: +86 20-83487228
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Tel: +86 20-83487228
Hohit: PR NRIEANE R8T N Tl 75 Xtk % 112 5 BRVCEBROKE 30 £ 3001 =

Address: Unit 3001, 30F, Pearl River International Building, No. 112 Yuehua Road, Yuexiu District,
Guangzhou City, Guangdong Province, the People’s Republic of China

4 : 510030

Postal Code: 510030

1.5.3. P5E CP fF& RIS HIHLF Person Determining CP Suitability for the Policy

A CP Hi GDCA %4 RMEZs b, BIEA CP MEIT R AR H

This CP and the corresponding revisions and version changes should be approved by the GDCA Security
Policy Committee.

GDCA % 4= 52 i 2 71 51 P-4l GDCA [ CPS 2 B & A CP, &Lt FI k2 GDCA 1
CPS & 15 54 CP AHI&E N LAY o

GDCA Security Policy Committee is responsible for assessing whether GDCA CPS is in accordance with
this CP as well as approving and deciding whether the CPS of GDCA corresponds with the CP or not.

1.5.4. CP #it#EFE* CP Approval Procedures

A% CP 1 GDCA ‘% 2= 582 i1 AU IR N UL E SO, $25C GDCA ‘LA & i =it
HER A% o

This CP is drafted by relevant personnel organized by the GDCA Security Policy Committee and
submitted to the GDCA Security Policy Committee for review and approval.

1.5.5. CP 1&1T CP Revision

GDCA H1Xf CP HEAT MM K RRCAIE ], JF LA SRIg R Bl ST R EL

GDCA R4k H X BUER . BORZER PRI SO 55 KRG DL BT A CP, [7]
i % ¥t GDCA TrustAUTH R5 ROOT k-3, % {{ RS R CA iE45. GDCA TrustAUTH E5
ROOT 2 & Mg CA ik i~ Ll fFiE$50k %5, GDCA &R ¥ CAB iz

(https:/www.cabforum.org.) & A7 [ 5. BT AL [ Baseline Requirements. EV Guidelines. Code

Signing Baseline Requirements. S/MIME Baseline Requirements 5 NCSSR )% 3k K& I 51T CP.

CP 4 5 /NI A G AT CP ST 1L, $25C GDCA % & Mg & Mo i i, &%
Z ettt iS5, 1IEX7E GDCA B 7 Wik b kA
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A CP Z/DREBIT IR WEIRTCAR S, WHERGARA S . S AATI [A] A2 20 ]
FAEIT K

GDCA will implement strict version controls on this CP, and such work will be arranged by the GDCA
Security Policy Committee.

This CP will be updated timely in line with the changes of national policies and regulations, technical
requirements, standards and business development. Meanwhile, for the publicly trusted certificates
issued by the subordinate CAs that are issued by GDCA TrustAUTH R5 ROOT certificate, #{zF{X R5
i CAIETS and GDCA TrustAUTH E5 ROOT, GDCA shall also update this CP according to the latest
versions of the Baseline Requirements, the EV Guidelines, the Code Signing Baseline Requirements,
S/MIME Baseline Requirements and the NCSSR of the CA/B Forum (https://www.cabforum.org).

This CP is updated at least once every year. Even if no other changes are made to the contents of this CP,
GDCA will increment the version number and update the release date, effective date, and the revision
records of this CP.

1.6. EMXFIZEE Definitions and Acronyms

1.6.1. RIEE X —Y¥F List of Term Definition

ARG & X
GDCA ZARIEZE i4x | GDCA TAIE AR5 4 5 N 1) e e S8 B R B LA A CP — 2L
PR E LA
HL IR 25 WL TEN, R, R EHIEBREA . ZAREE
T CAs H12 CAs.
AL LK (Registration Authority, RA) i 57 AbFHIIE 5 HH i &

AREFT P IR SR, TR 2RSS VAR RSB, ik
LA EE LA RE R SR, ST B AT
B bR RN A, RO BUE IS IEFBREHIE R, ARRETAE
JIR 55 A URE) ik v SET Ik B B P A R

WEFS RSP, TR AHS S mEE.

LR TIES 125 AUE T B UGE AR AL (CAD Al i T B 754,
L5 H S Y SRR R P A I ()R A 2R

LT IAIEME 45 U] FIRGUE ST, 2, BB R A BHEZE 1K — 1 SO

B4 W4 RSB A AT SRR .

564 IR E 44 BLFE B4 RSt B T R R I8

Linting il — R H S A AR N A, WRHET (RFC6962). iEfh. ik

M F1ZREL OCSP MR, BAF2E 45X 5 (RFC 5280 £ 4.1.1.1
TR thsCertificate) BTG A I FE, DARAORILAF & 2R 2
SR SCIRTBC B SO BRI o

TELRUE IR X FELGUE-PRT A P, T AEA RS 7 S B i e a5 )

W&
A H PO R B R R R D T R, TR
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B0, N S S I B HT I e R st

N BN AT AR N RAH R B AT, AR SR T
M, uﬁi%ﬁﬁkﬁf%%~%@L%ﬁ$%%/wi
AT TR, DMEAUH BRI & nl 0T 25 Stk
FR o

YNGEE S hilgii ~ﬁ@%@#\ﬁ#\Aﬁ\ﬁﬁ\ﬂM&%E%A% %
TSEIEE T AHE B H LAE B e EE . BK.
FALTH D RE

AFLAFIEF FH T AH B B AR E 5 DUE AR 0 T8 20FE )32 AT A R FH 3
HEREE, NI AT A IR

A B T Frer R CP 71T 8.2 Ik 2K 1) H AR N BE SR

WA T WA AR5 1) H AR N BRIE S

DA WERERAUET IR F AR N B S AR, HLAZ 0T P il a2 5k
AL IS PAPNEIRFRE M L

ADARIIINE INIEIR S MU S UES H3E NAT P Z BTG, e 1
&7 IR 5 5T

WebTrust CPA JNZ= RAEIE RS ALK WebTrust 351 H HIIRAT FrifE o

Term Definition

GDCA Security Policy
Committee

It is the highest management and monitor function for CPS and the
decision-making agency pursuant to CP within the GDCA certification
services system.

Certification Authority

An organization that is responsible for the creation, issuance,
revocation, and management of certificates. The term applies equally

to both Roots CAs and Subordinate CAs.

Registration Authority

A Registration Authority (RA) is responsible for processing service
requests from certificate applicants and certificate subscribers, and
submitting them to the certification authority for the final certificate
applicant to establish registration process. RA is also responsible for
identifying and verifying certificate applicants, initiating or transferring
certificate revocation request, and approving certificate renewal or
re-key request on behalf of the certification authority.

Certificate

An electronic document that uses a digital signature to bind a public
key and an identity.

Certificate Revocation List

A regularly updated time-stamped list of revoked certificates that is
created and digitally signed by the CA that issued the certificates.

Certification Practice

Statement

One of several documents forming the governance framework in
which certificates are created, issued, managed, and used.

Domain Name

The label assigned to a node in the Domain Name System.

Fully Qualified Domain

A Domain Name that includes the labels of all superior nodes in the
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Name

Internet Domain Name System.

Linting

A process in which the content of digitally signed data such as a
Precertificate [RFC 6962], Certificate, Certificate Revocation List, or
OCSP response, or data-to-besigned object such as a tbsCertificate
(as described in RFC 5280, Section 4.1.1.1)
conformance with the profiles and requirements defined in the

is checked for

Baseline Requirements.

Online Certificate Status

An online certificate-checking protocol that enables relying party

Protocol application software to determine the status of an identified certificate.

Private Key The key of a key pair that is kept secret by the holder of the key pair,
and that is used to create digital signatures and/or to decrypt
electronic records or files that were encrypted with the corresponding
public key.

Public Key The key of a key pair that may be publicly disclosed by the holder of

the corresponding private key and that is used by a relying party to
verify digital signatures created with the holder's corresponding private
key and/or to encrypt messages so that they can be decrypted only
with the holder's corresponding private key.

Public Key Infrastructure

A set of hardware, software, people, procedures, rules, policies, and
obligations used to facilitate the trustworthy creation, issuance,
management, and use of certificates and keys based on public key

cryptography.

Publicly Trusted

Certificate

A certificate that is trusted by virtue of the fact that its corresponding
root certificate is distributed as a trust anchor in widely-available
application software.

Qualified Auditor

A natural person or legal entity that meets the requirements of section
8.2 of this CP.

Relying Party

Any natural person or legal entity that relies on a valid certificate.

Subscriber

A natural person or legal entity to whom a certificate is issued and who
is legally bound by a subscriber agreement.

Subscriber Agreement

An agreement between the CA and the Applicant/Subscriber that
specifies the rights and responsibilities of the parties.

1.6.2.

WebTrust The current version of CPA Canada’s WebTrust Program for
Certification Authorities
gamsiE K A X —YFR List of Abbreviations and their Meaning

CA

Certification/Certificate Authority

HLF RS ALY
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CAA Certification Authority Authorization YAENA AL
CP Certificate Policy TE
CPS Certification Practice Statement TR % 40
CRL Certificate Revocation List TEBROE %
CSR Certificate Signing Request TEBE SRS
DBA Doing Business As i 4 B
DNS Domain Name System 1 42 25
EV Extended Validation 3 I iF 48 BRI
(US Government) Federal Information Processing CEEBUT) BLIRE B AL
FIPS Standard o
PR
FQDN Fully Qualified Domain Name s A TR R 4
Global Digital Cybersecurity Authority CO., LTD. H 22 B AS BB B O A TR
GDCA
A
gTLD Generic Top-Level Domain TR 4
IANA Internet Assigned Numbers Authority B4R 4 B LA
Internet Corporation for Assigned Names and B 4 5 5 52 4 i
ICANN | Numbers
IR
1SO International Organization for Standardization bR AT A 2 21
KM Key Management 2L 3
LDAP Lightweight Directory Access Protocol B2 H U MY
LRA Local Registration Authority A HBTE LR
OCSP Online Certificate Status Protocol TELIE R A s
State Cryptography Administration Office of th 5K 25 4% 1R
OSCCA | Security Commercial Code Administration of
China INAE
PIN Personal Identification Number AN R
PKCS Public KEY Cryptography Standards N BB B L A
PKI Public Key Infrastructure IR R
RA Registration Authority LI
REC Request For Comments 5 SR T b v (— ol B
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SSL Secure Sockets Layer i ts ey
TLS Transport Layer Security f R el
AATL Adobe Approved Trust List Adobe HLUAEZATHIE

2. KA 545 B EEFFE Publication and Repository Responsibilities

2.1. {52 FE Repositories

GDCA {5 B R — XA FERIE B, BRI ARAAE BURNIE - B S5iF B S 15 B
GDCA {5 BENFAFFHAR T LA F%8: CP M CPS BUAT A SpA . iEi. CRL. T/
B, DUBIE ) GDCA FEAABERT KA 5 .. GDCA K5 Jb SAT LRI S . CPS R TT RIS
BRAENZ . GDCA {5 EFER Ll it ik :  https://iwww.gdca.com.cn #51f], B GDCA B
o 36 2 L BRI T VR 3R

GDCA repositories are open to the public. It can store, retrieve certificates and their related information.
GDCA repository includes but not limited to the following: current and historical CPs and CPSs,
certificates, CRLs, subscriber agreements and other information published by GDCA when necessary.
GDCA will release certificates, CP and CPS revisions and so on timely that must remain consistent with
the CPS, relevant laws and regulations. You can search at https://www.gdca.com.cn or via any other
communication methods specified by GDCA at any time.

2.2. {8 BW &4 Publication of Certification Information

GDCA 7E 5 J7 M3k https://www.gdca.com.cn &K Aiif5 B2, 1% M & GDCA RKAGFTA 1S E
B B BB RIE

GDCA publishes repositories on its official website (https://www.gdca.com.cn). The official website is the

primary, most prompt and authoritative channel to publish all information about GDCA.

GDCA it H 3R %5 88 B AT VT P IUEB AT CRL, 1T 7 ksl LU 15 il GDCA )
B RSRBGIE P 45 B RS IE B A1 [N, GDCA $RALfELiE RSB MRS, 1T/ 8k
F7 AT SER EE B RS B

GDCA publishes certificates and CRLs via LDAP. Subscriber or relying party can obtain information of
certificates and CRLs through GDCA'’s official website. Meanwhile, subscriber or relying party can get the
current status of certificate instantly via OCSP service provided by GDCA.
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AN, GDCA A5 2 i i ZR U T R A W4T 15 2 R A

Meanwhile, GDCA may also release any related information in other possible forms.

2.3.  RATHIEE)FISHZ Time or Frequency of Publication

GDCA TEV FE A K sl A I, B B 77 W3k ST A1 CRL K A7

%t H ROOTCA (RSA) iE45. GDCAROOT CA iF45. ROOTCA (SM2). GDCA ROOT
CALIEBZERF L CA B2 K IMIT FHETs, CRL &AG A 8 /it

%fF-Hi GDCA TrustAUTH R5 ROOT iiE+5. #2248 R5 #if CA iE+5. GDCA TrustAUTH
E5 ROOT 2K M4 CA B8 K IFT FHE1s, CRL &AW A 24 /Nef,  H nextUpdate 7B
(FIMEAN KR ) thisUpdate fE 1) 10 KA E.

FERSHINEI T, GDCA wJLLEATREIET A CRL HIA AT [A]. GDCA B KA —IK
HL TR S HLI 1 CAEF S 5% (ARL).

GDCA releases automatically the latest certificates and CRLs via its official website when the certificates
are issued or revoked.

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CALl, the CRLs are issued every 8 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #ZzHf 4t
R5 #i# CAiIE 45, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and the value of the
nextUpdate field is not more than ten days beyond the value of the thisUpdate field.

In particular, GDCA can choose time to release the certificates and CRL in case of an emergency. GDCA
releases CRL of CA (ARL) every year.

5 R A Y 2R R AT TR, B GDCA BOSLAf Y, SR Bl R AR B 1% 2 B 1)
R, I AT B SR BRI .

GDCA can individually choose the time and frequency of releasing other information of repository. The
release is efficient, timely and consistent with the requirements of the laws.

2.4. 18 BV $EH| Access Controls on Repositories

GDCA {5 B PE T M5 RS Sb AT RATH, AR ARG A, WXL 45 2 A7 )
ANSZAEART PR o

GDCA il Mk 22, Ao et 22 Bl ik AL RN 5274 6
BEATAE B ERIIIN . MIER Bk, KATSEHRAE.

The information in GDCA repository is publicly available. Anybody can read the relevant information, and
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there are no restrictions on the read-only access of such information.

With network security, secure system design and security policy, GDCA ensures that only authorized
employees can add, delete, modify and publish the repositories.
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3. iR 5 XS] Identification and Authentication

3.1. #y4 Naming

3.1.1. 4257 Types of Names

GDCA R WA TIEH R & X.509 brit, /MFCgs b5 RiAT & I EAR B 4%, R X.500
LIELV

The certificate issued by GDCA format meets X.509 standard and the identifier which is assigned to the
subscriber as the DN meets X.500 standard.

XFF SSLITLS 55 #RiE4S, P sk A% #8720 2 AU A4 v, iy 25 AU ) 44 9 23844
WAL — At BUAE B 44 Hh ) 4344 B TP Stk

For SSL/TLS server certificate, all domain names or IP addresses are added as the Subject Alternative
Name and the common name is a primary domain name which must be one of the domain names or IP
addresses from the Subject Alternative Name.

3.1.2. Xty A B X HIZER Need for Names to be Meaningful

VPR AL 5 i i 4 BLEAT — @ AR S, WL EUE B R BN A LA R
BRI S

The subscriber’s name must be meaningful, usually contains the semantics which could be understood.
The name could be used to confirm the identity of individuals, organizations or equipment in the certificate
subjects.

3.1.3. TP RIE2Z B84 Anonymity or Pseudonymity of Subscribers

PR G Oy RET, R R 4. 4.

Subscribers cannot use anonymous or pseudonyms to apply for certification. Also, anonymous or
pseudonyms cannot be used in certificates.

3.1.4. FREAF) Ay 4% B3 Rules for Interpreting Various Name Forms

1K X.500 Hij 44 iy 44 MU AR o
The interpretation should conform to naming rules of X.500 DN.
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3.15. fr 4 ME—#: Uniqueness of Names

GDCA NARUERE R4 HAT P eSS, L EARE4%, £ GDCA GRS A ZME— 1. 24
UM R A2 AR, BLSE HE & DL Se A

DN of certificate must be unique for different subscribers in GDCA trust domain. When DN is not unique to
different subscribers, the first applicant of this DN shall govern.

316.  FHHIRA. EHNERE

Recognition, Authentication, and Role of Trademarks

GDCA 25 & FIUEAS i) EAREUN 2 AR SR br 44

Subject’s DN of certificate issued by GDCA does not contain any trademarks.

3.2. ¥WIHBEE A Initial Identity Validation
3.2.1. IE B4R FAEA 771 Method to Prove Possession of Private Key

UE P B & 0 AGIE B 456 5 BT By A o B AR B AL, IR B B 7 VS AR IE P S T
BEHaE&HTE4 (PKCS#10). H'E S5 MRS HR R T, 83 GDCA E R IH Bk
W, EAEIRS IVIGELE S (o E i S A A BRI R PIN i) 2%,

Applicants must prove that he/she holds the corresponding private key to the public key being registered.
You can use the ways of digital signature contained in certificate request messages (PKCS#10) or other
equivalent method to identify the secret keys, or some ways required by GDCA, such as initial information
(distributed key medium and its PIN code), etc. to prove that you holds the relevant keys.

3.2.2. MAN B HI %R Authentication of Individual Identity

NS I AR TR 2
Authentication of individual identity includes the following:
1o SO B R R AN IR T N B i B B S5 B BURFHLAIATUA B BERZAIE B AN A B 4
WA RO, B A 2 R A RO RIBUBER =7 Bl A

1. Authentication attestation includes but is not limited to valid government issued personal ID or
military 1D, or valid authoritative third-party database signed document.

2. BRI OCRE B 5 A RO EUE =07 B R SRR TARSY, #ERE EIRE
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iR, (HEME SR & DL HIEHE AN,

2. GDCA verifies to a reasonable level of assurance that key information in certificate application
matches valid document or third-party database. But final confirmation of applicant’s information
shall govern.

3. VTSR DX B MU R S5 5 SRS BURFH LR 28 R KA 2L

3. Subscribers can submit valid government issued document through methods such as face-to-face
submission or postal mail.

4. XFUAREAELF AN B34 RT3 75 2R A8 H e AL SR AL AR UE B AR o

4. If an applicant belongs to an organization and applied on his/her own, relevant attestation from
his/her organization should also be provided.

5. MNP ANRGER LA, AT B TP RS2 NS
UEFS S B 3RO B I N RS IR 1) S5 B R EN

5. GDCA authenticates the representative’s authority to represent the applicant by checking authorized
document from applicant and valid original and copy of personal ID.

HHIEE DU EYEER, FFEHIZHR SAE, DUAHITAR SR TN
Ji&

puil

o

If the request contains organization information, GDCA should confirm the existence of this organization
and the applicant belongs to the organization.

GDCA RGN NFTHIE AE PR IA T, BITARBGHEN TR, —Rins,
WP RS, ZaEgE, %7 080K, SAIANRBAm. 5 12BN NIET R 2
EA NIEHAER T SSL/TLS iiF H AL 2 44 50EF .

GDCA must perform different authentication methods depending upon the type of certificate applied by
the individual. Generally, the higher class certificate type means higher security level, and stricter
authentication method with more comprehensive authentication information. Type | and Type Il individual
certificates are not applicable to SSL/TLS certificates and code signing certificates.

Lo XF58 1 N AGETS, $hAT BT 40
1. For Type | Individual Certificate, the following authentication is performed:

GDCA RFWAEA P IR IE R, AXHT il 4 3T 5AE . #iA 7 =Un] DR A
HIE R AR I BOE I L . LA S A TR 7 R SR R 1 A TR AS (1S R
SIFIHALE . GDCA ANHAIA ANE LR BT & HIUE 5 AR BRI TEAS B LAAT K A 5 0315 2R LS
AR, BT HEEANM.

GDCA only verifies the information submitted by the subscriber and does not validate the identity of the
subscriber. The information submitted by the subscriber can be validated by sending a verification code,
making a phone call, sending an SMS message or any other reasonable ways. GDCA will not ensure or
guarantee the validation and reliance of other information, and will not validate whether the information
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belongs to the subscriber, except the information submitted by the subscriber.
2. XTH 2R NES, PATULTFE:
2. For the Type Il Individual Certificate, the following authentication is performed:

GDCA Sk - Frdg A2 s 2, IR (B 2 0T 7 IS ik 4% o A 2CRT A
FEIE IR A AR SIS B HL T FHURE AR S At T e (1475 2R BAIE FE & TR A1t i
RS, EN, R R A RS =7 R A T 77 3O R SR AR B
B BATIZSRIIE, W OR FIEE PR AL HE B 5 A L R 2.

GDCA shall verify the information submitted by the subscriber, and to verify that the common name is the
real name of the subscriber. The information submitted by the subscriber can be validated through
sending a verification code, making a phone call, sending an SMS message or any other reasonable
ways. GDCA can also validate the identity of the subscriber through the well-known third-party database if
necessary, to ensure the consistency of the information from different channels.

3. MFFEE 3R NIUET, $uAT LR %50
3. For the Type Il Individual Certificate, the following authentication is performed:

1) HAEREE S ISR 2 . B 5 SR AU SRS i o 2 D — b R BUR
MUK I A0 A R I S OE R SO (R RS e, I, B EiEe
fil [RISEHIERE ), GDCA A BEAZE WA SCH 5 A A B el R 2, 0 #E1 , GDCA
A DL Ik 8 R A 28K A IE B SO FOBUER B = B R AT i A A R By,
A DL @ A SRR OR B SR A 005 B AT SERAIE, B ORI
REEMEESRELR .

1) Ensure the identity of the subscriber. This must be validated by obtaining at least one currently valid
government-issued photo ID (e.g. ID card, passport, military ID, or equivalent document type), GDCA
shall inspect the copy for any indication of alteration or falsification. GDCA cross-checks with an
authoritative third-party database that issues the valid identification document, when necessary,
GDCA may also verify the information submitted by the subscriber through a voice communication,
video, photo taking, etc. as well as validate through cross-checking with a well-known third-party
database, to ensure the consistency of the information from different channels.

2) BRAHIEFE AL, GDCA R LGEE ML 57K . RAT R IK 5 B A5 R K AL A5 A% K
P 1 1A 1k B2 AR R 25 4 1) B E WD S A

2) GDCA may verify the address of the applicant using a utility bill, bank statement, credit card
statement etc., or directly rely on the address on the identification document issued by the
government.

3) BEIUEBIERMELM. GDCA M il M7, 5 HRIEEZIGERIEK.
3) GDCA verifies the certificate request with the applicant by sending e-mails or making phone calls etc.

4) XTI BN B34 R, 38 75 2R A8 H e AT SR AL A WAL
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4)

5)

1)

2)

3)

4)

5)

For the application applied by someone in his/her name who works in an organization, the applicant
also needs to provide the proof materials from the organization.

5) HHIEEEUSIMEER, HFEMBMNZIMEEFAE, DRI ARSETIZL
PRI o BN ESR A SR =5 B e . AN BT IS

When the application information contains some information of an organization, it is necessary to
confirm the existence of the organization and whether the applicant belongs to the organization.
GDCA could require validating by a third-party database, or sending e-mails to the organization, and
so on.

4. XTH 4R NES, HATEUT %5

For the Type IV Individual Certificate, the following authentication is performed:

1) BAHEE SR ESCIENE R o BN RN G35 1 DU IRG HiEH
BB B AU K AR 5 O B SHE SO (s R SHE. 37

R R IR B AR [ SHIE R D, GDCA K B R B SO 5 A A i B i B i 1 R

2) B R KA RS IE A SO ROBUBS = 5 Bl B AT R BN, B R SR A

BEAESRH

Ensure the identity of the subscriber. Ways of authentication are: 1) obtaining at least one currently
valid government-issued photo ID (e.g. ID card, passport, military 1D, or equivalent document type),
GDCA will inspect the copy for any indication of alteration or falsification; and 2) Cross-checking
with an authoritative third-party database that issues the valid identification document, to ensure the
consistency of the information from different channels.

2) BRAHIEF AL GDCA AT LGHERE ML 97K 5 RAT R IK 50 5l f5 ] R K B A5 A S
A 2 Rt bk B B AU 22 5 1) B e B S B i

GDCA may verify the address of the applicant using a utility bill, bank statement, credit card
statement etc., or directly rely on the address on the identification document issued by the
government.

3) EAEIUEBIERMESLNE. GDCA M L. W), 5 HIEE R SHERIE R,

GDCA should verify the certificate request with the applicant by sending e-mails or making phone
calls etc.

4) WWER, GDCA A LLEIESETE. 0. FARRE Ty O B & 1 S - A,
AT DA A 6 T 77 ST R

GDCA may verify the information submitted by the subscriber through a voice communication, video,
photo taking, etc. GDCA may also validate the information face to face.

5) XFRARAHLF WA NG 34 LT, 6 7 ZSEAEH e AL SRR IE AR

For the application applied by someone in his/lher name who works in an organization, the applicant
also needs to provide the proof materials from the organization, etc.
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6) HHIHELSUSIMGEER, FEMNZIEREAE, DRLHPIEARETETIZ
PRI R IR o BN ESR A ER =5 B e . AN BT IS

6) When the application information contains some information of an organization, it is necessary to
confirm the existence of the organization and whether the applicant belongs to the organization.
GDCA could require validating by a third-party database, or sending e-mails to the organization, and
so on.

IR NH T2, GDCA i w] Ul 55 =T R A5 BRI IZHEE N A 51,
IR GDCA BENE =TI BRI ARG S, AR = d TR, s R pigE R4t
WHME BAHE R K

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate the
third-party to conduct an investigation or require certificate subscribers to provide additional information
and evidence materials.

UEAh, I EERS, GDCA IRl PAE He e i d 245 7 SRR

If necessary, GDCA may also establish other required identification methods and information.
HEE A LS IRIEH BRI L SEA R JF &I 5 R VAR 5T/ .

The applicant is obliged to ensure the authenticity of the application materials and bear the corresponding
legal responsibility.

Xt Adobe M ASCREZEZAESS, B 4005 SRR ATTER 4 S AL 10 500 2R 3K

1T

For Adobe Individual PDF signing certificates, GDCA follows the authentication requirements under Type
IV Individual Certificate to perform identity validation.

3.2.3. M B4 % 5] Authentication of Organization Identity

EMTALR (BUFHPLRE . Ak 5455, 72N SCRIENZIES . W& KIET .
SSL/TLS AR 55 &l PS8 S R RNUE A5, NEEAT ™A (0 S 2500, BRI A

Organizations (government agencies, enterprises and institutions, etc.), which apply for organization
certificates, equipment certificates, SSL/TLS server certificates and other types of certificates, shall be
authenticated strictly, including the following:

1 BN T SEAAAER . BVEm Stk Bl 77 sUrT LU BURFHLIG RS R KA R
s EFEEART IR E LR B SRS IESS, B I8 25 AT O L

JBER = 7 Bl A
1. GDCA must authenticate the legal existence of the organization. Authentication attestation such as
valid government issued documents, including but not limited to business license or organization
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code certificate, or valid documents from authoritative third-party database.
2. RZEUEP G GRS RS A ROCHFECE = SR R SRR RARSE, RS BIHE
Aix, (HEMHME B A& LHEETIAME.

2. GDCA verifies to a reasonable level of assurance that key information in certificate application
matches valid document or third-party database. But final confirmation of applicant’s information
shall govern.

3. JERLATE. EEUEM . SRRSO ECE S SRR e T U 2 L R
BRMVESEYE, HIE AR GE RS IR LR E & ISR S

3. GDCA shall verify the organization information through telephone, postal mail, required attestation or
other similar methods.

4. AT AT SR AT TG T B MU PR S5 SRS BURF L 28 A (A R8O

4. Subscribers can submit valid government issued document through methods such as face-to-face
submission or postal mail.

5. MNP ARGER LA, AT BE: LW S 4/ N HE
IIERUE B AU R TP NAT R AU I SR A B BN

5. GDCA authenticates the representative’s authority to represent the applicant by checking authorized
document from applicant and valid original and copy of personal ID.

GDCA ‘D ZURIE NI BT s HIUE BRI, AT ANER S 550007, — KM=,
R, Zagobie, Sn77 0BRSS N AR A T
GDCA must perform different authentication methods depending upon the type of certificate applied by

the organization. Generally, the higher class certificate type means higher security level, and stricter
authentication method with more comprehensive authentication information.

1 WT58 3 BHUMHESS, AT BAR 4501
1. For the Type Ill Organization Certificate, the following authentication is performed:
1) WHAHURSEAEE N BRI . BRIl AT LU BURFHLIAAE K I R
fF, AFEEARET TR E SR Sl m A A SRS IESS, Bl 2 kA ik
SO BB R = 5 B ZE R

1) Confirm the legal existence of organization. This can be proved by a valid document issued by a
government agency, such as an Industrial and commercial business license, enterprise National
Organization Code certificate, or validation through well-known authorized third-party database.

2)  WHNSRBCHIE R SLE, BRGNS UE S F RN RIS . Bl
J 2T AR N i 2 B AN UM IR AT 15 S Ip N RS O e A SO Bl i 2 =7 43
BURTHRTESAS . WREUE BR 557 305 BN REAT IS, ASRAS AL A 5% HR I B AL
FHEMTA
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2) GDCA must confirm the validity of the authorization, which means the agents who applied on behalf
of organizations are authorized. Confirmation methods include checking organization authorization
agreements with official seals, validating agents’ valid ID, or contacting with the applicant by phone
number or mailing address obtained from a third-party.

2. XTER A KHUGIES, $ATELT 5
2. For the Type IV Organization Certificate, the following authentication is performed:
1) GDCA W2 5 @il M. 40 JEA5 7 00 AT UL SR AL 1 55 4y BORL AT I 15 44
BEEATRAIA, 5 B DL 1 R 5 sC2EAT i A
1) GDCA must verify the identity and application information provided by the subscriber through voice

communication, video, photo taking, etc. If necessary, GDCA may conduct a face-to-face
confirmation.

2) ANV SEAAAE R SRRk, BN 00T BUE . BURFHURISE KA R0C
fF, AIEEART TR ELHIR . Al a A A SN AIDIESE, JRiE A AU
5 =07 B R 57 SN R LRI RPRIEEAT IR R, ORI RGNS B S A A
R

2) Confirm the legal existence of organization. This can be proved by a valid document issued by a
government agency, such as an Industrial and commercial business license, enterprise National
Organization Code certificate, or validation through well-known authorized third-party database.

FAS BRI s, RMCRA LW SESSIE S g I R 2 S . BA 75 20
UL N A TR RS ML I N R A SO, a2 =5 B 2 il 5
WU B 555 NS RS MU AT IS, ASRAS LA G H S B B B A

Confirming the authenticity of the authorized application means that the person who submitted the
certificate application on behalf of the organization is authorized. The confirmation method can be
checking letter of attorney with organization's official seal and valid identity document of agent, contacting
the applying organization via the phone number, postal mail and etc. from the third party to obtain
confirmation about application or authorization of the applying organization.

UEAh, AE, GDCA i n] RAE H e B 2K 500 U5 sUR B
If necessary, GDCA can also set other required identification methods and information.

XtT Adobe HUF SCRGREAAUEFS,  Ho B 4y 2501 7 UG A5 4 SRHUMIIEFS R 28 55 ZER A

S—

1To

For Adobe Organization PDF signing certificates, GDCA follows the authentication requirements under
Type IV Organization Certificate to perform identity validation.

3.24. B B4 H %A Authentication of Equipment Identity

B S S AR H e A E KA FT AR, GDCA AU T 7 3EAT B 473 %I
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BT A

Authentication on equipment identity varies by different according to different owners. GDCA must
authenticate the identity of subscriber, including the following:

BER I IR AL ISR, W A & SR SRR BN k55 703
BRAS . @I N RS e 1 2 A BN

Subscriber submits application form of equipment certificate with original and copy of owner’s ID,
authorization of operation, original and copy of delegated person’s ID.

BRI 2 1 B 0y 5 ARG AN [F) 2R 4% WA [R] ) B 4 2801 05 ST, AT AN, &
T 4L A CP 35 3.2.2 555 4 2R NAEFB SR ARHAT : 1T FOAB I, #2184 CP % 3.2.3
TS 4 RHIEF AR AT -
Authentication of Individual equipment Identity will be different according to the different owner of the
equipment. If Subscriber are individuals, GDCA performs the verification of identity according to the CP
section 3.2.2 class 4 personal certificate identification process; Subscriber are institutions, GDCA

performs the verification of identity in accordance with the CP section 3.2.3 class 4 institutions certificate
identification process.

FEBCE AN IES BN E FIEIEBR, & HERIEZ PIEE L S Ia 20N,
W7 AT DL SR A U o BGIE B ST AU X 125046 T A B s AL o Th AR Ve 55, 0 7
NE,

When the device name is applying for a certificate as the certificate subject content, GDCA also need to
verify whether the applicants have the right to do so. Confirmation can be done as follows: Applicants
shall provide the certificate of ownership or the written commitment of the ownership or use-right from the
institution with company chop.

MR N NA T E, GDCA ik N =TT R 5 EOREAEIZ HE E DN A 51,
IR GDCA EENHE =TI BRI R G S, AR =g T M, R PiEE Rt
WHMAE EAE R R

If necessary, GDCA can also verify the applicants’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate a third-party
to conduct an investigation or require certificate applicants to provide additional information and evidence
material.

SEAh, W ERF, GDCA ] LA e H e T i 2 2 0 SN Bk}

GDCA can also set other required identification methods and information.

3.2.5. MR Hb bk AR A AN 2SR Verification and Authentication of Email Address

GDCA Bl BT MHATUALDAE 0T B i 3 MR A Rk (908 M AR BT S 0l o G 265 1)t
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JHEWTR

(1) GDCA [rjiZz M bl Ak B, FEVUE B RS 4E, IF HME—.

(2) HIEFWCEIMRAT I B A% BEA U BEAT R A

(3) GDCA B [FI%E, JHH5 R = rh BB LE 5 50X MRV UE AT EUXS, AER 5, W
HR A b il %

bR S TR B B REA L A AW 9 W= AR AZBENUVE TR 24 /Nt . 28555077 3R As
S/MIME Baseline Requirements 1.0.0 58 3.2.2.2 5.

BeAh, XM TEAHN NGOG B2l HET, GDCA KZIEE 3.2.2 1528 4 K4 ANIE
FERRAEHRATIT AN S HER ;. XTSI S5 B 22l HE+, GDCA K%
M 3.2.3 755 4 RNV SRR IAT T LA B 0 ) 25501

GDCA or its authorized Registration Authorities will validate the validity and control of the e-mail address
of the applicant by following procedures:

(1) GDCA sends a Random Value to the e-mail address; the Random Value will be generated by a system
to ensure its uniqueness;

(2) The applicant receives the Random Value via an e-mail and sends back a confirming response with
such Random Value;

(3) GDCA receives the Random Value from the applicant and compare such value with the one sent by
GDCA, the validation completes once GDCA confirms that the Random Value received matches the one it
sends.

The Random Value remains valid for use in a confirming response for no more than 24 hours from its
creation. This way of validation conforms to section 3.2.2.2 of the S/IMIME Baseline Requirements 1.0.0.

Additionally, for the S/MIME certificates that contain information of an individual, GDCA follows the
authentication requirements for Type IV Individual Certificate as described in section 3.2.2 of this CP to
perform identity validation for the individual. And for the S/MIME certificates that contain information of an
organization, GDCA follows the authentication requirements for Type IV Organization Certificate as
described in section 3.2.3 of this CP to perform identity validation for the organization.

3.2.6. SSL R4575 540 1% 5] Authentication of SSL Server ldentity

R T R PAEF R A FHAT AR R RT3 AR A%

GDCA must perform different authentication methods depending upon the types of SSL certificate applied
by the subscribers.

X+ OV SSLUEH:, FRUGUEMI Sk T AU B SE Sy, H40 77 % A CP 2 3.2.3
T 4 FHMNE B LR RFEPAT .

For OV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with the
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Type IV organization authentication procedures in section 3.2.3 of CP.

XF IV SSLEY, FREGUEMEEEEE N NEL Sy, R 7 3% A CP 5 3.2.2 4
BN NAEP % B R AR HAT -

For IV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with the
Type IV individual authentication procedures in section 3.2.2 of CP.

XFF DV SSLEH:, R AR N SR X Wb 4% B8 A B AL, T s W HLA
A NS B 3 BEAT SR IE

For DV SSL certificate, GDCA shall validate the ownership or control of the domain name and will not
verify the identity.

ST EV SSLAEFS, H45) 07208 (GDCA EV iE B3RS Y), A CP ARFX H k47 B Ak
]%ijio
The validation procedures of EV SSL certificates is described in the GDCA EV CP and not covered in this
document.

TESEAMAE NIE D F BN R LR, 67 EGUEZ A B IHE AR, HE4 1)
W IEA CP 2 3.2.9 AT .

In case of domain name is used as subject of certificate, GDCA shall validate whether the organization
has the right and the validation of domain name is supposed to be in accordance with the CP section
3.2.9.

GDCA MR & WER PRI SSLEFS

WA AA FE, GDCA & ] D A5 = J7 3RI 15 SR UE 1% 17 & A S 47
5 GDCA BENE =R RA R IE R, TRITHE =T ME, SRR EH it
BN S BAER AR

GDCA does not issue SSL certificates containing internal names.

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate the
third-party to conduct an investigation or require certificate subscribers to provide additional information
and evidence materials.

SEAh, W ERF, GDCA & R] LA e H e T i 2 2 0 5 s Bk .

If necessary, GDCA may also establish other required identification methods and information.

3.2.7. RIS 4 B4 1% 7] Authentication of CodeSigning Identity

T E A4S B (R 4 AR A FACES AT & AN RISAT AR A S 200 7 3, 3T 7 9L
F ), FZ A CP 5 3.2.3 1758 4 FEHUMIEH S0 REShAT s 1T P N/ NI, #4084 CP 5 3.2.2
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TE 4 RN NIEBEARAEIAT. EV AR S %58 (GDCA EV IE5N), A&
CP A XS HAb AT BAR A

Different authentication of subscribers’ identity for a code signing certificate is performed based on
different subscribers. For organization subscriber, GDCA performs certificate validation process in
accordance with the Type IV organization authentication in CP section 3.2.3; for individual subscriber,
GDCA performs certificate validation process in accordance with the Type IV individual authentication in
CP section 3.2.2. The validation procedures of EV CodeSigning certificates is described in the GDCA EV
CP and not covered in this document.

HERRDZE A AT 7, AU BN N, e 200 AR 25 42 1IE 4 FH Y0 BBl L 75 ) 04
HHERISCA, AR AR A R E B T s W a A R R

e IESEe

Subscriber must make a statement and prove for the use of the CodeSigning certificate. Subscriber must
promise not to sign malicious software, virus codes, infringement software and hacker software using the
CodeSigning certificate.

3.2.8. i} R B B 1 25 Authentication of TimeStamp ldentity

GDCA — B AT XS WU B A I [ BIE S o HLA RIS I (8] BRIE I, GDCA %A CP
3.2.3 158 4 RN UMIET 20 AR AT o

GDCA generally issues Timestamp certificates only to organizations. For organizations that apply for
Timestamp certificates, GDCA validates the identity of the organizations in accordance with the Type IV
organization authentication procedures in section 3.2.3 of this CP.

3.2.9. .42 KA RFI 4 5] Domain name recognition and Validation

SHFI4 BGAE, B IGIE ) S IR T LU B & I BEA R, T AR SR @MLK, GDCA

AR BA T 400 75 A g —Fb

1 S T IR S5 U BB B = 07 04t P b 210 B iR 3 42 R 2 8 i v TR
AR 77 OREBENUE, BAIE 770N (1) GDCA [HiZ MRk Rk M LE, FENLIE
ARG, JFHME— (2) HIEFUEIMEEIE R B UE AT #IN: (3) GDCA W&l
5, IR RIS BENUE S ROE R BEYVE T EE XS, AR 8, W@ . FEVE R
ROW B RN X BENVE T 461 30 K. %5771 Baseline Requirements 2.1.7 %
3224275, [ H 2024 5 12 A 27 HilZ, GDCA ANHEKH 7 VLTI A I8 0E . It
JIVETEAT I SE T SRAIE LSRR e 75 VE WS AR R S UE B AR T2 R B P E . ]

2. M EE R N R IR I, K — A B LA R R R £ 45 B < admin T,
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‘administrator’, ‘webmaster’, ‘hostmaster’ = ‘postmaster’ {ENEIZIN LTS @, PAFZAL
WAL RSB, FECEE BN IR S CBERUE A 72 2 A RO IR IR 5
1RSI O, BIA XTI A W BT A B EE A, 455177 20 1E Baseline Requirements 2.1.7
5322447,

LN HEIE 4 /E DNS CNAME., TXT 8¢ CAA e3¢ H AT B BRAE K 4 J A7 K
N 1 1E AKX FQDN (e R eI 42 ) mEt]. %077 &7 Baseline Requirements 2.1.7
%5 3.2.2.4.7 . GDCA %A CP 5 3.2.17 “HIHLE St 2 MR IRIE (MPIC).
TIPS UELE S, 02 A0 A 00 200 s T 1) 5 3 P % A0 A A ) ) Pk A 2. CRIBEATLAE 30035 ok
AR

R AR RAE AU BT A SRR N A (lan, AN SR B RE LA AN H B
T FBAEGZ AR R, FRSONTE K U BT ) HTTP 20O RS R 5D, DL
IWHIEE XS FQDN (1) SEFRIEHIRL . %% 577 EE Baseline Requirements 2.1.7 2
3.2.2.4.18 %5, GDCA %A CP 5 3.2.17 *¥ AR St 2 AL A 2 A IIE (MPIC). N T
TENIRIESE IR, W2 A0 A 0 20 s 00 1) 5 3 P90 2 40 A A ) R Bk A 2 CRIBEATLAE B35 SR 4
)

For the purpose of domain name validation, entities to be validated may also be the applicant's parent

company, subsidiary company, or affiliate. GDCA may use one of the following ways for the validation of

domain names:

1.

Obtain the e-mail address of the domain name owner listed by the domain name registrar or other
authoritative third party database, and contact the owner by sending a Random Value via email, and
the validation steps include: (1) GDCA sends a Random Value to such e-mail address and the
Random Value will be generated by a system to ensure its uniqueness; (2) The applicant receives
the Random Value via an e-mail and sends back a confirming response with such Random Value; (3)
GDCA receives the Random Value from the applicant and compare such value with the one sent by
GDCA, the validation completes once GDCA confirms that the Random Value received matches the
one it sends. The Random Value remains valid for use in a confirming response for no more than 30
days from its creation. This way of validation conforms to section 3.2.2.4.2 of the Baseline
Requirements 2.1.7. [Effective December 27, 2024, GDCA shall not rely on this method for domain
validation. Prior validations using this method and validation data gathered according to this method
shall not be used to issue subscriber certificates.]

Sending an constructed email to domain contact to confirm the ownership and control of the domain
name, by sending an email including a Random Value to one or more addresses created by using
‘admin’, 'administrator', ‘webmaster’, 'hostmaster’, or '‘postmaster' as the local part, followed by the
at-sign ("@"), followed by an authorized Domain Name, and receiving a confirming response utilizing
the Random Value (GDCA follows the same steps to confirm a Random Value as described in
3.2.9.1). This way of validation conforms to section 3.2.2.4.4 of the Baseline Requirements 2.1.7.

By confirming the presence of a Random Value or Request Token in a DNS CNAME, TXT, or CAA
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record to confirm the applicant’s practical control over the FQDN. This way of validation conforms to
section 3.2.2.4.7 of the Baseline Requirements 2.1.7. GDCA implements Multi-Perspective Issuance
Corroboration as specified in section 3.2.17 of this CP. To count as corroborating, a network
perspective must observe the same challenge information (i.e. Random Value or Request Token) as
the primary network perspective.

4. Confirming the applicant's control over the FQDN by verifying that the Request Token or Random
Value is contained in the contents of a file (such as a Request Token, Random Number that does not
appear in the request used to retrieve the file and receipt of a successful HTTP 2xx status code
response from the request). This way of validation conforms to section 3.2.2.4.18 of the Baseline
Requirements 2.1.7. GDCA implements Multi-Perspective Issuance Corroboration as specified in
section 3.2.17 of this CP. To count as corroborating, a network perspective must observe the same
challenge information (i.e. Random Value or Request Token) as the primary network perspective.

X IEAATR A, GDCA SiEi@BCAT A M sk Aa,  PRIEIZIEA & IR R 55— ik
SRS A BBUR N SN, IR E MR .

GDCA EZAHACAT () A7 3k As LR TR AL« A3 SR s b sk A VR B LR 4%
A AL BE P I, BRAIR RIS 2 R G AIE B L 58 2 i 3844 O T i 44 25 1)

WELS, GDCA I ZR UL BT (0 # B, DAz M JE AL, dn R ESR
HE RN, ZHIEEAELIXRERK.

As for the validation of a wildcard domain name, GDCA verifies the domain name in the right position of
the wildcard to ensure the domain name in the right position of (*) is obtained through registration, and
explicitly owned or controlled by a business entity, a social organization, or a government authority etc.

GDCA rejects any certificate request with a domain name in the right position of the wildcard (*) being a
gTLD, public suffix, or a registry-controlled domain name, unless the applicant proves its rightful control of
the entire domain namespace.

If necessary, GDCA may also perform the independent investigation to confirm the ownership of the
domain name. The subscriber shall not refuse the requirements when corresponding assistance is
needed from GDCA.

H 2026 4F 3 H 15 Hig, M F S PAT I AT 534 Al 2 h B EAH 55 () DNS
i), GDCA W4i#hJE T IANA DNSSEC HRAH T4 i) DNSSEC RilE. FHF EM LA T
3044 PR A B BB TIE AT ¢ DNS 25941 (1) DNS b 2 06 i1 -

® %[ RFC 4035 28 5 it E X HISHEHAT DNSSEC il

® 7¥F RFC 5155 i X[ NSEC3;

® I RFC 4509 Il RFC 5702 53¢ X SHA-2;

® LffiAbEE RFC 6840 5 4 15 h A4 ) 22 Ax ]

[ 2026 4F 3 H 15 HiZ, GDCA N3 FH A< th 5 e A% FAT ] 5 358 42 43 B s il AL LE AR
Jf) DNS 2] i) DNSSEC Hilk .
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VERZ WA 25 R BGAE ) — 37y, S FE N 2540 A v DA 55 4 42 352 A a4 il LB E AH ¢ [
DNS #1473 T IANA DNSSEC 15 {F44 1) DNSSEC 36 iF
T IANA DNSSEC #R{5 /T4 1) DNSSEC JuF ANFEA CP 2f 8.7 i B WAL YE I N .

Effective March 15, 2026: DNSSEC validation back to the IANA DNSSEC root trust anchor must be
performed on all DNS queries associated with the validation of domain authorization or control by the
primary network perspective. The DNS resolver used for all DNS queries associated with the validation of
domain authorization or control by the primary network perspective must:

e  perform DNSSEC validation using the algorithm defined in RFC 4035 Section 5; and
®  support NSECS3 as defined in RFC 5155; and

®  support SHA-2 as defined in RFC 4509 and RFC 5702; and

° properly handle the security concerns enumerated in RFC 6840 Section 4.

Effective March 15, 2026: GDCA must not use local policy to disable DNSSEC validation on any DNS
query associated with the validation of domain authorization or control.

DNSSEC validation back to the IANA DNSSEC root trust anchor may be performed on all DNS queries
associated with the validation of domain authorization or control by remote network perspectives used for
Multi-Perspective Issuance Corroboration.

DNSSEC validation back to the IANA DNSSEC root trust anchor is considered outside the scope of
self-audits performed to fulfill the requirements in section 8.7 of this CP.

3.2.10.  HULHIRGML & FRIEE Verification of DBA/Tradename

LR EM A DBA sk 2k, GDCA wlilit UL R 7 b i & > —Fh DI Sz H1if
A B % DBA B ML A2 F5 -
1 HRIEE PERE X BB IR SR BL A P IE B B SR O FRFEBOA AT SO, B 5%
IS QSRIRAMAPER
CIEANEVe/iP S17F
55 ST 2 DBA L ARER R b 4 R IGBURF LAV I8 5
Bt ity SRR SR IR R BH R A
oL s, ARATRIK SR, (5 AR, BURZRIBIN, SUH AL GDCA AN A SE 4
iE 77 2

a c w N

If the subject identity information is to include a DBA or tradename, GDCA verifies that the applicants
have right to use the DBA/tradename using at least one of the following:

1. Documentation provided by, or communication with, a government agency in the jurisdiction of the
applicant’s legal creation, existence, or recognition;
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2. Areliable data source;

3.  Communication with a government agency responsible for the management of such DBAs or
tradenames;

4.  An attestation letter accompanied by documentary support; or

5. A utility bill, bank statement, credit card statement, government-issued tax document, or other form
of identification that GDCA determines to be reliable.

3.2.11. FrEEBIAS X5 Verification of Country

A UE S 2 A P [ SR T, GDCA 38 I BB AR = 775 Hudie 2 2 1R W i DNS 123k 7R 1Y
P bk Bl FHE 1) 1P Sk REGIAPTAE R, A ORI A0 1P kR 7 B 5 Fs N SEPs e
—

In case the “countryName” field is present in the subject, GDCA verifies the country associated with the
subject though checking the IP address of the applicant or the IP address on the DNS record from an
authoritative third party database, to ensure the IP address of the applicant is consistent with a country
where the applicant is actually located.

3.2.12. 1P Hibk BRI RIS Authentication of an IP Address

GDCA KA T 772, #ih s #H A St hrdz i 1P Hidl:

1 fEAE P HihE URI (i BUARIRAE) IMTEL ML EXT 2058 1015 B kT eksh, @it itk
J5 AUABIA s 0 1P skl () SERREEHIAL . 4577 :0E g Baseline Requirements 2.1.7 £
3.2.25.1 5. GDCA %4 CP 28 3.2.17 1 ML E il Z A A 2 K IAIE (MPIC). A T it
NIGUESE R, 26 A0 A7 0 200 s 00 380 5 3 X 2% 400 #0110 PR Bk A5 58 CB BB LB B SR 2 R
GDCA N[N 1P Hihl-%5 /% EV SSL iiF15 .

GDCA adopts the following way for the authentication, to confirm the applicant owns or practically controls
the IP address:
1. By making a change to the agreed-upon information found on an online Web page identified by a

uniform resource identifier containing the IP address, to confirm the applicant’s practical control over
the IP address. This way of validation conforms to section 3.2.2.5.1 of the Baseline Requirements
2.1.7. GDCA implements Multi-Perspective Issuance Corroboration as specified in section 3.2.17 of
this CP. To count as corroborating, a network perspective must observe the same challenge
information (i.e. Random Value or Request Token) as the primary network perspective.

GDCA must not issue EV SSL certificate for an IP address.

62



Il semnnnnaemes

Soon S GDCA {E- 55k mE (V3. 4 fi)

3.2.13. FFERIERHEREME Data Source Accuracy

FEAGATART R SRR E A AR B KR A 2 BT, GDCA PRI K Pl A st e, R e, &
SO IS A PO EAT VPG, RS R LU 5
1 PrifftE BN,
2. B EORIEHH AR
3. HulEALRin, AEEIEER H
4. BGHEXF A AR AT A AR e
5. D B SO R AR HE L

%FF ROOTCA (RSA) iFf5. GDCAROOT CA iff5. ROOTCA (SM2). GDCA ROOT CA1
UEBREAR Mg CA BRI FIEFS, 8 A VTA A o] MBS SRV v A5 1) 048 5T AN
IEH KA R, U GDCA Wl izsds & 3CfF: %1 GDCA TrustAUTH R5 ROOT HIE45. %
IR RS #2 CA IET. GDCA TrustAUTH E5 ROOT 5K [ 4% CA FITZ R AT FIET, #5 WA
At A PTG RS S5 o R A5 (4 B B AS B I E T2 & i 825 %, M GDCA T {if Fi 2 404 e ¢
i, PTARYEA CP3.2.9 B 1 MIGIE T BRI HIZLRIRAF 4 A0 1P Mk, = RS0 2 sl
SCHE AR TR ANER IR 25 4 i 398 K

Prior to using any data source as a reliable data source, GDCA evaluates the source for its reliability,
accuracy, and resistance to alteration or falsification, and considers the following during its evaluation:

1. The age of the information provided,

2. The frequency of updates to the information source,
3. The data provider and purpose of the data collection,
4. The public accessibility of the data availability, and

5. The relative difficulty in falsifying or altering the data.

GDCA may use the documents and data to verify certificate information, provided that it obtained the data
or document no more than thirteen months prior to issuing the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA may use the documents and data to verify certificate
information, provided that it obtained such data or document for a period no more than the maximum
validity of the certificates. For the subscriber certificates issued by the subordinate CAs of GDCA
TrustAUTH R5 ROOT, #iz i/t R5 R CA L+, and GDCA TrustAUTH E5 ROOT, GDCA may use the
documents and data to verify certificate information, provided that it obtained the data or document no
more than 825 days prior to issuing the certificate, and for validation of domain names and IP addresses
according to Section 3.2.9 (excluding validation method 1) of this CP, any reused data or document must
be obtained no more than 398 days prior to issuing the certificate.
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2020 5 10 A 1 HilS, 7EM AR SR AL L 2 EV SSL IEAS A K B AZIIE 2K
Z Wi, GDCA #ifpbZUEIEA CP &1 2.1 HHriA [ GDCA 5 HJ%E, A% EV SSL LT 4%
BRAIE P A8 FH B S A4 AT WAL R B AU . oAt SR O A5 3 8 12 8 SR IR AT W LAL) B 43 1
AL
SEAREACHE ML 845 B b A2 i DR A2
o EASIME B LI RN SR AR LA (I anAa PR REDX Pt )
® U TFHUinH:52M{E: “subject;jurisdictionLocalityName” (OID: 1.3.6.1.4.1.311.60.2.1.1),
“ subject:jurisdictionStateOrProvinceName ” ( OID: 1.3.6.1.4.1.311.60.2.1.2 > , X
“subject:jursidictionCountryName” (OID: 1.3.6.1.4.1.311.60.2.1.3), 48 Fj Sz iA &30 i LA
TR RS SGIETSI, B SEAR D IR & Y B 4% X
® RIS G ICAE MR B Mg = R U R D75 5 T 4 5 T2 32 A% 5
GINSERT
® fEiTiC, IZIERAINERIIN. BB, A o ME oA S K AT .

Effective as of 1 October 2020, GDCA shall ensure that, prior to the use of an Incorporating Agency or
Registration Agency to fulfill the verification requirements for EV SSL certificates, the Incorporating
Agency or Registration Agency data sources used for EV SSL Certificates will be publicly disclosed in the
repository described in section 2.1 of this CP. GDCA also uses this data sources to validate the identities
of organizations for other types of certificates.

This Agency Information shall include at least the following:

® Sufficient information to unambiguously identify the Incorporating Agency or Registration Agency
(such as a name, jurisdiction, and website); and,

® The accepted value or values for each of the ‘subject:jurisdictionLocalityName' (OID:
1.3.6.1.4.1.311.60.2.1.1), ‘subject:jurisdictionStateOrProvinceName’ (OID: 1.3.6.1.4.1.311.60.2.1.2),
and ‘subject:jursidictionCountryName’ (OID: 1.3.6.1.4.1.311.60.2.1.3) fields, when a certificate is
issued using information from that Incorporating Agency or Registration Agency, indicating the
jurisdiction(s) that the Agency is appropriate for; and,

® The acceptable form or syntax of Registration Numbers used by the Incorporating Agency or
Registration Agency, if the CA restricts such Numbers to an acceptable form or syntax; and,

® A revision history that includes a unique version number and date of publication for any additions,
modifications, and/or removals from this list.

3.2.14.  BAHEWRIEKIT {5 B Non-Verified Subscriber Information

UEF P BfE B A IE, RERAERE BEAFENIET.

The information contained in the certificate must be validated, the information that is not validated shall
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not be written into the certificate.

3.2.15.  BEHUHIA Validation of Authority

AHUAT P IRAE TP NIPBEAEF0L 55, GDCA RHEAT U R 46 -
1 EE S =07 SO E W AR S5 B e . BUR R A TR R SRS T SR LA A7 A 5
2. JEMEHUERBOCM. HIE A RIS EEEE e R AHAIE B B A R 5 D5 SRR N &

T R BLR HACRAT O U IR AL

GDCA R F ¥ FIE#& TR E ML AR FIFIES . 35 WG #H IR a$a 2 1 n] L TE
F BRI, N GDCA AMFIEZAEZIEE N S AAMAEfTIES HIBTER. IS HiE
B OAZSER SR, GDCA R JA) HR & #R L BN R i .

The following verification will be conducted while the representative of organization subscriber applying
for certificate:

1. Confirming the organization from third-party identity verification service or database,
documents issued by government.

2. Using telephone, postal letter with return receipt, employment proof document or any
equivalent way to confirm that the person belongs to above organization and his/her behavior is
authorized by these organization.

GDCA should allow an applicant to specify individuals to request certificates. If an applicant specifies, in
writing, the individuals who may request a certificate, then GDCA shall not accept any certificate requests
that are outside this specification. GDCA should provide an applicant with a list of its authorized certificate
requesters upon the applicant’s verified written request.

3.2.16.  H#E/E#EN] Criteria for Interoperation

b T HAR I A E RS WK, FTLAYS GDCA #H4T B4k, (B2 i% B T UGERS AT
CPS 2554 GDCACP 23k, JfH5 GDCA 258 MM I

Other certificate authorities can interoperate with GDCA. These CAs must ensure that their CPS are in
compliance with the requirements from GDCA’'s CP and sign related agreement with GDCA.

GDCA KR4 XN 2, $#329F GDCA HIAAENIA SR IS B, FF o B R AH R )
WA,
GDCA accepts the information authenticated by other CAs and issue corresponding certificates based on
the agreement.

BRI A S HEAT FLE . GDCA ™ 4% F LAkAT .

If there are provisions of national laws and regulations regarding interoperations of issuing certificate,
GDCA will perform strictly according to relevant legislations.
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A HHI, GDCA R RATANAE XAUEF,

To date, GDCA has not issued any cross certificates.

3.217. ZWMZRIGUE Multi-Perspective Issuance Corroboration

ZUARRKIE B EAEIE AR R, Wik B 2 A FE M2 A IR SR, X 32
LA PR AE (a0, A RARE R, CAA VERTAE L) BEATHEIE. I A B
THG SR S HT L L S O (BGP) B BB RF B Ak

GDCA i%1jfi Baseline Requirements [¥JA I ZE 5K #0472 W0 A 25 & B E

Multi-Perspective Issuance Corroboration attempts to corroborate the determinations (i.e., domain
validation pass/fail, CAA permission/prohibition) made by the primary network perspective from multiple
remote network perspectives before certificate issuance. This process can improve protection against
equally-specific prefix Border Gateway Protocol (BGP) attacks or hijacks.

GDCA follows the Baseline Requirements to perform multi-perspective issuance corroboration.

3.3. FHEIERKRRS LS

Identification and Authentication for Re-key Requests

FEREAT CP 55 4.7 F5 P AR5 5 B SE I, 75 060 SE T A 8 PR AT 26 01 LA D s 9 S0
PR A FIEH#AIAE

Before rekey operation described in CP section 4.7, GDCA shall authenticate the key to confirm that the
request of rekey is from the original key owner.

3.3.1. HREHAEFRAR RS LR

Identification and Authentication for Routine Re-key

X T SO B PSR, 1T P AT Ui i) GDCA UE S IR %5 Wil AT B AH R G, R4t
BRG] P FAIEE S, ¥4 IEB P ASEE, BRGE R HE; GDCA I
FHINUE R GeHe X 2 P S8 F s AT B A SRAIE o 1T 7 AT LAE GDCA FRVE WIS H 15 25 B SE 8T,
GDCA MU AR UE LT 7 5 28 I3 N A 350

In general, subscriber can apply for rekey via GDCA certificate service website. The system can get
former certificate information automatically such as DN, serial number, etc. Above operations can
complete the application of rekey; Certificate authentication system of GDCA authenticates identity for
rekey application. Subscriber can also apply for rekey to RA. RA must authenticate valid documents of
subscriber and agent.
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T B 3 A iR S I 0 ) SO B TR, AL, AT A R T R
Rl AR S S R 0 s ) S B e 22 s, i sk, GDCA R ANK
HIE.

The renewal of the secret key will cause that the original secret key is unable to decrypt the files or data.
Therefore, the subscriber shall make sure the encrypted documents or data have been decrypted before
they apply for the secret key’s updating. GDCA shall not assume any responsibility due to failure of
decryption by the renewal of the secret key.

XA LR NIEF B 2 A NAEFS B SRAEAS Ik 55 2% K15 S22 44 4IE5 GDCA
AP

For Type | individual certificate, Type Il individual certificate, equipment certificate, server certificates, and
code signing certificate, GDCA does not accept key updates.

332, HHEEHEFIINRE LR

Identification and Authentication for Re-key After Revocation

UEFS A 5 A BEREAT S S0

Re-key/renewal after revocation is not permitted.

3.4. WHERK RS E5H

Identification and Authentication for Revocation Request

UEPHESE R TLOR HIT /Y, WATLAR EH GDCA. ML . 24 GDCA sl iE LW
7% CP4.9.1.1 Pk B 11 7 RUE I, A BURIERUEEIE TS, XA B L TE A 1T 45 1UE - GDCA
BE MU BUE R R IE K, b i 8 B B I BRI EAT s A w] DLEAT .
FAT P EBNE RIUEUETS, MHLIRAS CP 55 3.2 W Frik AT S0 %5 o 2 RIVENL AR I24R
Y, CA B RA K HEH LRI LT MU 8 RSO S s, A kAT Hofth
pvink R

Revocation requests can be made by subscriber, GDCA or RA. GDCA or RA can revoke certificate based
on the reasons stated in section 4.9.1.1 of this CP without authentication. Revocation requests of GDCA
or RA must be approved by its management or supervision authority. Subscribers who request to revoke
certificates shall follow identity procedures described in CP section 3.2. If the revocation requests are
from judicial authority by law, CA or RA will use revocation request documents of judicial authority as
authentication evidence and will not use any other methods for authentication.
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3.5. BSUREHLIHIEHRIRFIZLS] 1dentification and Authentication for

Authorized Service Organization

i& T GDCA ROOTCA iF+ (RSA). GDCA ROOT CA iF+H. ROOTCA iEFH (SM2).
GDCA ROOT CAL IE B R K gt CA AT R KT FUE+S, RA Bk T GDCA A £ LL4h, GDCA
T A RA

For subscriber certificates issued by the subordinate CAs which are issued by GDCA ROOTCA i3
(RSA). GDCAROOT CA iE+i. ROOTCA iE+H (SM2), GDCAROOT CAL, GDCA will serve as RA by
itself, and may also assign another authorized RA.

XTRE RA, GA TR E S, REEM L. K RBXHEE 3R
BN AETIRN R AR IIERS . RGISAT Y A2 28 B ERRE .
The authorized RA must have a designated and secure operation location that can effectively prevent and

detect unauthorized access; in addition, it must have designated personnel to undertake the functions in
relation to certification services, system operation and maintenance, and security management.

AL RA Riffi| € 5 GDCA —F 12 & 5K Sz & B MY, BRFERSRENIE. /5
BATHE AR 5RGE, AN RVEERNESE, JE4th GDCA il 5 J7 vl 9L«
The authorized RA should formulate the security policies and operation management guidelines that are
consistent with those adopted by GDCA, including service procedures and guidelines, system operation

maintenance procedures, personnel management guidelines etc., which shall be implemented after
confirmed and approved by GDCA.

GDCA 5#Z# RA Z5 1T MM A AETM S 28 RA k1% A CP $3.2 IR UAT 1 %
. A&fH RA BRTTHY N UM A CP $5.3.1 HZR . [AIHF 24 RA RARYE A CP $ 5.5.2 )%
SR SCARY AL AT IARSGARAT

An agreement between GDCA and the authorized RA should be reached, under which the authorized RA
shall perform identity authentication strictly according to section 3.2 of this CP. Relevant personnel
undertaking the RA duties must meet the requirements of section 5.3.1 of this CP. In the meantime, the
authorized RA must archive relevant documentation and records as required by section 5.5.2 of this CP.

GDCA X2 RA HIAUENE 55 VG Bhidk A7 Wi 4%, A HJE B ™A% 1411 GDCA 1 224 5 Je
B8 VT ML 368 . Wk I IS SRS . IS RSO, K A IE AN AL RA FRIFHELE ;
FmAA K, ) GDCA SR # {8 1E A RA HIME 5%

GDCA will monitor the certification services provided by the authorized RA to inspect whether or not its
business activities comply with the security policies and operation management guideline adopted by
GDCA. In case any violation of policies or guideline identified, GDCA will notify the authorized RA to take
remediation actions within a given period, should no such actions taken within the given period, GDCA will
suspend or terminate the business of the authorized RA immediately.
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& H T GDCA TrustAUTH R5 ROOT #E15. %z i/ R5 #R CA iE+5. GDCA TrustAUTH
E5 ROOT & K1 4% CA PR R AT FiE+H, GDCA HATIHAFIEF RA, ANH H4T¥ 7 RA.

For subscriber certificates issued by the subordinate CAs which are issued by GDCA TrustAUTH R5
ROOT certificate, #rzi{t R5 #R CA certificate and GDCA TrustAUTH E5 ROOT certificate, GDCA will
serve as RA by itself, rather than assign another RA.
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4. UEP A4y R BARRAE B R

Certificate Life Cycle Operational Requirements

4.1. {EFHIE Certificate Application
4.1.1. IEF B 5 524% Who Can Submit a Certificate Application

UEFS IS LR AR AR LR N SR A S (BRI BRI Sl s, e
EiluSiNENEI S

Entities of certificate applicants may be individuals and organizations with independent legal entities
(such as administrative organizations, institutions, social organizations, people's organizations and other
organizations).

4.1.2. M 5 F4E Enrollment Process and Responsibilities

1. FEME R
1. Registration Process

G KRB R KA S RA, RA WAEZIEK, JFXTHEA, RIERKIKEL CA.
Applicant sends certificate request to RA. RA verifies and signs the request, then sends the results to CA.

CA W BIZIERIG, Kk RA HI%E4, KT PET . EREMNEMEEY, LICRE
eI ORIE -

CA validates the RA signature after receiving the request and issues the end-user subscriber certificate.
In the whole registration process, it is necessary to take enough measures to ensure that:

® RA WAZUN HIE(E SN IS # 1) BORNEAT 2501
® RA must verify the information of application and the identity of applicant.

® £ RA [ CA FIRIEFIERIS, fREERESERE % e, R, 28

® RA ensures the security, confidentiality and integrity of information transmission in the process of
sending certificate request to CA.

2. Wit

2.  Responsibilities

® GDCA KJEMHURAT ST [T 7 5 R0 7k 5 AL 7 25 42 (R4 FH 2% 1

® GDCA and Registration Authority have the responsibility to inform the subscribers about the usage
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condition of digital certificate and electronic signature.
® GDCA N EMALKA DA 1T 7 5 AR 55 2 i 100 H AR 7

® GDCA and Registration Authority have the responsibility to inform the subscriber on service charging
items and standards.

® GDCA JEMHUAA FTAERIT P &5 RORAE AN T 7 45 B AR AN S A5

® GDCA and Registration Authority have the responsibility to inform the subscribers on the rights and
responsibilities of preserving and using subscriber information.

® GDCA KiEMALME sTEI 1] 45 %1 GDCA 1 54T VE s

® GDCA and Registration Authority have the responsibility to inform the subscribers on the
responsibility scope of GDCA.

® GDCA KIEMHUA SR/ 5 AT I STEVEH

® GDCA and Registration Authority have the responsibility to inform the subscribers on the
responsibility scope of subscriber.

® TSNS THAT ML CP L CPS AR SCIFZYE I, el g Herb ok THE i
PV . BRI OS5 AHELR AR OR A 25

® The applicants should learn about the agreed-upon matters stipulated in the subscriber agreement,
the CP and CPS etc. in advance, particularly those in relation to certificate usage, rights, obligations
and warranties.

® T/ A AEHAIE S R T R A HE R B ST
® The subscriber has the responsibility to provide accurate application information and data to GDCA.
® LMHURAAREXIAT P SR AL AGIE TS S B 5 SE A R — B & TAE, RIS
AR R % 5T

® RAs shall ensure the consistency between certificate application information and identification which
subscribers provided and bear corresponding responsibilities of review.

4.2. IFPHHFELE Certificate Application Processing
4.2.1. AT IR A E %7 Performing Identification and Authentication Functions

2 GDCA. JEMHUHZ BT T IEF G f5, MA%ZA CP 28 3.2 5 HIER, X7 AT
R0 5 %

XFF ROOTCA (RSA) ik i GDCA ROOT CA iE i ROOTCA (SM2). GDCA ROOT CA1
IEPBEE R CA B R EIT FETS, 75 GDCA M4 CP 3.2 45 i SRIF RS A B B B 3¢
B TRIAS R I E 5 e KA B0 Bz A5 B AR K AR, W) GDCA WY {45040 BIAIF B S04
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B SAIEF A 45 B s 6T B GDCA TrustAUTH R5 ROOT AiE45 . #4148 R5 # CA {45 .GDCA
TrustAUTH E5 ROOT 22K iIH1 4% CA I KT JHiEds, %7 GDCA #i#E CP 3.2 45 & K3k
75 (¥ B3 B3I B SCAR PR [ AN R ok 825 K (GRAFIAIIZA4 AT 1P Hiu ik 10 36U K0 a8 SO A g e TR AS
#1398 K) Hizfs BARKRLELN, N GDCA Al fd FiZ SR B SCHF, AZSHEBHE R,

After GDCA and its registration agencies receive the subscriber’s certificate application, they will perform
identity recognition and verification of identification over the subscriber according to the requirements of
CP section 3.2.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA may use the documents and data to verify certificate
information, provided that it obtained the data or document (according to section 3.2 of this CP) for a
period no more than the maximum validity of the certificates, and provided that no changes occurred to
the documents and data within such time period. For the subscriber certificates issued by the subordinate
CAs of GDCA TrustAUTH R5 ROOT, #1%hf{{ R5 #R CA ik}, GDCA may use the documents and data to
verify certificate information, provided that it obtained the data or document (according to section 3.2 of
this CP) no more than 825 days prior to issuing the certificate (and for validation of domain names and IP
addresses, any reused data or document must be obtained no more than 398 days prior to issuing the
certificate), and provided that no changes occurred to the documents and data within such time period.

4.2.2. IE B iERLMERIFE 45 Approval or Rejection of Certificate Applications

GDCA. JEMHBUA N AL ISR L, bR i, WL RE, NN I8 E
27 AR BRI R P 3 RE S F R

GDCA and RA should approve or reject applications based on authentication. If GDCA and RA reject an
application, they should inform the applicants with appropriate ways and within reasonable time period.

42.2.1. iEH B R HE Approval of Certificate Applications

IR A TR, RA AT LA i -
1 IZHE AT A CP A 3.2 15T/ B bR IR R AL 5
2. HEFESZECE A RO U A RER
3. HIEH CAIIBUE ST T AR B H .
RA will approve the certificate requests, if the following conditions are met:

1. The application shall completely meet the requirements from CP section 3.2 regarding the
subscriber's identification information and authentication.

2. Applicant accepts or has no opposition regarding the content or requirements of the subscriber's
agreement.

3. Applicant has paid already in accordance with the provisions.
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4222, FHHIERIEL Rejection of Certificate Applications

MR RAFHIEE, RA NAELIET HE:
RA shall refuse the certificate application in case of the following situations:
1 ZHEAFFEA CP & 3.2 Tk 1T 7 B HIAR IR Rl L€ ;

1. The application does not meet the specifications of subscriber’s identification and authentication in
CP section 3.2.

2. HIEE AR L0 S 0l WAL
2. The applicant can’t provide the required identity documents.
3. HIHE RO B AN REREZ AT P UK A 0 N AR

3. The applicant opposes or cannot accept the relevant content or requirements of the subscriber's
agreement.

4. FHITEE A B ASRE U H O 2 SO AR A 2 1T 5
4. The applicant has not paid or can’t pay the appropriate fees.
5. HHEMIEPE% ICANN (The Internet Corporation for Assigned Names and Numbers)
REHIHT gTLD (g4 );

5. The requested certificates contain a new gTLD under consideration by ICANN (The Internet
Corporation for Assigned Names and Numbers).

6. GDCA B EMMLIIN HEAEZ 1 26 GDCA 7 k4. VA2 BiE 1%

6. GDCA or RA considers that the approval of the application will bring about controversies, legal
disputes or losses to the GDCA.

Xf T GDCATrustAUTH R5 ROOT k-5, %% X R5 #2 CA iE+5. GDCATrustAUTH E5
ROOT 2K (% CA a8 R T FESS, G A EE R R4S (E 5 AN i, 80 GDCA ILH
HEHEiZ Bl B m R, GDCA BiR44i% %, GDCA MRYE A MECE . Bimas kAl
KERME . T TT 48 22 A 55 I BUR LR S5 35 =5 AT 44 B0, BRA SRR A JF iR v 48 85 1
{55, B GDCA Z 1 B 5% I 4 44 1 8 AtV i FH 34 B30T 7 0 46 10 B0F 5 175 SR S 1 E
A5, EESLANAEY RS i KU FE A FISR, FEHEZAE-B RS RS 2 B WIS ERE B X THI%R
LA RS N, GDCA K ELIEE 4 H i .

ST IR IE T B, GDCA 3 &1 FR i 5 IE 5 FR i 2R

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
i R5 8 CA IE+ and GDCA TrustAUTHES ROOT, if the application is prohibited clearly by laws
and regulations, or GDCA considers that there are highly risks to approve the application, GDCA shall
reject it. GDCA establishes and maintains a list of high risk certificate applicants according to the list
provided by anti-phishing alliance, antivirus vendor or related alliance, government agencies which are
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responsible for network security affairs and other third parties, or the disclosure of information through
public media reports, or previously rejected certificate requests by GDCA due to suspected phishing or
other fraudulent usage or concerns. GDCA will query information from the list during accepting certificate
application. If the applicants appear in this list, GDCA will reject their application directly.

For the rejected certificate application request, GDCA will notify the applicant about the failure of
application.

4.2.3. AbEEEH R E B[] Time to Process Certificate Applications

GDCA JHLFIAEML SN (CPS) MWRLE & BERJUE S B 15 AL PERS (8] . GDCA FIEMAL
K i AE CPS FR5E BT 18] Py AL FHIE 5 B335, T8 Rt fE IS S 40 4 L X IS RS 3 2 2 D TAEH «

GDCA CPS should specify the processing period of certificate application. No matter approving or
rejecting, GDCA and RA should process certificate application within the period specified by CPS. The
period is 2 working days in general.

4.2.4. INENLHIEEAL (CAA)  Certification Authority Authorization (CAA)

%tF GDCA Mk Hi /& CAIN Y 281815 EV Guidelines. Baseline Requirements 3K [ 2y
LR {EH) SSL/TLS 1EH, GDCA WA AAEF F /45 R )4 —1> dNSName fit CAA
sk, JREAE AR HIFE R

GDCA ##% RFC8659 I} & AL H “issue . “issuewild” & “iodef” [ J@ PR : 2 “issue”.

“issuewild” FRZEFPANELE “gdca.com.en”, N GDCA A2k M AIEH; % CAA idsrh i
i “iodef” $7%5, N GDCA 5 HI1E V48 )5 1R E /& 1 N HmUR IR .

GDCA BiLAF 51 CAA L SRR DUV E A AT AE A5 K 26 AF: 1D 7EF GDCA (12t
Wi &) CAA DRI 20 Bhsalid — Ik EHT Ak CAA IK3: 3) GDCA il ik
% J& T RFC 4035 5 4.3 5 HTE LI “A2a” IRE.

For the publicly trusted SSL/TLS certificates issued by GDCA and conform to the EV Guidelines and
Baseline Requirements of the CA/Browser Forum, GDCA will check the CAA records and follow the
processing instructions found for each dNSName in the subjectAltName extension of the certificate to be
issued.

GDCA shall process "issue", "issuewild", and “iodef” property tags according to RFC8659: GDCA shall not
issue corresponding certificates if the "issue"”, "issuewild" property tags do not contain “gdca.com.cn”. In
case the property tag “iodef” is present in the CAA records, GDCA shall determine whether or not to issue
certificates after communicating with the applicant.

GDCA shall treat a record lookup failure as permission to issue certificates if: 1) the failure is outside the
GDCA's infrastructure; 2) the lookup has been retried at least once; and 3) GDCA has confirmed that the
domain is “Insecure” as defined in RFC 4035 Section 4.3.
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4.2.4.1. CAA e 3] DNSSEC 1E DNSSEC Validation of CAA Records

H 2026 4 3 7 15 Hitg, MEMSMMPATIITE 5 CAA LR A WAHILN DNS 2,
GDCA # L ZiHAAT 2 T IANA DNSSEC RAZ{E4ii 1) DNSSEC $iE. M1 EMELMA TIrf
CAA ICK A A% DNS Zrififf) DNS fiFAT a8 20 :

® % RFC 4035 % 5 771 7E LI FLIL AT DNSSEC 4iiF s

® 7 kF RFC 5155 HiaE X[ NSEC3;

® 7 HF RFC 4509 F1 RFC 5702 H & L) SHA-2;

® EHiAbFE RFC 6840 55 4 15 4124 1) 22 4x 1] #L.

H 2026 1F 3 J] 15 Hjid, GDCA AN FH A Hh HE g A5 FAE AT 5 CAA 1L sk A HIAH K 1) DNS
P if][¥) DNSSEC Z&1IF

F 2026 4 3 H 15 Hi2, P44 A 75 DNSSEC Bk it 2 Hh R B AT R (Bl 4l SERVFAIL)
A2 R HIVEAT

TERZ ARG —H 5, mFE LA 1T LUK CAA e WAHSCH BT DNS
AW IATET IANA DNSSEC {5 (T 4#i1) DNSSEC il

%:F IANA DNSSEC #R15 (T4 ) DNSSEC JHIEATEA CP 25 8.7 T+ 1) HVFALYEH N .

Effective March 15, 2026: DNSSEC validation back to the IANA DNSSEC root trust anchor must be
performed on all DNS queries associated with CAA record lookups performed by the primary network
perspective. The DNS resolver used for all DNS queries associated with CAA record lookups performed
by the primary network perspective must:

o  perform DNSSEC validation using the algorithm defined in RFC 4035 Section 5; and
®  support NSECS3 as defined in RFC 5155; and

®  support SHA-2 as defined in RFC 4509 and RFC 5702; and

e  properly handle the security concerns enumerated in RFC 6840 Section 4.

Effective March 15, 2026: GDCA must not use local policy to disable DNSSEC validation on any DNS
query associated CAA record lookups.

Effective March 15, 2026: DNSSEC-validation errors observed by the primary network perspective (e.g.,
SERVFAIL) must not be treated as permission to issue.

DNSSEC validation back to the IANA DNSSEC root trust anchor may be performed on all DNS queries
associated with CAA record lookups performed by remote network perspectives as part of
Multi-Perspective Issuance Corroboration.

DNSSEC validation back to the IANA DNSSEC root trust anchor is considered outside the scope of
self-audits performed to fulfill the requirements in section 8.7 of this CP.
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4.3. IEFZ K Certificate Issuance

4.3.1. IEHL R H RA 1 CA K478 CA Actions During Certificate Issuance

it CA HIIEF32E K R ) GDCA SERUI T3 A\ SUBHULRAT LIRS, AR CA SUTIED
B4

A trusted person authorized by GDCA should deliberately issue a direct command with respect to
certificate issuance by the root CA, in order for the root CA to perform a certificate signing operation.

FEIEP RS RE T RA B E R ASUERRIEE L, JREE#IE RA R REKIE
TR R KA CA BIIEPE K R 5. RA KAE CA KIERZ K KIE BAA RA &4 %505
FRERE I, IR0 ORE R B I CAIEPREK R 45t .

In the process of issuing certificate, the RA's administrator is responsible for the approval of certificate
application, and sending certificate issuance request to the certificate issuance system of CA via the RA
system. Issuance request which RA sends to CA must include identification with the measures of
information security. RA must ensure that the request is sent to the correct CA certificate issuance
system.

CA IIEBLEK RS RA IEHZEKIERG, XHkE RA B AT S0 5%,
XA RMENEBRE KGR, IEBRERRGE KT PIES.

After obtaining the RA certificate issuance request, CA certificate issuance system authenticates and
decrypts the requests. For the valid certificate issuing request, certificate issues system issues the
subscriber certificate.

¥ 2025 4 3 H 15 HH KRB 525K 1K) SSLITLS iF, fEIFPEE K2 B, GDCA 70
WA (TBSETS) #EAT linting #8301 .

For SSL/TLS certificates issued on or after March 15, 2025, GDCA must perform pre-issuance linting to
check the tbsCertificate (to be signed Certificate).

4.3.2. CA 1 RA B&IT PiERHZER

Notifications to Subscriber by the CA of Issuance of Certificate

GDCA MHEBB R ARG KIS )E, K EREEEEE RA AT IEH &Rk, JFFE
WP R PIRAIE B 5 3, i X, Mg M EE R, sEEd e 5y
SE 5 2 FIAT P AR A S

After GDCA certificate issuance system issues certificates, subscribers will be informed by GDCA or RA
that the certificate is issued and how to obtain certificates. Subscriber can get the certificate via face-face,
online download, or other methods specified by subscriber.
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4.4, IEFHERZ Certificate Acceptance
4.4.1. IR SZIEF HI4T A Conduct Constituting Certificate Acceptance

1 W EATYI L TTH) GDCA IE-P RS M RAUE T R EAHAF I BT, A T3
Hl. USB Key ™, iE4S T 5 EERIMRERIT 3652 TIESS

1. Subscribers access to specialized GDCA certificate service website, then download certificate to the
certificate carrier, that means subscriber totally accepted the certificate after it has been
downloaded.

2. GDCA VEMMLFARE T 7 NEAUET, FEIIE S R I B8RS, 31T
P2 T AR BRI ERIT P32 TIE
2.  When RA of GDCA downloads the certificate on behalf of subscriber, the downloaded certificate will

be kept in digital certificate carrier. Once the subscribers accept the certificate carrier, the
subscribers accept the certificate.

3. WHRR VIRMUERRTE, JF R R RHE BB N A

3. Subscribers have received the way of obtaining the certificates, and no objection of the certificates or
their contents.

4. AT ROGEAS B RS N A A ERATE R I

4. Subscribers fail to oppose or conduct the operation of objection over the certificates or the content of
certificates.

4.4.2. CA SHEPB K RAT Publication of the Certificate by the CA

WEZE 5, GDCA Kzl JE+ kA1 3] GDCA ) Hsxik%5 2 4t. [N, GDCA
% Google ] CT %% Chttps:/github.com/chromium/ct-policy), KT /' IS4 (5 B R AT A 2570
=ACT st

After a subscriber receives a certificate, GDCA publishes the subscriber certificate to directory service
system. As per the Google CT policy (https://github.com/chromium/ct-policy), GDCA embeds in the
SSL/TLS certificates the signature data from at least three CT servers recognized by Google.

4.4.3. CA B HEA A IE BRI R

Notification of Certificate Issuance by the CA to Other Entities

FRUEFSIT 7 4h, GDCA S MR A 75 B A HAl SEAAUE P28 A
GDCA and RA do not need to notify the certificate issuance to other entities except for subscribers.
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45. BBHAXTFRER KA Key Pair and Certificate Usage
45.1. T P FEHFIEFR IE A Subscriber Private Key and Certificate Usage

W PHESRAS TUEF WG I3 7 GDCA Fds K HIUEF /5 , PN E 4 [ =857 5 GDCA.
TR T RIBURIAN LS5 1 563K 3T P2 BB TIE T, REREUA B % 35 ORAE FAIE Fxt
P (AL G AR A B . 1T 7 HREEE 7R . A CP LLRAT P WSO & IR L Y
i AR ANE TS

TS, HAAHTHTAME B4, TP NARIEMIAE LN . T 0%
UETS, JLRAEA BT F X R R A BN 115 B AT AR . (EE PRI s 2 5, 1T/
DA IE A A UE S0 R AL EH

ST SSLITLS EAS, 1T /1A BUAE A 45 (AIE HE RS b 4] H 1 32 50550 44 %o o7 1 . 45 2 o
HIE ST L
After the subscribers have submitted certificate application and received certificates issued by GDCA,
they are deemed to have agreed to comply with the terms of GDCA, relying party related rights and
obligations. The subscriber who receives the certificate shall take appropriate measures to properly keep
the corresponding private key to the certificate from unauthorized use. Subscribers can only use the

private key and certificate in the CP specified range, and under applicable laws and the subscriber
agreement.

For the signature certificate, the private key can be used for the signature of a message. The subscriber
should know about and confirm the signature content. For the encryption certificate, the private key can
be used to decrypt the information which uses the corresponding public key to encrypt. After the
certificate expires or is revoked, the subscriber must stop using the certificate’s corresponding private key.

For the SSL/TLS certificates, the subscribers should undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.

4.5.2. T ASHFE R K Relying Party Public Key and Certificate Usage

AR AR IS T B G R R, AT XSS EAT DU AR

When the relying party has received the message with digital signature, the party has the obligation to
carry out the following operations to confirm:

1. SRIGECFZ LN N HUE D K AGAT 5

1. Obtain digital signature’s corresponding certificate and trust chain.

2. WHINZEEA N IIEH 2 H GDCA ATk

2. Confirm that the signature’s corresponding certificate is the one trusted by the relying party.
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3. Ed AW CRL B OCSP HiAZRE 44 X NLFKIIEFS /2 15 4 5

3. Confirm whether the signature corresponding certificate has been revoked by querying the CRL or
OCSP.

4. RS ARG TR R AR A
4. Certificate usage is suitable for the corresponding signature.
5. fEAREF LR APHRAER 4 .
5. Use certificate’s public key to verify the signature.
6. AL ErUET A RO
6. Check the validity of the certificates
PAEARf— IR R, KRBT A SRR E R .
If the above conditions are not met, relying party has the responsibility to refuse to sign information.
IS T B ROB NS BRI, Al i IR AR SR AG R T RN IE S,
SRJE PR B AP S BN . 0T RO NI S RN A5 B — i AR 4 352 7

When the relying party needs to send an encrypted message to the receiving party, the party must first
obtain the encryption certificate of receiving party through proper channels, and then encrypt the
information using public key of the certificate. The relying party should send the encryption certificate and
encrypted information to receiving party.

4.6. WFFHEH Certificate Renewal

UEAS S FHREASAE T 7 A ECHARAEAE BRI T, T8k — KB
:Fg o
Certificate renewal is the issuance of a new certificate to the subscriber without changing the public key or
any other information in the certificate.

4.6.1. IEREFHBITETE Circumstances for Certificate Renewal

% T GDCA Z RG] PHESS, 1T/ TR AEIE B IR0 AT UE 5 5 5.

%tF i ROOTCA (RSA) iE45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA ROOT
CALEPZR Mg CA FTZ R T FHIETS, 1T P Al 1 GDCA UE TR 45 M3 553 %] GDCA
U BEATUE BRI G . FIERE RIS EMELR, KA EIRBTHEN
ER.

XF T i GDCATrustAUTH R5 ROOT iE-5. ¥t ii4R R5 8 CA E+5. GDCA TrustAUTH
E5 ROOT K I -2k CA BT R ICAT FEAS, 117 T5 08 B B SREASIEMHME B . E i
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WS, T 2B B HTUE TS

XFF SSLITLS iiE+s, GDCA #5232 1T I AEAN SR 2 H F i SEHTIESS o 1T 77 Bl EHnIE 15
i), GDCA FiXiil PR AT, DA RSN %8, Wohssses, MZskiT
FHRAETF A BRI

For the subscriber certificates issued by GDCA, the subscribers need to submit the certificate update
request before the expiry of the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CALl, the subscriber can access the GDCA Certificate Services
Website or GDCA Registration Authority for certificate renewal application before expiration. Applicant for
certificate renewal has no need to fill in the registration information, while the system will automatically
obtain the information.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #Zzi{
R5 # CA iE45, and GDCA TrustAUTH E5 ROOT, when renewing the certificates, the subscribers shall
submit the registration information as they do for the new certificates requests. If the certificate had
expired, the subscriber must apply for a new certificate.

For SSL/TLS certificate, GDCA accepts the subscriber to apply for certificate renewal without updating
the key. When a subscriber requests to renew a certificate, GDCA will check whether a key submitted is a
weak key, and will require the subscriber to renew the key pair if the submitted key is proved to be weak.

4.6.2. B RIEHF H 1524k Who May Request Renewal

RV B 3 5 AT 7

The entity who requests certificate update is the subscriber.

4.6.3. KEEIEHEHER Processing Certificate Renewal Requests

P UEF SR, HACBS AR AR RERAE. S0l 2R, XTI (R 50 UE R 40 i
TN LA

For certificate renewal, its process includes application and verification, identification, and issuance of the
certificate. The verification and authentication of application shall be based on the following:

1. TP HEEBAAAEIF H it GDCA sk

1. The original certificate of subscriber is exist and issued by GDCA
2. IUENEPHUHE SR AEVE AT AR A

2. Validate the certificate update request is in validity period.
3. BT JRENME BT B 50 .

3. Identity verification based on the original registration information.
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FE LA EIGUE AT %5l f5 GDCA A AT HHERS KIEFS
GDCA can issue certificate only if all the verification and identification above are passed.

VP AT PR — AR B GG 15 RV TR AT IR 15 S0, 4% IR EORIR AR L I+ i
B GHIEM BUEL . GDCA FEARA L T #8 AR A Aa E+5 B (14855 75 A ik 5 ST it
HEHILSEERE S

When the certificate is updated, subscribers can use the original private key to sign the update request,
and GDCA will verify and identify the validity, legality and uniqueness of subscriber’s signature and public
key, user information of the update request.

4.6.4. BENVT PHFAERRIRR

Notification of New Certificate Issuance to Subscriber

[A A CP %5 4.3.2 715,

See CP section 4.3.2

4.6.5. WIS EFEB AT A

Conduct Constituting Acceptance of a Renewal Certificate

[AA CP %5 4.4.1 75,

See CP section 4.4.1

4.6.6. CA X EFHERK KA

Publication of the Renewal Certificate by the CA

[FIA CP % 4.4.2 7,

See CP section 4.4.2

46.7. CA B FHAR AR UE BRI R

Notification of Certificate Issuance by the CA to Other Entities

[FA CP %5 4.4.3 75,

See CP section 4.4.3
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4.7. EFEHAEF Certificate Rekey

IEBEHEHRIT 7 B S 55 A R X s I RS N A K — eSS

Certificate Rekey refers to generating a new key and requesting to issue a new certificate for the new
public key by the subscriber or other participants.

4.7.1. IERFAFEHRIER Circumstances for Certificate Rekey

GDCA HJE+ 38 S AR EA R T L E I -

GDCA certificate Re-key including but not limited to the following circumstances:
1. AR FAIME ER MR e 1S

1. Revocation certificate due to private key leakage.
2. AR EIH;

2. The certificate expires.

3. ETHEOR. BURL &K, GDCA ZORUEHH TR .

3. GDCA requires certificate key update based on the security reasons of technology and policy.

4.7.2. T8 SR UE5 255 56 % i S

Who May Request Certification of a New Public Key

S SRAIE T 8B TR 1 2 AR ONE AT /o

The entity who requests re-key is the certificate subscriber.

4.7.3. A FEE B EHE B E K Processing Certificate Rekeying Requests

A4 CP %5 4.6.3 7.

See CP section 4.6.3.

4.7.4. BRT PHFREBRIER

Notification of New Certificate Issuance to Subscriber

[FA CP %5 4.3.2 7.

See CP section 4.3.2.
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475  MBREREAEIERRTHN

Conduct Constituting Acceptance of a Rekeyed Certificate

[F A CP 2% 4.4.1 75,

See CP section 4.4.1.

4.7.6. CA X B HEFER IR

Publication of the Rekeyed Certificate by the CA

[FIA CP 55 4.4.2 7,

See CP section 4.4.2.

TP HTUE TS NIAE 24 /N KA

Re-Keyed Certificate must be published within 24 hours.

4.717. CA B AL ABIE BRI R

Notification of Certificate Issuance by the CA to Other Entities

[FI4 CP 55 4.4.3 75,

See CP section 4.4.3.

4.8. HEFHAT Certificate Modification

4.8.1. IEBEBERIE Circumstances for Certificate Modification

HIAT PR IVEN 5 R, 51 GDCA Bt iE A

If the registered information which subscriber provide is changed, the subscriber has the obligation to
report certificate modification to the GDCA.

AN A AL 515 B AR SE W] RERE I LT P BCM S5 BT AR, AT A AN RE HBIE 538
RBERGHZAET, PR H R RIE .
If information contained in the certificate changes that may affect the rights and obligations of subscribers.

The subscriber cannot apply for the certificate change, and he/she can only revoke the certificate then
apply for a new certificate again.

UEF5 AL S B AMIE P B P A (KRS . 2% AR — U
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Both of the procedure and conditions of the certificate application and modification is the same.

4.8.2. ERIEFHRE RS2k Who May Request Certificate Modification

T SRAE A28 B A SEAORIEAS T /7

The entity who requests the certificate modification is the subscriber of the certificate.

4.8.3. REFEE T353R Processing Certificate Modification Requests

UEHAR B A JEAT K B IE TS v E I R AT A0 2], [ A CP 3.2,

The certificate modification is processed following the registration procedures where the first application
for a certificate, see CP 3.2.

4.8.4. BHAT PIAERRER

Notification of New Certificate Issuance to Subscriber

[FIA CP &5 4.3.2 7.

See CP section 4.3.2

4.8.5. W FIEBRT RN

Conduct Constituting Acceptance of Modified Certificate

[FA CP %% 4.4.1 75,

See CP section 4.4.1

4.8.6. CA XA EIEH I & AR Publication of the Modified Certificate by the CA

[FIA CP & 4.4.2 7,

See CP section 4.4.2

4.8.7. CA B HAR SR UE B K

Notification of Certificate Issuance by the CA to Other Entities

[AA CP %5 4.4.3 7.
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See CP section 4.4.3

4.9.

W H#EYAEAD Certificate Revocation and Suspension

4.9.1. IE RSB TE Circumstances for Revocation

4.9.1.1. 3T FEB#ES M E R Reasons for Revoking a Subscriber Certificate

> w0 poE

LA PSR — P Fl, GDCA WAZTE 24 /NI 2 PR IE 15

VTP DAAS R 20 SR UE 15

V7B %1 GDCA BRI HIUEF51E KARAT B AL HASBEIB W 25 AT 9

GDCA 3K73 T k4, EHSUEF A ST P AVEHE 2 1t

GDCA k13 T UEHE, EMIXHIETSH FQDN, 1P Ht ik sl s Hh bk 7 48 4 152 A5 st il AL [ 562
TEAS R AL

CA Bl 5 K HE B T R AE LT P FABH VI 3R (1) R B0AIF (1 777925, G 7 v T ARG 2 BH 56 5 TS L
¥E (#1140 Debian §925%, W.: http://wiki.debian.org/SSLkeys) , Bif77E BIRAIIEYE .
FHBLLU RO —Fh ek 2 Fh, CA NAE 24 /NI 2 WARBSIESS, HLAZJRPE 5 R A H

CERILE

1.

2
3.
4

© © N o O

10.

IEBRHEFF 4 Baseline Requirements 2 6.1.5 5 J2 5 6.1.6 15,

GDCA kA% 1 UEA518 23 H A IESR ;

GDCA 3KRIT i/ 71T 1 . CPICPS H it — T 8 % 1 8 K 57 4E:;

GDCA R AR FQDN B IP bk (s AN ARV rT (oldn, kR sl
AOEHEY T BAATEN AR AU, AN NS A NI SV AT SR S5 16X
Wik, BTN AR BT HR A

GDCA SR I MELFFUE Fal F T 480 B W 1% 3V 0 744

GDCA FRZBUEAS T 5 2 B R AR

GDCA R RIF P2 K A BERT & Baseline Requirements %3k, 5 GDCA i CP &} CPS;
GDCA VAT B 5 A AR IE S 5 BN EHA S B

GDCA {4} Baseline Requirements 25 & EF IR RRL, Sl s aip 21k, BraEHgk
4447 CRLIOCSP 15 B ;

CPS HIRTT M BATHACIR B AU BT BARKE: tHENE0EE RN, EE.
B EVE R s BURAT N BB I A A A5 1) 5 DR 9 ELG At A\ A5 S s
1 5
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11. GDCA C&BATHES S5, T PRSI %

GDCA shall revoke a certificate within 24 hours if one or more of the following occurs:

1.

2.

The subscriber requests in writing that GDCA revoke the certificate;

The subscriber notifies GDCA that the original certificate request was not authorized and does not
retroactively grant authorization;

GDCA obtains evidence that the subscriber's private key corresponding to the public key in the
certificate suffered a key compromise;

GDCA obtains evidence that the validation of domain authorization or control for any Fully-Qualified
Domain Name. IP address or mailbox address in the certificate should not be relied upon; or

GDCA is made aware of a demonstrated or proven method that exposes the subscriber's private key
to compromise, methods have been developed that can easily calculate it based on the public key
(such as a Debian weak key, see http://wiki.debian.org/SSLkeys).

GDCA should revoke a certificate within 24 hours and must revoke a certificate within 5 days if one or
more of the following occurs:

1.

2.

10.

The certificate no longer complies with the Baseline Requirements section 6.1.5 and 6.1.6;
GDCA obtains evidence that the certificate was misused;

GDCA is made aware that a subscriber has violated one or more of its material obligations under the
subscriber agreement and CP/CPS;

GDCA is made aware of any circumstance indicating that use of a fully-qualified domain name or IP
address in the certificate is no longer legally permitted (e.g. a court or arbitrator has revoked a
domain name registrant’s right to use the domain name, a relevant licensing or services agreement
between the domain name registrant and the applicant has terminated, or the domain name
registrant has failed to renew the domain name);

GDCA is made aware that a wildcard certificate has been used to authenticate a fraudulently
misleading subordinate fully-qualified domain name;

GDCA is made aware of a material change in the information contained in the certificate;

GDCA is made aware that the certificate was not issued in accordance with Baseline Requirements
or GDCA's CP or CPS;

GDCA determines or is made aware that any of the information appearing in the certificate is
inaccurate;

GDCA'’s right to issue certificates under the Baseline Requirements expires or is revoked or
terminated, unless it has made arrangements to continue maintaining the CRL/OCSP repository;

The fulfillment of the obligations in the CPS is delayed or encounters force majeure, such as natural
disasters, computer or communications failures, changes of laws and regulations, government
actions or other causes beyond the reasonable control, causing threats to the information of others;
or
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11. Subscribers fail to pay the service fees after GDCA performed the obligations of notifying the
subscribers to pay.

KAETIMER, XT GDCA LRSS R4 H eSS, #illn CAL RA. 328 meie
MRS AR CRAEIRSS RGP I BEEAE I E) (R IESS, AT DA HAIES:
1. CA 5RA. X G&FT P& k8 K AR BUE
2. EFARVR A AR BE PO B R AR A R
3. HTEHMMFE.

If the following circumstances occur, for the certificates using in GDCA certificate service system, such as
certificate using in CA, RA, LRA or other services entities (including equipment using certificate in service
system), GDCA can revoke the certificate:

1. Agreement between GDCA and RA, LRA has changed or stopped.
2. The private key of the certificate has security damage or is suspected with security damage.
3. The need of management.

HEFAT P an SR R I E R BEIE B AV e A R AR IR, RILRLEET CA HHTRUES . X
SSL/TLS MR&5#8KUEF, & HILLL MERE — D LG Y, W HE T IE BRI
1. CA HUMPRENIEZ AEGTE, Wkl A iz 4 J0i% . S iU ) & 424 115
CA HUHAF 51— BB AIE T3 RIS TE— M RVEME 1R 5 T34
CA MU HI T FM R R 21 B8 4T, IF HoRZHEH AR CA SR BB IE 1 (M SCREPERRAE
CA ZRAF-P AR L i s gl sk 1k, BRI CA A ek, 4k 44k CRL/OCSP;
EFS I HEA A 2 B0 20 s 17 0T I FH A R 5 o Bt 7 AN T 422 32 1 XU

o > w D

If certificate subscribers discover or suspect the security of private key of the certificate has been
damaged, they shall immediately notify GDCA to revoke the certificate. For the SSL/TLS server certificate,
if the following one or several cases have occurred, GDCA also need to carry out the certificate
revocation:

1. Domain name that CA knows is no longer valid, such as the domain name has been judged by the
court, domain name registration agency contract termination, etc.

2. GDCA knew a wildcard certificate was used for a fraudulent misrepresentation sub domain name.

3. GDCA terminates the operation for some reasons and doesn’t arrange other CA to provide for
supporting operation of revocation certificates.

4. Unless GDCA make special arrangements, GDCA will continue to maintain CRL/OCSP, under the
circumstance of that GDCA's right to issue certificate has been expired, revoked or terminated.

5. Technical content or format of certificate causes unacceptable risk for application software vendor or
relying party.
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4.9.1.2. 1%k CAIEFRHIEESFEEF Reasons for Revoking a Subordinate CA Certificate

EHILLA NS ) —FELZ B, GDCA ZUTE 7 K2 W 9% CA EF3:

1.

o g M w DN

GDCAZRAT T UL, UEWI S IEFS A X BT 2t CARBHIE 21 7 403 , BAN 45 & Baseline
Requirements 2, S/IMIME Baseline Requirements & 6.1.5 75 A& 55 6.1.6 5 [RIAH I K ;
GDCA A3 1 UL+ 18 2 1R FH LS 5

GDCA R BAUF P 25 R A BERF £ Baseline Requirements 3K , 5 41 2% CA K BEFF & CP/CPS;
GDCA Y NAEATHI A 2% CA TEFH HE BAER . AR SZE R AR T

GDCA ti HEM IR LIz s, HARS 5 —K CA KRN LR BEIE P I 55
GDCA f## Baseline Requirements 25 & UEFI AL J7 20, BB B ¢ 1k, BRI 4k
444 CRLIOCSP 15 B

GDCA shall revoke a subordinate CA within 7 days if one or more of the following occurs:

1.

GDCA obtains evidence that the subordinate CA’s private key corresponding to the public key in the
certificate suffered a key compromise or no longer complies with Sections 6.1.5 and 6.1.6 of
Baseline Requirements or S/MIME Baseline Requirements;

GDCA obtains evidence that the certificate was misused;

GDCA is made aware that the certificate was not issued in accordance with Baseline Requirements
or that subordinate CA has not complied with the GDCA CP or CPS;

GDCA determines that any of the information appearing in the subordinate CA certificate is
inaccurate, unreal or misleading;

GDCA ceases operations for any reason and has not made arrangements for another CA to provide
revocation support for the certificate;

GDCA's right to issue certificates under Baseline Requirements expires or is revoked or terminated,
unless GDCA has made arrangements to continue maintaining the CRL/OCSP Repository.

4.9.2. 75 R UE F 4 5248 Who Can Request Revocation

© a > w DN

DA SEARTT LA SRS — AT ES:

GDCA EEMALI AT LUK HE A CP 55 4.9.1 7% ZERHMUEH — T k4,

SEFASNUESS, WEART P AT L RIS A1 8 AN AGE

T HUHGIES, RN RAT BEHAE RI C 22 R 4 U HOUE

T RAUES:,  RATIA RA& IHU B A AR AT SRS TS SR DA 2R IIE T
R BUR BT R H A AR TR AR T e .

M7 LR AR RS o By s B AT BOH A ¥ 35 = 5 W] DASRASE o 1) R 5, 5
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GDCA 15 & FLE s TE 15

The following entities can request revocation of subscriber certificate:

1.

GDCA or Registration Authority can revoke one subscriber certificate based on the requirements of
this CP section 4.9.1.

For individual certificate, certificate subscribers can submit a request to revoke their own individual
certificates.

For organization certificate, only representative authorized by this organization has the right to
submit a request to revoke certificate which has been issued to this organization.

For equipment certificate, only representative authorized by this organization who has the equipment
has the right to submit a request to revoke certificate which has been issued to this organization.

The court, government departments and other public power department can revoke subscriber
certificate in accordance with the law.

Relying parties, application software suppliers, anti-virus organizations and other third parties may
submit certificate problem reports informing GDCA of reasonable grounds to revoke the certificates.

HA GDCA w] LU HRIEH 5 4 CA ES.

Only GDCA can revoke root certificate or Subordinate CA certificate.

4.9.3. IEREEE R A EER Procedure for Revocation Request

4.9.3.1. 3T PERBASEP The subscriber actively proposed to revocation application.

A w0 D

VTP A A LR SRS R, RIS 0 JR i R«

TE YR ATURE R S5 FR SRR ST B 0 A0 RS B El ) I 2 1k
TEMHLR KU B R 32504 GDCA, 1 GDCA 58 i
GDCA $243t 7%24 /NI (R H i IR 45

Subscriber submits revocation application form and identification material to registration authority and
indicates revocation reason.

Registration Authority verifies the identity of entities applying for revocation and the appropriateness
of revocation reasons.

RA submits application form of revocation to GDCA and GDCA completes the revocation operation.

GDCA offers 24x7 certificate revocation requests service.

4.9.3.2. T P #3545 E S The subscriber is forced to revoke the certificate

1.

2 GDCA BEM LA 7853 FIEE A (S tH LA CP 28 4.9.1.1 15 L, Al i P 3
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B € RO TR IE 5

2. GDCA $2fft 7%24 /NI AJAIEAS e A 5 AN AL B

3. MRHTT  FRENUR S ST AR BT S B LA A5 55 =07 SRS UE A5 i AR 75 N, GDCA
oz 2H 2R A AR AR R A 4 SRR DR A S U IE S 5

4. GDCA f#HiT /M iEfia, dddamra, WiiEFases. milssE, &ET e o
SR SR B

1. When GDCA or RA has sufficient reasons to confirm that circumstances described in CP section

49.1.1 have occurred, they can revoke subscriber certificates through determined internal
processes;

2. GDCA maintains a 24x7 certificate problems reporting and processing procedures;

3. GDCA will take actions to investigate the certificate problem reports submitted by relying parties,
judicial institutions, application software providers, anti-virus organizations and other third parties,
and will decide whether or not to revoke the certificates based on the results of the investigation;

4. After the certificate revocation, GDCA or RA will use appropriate ways, including email, phone, and
fax to notify the final subscriber that the certificate has been revoked and the reason why it is
revoked.

4.9.4. A TE K B 9% FR 3 Revocation Request Grace Period

R SR I T e A T IR S T, AR S SR U R LM B M e 8 /NS
PPt o AR IR S A AR 15 SR i EAZ B[] 48 /N Py dieth

If key exposure occurs or suspected occurs, revocation request must be submitted in finding leakage or
leakage suspicion within 8 hours after key exposure or suspected exposure is found. Revocation
requirements caused by other reasons must be made within 48 hours.

4.9.5. CA A3 585175 3R B By PR

Time Within Which CA Must Process the Revocation Request

GDCA B %21 SR 21 5¢ U 2 18] (Tl FRHIRR ,  AS L 24 S/

The cycle of GDCA processes revocation request is no more than 24 hours.

496.  KBOTKREIEDEERKER

Revocation Checking Requirements for Relying Parties

WRHT AEMA— MIEF AT L2 & ) GDCA AT CRL B A ABAT T 5 A AIIE 5 7 75 B4l
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.

Relying parties must check the CRL published by GDCA before trusting a certificate to check whether the
certificate is revoked.

4.9.7. CRL RAi#iZ CRL Issuance Frequency

%1/ ROOTCA (RSA) iE45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIEBZ L MIhZL CA FrZs R (AT FAE+, CRL KA )y 8 /it

Xf ¥ i1 GDCA TrustAUTH R5 ROOT ik #Ze X RS A CA iE15. GDCA TrustAUTH
E5 ROOT 2K I 2% CA FiZ8 R IAT FiE+, CRL KAGAMAN 24 /M, H nextUpdate B¢
fRIE ASEE HY thisUpdate 18] 10 XKLL E.

Pk CAIETS, GDCA ) CRL &AM 12 A H o dn R4 4% CA iE+:, GDCA
TEREY 5 24 /INEF 2 P E T CRL, H. nextUpdate 7B FIMEATSHA H thisUpdate 18 /] 12 4 H LA
i o

FERFIR B 2500w DU CRL SZBI A8 (M I 445 a2 A1 e RAIE ),  CRL RS2 ED A=
X GDCA il 7 1) R AT SR UL 5E o

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the CRLs are issued every 8 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #ZzHf 4%
R5 # CAIE15, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and the value of the
nextUpdate field is not more than ten days beyond the value of the thisUpdate field.

For the subordinate CA certificates, GDCA shall update and publish certificate revocation list (CRL) every
12 months. In case the subordinate CA certificates are revoked, GDCA shall update and publish the
certificate revocation list (CRL) within 24 hours after the revocation, and the value of the nextUpdate field
shall be no more than twelve months beyond the value of the thisUpdate field.

However, CRL can come into effect immediately determined by release strategy made by GDCA in
special emergency circumstances (assuming that the network transmission condition can guarantee).

4.9.8. CRL R AR I8 A J5 B} 18] Maximum Latency for CRLs

—/MIEFS BB 21 e bl A 1) CRL b [ i B R AS Bt 24 /R

A revoked certificate will be added to CRL within 24 hours.
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4.9.9. FEERSE W AT 4 Online Revocation/Status Checking Availability

GDCA M A UEA 1T 2 AR 7 R AL AE R TR E IRk 55 . OCSP M W% Zii#F & RFC 6960
IR, I HA# OCSP R4S #2544 . OCSP R4S #% HIUE P 5 IE/E AR A FAE F i [ — 4~ CA
259, OCSP JIRZ% 2% HI3IE 5 A0 & — A RFC6960 & X127y id-pkix-ocsp-nocheck 147 FE Tl .

GDCA should support OCSP responses for subscribers and the relying parties. The OCSP responses
should conform to RFC 6960, and signed by an OCSP Responder whose Certificate is signed by the CA
that issued the Certificate whose revocation status is being checked. The OCSP signing certificates
should contain an extension of type id-pkix-ocsp-nocheck, as defined by RFC6960.

49.10. ELREEHER Online Revocation Checking Requirements

M e LLE BT FEZOIRAS B W), GDCA AR 1 BEATAT 1 B UL FR «

GDCA #24} Get Fil Post #1757 i) OCSP #ififle45 .

XFFT RS, GDCA R 52 /b4 UK 558 OCSP {5 J&. . OCSP M 5 i) i KA XU 4 10 Ko
X ¥ E AR IIETS, SZEDEEH OCSP.

X+ g CA LSS, GDCA %4 12 4> H 83 OCSP {5 2. = 4t CAEFild,
AE 24 /NP BEET OCSP 15 /5.

xR R AEB RS E TR, GDCA AMFik[Al “good” RZ.
Users may feel free to inquire status online. GDCA must not impose any access limits.
GDCA offers the OCSP service using both the Get and Post methods.

For subscriber certificates, GDCA should update the OCSP information at least every four days. OCSP
responses from this service have a maximum expiration time of ten days. For the revoked certificates,
OCSP status will be updated immediately.

For subordinate CA certificates, GDCA should update the OCSP information at least every twelve months,
and within 24 hours after revoking a subordinate CA certificate.

GDCA must not respond with a "good" status for the request for status of a certificate that has not been
issued.

49.11.  H4E BN HEAMERAER

Other Forms of Revocation Advertisements Available

k%7 CRL. OCSP #I, GDCA 7] A3t 5 B R A R A0, (HIXASE LA

GDCA may provide other publication forms of revocation information in addition to CRL and OCSP,
however, such publication forms are not mandatory.
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49.12. HBHBERREHER Special Requirements related to Key Compromise

AR CP 5 4.9.1 WHUE IS IEAL, 23T 7 BRE MU FE A2 B 2 I, WAL
HITa) GDCA # tHE P i K . R CA HIEH] (IR CA Bih gl CA B 2l e
MRBERAR T, NAZAE A BRI E) Y A 2 5 2CR R @ T - AR AS T

Except for the case described in CP section 4.9.1, when certificate key of subscriber or RA has security
damages, certificate revocation request should be made to GDCA immediately. If CA key (root CA or
Subordinate CA key) is compromised or may have been compromised, subscriber and relying party shall
be notified by reasonable means timely.

WEPIT P AAMO S = 7 AT iR IE A CP 956 1.5.2.1 & ik 27 X, &%) il GDCA &% 1)
H AR S AR HIESS, 1) GDCA K HIE B H M B ik s, e iU BL R ke
—E R B HIZAE P B AL -
> RO EE R4 CSR, FRE@E A TSN “Proof of Key Compromise for
GDCA”; &
> EIEERBIM ER R
GDCA 7] {175 75 4 B 15 19 in Ho At viF B FA S ML 85 11 752

Non-subscriber third parties may report a key compromise of an unexpired, unrevoked GDCA certificate
according to the contact information described in section 1.5.2.1, using one of the following methods to
prove possession/control of the private key associated with a certificate.

»  Submission of a CSR signed by the compromised private key with the Common Name “Proof of Key
Compromise for GDCA”; or

»  Providing the private key itself.

GDCA may allow additional, alternative methods that do not appear in this section at its own discretion.

49.13. EPEHERFERE Circumstances for Suspension

GDCA A FFIE T

GDCA does not support certificate suspension.

49.14. HERIEPFERLSLAE Who Can Request Suspension

GDCA AN SZFHIE .

GDCA does not support certificate suspension.

93



[ senraspnmnas

GDCA

GDCA {E- 55k mE (V3. 4 fi)

49.15.  HRIERKIFEF Procedure for Suspension Request

GDCA A SZFRIE .

GDCA does not support certificate suspension.

4.9.16.  HERAIBIFRFRH] Limits on Suspension Period

GDCA ASCHAEF .

GDCA does not support certificate suspension.

4.10. IEFHIRAPRS Certificate Status Services

410.1.  BAERHE Operational Characteristics

A L@ CRL. LDAP H/lR%s. OCSP EiMjiE+RA, b

S22 S SR BE R S I (8] A0 A Ab B g

77 AHREFIRE RS

XTI I, GDCA ANAEIEH 2RI IMERHAE CRL A U C3. GDCA A

MBS CRL FRARAD S 42 41E 15 AU 18 5% o
GDCA AR OCSP H (RIS 18 3%

Subscribers can query certificate status through the CRL, LDAP and OCSP. Certificate status services

described above should have reasonable response time and concurrency process capability for query

request.

For the revoked certificates, GDCA shall not remove their revocation records from CRL prior to expiration

of such certificates. GDCA does not remove the revocation records of code signing certificates from the

CRL.

GDCA does not remove the revocation records in the OCSP.

410.2.  BR%ATHME Service Availability

UEFSIRZS AR 55 AL ARALE 7X24 /NP AT A, ELWi R [a) AN R 10 7D

Certificate Status Services must be available in 24 x 7 hours, and the response time must be of ten

seconds or less.
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4.10.3.  TFJIB4RME Operational Features

ANEH

Not applicable.

4.11. ITMIEE R End of Subscription

VT PES B IR R 0TT 7 T W4Ty TE R

The following circumstances of certificates indicate that the subscriber’s subscribing behavior has
formally terminated:

1. UEBEIE R A AT
1. The certificate is not renewed after the expiration.
2. RSB ET AR o

2. The certificate is revoked before the expiration.

4.12. HHAFEE 5K E Key Escrow and Recovery

4121,  EARESKERRBETA

Key Escrow and Recovery Policy and Practices

%t H1 ROOTCA (RSA) iE#5. GDCAROOT CA iF$5. ROOTCA (SM2). GDCA ROOT
CALIEPBE RIS CA BT R KT FHIET : IEA5TT 7 BN % 49% 1 GDCA 11T /' GDCA
HIEA R, JFH GDCA BHTHE L. MIETIT A iR BRI 240, Ll GDCA 42
BT N %, GDCA LI, R, 23T I EE, AT P WS A L o
e

HEFIT PRI A B0 AT P AT AR, GDCA AT P 2 4 B IR A K &

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1:The encryption key pair of the subscriber is applied for and
generated by the GDCA on behalf of the subscriber, and is managed by the GDCA. When the subscriber
needs to recover the encryption key, they can submit an application to GDCA for key recovery. GDCA will
process the subscriber's application and recover the corresponding encryption key for the subscriber
according to the established procedures.

Subscribers shall keep signing key pairs by themselves. GDCA does not provide the key escrow and
recovery services for subscribers' signing key pairs.

95



[ SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA .‘L[E:Fg%m% (V3. 4 )]-[&)

Xf T i GDCATrustAUTH R5 ROOT iE-15. # 4R R5 R CA E+5. GDCA TrustAUTH
E5 ROOT 2K -H 2% CA BRI FHE15: 1T 7 M A% eiiT /7 EATAE G R340 i
INEEREALRAF, GDCA EERAT F b Zifd I A2 BB I FIPS 140-2 55 — 285 ER (1 s i -2
LRGN, AR A —E . 1T/ T LAZHE GDCA AT 7 AT AR B 4% Al
CSR. HALEHI . hER 56 prid a2k il 7' H ©7k4H, GDCA XtitbAKHHTi4E. GDCA
AR P AR AR 55

For subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, %
ZH A R5 2 CA {E+) and GDCA TrustAUTH E5 ROOT: The key pairs of subscribers shall be generated
by the subscribers themselves. In case the key pairs are to be stored in a cryptographic hardware, GDCA
requires that the subscribers must use cryptographic hardwares that meet or exceed the requirements of
FIPS 140-2 level 2 to properly keep the private keys, and must always keep unique control of the private
keys. Subscribers can authorize GDCA to generate key pairs and CSR. Subscribers shall undertake the
responsibilities by themselves for the losses incurred by the loss of signature private key, and GDCA
refuses to take the corresponding responsibilities.

GDCA does not provide key escrow and recovery services for the subscribers' private keys.

4122,  XEEHRERESKENFRETHN

Session Key Encapsulation and Recovery Policy and Practices

R FIE AL E G B AORBPR 2], B E RGBS E N A x &
PN, %28 M E R E R E 1

The session key is packaged in digital envelope using asymmetric algorithm. The digital envelope is to
encrypt the session key using information recipient's public key, then the recipient can use their own
private key to decrypt and recovery the session key.

5. INENLA B & B AR ]

Facility, Management, and Operational Controls

5.1. #p3FEH| Physical Controls
5.1.1. BHhbr B 583 Site Location and Construction

GDCA HAl NRZL X IRST X EFRIX L BRI AFEX AN X IR
F20 DX — > P G LR 57 i = o FL e /N L B 74 LR, LA TOT B CR R 2D 2mm
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I FLAAAR,  MASCR S EE DY 3mm (7 SLARAR . 1745 T 208 CO2 fRIIE . B A5 Y iR
AR RIBT TN BRI TR BRI ] o 38 WU 42 57 il 2 A% T 75 e g R0 XU
T HUFIEBE T A T R AR VBB AS A TUOR S BURL R B A AE L AUBCB A0 X

According to the functions of GDCA central area, it consists of core area, service area, management area,
operation area, public area. The core area is a high-performance electromagnetic shielding room. Its shell
is made of six sides of high quality cold-rolled steel plate. The roof and wall panel is made of cold-rolled
steel plate with thickness of 2 mm. The floor is made of cold-rolled steel sheet with thickness of 3 mm.
Welding process is CO2 protection welding. Glass is thickened and bulletproof with metal mesh added on
it. Shielding door is manual locked. Vent is configured with honeycomb type ventilation duct shielding
room window according to the specifications of the shielding room. Power filter is single phase
high-performance low leakage filter. Safe with confidential information stored must be placed in the core
area.

5.1.2. YIET 5] 34 Physical Access

BEH BB 2 A R AT N T s, SRR, AT AR IERE B BN B 2
IR N R LAY . GDCA ] CPS W ZiUA 35 1) 45 | 3047 LU LR A I L E

The activities of accessing to each physical security layer shall be recorded, audited and controlled in
order to ensure that all above activities of certain person have been authorized. GDCA CPS must define
detailed rules for physical access control.

5.1.3. B, /75238 Power and Air Conditioning

GDCA Wl MNA %4 AR A Rt s I &8, DA IR RSN R i Fe 7
R ok, ERLEANE TR RS B ARGz HE S B IR AT B

The computer room of GDCA shall be equipped with secure and reliable electric power system and
electric backup system to ensure continuous, uninterrupted access to electric power. In addition, these
systems shall have temperature and relative humidity of special air-conditioning system and wind system
control operation facilities.

5.1.4. 7K Water Exposures

GDCA HL55 B L T THIHEORTE I, Bk AR 3, JFBEREAE IR K I fe KA
JEHIR NI KR DI 2R S8 R

The computer room of GDCA should have specialized technical measures to prevent and detect leaks,
and be able to reduce the influence of leakage on the certification system to the maximum extent.
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5.1.5. K RPBFP* Fire Prevention and Protection

GDCA L BRI $ i, Il 5 A L AR Py R BRI 1 K R A A, IX K R B
I AT T B E B T e A R

The room of GDCA should take preventive measures, and formulate the corresponding program to
eliminate and prevent the occurrence of the fire. These measures shall meet local applicable safety
regulations.

5.1.6. A RFEI Media Storage

XPPDER A o A AF TBORVSE P SE /2 B K Bk Bl Bl B B, B
B R AR A S5 1K) 22 4 oK, IF U SL ™ RS X OR3P T BLLAB IE XA B R S5 B A8 AT DT 1]

GDCA meets the security requirements for media storage, including fire-proof, water-proof,
earthquake-proof,  moisture-proof,  corrosion-proof,  pest-proof, static-proof, electromagnetic
radiation-proof, etc. Meanwhile, GDCA takes strict measures to prevent the media from unauthorized use
and access.

5.1.7. JRYAEEE Waste Disposal

2 GDCA AF RS48RO AT R AN FE 75 EE A A IR I e RS AR 580, ot
fERETIEE BB AIAF BUBURAE B A A LA A IR A B TR 3 p S (K 7k
e HA IR I AT VB 5L

The written documents and materials of GDCA should be destroyed when they are no longer needed or
exceeded the expiration date, and must not be recovered. Cryptographic devices and media with
sensitive information should be initialized and physically destroyed by using manufacturer’s method
before disposal.

5.1.8. FHZA Off-Site Backup

GDCA BT 1 st Bdla A rhote, AL TTRERIERT O R gl . i H S S A
fBURAE BT R R

GDCA has established a remote data backup center. It backups the core system data, audit log data and
other sensitive information by the specialized software at off-site location on a daily basis.
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5.2. FEF#EH] Procedural Controls

5.2.1. H{E A Trusted Roles

£ GDCA S ML P IEAR ST RE T, REMA B B mREH ik (R & BRI
SV DR BRI HRA #5 GDCA MM FIAE Mt X6 ) 0 N A0 4 -

In the process of electronic authentication service provided by GDCA, a person who can essentially affect
the processes of certificate issuance, usage, management and revocation, and other related positions
which are involved in key operation is considered as trusted roles. The trusted roles include:

1. ARSI A BN 01

1. Administrator of key and password devices.
2. RGUEHAN;

2. System administrator.
3. wAeWIT AR,

3.  Security auditor.

4. NS EHN K SSERIEN R

4. Business administrator and business operator.

5.2.2. WS FEER AL Number of Persons Required per Task

GDCA NLAEFL AR 35 HIVE X BT 55 BEAT A 22, IR Z D AlE A A S 556 W
— LRSS

GDCA should strictly control key task for specific business specification to ensure that various trusted
roles jointly participate in completeness of some sensitive tasks:

1 EAME R B EAE I &2 5 DA {E AN P 3 ML ek
2. IEBBKRRGHEGEE: FEIDRGEHAN P 2 DWE N RILF 728
3. HRRMBRKIE: TE 2 ANE A RHLE 58K

1. For operation and storage of the key cryptographic equipment, it requires at least three of five trusted
persons to operate.

2. For background operation of the certificate issuance system, it requires at least two of three trusted
persons to operate.

3. For review and issuance of the certificate, it requires two trusted persons to operate.
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5.2.3. A AARRA5S %5 1dentification and Authentication for Each Role

XA ARG AN GL, AT A RO AR, A DRI e G AL Pt AR T
TEER DTSR . SUEREF7E GDCA BN A FH A IR 9] Th A€

All persons who undertake trusted roles must be identified and authenticated strictly to ensure that they
can meet the requirements of their jobs. The identification procedure is given in the GDCA personnel
management regulations.

5.2.4. FERFT LM A E Roles Requiring Separation of Duties

PrEBsT s, iR AEE TR RRERMA G, SRS —RrE IAER)
fth. & EPTT ORI A O AR T

Segregation of duties means a person who plays a specific role cannot be the person who plays
another specific role. Roles requiring segregation of duties include but not limit to:

1 ARk 2R
IEPEL CRL 25K
A LR 54
CA HHE P
AT

o~ w D

1. The acceptance of the certificate businesses
2. The issuance of certificates or CRLs

3. System Engineering and Maintenance

4. CAkey management

5. Security auditing

5.3. AR#E#] Personnel Controls

5.3.1. B, SMEEER

Quialifications, Experience, and Clearance Requirements

GDCA S 7&K HH A E A 1 TAE N R BE A ESR AR
1. BE&ROHHESIIEY S,
2. WSFEZEE. P, R GDCA K4 — 2 HE & HE,
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¥ GDCA R A H A . e A 5

HA RGO BRSO T TS
Ha% RAFII BN A AR

TEEILIRIE .

© g &~ w

The qualification requirements of person who undertakes trusted role in GDCA are as follows:
1. Good social and working background.

2. Complying with state’s laws and regulations. Obeying GDCA's unified arrangement and
management.

3.  Complying with the GDCA related security management norms, regulations and specifications.
4. Having good personalities and working attitudes, with good working experience.
5. Agood team player.

6. Noillegal and criminal records.
GDCA 3R 78 {5 M N 53 20 LR & B AT R0 AR, Tosemi CA
BATH B FIR TAE . JeAAT IV E R A IR IE 35

A person required by GDCA as trusted role personnel must have loyalty, trustworthiness and dedication to
work, without other part-time work that affects CA daily operation, no major bad records of this industry
and etc.

5.3.2. BRFAEREF Background Check Procedures

GDCA 547 KIBUNER A BN &, 58ROt il 5 1 THHE SR

GDCA collaborates with governments and investigation organizations to complete background review for
the trusted roles.

PP AT BRI A 53 R ER O N ) AT O3 AR A 20 R e AT oA . R A
N FEA BT

All employees who are trusted or apply for should have a written consent that they must go through a
background investigation. Background review including: basic review and full review.

HEAMECREN TELD, POk, #E, XA THHE.
Basic review includes reviewing work experience, job recommendation, education and social relation.
ST B RO AR A H SRS B RIRL R, AR R AN S AT T A .
XA B AEE Lk 55 1R B ) (57 A A HEAT AT 4

Full review includes reviewing criminal records, social relation and social security besides basic review.
Full reviews must be carried out for key roles that involve with publicly trusted certificates business.

101



i

GDCA

BEt R RRRER

GDCA {E- 55k mE (V3. 4 fi)

R RO T

a) NI IUS RSN R AR BN . SRR BoR: B, femit e
WAEF . SEALUEF . BEARUE A S RS A A RAIEM .

b) AFHARIDEL R Feh. P& EVIEE U R A AR N S T 5

c) MANMITEEILHZ. HHERE, FHRERET 0 HEE,

d) Z%#%, GDCA 5 TEITRE L, LAAR A T ARl CA IE-BARS A ff
EHABURE S . AN, GDCA MR FZHEANIRI N 538 AR SC I T 7R $H ml 45
MR SIBEAT I 5 5, DUMERENS Fr SR I0E I 48 N 5 1 T AR LA AR g

The review procedure includes:

a)

b)

<)

d)

The HR department is responsible for confirming candidate’s personal information. Candidates
should provide the following information: resume, the highest degree graduation certificate, degree
certificate, qualification certificate and identity card and other related valid certificates.

The HR department identifies the authenticity of the information provided by candidates through
telephone, correspondence, network, visits and other forms.

The HR department checks candidates through on-site assessment, daily observation, situational
test and other methods.

After the review, GDCA signs a confidentiality agreement with employee in order to restrain
employee not to reveal any confidential and sensitive information of CA certificate services. At the
same time, GDCA will also be in accordance with the relevant organization regulations of personnel
management and make job examination on in-service staff who assumed trusted role, so as to
continuously review these employees’ trustworthiness and working ability.

5.3.3. BEYIIESK Training Requirements

N TAE A TR AR T AR, 75 20 53 THEAT B A b i 35 IR AR A A FE I, DATE 4

(05 A& AR BT N R R . BRI ROZ ARG EARRR T LUR 25

In order to make the employees to be competent at his/her jobs, pre-training and re-training must be

conducted for employees to meet the requirements of the job positions. Content of training shall include

but not limit to:

1. GDCA A7 AL 5 M AT L F ARV 55 B
CP and CPS issued by GDCA.
2. PKI AR

PKI basic knowledge.
3. HFRAIEMMIGEREM

Electronic Signature Law of the People's Republic of China related laws and regulations.
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4. GDCAZEMRR . TR FR 245 P L
4. GDCA operation system, technology system and security management system.
5. LARHRTTAISIAL UL o

5. Working responsibility and job description.

5.3.4. BEREYIFBERMER Retraining Frequency and Requirements

GDCA AR s B2 HE I, AORIIE B2 5 7 3 SNG4 b AL >R, A M e 1l
H TR,

GDCA shall arrange for continuous re-training for employees at important positions regularly to ensure
employees can meet their job requirements and complete their jobs more smoothly.

5.3.5. TAE AL BRI RF Job Rotation Frequency and Sequence

GDCA JSAR 8 %2 4=/ PR S A 58 A2 XN 53 1) A B S 5 o UL AT o

Job rotation cycle and the sequence of GDCA serving officer will be based on organization security
management strategy.

5.3.6. REBAUT AE AT Sanctions for Unauthorized Actions

GDCA RS IFYE — B E B IME, WREBUT NEATIE LAY, AR 1L 57
HEFL WETAERA. T, MPEE . IRCANANIM A AT 3 IR AT 9 N 24 4
EVEEHEIE R .

GDCA shall establish and maintain a set of measures for the administration, including termination of labor
contracts, position removing, fines, criticism and education, submitting to Judiciary for processing, etc., to
appropriately discipline the personnel unauthorized activities. Above discipline activities shall comply with
laws and regulations.

5.3.7. W EZIANKIESR Independent Contractor Requirements

SHFAET GDCA WU A E TAEA G, (HAFH GDCA 554 5% TAERI I 2% 4 S AL
kg NG BN RS A 2N, GDCA )4 —ZERUNF
1 NGRS REH,
2. GDCA #2Bt4 — Ky AT B I AR B AR I, B5 N B FEEAR T GDCA IET
S BN R T UE Y 55 R
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For persons who do not belong to the GDCA but participate in the relevant works for GDCA businesses,
such as business personnel of business branch organization, management personnel and other
independent contractors, GDCA has requirements are as follows:

1. Record management of personnel profiles

2. GDCA provides unified training and retraining, includes but not limited to the GDCA certificate
acceptance rules and electronic certification business rules.

5.3.8. R4tA A\ T HSC4F Documentation Supplied to Personnel

GDCA $eftt4s PN 53 LA SO RS R IR R 5 53 1 TARR S0 .

Documents provided to internal employees by GDCA include training documents and related personnel
working documents.

5.4. #HIHCFER Audit Logging Procedures
5.4.1. EREHRIZEE Types of Events Recorded

CA Fl RA WAL 5IB1T RGUHKINF:, W AR L Z LAk B THTAE X il %,
TR Tl a2 /G AR, #HAIZE L TER:
1. AR H AN A
2. WFEMTAE;
3. idsRHEAY,
4. TEARIE:
5. LREFMFRISEE.

All major security incidents occurred in GDCA will be logged in the audit trail records, and will be made
available to qualified auditors for review when necessary. Regardless of manual or automatic generation,
these records should contain the following information:

1. The date and time of the event
2. Sequence number for the record
3.  Type of record

4. Record source

5. Event recording entity

GDCA Riid M F B EARE T
1. CAZFHA AN EIFM, AR CABHAR. &0, 1EE. WE. #H. #
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B OUARE. HHER. AAPTMEERSE,

2. EREA AN RE S, SRR ORI, k. . REHEE

3. A%, WM&, Ofh. RIBRKKTIH CA REHESN, RGH BT
ARHEE, RO

4. ERZAEWKKZEFIE: B MP KRS H Sl 20 NI AR D
TESR T AR I 2 e 25 e Iy KRR 8 s ks 20 ST RS i 23 AN BT K i I
PATHVE B, ARRCE o [RS8 DL RERIE G 3D il By ks
PR S, EAEETHY B SOINRR: 4) 18RI A RGEFAEMER, AR,
BAF R A RS R

5. ARGUHRIFFEMF, UREAGPUIRMEIE. WER, wEBBICEN;

6. INIEHUBCERIV i, AAESAUN St M VAENURA B AR Bt I EN LA
B S A R AL R 5

7. W{EANREHEILR, GUIERGHIRIEIE. MR LA E S,

These events include but not limited to:

1.

Management events in key’s life cycle, including generation, backup, storage, recovery, usage,
revocation, archiving, destruction, private key leakage, etc.

Management events of certificate life cycle, including application, approval, update, revocation, etc.

System and network security events including: successful or unsuccessful access attempts for CA
system, logs generated during the daily system operation and system updates etc.

Security events recorded via information security devices: Logging of router and firewall activities at
a minimum include: 1) Successful and unsuccessful login attempts to routers and firewalls; and 2)
Logging of all administrative actions performed on routers and firewalls, including configuration
changes, firmware updates, and access control modifications; and 3) Logging of all changes made to
firewall rules, including additions, modifications, and deletions; and 4) Logging of all system events
and errors, including hardware failures, software crashes, and system restarts.

System operating events, creation or deletion of permission, configuration or modification of
password.

Access to CA facilities, including the access of authorized or unauthorized personnel and attendants,
and other relevant records.

Management record of trusted roles and personnel, including system access application, deletion
and modification.

5.4.2. 43 H ERIPIE Frequency of Processing Log

GDCA Rt a s it Hd, MERIIEE R 2 MR, RN 2 2RI
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iEIAIDEE pi

All the audit logs should be checked by GDCA regularly in order to discover the significant security and
operation events and take corresponding measures.

5.4.3. i H Z R HAMR Retention Period for Audit Log

GDCA 252 ¥ AR A7 H T ME AR 55 1B TH H A&, DRAFIIBR 9 728 A2 IE R AR 1o

GDCA saves electronic certification service audit logs properly. The preservation limitation period is five
years after the date of expiration of the electronic signature certification.

5.4.4. B +H H ZHIFRP Protection of Audit Log

P o 0, SR A% B RZ AR 7 R 3 38 i, B RSN . 2
o MHRERSE

All the audit logs should be handled with strict physical and logical access control measures to avoid
unauthorized reading, modification and deletion, etc.

5.4.5. FHi+ HENZBFER Audit Log Backup Procedures

X T H G & O ROAZ LA RAT PR HI R, AT %4

GDCA should set up and carry out the reliable system for backups of audit logs, and full backups are
performed periodically.

5.4.6. SR &4t Audit Collection System (Internal vs. External)

AEH

Not applicable.

5.4.7. ST S B A RE & Notification to Event-Causing Subject

BTSRRI, NS ERIZFRN N AL

When audit record reports an event, GDCA shall notify individuals, organizations who cause this event.

5.4.8. MEFS 1 PEAL Vulnerability Assessments

WRIEH 0, GDCA NLEWIHEAT 2 A ME 9 VE VAl AR PP A5 0 75 R IR R it o
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GDCA should conduct security vulnerability assessments regularly according to audit records and take
remedial measures according to assessment reports.

5.5. igx%JAR% Records Archival

5.5.1. JHR4E R HIER Types of Records Archived

i BRI, BR T A CP 5 5.4.1 FWRLE RIS, 6T ER A L REEAT AR, B

In addition to the records need to be archived specify in CP section 5.4.1, the following records should be
archived:

1 EPHIERER:
1. Information of certificate application.

2. ERRE AR 1 SRS

2. Supporting documents of certificate issuance.

5.5.2. IHA%E SR B EAFR Retention Period for Archive

GDCA LTINS U (CPS) NERIE & BR P RS 10 3 O BE SRR o

CPS of GDCA shall provide reasonable retention period for archive.

5.5.3. RS SR R9P Protection of Archive

o3 e 3 2 ) A B R AR 0 e 2 R D VR ORGP VAR e, AT IR W AE N R S VE DT 1]
JARSEE, B BRI Bk MBRECH e B ST A .

All archive records shall take appropriate measures to control physical and logical access so that only
trusted personnel can access records. Archive records shall be protected from the unauthorized browsing,
modifying, deleting and other illegal operations.

5.5.4. HRE S &4 F2 P Archive Backup Procedures

T RGA R T IERACS, N E BT R, S SO REAT A

Electronically archived records generated by the systems should be backed up weekly. The backup file
should also be stored off-site.

XA AR TR, AR BT, (H R RO R A HE St R UE L 2 21k

For the written archiving data, they do not need to be backed up, but some strict measures need to be
taken to ensure the security.
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5.5.5. eI EJERE SR Requirements for Time-Stamping of Records

GDCA HIfrE HEESA B ds, BWhEEANRFLICRE AR5 3.

All the GDCA records are labelled with time, and the time will either be added manually by the operators
or automatically by system.

5.5.6. IHRSKtEE R 4t Archive Collection System (Internal or External)

B H SR RLAE A R B CSE R 4, 45 GDCA RIEM LA .

All the entities including GDCA and RA should construct internal archive collection system.

557.  FEAKRKREHEBNESF

Procedures to Obtain and Verify Archive Information

GDCA [z a8tk OAIEHE N 517375 Or B VAR5 B 2 98 DL AE 3RS e B R 45 BT
R IX 2 A4 DLEAT LE#R

Security auditors and operation and maintenance team of GDCA retain 2 copies of the GDCA file
information respectively. While obtaining the complete archived information, comparison of the 2 copies
should take place to confirm the integrity.

5.6. 443 T Key Changeover

7E CAIEF RIS, GDCA Kixt CAIEBHATHE B, WE CA BYIN I Rit-F5 a1
A CP 45 6.3.2 T ML B R AR A i, A4 CAIET T LA A B 2 AT T B . 5 00 75 22
FEAEFT AR, BHOAN CA BN . RMEESPXEMIIN, GDCA Al LUl
A ORI T A AR CAE . TE—A CA IE R 2 1T, 2R R b H 50,
PUREX A CA R R ISR CA TH S8 B0 21397 35 B 0T (-1 A 8

When the certificate of CA expires, GDCA will renew the certificate of CA. As long as CA key pair does not
exceed the maximum lifetime specified in Section 6.3.2, the certificate of CA could renew using original
key. Otherwise, new key pair shall be generated to replace the expired key pairs of certificate of CA. Also,
even in the key pair life cycle, GDCA could generate new certificate of CA by using new key pair. Before
the certificate of former level CA expires, key changeover shall be performed to ensure that the entities in
the CA system shall switch from original key pair to new key pair smoothly.

TEAE ORI CA BN, 20 A% 38 57 GDCA S8 T3 B BRI RIIE . B 1) 2 R = A
I, GDCA KRBT CA UEH:, JFKINEAT RAG, RIT  AHUT e 8 S SRIBUBT (1) CA
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e,

New CA key pair is generated according to the key management rules of GDCA strictly. While generating
new key pair, GDCA shall issue and publish the new CA certificate timely, and it shall be available for
subscriber and relying party to obtain new CA certificate.

CA BHISE By, 2R ORAEBE M UE B AR i I

Make sure that the entire certificate chain transits smoothly in CA key changeover.

5.7. ME LS RMEPKE Compromise and Disaster Recovery
5.7.1. HHMRELEREF Incident and Compromise Handling Procedures

GDCA NLfJT 75 F FH AL BE 7 ML SACBRTISE ,  FHE A B (0 S ORI T AL B AR Y o

GDCA should make handling schemes of different kinds of accidents and handling pre-scheme of
emergency, stipulate corresponding handling procedures of accidents and damages.

57.2.  TENLBEE. WHN/ERBEE RS

Computing Resources, Software, and/or Data Are Corrupted

AR LT SERLBEIR . P A B 1R A 1 S, GDCA SLEI R Zh S A BAE /e, gy
WL, AHZ IR THRI SRR

Following corruption of computing resources, software, and/or data, GDCA shall utilize the incident and
compromise handling procedures promptly. If necessary, the disaster recovery procedures could be used.

5.7.3. SRR E L EFRF Entity Private Key Compromise Procedures

FEHUE ) NRIEGE BARRAERITEOL T, GDCA KeREU T B BRUMK R 22 A 30 5 -

1. GDCAGNIERZM LA NS B 01 NS ERAE . RV AT,

2. MRAEIAMERITERT, H7 B AR UE S 5 B B JE AL

3. WRHRIEMHEEE B A2ifbse, HRMdE, InsHiE-HA CRL 7 2t Tk
=

4. Je R 2 A B RRT e B AR R AR A

5. WURFEWE N FE B BCE S, Nl RGEH RHATIKE

6. WIRFEWE GDCA LS5 1A 7 (BC B, W 734k — 44 GDCA % 2nll 55 ¥4 i
Bk 5548 HE SO0 HEAT IR .
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In case of any intentional, man-made or natural disasters, GDCA will take the following steps to restore
security environment:

1. GDCA verification system’s password is changed by the business administrator, business operators
and system administrator.

2. According to the type of disaster, some or all certificates will be revoked or re-verified later.

3. Directory data, encryption certificate and CRL are needed for recovery if the directory is unavailable
or directory with impure suspicion.

4. Timely access to security site as far as possible to restore operation reasonably.

5. While restore the business administrator's configuration file, it will be done by the system
administrator.

6. While restore the GDCA business operator’s configuration file, it will be done by another GDCA
security business operator or administrator.

2 CA WAL M it 75, GDCA JE BN R FHAF N AL HAE Y, 2 RIE R Al
ORI KTV, HIEATahR SRR EFR CAUET, o RHLL N i
When CA root private key has been damaged, missed, tampered or leaked, GDCA starts a major

emergency treatment process, which is assessed by GDCA Security Policy Committee and the relevant
experts to make a plan. If the CA certificate must be revoked, the following measures will be taken:

1. BT A E K EELRIT;

1. Notify relying parties and state administrative department.

2. RATEBEFPRESENE B,

2. Publish certificate revocation status to repositories.

3. HIT GDCA Ml al e il AE 5 SR A R TEEH CA E T AL B ISR ;

3. Publish handling notification about revoked certificates at GDCA website or by other communication
methods.

4. PRABTHINRELGE, EUEONIT A AET

4. Generate new root private key and re-issue certificate to subscriber.

5.7.4. RMEE BV FE 4288 /7 Business Continuity Capabilities After a Disaster

GDCA TER AR MG, AW LA 7 1H Bk 25172 g

GDCA should have the following continuity capabilities after a disaster:

1. fERVRERIN AN RN S5 R Gt B AT 48 /M

1. Recover business system as soon as possible, not exceeding 48 hours.

2. BEMKEERIELR,

2. Recover information of customers.
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3. BEMLRIERE RIS EI T & L a2k,

3. Ensure the operation site meets the security requirements after recovered.

4. RN IGRETT LSS T A AT B 2K .

4. There are enough employees to operate the business and not violating segregation of duties.

5.8. CA B RA JZ& 1k CA or RA Termination

2 GDCA J HE AL 75 A5 1 Hob 55 B, A 2507 A 42 HRC A N R ] Pl 125 44725
CHL T UIE RS E B INEDY S IR X DAUE LG 2% 1h HL-FOIE IR 55 R E R B34 T A K
TAE,

When GDCA and its RA need to stop their business, it shall enforce termination procedures strictly
according to “Electronic Signature Law of the People's Republic of China”, “Measures for the
Administration of Electronic Certification Services” and relevant laws and regulations.

£ GDCA & 117, W4

1 ZHRL SR AL,

L GDCA &1L

JHH1E GDCA #& 1L AH I SEAA
KM H R 55 35+

WES VRS

Kb FRAF RS SCAF ISR 5

f L DAIE O R 5%

AR H SRR 5 48

KM F HF RS2

KPR GDCA M 25 B B3R GDCA M 2541 5 BB VE AR 5
- BB R

Kb B AN G BURR SCRY

13. i#5Fk GDCA FEHLAELF .

© © N o g &~ w DN

e =
A S

Before termination, GDCA must:

1. Arrange the business to undertake

2. Draft GDCA termination statement

3. Notify the entities that are related to GDCA termination.
4.  Shut down subordinate LDAP

5. Certificate revocation
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6. Treatment of archive file record

7. Termination of certificate authority service.

8.  Archive main LDAP

9.  Shutdown main LDAP.

10. Dispose the access of GDCA business administrator and GDCA business operator.
11. Process encryption key.

12. Process and store sensitive documents.

13. Remove GDCA mainframe hardware
2 RA R LRS5BT, GDCA #4485 AT FIAR S S Ab 3 Sk 55 Ak B g J A
Tl I,

When RA terminates its services, GDCA deals with all the relevant business in accordance with the
agreements.

6. INTERZiH AR 22434 Technical Security Controls

6.1. EAXTHIAE 5 23 Key Pair Generation and Installation

6.1.1. BT R4 R Key Pair Generation

6.1.1.1. CA XA R Generation of CA Key Pair

CA PRI 2 A BT, 25/l {5 N DA [ 5 5 B 2R o I HE A VR ]
U e A . BRI A BB fEE . SRR E ROEAE FIPS140-2 ARk AR KL
5Eo HT FIPS140-2 bt AF A& B S i 28 BT 1A AT A SCRF AR HE, [ SO0 T 8% dh AT
PRSI BLEDR, AL FIPS140-2 ARt SIRAT, RAE F 505 5 BLECRVF AT AT 52~ ik
PR, RS RGE) MRUR TR . T IS PR s s A B a5 65
THBITSEE S NIE.

CA S PINT I 2E B A 75 AR B el — 44 S 4% 10 o U Ui LI DA DR L8O CP DL K Sy (70 5
MR . SRR G R AR AR 2 TR D SR IF R AF

I

The key pairs of CAs are generated within the cryptographic devices approved and licensed by OSCCA,
in a physically secure environment and under the control of multiple trusted persons. The generation,
management, storage, backup and recovery of the key pair shall comply with the relevant regulations of
FIPS140-2 standard. Since FIPS140-2standard is not a standard that approved and accepted by OSCCA,
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for strict manage requirements of state’s cryptographic products, GDCA only takes the provisions of
FIPS140-2 under the permission of OSCCA according to the information provided by device manufacturer.
Hardware Security Module used for key generation must be authenticated and certified by OSCCA.

The generation of the CA key pairs shall be video recorded or witnessed by a qualified auditor to ensure
the generation process complies with the requirements of this CP and follow the separation of roles
principle. The procedures and operations related to key pair generation shall be recorded and archived.

6.1.1.2. IT B EAXTAE B Generation of Signing Key Pair

VTP BN, ARG B R VAR BUROE . GDCA S HE 2 Fiisi st 45 42 %
PIn A7, AT DU R B RS R (f1: USB Key), AT DL T FE 5% 25 6 4 B Rt v
AT RO, AT DL PR A B R AR (. Web IR S5 #% BCPH S A3 (1 1 AR i D g
), R HEE AR LR BTk R, WK 200 RSA 2048 firEk ECC 256 fiz. X7
B AR NER. 4 LHUMREF . AR GIETS, A 00 A S R i e 2R i . R
ERFITI, BN PR 2 AR RO B fRIE. GDCA TERIAR ., R MER -, ©
G S 1 2 AR

The generation of the subscriber’s signing key pairs must comply with the national laws and regulations.
GDCA supports multiple patterns to generate signing key pair. Subscriber can use a hardware
cryptographic module (such as USB Key), or software cryptographic module approved by OSCCA, or a
standard software cryptographic module (such as the key generation function offered by web server
software, etc.), so subscribers can choose according to their needs, and the key sizes are at least RSA
2048 or ECC 256. It must use the hardware cryptographic module to generate keys for type 1V individual
certificate type IV organization certificate and code signing certificates. In any case, the security of key
pair’s generation shall be guaranteed. GDCA shall implement adequate security measures in technology,
business processes and management.

(1) %+ ROOTCA (RSA) iE+5. GDCAROOT CA iE+. ROOTCA (SM2). GDCA
ROOT CAL IEHZ KK CA BT KT Pk i

VTP EASE PR 2 R AR 00 2004 P ) 5 e A/ T )8 6 2E B 4 4T
Bl AL, SR USB Key. IC REEA . 1T EERFRX LR ART, NMFHSH GDCA
BWA RRGIRAMIELZHE . GDCA [T HAET & [ 5 85 0 B DGR € I e & AE 1T
R4 BN 0 A R T o

GDCA —fBAFRAARTT 1 A= B 44 B XS, an SR FH P 4518 H % 74 GDCA #ititE, GDCA
AU ER I AOSA C SXS, IF BARE AN CR B AAHI AR, SRIBUE 08 PR it ORI 3 50 1)
ZATE WEEEAIME—E, (ER BT R T R L T A S R Ak, GDCA ANk
AT TAT 5 L5

UEFSIT P N 25 % 0 B GDCA ARAT BT A= /e, FF 0 GDCA AT EL. MiEFiT
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i BRI A, 20 GDCA Wi, #3210 7 1 FRAE T PR AR L R o a4 o

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1:

When using hardware cryptographic modules, subscribers must generate signing key pair with devices
approved by OSCCA, such as cryptographic server, cryptographic card, USB Key and IC card etc. Before
choosing of these devices, subscribers should consult with GDCA on system compatibility and
acceptance. In addition, GDCA provides devices to subscribers as generation and storage devices of
signing key pairs which are in accordance with the relevant provisions of state cryptography
management.

Generally, GDCA does not provide signing key pairs for subscribers, unless when submit written
applications to do so and approved by GDCA, and GDCA guarantees not to hold copy of private keys, and
take effective actions to ensure the key pairs are safe, trustworthy and unique. However, GDCA does not
assume any responsibilities and obligations for the losses caused by the loss, disclosure of such key pairs
or for any other reason related to such key pairs.

The encryption key pair of the subscriber is applied for and generated by the GDCA on behalf of the
subscriber, and is managed by the GDCA. When the subscriber needs to recover the encryption key, they
can submit an application to GDCA for key recovery. GDCA will process the subscriber's application and
recover the corresponding encryption key for the subscriber according to the established procedures.

(2) %} T GDCA TrustAUTH R5 ROOT 45, %4t R5 # CA iE+i. GDCA
TrustAUTH E5 ROOT 28K (1112t CA Fr&& K KT FH a3

XF T SSLITLS HEH AN B EES:, 177 % BHX T - B AR E .

XFTHRAFIEFS, GDCA FuVFil P E LR AR B S0 FE A RA BN 25 OR 9 5 80 2 A id i A ik
T, BT A CSR AR KIETS

X AE AATL BEARZESRIUE 1 AR ZE A AUETS, BT 7 R G sl Bk 1R A 152 7%
AERCEXS, RAARERIAN L, RN BAUEH 0BG, GDCA i %2 41l iE # i
AL ET .

UEBAT P9 R R 2 A ST S5, R B A SRR 5T

FEABAX B FATI 2 AR5 RV A 5 T, 5T 2024 4 11 A 15 Heliz Ja#58 1iE =Rk, GDCA
/b R E AT T it it «

1. %F F Debian 59 % 49 J% 1 C https://wiki.debian.org/SSLkeys ) , GDCA 1H 44 7F
https://github.com/cabforum/Debianweak-keys/ 151 H i 4&FFp 42 A (141 RSA. ECDSA)
PR Pra #8. X T2 5 6.1.5 TR A, B RSA W B K k1L 8192 fif
[1I1EBLAL, GDCA fH 44 Debian 55% 8.

2.%}F ROCA Jiifl, GDCA fE44iE 1 https://github.com/crocs-muni/roca 5§25 %% T. ELiR 7l
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3.4 T ZHRIF Chttps://fermatattack.secvuln.info/) , GDCA 44 ] 1T Fermat ) fif
JIIRAE 100 56 N 73 Al 55 55 5 o

For subscriber certificate issued by subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, #{ZzHf /¢
R5 #R CA certificate and GDCA TrustAUTH E5 ROOT certificate:

For SSL/TLS certificates and timestamp certificates, subscribers’ key pairs are generated and kept by the
subscribers themselves.

For e-mail certificates, GDCA allows the subscribers to generate key pairs online and will deliver the
encrypted private keys to the subscribers through secure channels. Subscribers may submit the CSR for
the issuance of such certificates.

For the certificates that are compliant to the AATL Technical Requirements and the code signing
certificates, subscribers shall use the hardware equipment that meets relevant requirements to generate
key pairs, and private keys shall not be duplicated or exported, and the activation of which must require a
password. GDCA will deliver the activation passwords to the subscribers through secure channels.

Certificate subscribers have the responsibilities and obligations to protect the security of private keys, and
assume the legal responsibilities for this.

The Public Key corresponds to an industry-demonstrated weak Private Key. For requests submitted on or
after November 15, 2024, at least the following precautions shall be implemented by GDCA:

1. In the case of Debian weak keys vulnerability (https://wiki.debian.org/SSLkeys), GDCA shall reject all
keys found at https://github.com/cabforum/Debianweak-keys/ for each key type (e.g. RSA, ECDSA) and
size listed in the repository. For all other keys meeting the requirements of Section 6.1.5, with the
exception of RSA key sizes greater than 8192 bits, GDCA shall reject Debian weak keys.

2. In the case of ROCA vulnerability, GDCA shall reject keys identified by the tools available at
https://github.com/crocs-muni/roca or equivalent.

3. In the case of Close Primes vulnerability (https://fermatattack.secvuln.info/), GDCA shall reject weak
keys which can be factored within 100 rounds using Fermat’s factorization method.

6.1.2. FEIEILLEIT P Private Key Delivery to Subscriber

%t ROOTCA (RSA) iE-fi. GDCAROOT CA iE 5. ROOTCA (SM2). GDCA ROOT
CAL ik B M P CA Fras K Ml Fubts, B GDCA AURFIT B H e & s s i oK,
GDCA ST Jr = A s s gAxs,  FHAE AT 7 iR 40 3 B I A YT REAT S5 B, DL
T 7 ity GDCA, iBId GDCA T BT kB ARy, 117 i Fl 24 AL BT i ey
fadsf, ARAINE X AP UE T A

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA submits application of an encryption key pair on behalf of
the subscribers and generates an encryption key pair for subscriber, and encrypts the key pair using the
public key of the subscriber's signing key pair based on the digital envelope technology, and sends it to
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GDCA as data stream. The subscriber downloads the digital envelope from GDCA, decrypts it using the
private signing key and saves the decrypted encryption key pair in the certificate carrier.

tH GDCA TrustAUTH R5 ROOT it %X R5 #2 CA iE+5. GDCA TrustAUTH E5
ROOT 2K gk CA PRI FEH (2 MBHEFRERSL),  GDCA AN Z A AL
AT o ST TR BB RV I e AR TS, RIS R J5 I e A TB G AR IR AT /Y,
= KAkt 77 30455 & SIMIME Baseline Requirements 6.1.2.

For subscriber certificates (S/MIME certificates excepted) issued by Subordinate CAs of GDCA
TrustAUTH R5 ROOT certificate, #{ZH/{ R5 8 CA certificate and GDCA TrustAUTH E5 ROOT
certificate, GDCA does not need to send private keys to subscribers. For the S/MIME certificates that
require the delivery of private keys, the private keys shall be delivered encrypted and protected via secure
channels to the subscribers, and the method to encrypt and transport private keys conforms to section
6.1.2 of the SIMIME Baseline Requirements.

6.1.3. NFEEEERZ KM Public Key Delivery to Certificate Issuer

N T IREECED, BT RA i PKCS#10 & X HIEB2E 4411 k5 B H e %
FREZWCAEAS S, DL TR 0B A IR 4S GDCA 28k, XMLl sk sl OB L ik 7
B Az R, bz e2EEZE P (SSL).

In order to obtain a digital certificate, end subscriber and RA sends certification issuance request to GDCA
electronically. The request contains public key for GDCA to issue the certificate. The request information
is encoded as PKCS#10 or other packing format with digital signature. The transmission of these
requests or file packages needs to use security protocol for protection, such as secure sockets layer
protocol (SSL).

BT PR RA G PKCS#10 #4 ZUHHIE P25 41/ k5 BB H B B8 4 ) - kg =,
DLHLF 175 G A IR AT 45 GDCA %5, GDCA 152 R AIE F i I i T 238G SR h T P25 4

End subscriber and RA sends certification issuance request to GDCA electronically. The request contains
public key for GDCA to issue the certificate. The request information is encoded as PKCS#10 or other
packing format with digital signature. The subscriber’s signature on the request is authenticated prior to
issuing the certificate.

6.1.4. CA AAFEIREL K IiIH CA Public Key Delivery to Relying Parties

GDCA Wizl 22l 5 (i1 45 CA AYMEL WU, il i N8, T i
IR S v

GDCA shall use secure and reliable way to deliver CA public key to relying party, including download from
security site, face to face submission, etc.

GDCA 7 Zilid H s kA H CA IEF.
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GDCA also publishes CA certificate through server directory.

6.1.5. FEHMKE Key Sizes

%t H ROOTCA (RSA) iE45. GDCAROOT CA iF45. ROOTCA (SM2). GDCA ROOT
CALIE BRI T CA T K IGIT FHIETS , GDCA SZHEIF) RSA HHHK B4 1024 sk A I,
SCRFI) SM2 B A FE N 256 fi7. XFF B GDCA TrustAUTH R5 ROOT iE5. %z R5 1R
CAIE-i .GDCA TrustAUTH E5 ROOT 2% 14k CA AT it F FHiIE -, GDCA CHE(f RSA
WK R 2048 fral L b (A ZGRest 8 #F%) , SCHFRI ECC B HHKE N 256 sl b iR
[ KPR U A S0 3 K A B RE R 225K, GDCA B4z 58 4l M

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL1, the size of RSA key which GDCA supports is 1024 bits or more,
and the size of SM2 key which GDCA supports is 256 bits or more. For the subscriber certificates issued
by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #z#f{{ R5 #{ CA iE45, and GDCA TrustAUTH
E5 ROOT, the size of RSA key which GDCA supports is 2048 bits or above (evenly divisible by 8), and the
size of ECC key which GDCA supports is 256 bits or above. GDCA will conform to the specifications and
requirements of key size from state’s laws and regulations, government, etc.

6.1.6. NHESERAE AR ERE

Public Key Parameters Generation and Quality Checking

Xof A A A B H AR K GDCA 11777, A BAS B0 AUk Y 1] 5 0% 5 A8 8 1 ItV T f
LA B A, BN, %R USB Key. 1C R4 FIIERL, FHil Jux b
WA AE VG APR#HE . GDCA W\ NIXLE A M B M. FEECE A& T 28
TARFERER
Public key parameters of subscriber who use hardware cryptographic modules must be generated in
encryption equipment and hardware medium approved and permitted by OSCCA, such as cryptographic
server, cryptographic card, USB Key, IC card, and follow generation standards of these devices. GDCA

considers that built-in protocols, algorithms for these devices and medium have already met sufficient
level of security requirements.

ST SEUR BN R, [FIFE @ R %0 32858 T HEAE VR AT (0 0 25 % 2% A 1A i ik
17, Blain= sl nE+. USB Key. IC K%,

Quality of public key parameters is also checked through the encryption equipment and hardware medium
approved and permitted by OSCCA, such as cryptographic server, cryptographic card, USB Key, IC cards.
Of course, GDCA considers that built-in protocols, algorithms for these devices and medium have already
met sufficient level of security requirements.
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6.1.7. FEAMEHER (BT X509 v3 HFHHETFER) Key Usage Purposes (as per

X.509 v3 Key Usage Field)

GDCA Z K1) X.500v3 iF P& T #AMSEY B, HHAZS RFC 5280 fxifE(Internet
X.509 Public Key Infrastructure Certificate and CRL Profile, May 2008) #H#F. 41 GDCA 7&H:
ZERUET VB AR EY RO 8 B T A&, UETSIT P Db 2 H iz 48 B 1 A ads A8 FH %5 4H

X.509v3certificates issued by GDCA contains key usage extension which meets the RFC 5280 (Internet
X.509 Public Key Infrastructure Certificate and CRL Profile, May 2008).If the key usage is defined in the
certificate by GDCA, the certificate subscriber must use the key according to the key usage defined.

Z WA CPT7.1.2

See CP 7.1.2.

6.2. RGP RAHEDEL TEREH

Private Key Protection and Cryptographic Module Engineering

Controls

WAENU A SR Y3 IR AR A RE A 1 2R & SEDUR B O} CA R % 2. 1T Y
SYERAEFAT PR B ZE R TP 1 B LA B . MR . B R SR A AL T

Physical, logical and process control approaches must be synthetically used to ensure the security of
CA's private keys. Subscriber agreement will require certificate subscriber to take necessary measures to
prevent the loss, leak, changes, or unauthorized use of the private key.

6.2.1. FEROFR BB HERM$EH] Cryptographic Module Standards and Controls

GDCA WAZBd [ 28 S5 A FER T 1IN AT o SbvE AR B AR e A AR CAL 2B RAEF 1)
CA Fl1HAh CA Z4A%;, FHAEMEFE CA FAEH. CA RSBG4S FIPS 140-2 55 =245
FIFEARBR, 1T 8 B A ER T & FIPS 140-2 55 A AR B R

GDCA must use the Hardware Security Module approved and permitted by OSCCA to generate and store
the key pair of root CA, issuing CA and other CAs. The cryptographic module of the CA system meets the
FIPS 140-2 Level 3 technical requirements, and the cryptographic modules of the subscribers conform to
the FIPS 140-2 level 2 technical requirements.
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6.2.2. FEHZ NS (m ik n) Private Key (n out of m) Multi-Person Control

WAENUAE L A8 I B S 12 B RFE R HLER SEI 2 4 rE N RIEFZ S CA Ik
FMBRAE. R ERGESHIIAE A “RE - E” HOR, REEH —A CA RV I 75 oS 2K
Yoo TR0y, A EZ AT ENREEE . iRy —ME AR AR R 2 43 E SO
m, MABAAEREE n ASBIAE N R A BEBIE ARSI ) CA RV 7EXH m AV
T5 nANT 3,

CA must use technology and process control mechanisms to achieve multi-reliable personnel jointly
participate in the operation of CA encryption equipment. The “Secret Sharing” technology is adopted,
namely, the activated data required in operating the private key of CA is split into the several parts and the
parts are held by several trusted personnel. If hardware cryptography module’s secret division amount
ism, then at least the number of n of trusted personnel must be required to activate CA private key stored
in this cryptography module. It notes that m is not less than 5, n is not less than 3.

6.2.3. FAEHFEEF Private Key Escrow

AEH

Not applicable.

6.2.4. FhEH & Private Key Backup

N T RIS RREIT 2, GDCA w26 CA ARG, LIRS /MH. RHE
1 LI (T AR AE R A B R A o £ CA RV RSB RIS & CP 5 6.2.1 i 22
RIFAFAEORIIAE o CA FLEH R 2 5% O B A S AU AR B B4 & CP 2 6.2.6 1T EEK.

In order to ensure ongoing operations, GDCA must create backup of the CA private key for disaster
recovery. Such keys are stored in encrypted form in hardware cryptographic modules and associated key
storage devices Backup of the private key in encrypted form is stored in the hardware cryptographic
module, and cryptographic modules used for CA private key storage meet the requirements of section
6.2.1 and are stored in safety box. CA private key is copied to backup for hardware cryptographic module
to meet the requirements of section 6.2.6.

HEFAT AR, R B AT PR 6
5 O 176 SR 11 4 P S BB, AR RO R

For subscribers signing certificate, if the private key is stored in the software code module, it is proposed
that subscriber’s backup the private key, the backup private key using the password for access control
authorized to prevent unauthorized modification or disclosure.

SFFIT P INEES, Hns A GDCA T &1y, & FVHLLE SO AFTE .
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For subscriber’s encryption certificate, its encryption private key is backed up by GDCA, and backup
private key exists in the form of cipher text.

6.2.5. FEHHAY Private Key Archival

£ CARLEHRIHA S , D254 B3 /2 CP 45 6.2.1 715 23R I B il S B A RS AR AE 22 /0 7 4F.
FRY AR R fS, X CA RVEHI AN A5 & CP 2 6.2.10 T HLE .

After the expiration of private key, GDCA must use the hardware cryptographic module specified by CP
section 6.2.1 to archive and store at least 7 years. After the expiration of archival period, the destruction of
private key shall meet the provision of CP section 6.2.10.

6.2.6. HASH. FAFEELR

Private Key Transfer Into or From a Cryptographic Module

CA L5, GDCA N H% AR P18 VO T & 07, BRI MR T AT TR
TERABICVF. 25 CA SEPIR &0r 2 53 SN BE AT S RO B B, DU (B Qe B 2 [l %
%, I HAEAEERTERAT S %, LTIk CA R E R E%i. B, JERBUNIEE
FEFRBLAIAE -

GDCA private key backup is run strictly in accordance with procedure and strategies specified by GDCA,
in addition, any data import and export operations are not be allowed. When CA key pair is backed up to
another hardware cryptographic module, by the way of the encrypted form to transmit between the
modules, and made a authentication before the transmitting to prevent the CA private key from being lost,
stolen, modified, disclosure non-authorized, used unauthorized.

GDCA ARMELT  FAH B A2 f b e rp G 059, A SRVF kAo X A7 UE
BAFSRSEEER P AAET, RO P R H B AT AR SRS, 1T B B SAT T
Jias BRI R R L ORI SR U7 [ 42 i 15

GDCA does not provide the export of subscriber’s private key from hardware cryptographic module and
allow this operation. As for the private key stored in software cryptographic module, and if subscriber is
willing to bear the relevant risks, subscriber can choose the way of import and export with access control
such as password, etc.

6.2.7. FAETE AL 774 Private Key Storage on Cryptographic Module

CA ZGEINAL G Z0 L SC IR 3 A7 U L 5 5 7 S 1t v ATV T ) S i A
RS 2 /D FF A FIPS 140-2 = bRk kRl 54 22 4K P

The private key of CA systems in encrypted form must be stored in Hardware Security Module approved
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and permitted by OSCCA, and hardware cryptographic module at least meets the FIPS 140-2 level 3
standards or equivalent security levels.

VTP I RL B A AEAT R 2 S B R 1) B4 BRSSPI, AT #E e 2 A7 R PR L
B, HCLE SR A . X T TR A AR AR B AL il AR S A TR £
AER, AT AT BLE e A A 22 2 OR3P 8 It PO 78 BRAF S R

Subscriber's private key is stored in the devices or files meeting the regulations of OSCCA. All the private
keys stored in the devices are in the form of cipher text. For the private key generated by software
cryptographic modules is preferably stored and used in hardware cryptographic modules. Subscriber can
also use specific software cryptographic modules with security measures.

T2 A7 AR 28 2 AR 15 1T 7 LA R AF 2 0k e 22 /D 75 & FIPS 140-2 — 2 bR 5[]
Y v G

The hardware cryptographic module used to store the private keys of the code signing certificates at least
meets the FIPS 140-2 level 2 standards or equivalent level of security.

6.2.8. BIEFAEARI 7% Method of Activating Private Key

CA MR TR s i e, B a4 CP 21 6.2.2 JWitAr 7o, JF HIRAF
FE1C REFEREE b, 2 m ik n 1977 300 AN Bes Bt 4 RE IR R B o

The private key of CA shall be saved in hardware cryptographic module, and its activation data shall be
spilt in accordance with Section 6.2.2, and be saved in the hardware media such as IC card. The private
key must be activated through entering the data using n out of m.

X FAFBAE TG USB Key Ins R in s AL ek Hofh 2 2 8 R i A B b 11T AL B
PR 4 1C REETFABE— SR BT AL B2k TN IS S, K USB
Key. IC REEMAMMBE T, TN L, AP X AA0HET ik SR
WRSRLS A ARV, T ROZCR S B A IR DB ORGP T SAL, AR IEAE R AR R
BRRIEOL T, HAN AT T P BT AR SR o i RAF A SR 3 A A B f A BH
B ORI, A E R I B R B AP S . R DR, B
ERSEBINEE, T E A 24 BRI A o

For the private key saved in such as USB Key, cryptographic card, cryptographic server, or other forms of
hardware modules, the subscriber can protect through password, IC card, etc. After the appropriate driver
is installed in subscriber’s computer, the private key is activated by the way that the USB Key, smart cards
are plugged into the appropriate device to enter the protection password. For the private key stored in the
subscriber's computer software cryptographic module, the subscriber should take reasonable measures
to protect the computers physically in order to prevent unauthorized personnel from using computers and
private keys of subscriber. If the private key is stored in software cryptographic module without the
password protection, then the loading of software cryptographic module means the activation of private
key. The private key protected by password can be activated via inputting password.
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6.2.9. HEFEHR 7% Method of Deactivating Private Key

— BAVAYEGS, BRARXFIRES AR S, A ERAE T EIRE . IR T
B, AVARERBGE, RBEBEAT —URAE,  WOR AR B AT R, R B AT

Once the private key is activated, unless the state is deactivated, the private key is always active. In some
cases, the private key is activated for one operation and reactivated for another operation.

HRESAVEHM T A FER SRR . VIWT s KRS B AL IT . VR P R St
At

SJ o

The ways of deactivating private key include exit, shutdown, removing hardware cryptographic module
and logout of user or system. Any unauthorized person can’t execute above operation.

XFF CARMH, A IALVH B BT L, AR 4
The private key will be deactivated when its storage device powers off.

PRI AT RE, B IERIERER TR, s O BRI R 4%
HHECHE, DI IR, RAEH ARG .

Subscriber can deactivate the private key by themselves. And private key will be deactivated when logout,
or remove hard cryptographic module from card reader, or turn off the power supply.

6.2.10.  fABRFHEBIEIRESK /¥ Method of Destroying Private Key

A ATERAEN, NIZEAHS, AR Rk, Moy, EaEERm
i

When private key is no longer used and do not need to be saved, it shall be destroyed so as to avoid loss,
stealing and disclosure or unauthorized usage.

X ZAT POINEUEB R, EHAGABISRE, RiZzERar —EWIR, UET
TR W T &EAT P BB, ERAGRPSRE, QR ERE, BT
e FLSRTT, AT RUEE R INER . RSB AR TG . PR SRR AR B
57 AR
For end subscriber’s encryption certificate private key, after the termination of lifetime, it should be kept
certain time so as to decrypt the encrypted information. For end subscriber signature certificate private
key, after the termination of lifetime, if it does not need to be kept, subscriber shall determine the method

of destroying the private key, including deletion of private key, initialization of system or cryptographic
module, physically destroying the private key storage module and other methods.

CA R, fEAM RS, T8 CA R — A ERE &3 HEAT AR, Al CA AL
PIR B e HBL AIRE CA RPIEH AR ETR I FAEZ LB AN RS 5RHEL T %
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S8 CA RMIFIBAERE N R, CA RBIRIH SO U8 K CA FAPIMINE R R
I R I R TG AL 0 77 U B

After the termination of lifetime, GDCA need archive one or more backup of CA private key and securely
destroy other CA private key backup. The archived private key of CA shall be destroyed by multiple
Trusted Persons during its archiving period. The CA private key is stored in the hardware encryption card,
the destruction of CA private key must use the method that the CA private key is deleted from the
encryption card completely or is destroyed with encryption card initialization.

6.2.11.  FREHPEAL Cryptographic Module Rating

GDCA 1 I [ 58 3 A5 2 Bl T v A VR AT (R ™ i, B2 52 HLATUR IR 8 SRt L BV
PSSR PPOMIEF SRR E0R, GDCA AlRE ™ M ERE . TARRCR. BLR) i B o 55 5
I 26 F, PRI 2R B

GDCA uses the products approved and permitted by OSCCA, and accepts various standards,
specifications, assessment, evaluation certification and other requirements published by OSCCA. GDCA
could select the module according to product performance, efficiency, supplier qualifications and other
aspects.

6.3. X EAF AT Other Aspects of Key Pair Management
6.3.1. A%3JA%4 Public Key Archival

DBZUERY CA RURZAT PIEF,  JRY L 5 1] 42 2E HO P

GDCA must archive CA and end subscriber certificate, and archived certificate can be stored in database.

6.3.2. EHERE B BF 4 xHE FIBHBR Certificate Operational Periods and Key

Pair Usage Periods

AR B IR S e A OIS, (BFF A SE SR FF— 2.

The usage period of public key and private key is related to the validity period of certificate, but they are
not completely consistent.

XA B HIES:, AP BRI RN A AT L e840, AR AT 3
BRAN IR A BAWIR . B2, N 7 ORIEEIE-BA RO N 24 1045 B AT DURHIE, A8
FISBR AT CALEE F5 B RO R BA b

For the signing certificate, its private key can only be used for signing within the certificate validity period
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and not be used surpass the validity period of certificate. However, in order to ensure signature
information can be verified within the certificate validity period, the public key can be used surpass the
validity period of certificate.

X B ES, AR RAEIES A RN A T EL T E S, AP
BRAN I UE A BRI . B2, S 7 ORUEEIE A ROH AN 115 B T DUBIT,  FAEH I
FHYIPR W] AFEIE S A RAYIRR BLAb o

For the encryption certificate, its public key can only be used for encryption within the validity period of
certificate and not be used surpass the validity period of certificate. However, in order to ensure
information encrypted can be used to unlock the information within the validity period of certificate, the
private key can be used surpass the validity period of certificate.

X T B S5 R HIE TS, RV A B0 R REEIE A RO 4w LU .

For the certificate used for authentication, the private key and public key can only be used within the
validity period of certificate.

B MEFAZAHERN, APIFRSIR AT UL BB R A S

If a certificate has multiple usages, the usage periods of public key and private key follow the rules
described above.

TANFER KR TRZA IEERE CA IEH, EBEE, AREZENFL T, T
VRSP i 2 A0 SHIE S BEAT ST o (HZ S R AN RE T IR IS

In addition, after the expiration of certificate, under the circumstances of ensuring security, original key
pair can be used to update the certificate. But the key pair can’t be used indefinitely.

S F AR EAS, L BT o S A 1 S ) e s i AR

1. X} ROOTCA(RSA)Z K] RSA2048 fii CA iE+, HEHI%T i K 7o ivrfd A 4ERR /2
10 4, Al/bF 10 4

2. X ROOTCA (SM2) %[t SM2 CA iE+, FH 2 8xt (1 s & fu vr A FH 41 P 20 4,
A /b 20 4

3. XIT GDCA ROOT CAL %k [f] RSA 2048 fi7 CA LS, BN K o V1 I 4F
BRAE 13 4, AT 13 4

4. X+ GDCATrustAUTH E1 CA 25K 1f) SM2 CA IE+S, 2 AHXE 1)K fo 158 FH 4 PR
& 12 4F, Al 12 4

5. X7 GDCA (] RSA4096 fi/#l CA EFs, HAPX A v AR /2 30 4F, H]

/DT 30 4F;
6. XJT GDCA [1] ECC 384 fiifid CA UETh, FEHN S K - AR 2 30 4F, WJ
/DT 30 4F;

7. %P RSA2048 fi7 SSL/TLS AR&S#8UE10, H BN 7o v A #ARR /& 398 K,
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A/ 398 K

8. X RSA3072 FiARRIZE LSS, HEHAX A v IR & 39 M A, mlbF
39 M H s

9. X¥T RSA3072 {ri[AIRRIESS, Fa P iy f i SL VR HIIRZ 6 48, W/ 5 4,

10. XF RSA2048 7z 4MEAFIE+, AN &K o vHE IR & 825 K, ml/bF
825 K

11. %F RSA2048 fiiF SSL/TLS ARSS#$E+ K SIMIME 224 Hs A4+ 4 3T e+,
HEHN K RV FEIR 2 8 4F, nJ/bF 84

12. X+ SM2ATES, HE I i oV R IR 4 5, AT /bT 4 4

13. X ECC256 fif SSLITLS R45#8iE+5, AR i K sovifd IR & 398 K, nf
/bF 398 K

14. %I ECC256 HACILA LA, HEHXHREKAFERRE 39 MH, mbF
391N H

15. Xt ECC256 7Bk SSLITLS MR 4523 UE 15 K ARIBZE ZAE B AMGAT Pl HES X
K AUVHE FER 2 8 4, n/T 8 4.

For different certificates, the maximum usage period of the key pair can be obtained via certificate

renewal:

1.

For ROOTCA (RSA) RSA 2048-bit CA certificate, the maximum usage period of the key pair is 10
years or less than 10 years.

For ROOTCA (SM2) SM2 CA certificate, the maximum usage period of the key pair is 20 years or
less than 20 years.

For GDCA ROOT CA1 RSA 2048-bit CA certificate, the maximum usage period of the key pair is 13
years or less than 13 years.

For GDCA TrustAUTH E1 CA SM2 CA certificate, the maximum usage period of the key pair is 12
years or less than 12 years.

For the GDCA RSA 4096-bit root CA certificate, the maximum usage period of the key pair is 30
years or less than 30 years.

For the GDCA ECC 384-bit root CA certificate, the maximum usage period of the key pair is 30 years
or less than 30 years.

For the RSA 2048-bit SSL/TLS server certificate, the maximum usage period of the key pair is 398
days or less than 398 days.
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8. For the RSA 3072-bit code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months.

9. For the RSA 3072 bits Timestamp certificate, the maximum usage period of the key pair is 5 years or
less than 5 years.

10. For the RSA 2048 bits S/IMIME certificate, the maximum usage period of the key pair is 825 days or
less than 825 days.

11. For the RSA 2048 bits Subscriber Certificates other than the SSL/TLS server certificates and
S/MIME certificates, the maximum usage period of the key pair is 8 years or less than 8 years.

12. For SM2 subscriber certificate, the maximum usage period of the key pair is 4 years or less than 4
years.

13. For the ECC 256 bits SSL/TLS server certificate, the maximum usage period of the key pair is 398
days or less than 398 days.

14. For the ECC 256 bits code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months

15. For the ECC 256 bits Subscriber certificates beyond the SSL/TLS server certificates and the code
signing certificates, the maximum usage period of the key pair is 8 years or less than 8 years.

6.4. BUEEFE Activation Data

6.4.1. ByEEAE K = A f 23 Activation Data Generation and Installation

CA FAHRBOEEE, W5 2534 I8 5 T3 P 0E Hdle 70 B A P BLIME R, P2 gtk
TR S RS o

Activation data of CA private key must be generated, distributed and used strictly according to the
requirements which are related to the segmentation of key activation data and key management.

WA EE SR, BT MIEBR A4 (LEEER KRR, USB Key
(1 PIN 4%, LA JAE 22 4 T SE HOIAEE T BEHL™ A

Activation data of subscriber private key, including password (provided in the form of password envelope)
used to download the certificate, USB Key, login password of IC card, must be generated randomly in
secure and reliable environments.

6.4.2. EEEE IR Activation Data Protection

XF CA RPIMIBOEEE, W ATE AL 7 HI0RE 73 31 RS s t A R R AT N 5
B, MHEENRBIRFERTT I ER, 25 Pl 1 m B o 5 8 & 51t

Activation data of CA private key must be separated in reliable way and kept by different trusted personnel.
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Administrator must meet the requirements of responsibility division. The responsibilities of key sharing
holders should be confirmed by signing related agreements.

SFFIT P RH B EE, B4 048 PIN 18, #BAATEZ A SN =t 1T

JUNLZ B RE I EL 2 B PIN A5, By kit e BT B, RIS THREE LS RGN % e /oK, M
LB BRI AT 22

Subscriber’s activation data, including password and PIN, must be generated in the safe and reliable
environment. The subscriber should take good care of password or PIN to prevent being exposed or
stolen. Meanwhile, in order to meet the security requirements of business systems, activation data should
be modified regularly.

6.4.3. BOE S H A5 TH Other Aspects of Activation Data

AR BIE AR AT RN, MR ElEAREE R T REA, e, B JER
POtk Fz « BARRBUE -

Activation of private key shall be protected from loss, theft, modification, unauthorized disclosure, or
unauthorized usage during the transmission.

SR IS R A e B N AZ B R E A R R e R e iR BRI
BUEHT, A58 45 R TR B R 5 B o o B BB 12 3R A5 B Jdle 1 B 7 el 4= v, B
Uit s 2 4RI 2R i o

The activation data of private key which is no longer used shall be destroyed and protected from theft,
disclosure or unauthorized use during the destruction. The result of destruction is that some or all of
activation data can’t be recovered directly or indirectly from the residual information and medium, papers
recorded with passwords must be shredded.

6.5. HENLZEFEH Computer Security Controls

6.5.1. BFAKTENZEB REXR Specific Computer Security Technical

Requirements

GDCA AZM1E B2 aE#, MMEZEMEER MK (FELZER IEFHAMERS
TS AR R TR ). Tk AE B A K (T INERS BB IMNE), S
1S027001 15 B % & Fr RS AL HAMARSC HME B 22 e bnd, e A, 583 1) 2 i R
WERIHIE, EiaE P ASE. SaMids. FEMNZEHARNEHTE SRS SR
WA TR WET RS N RERST O BUE B, 2% I A

Information security management of GDCA certification system meets "Specifications Related Security
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Technology Certificate Authentication System" published by OSCCA, "Information security
technology—Specifications of cryptograph and related security technology for certificate authentication
system" published by Ministry of Industry and Information Technology, standards of information security in
1ISO27001 and security standards of other relevant information. GDCA draws up comprehensive and
perfect security management strategies and standards, which have been implemented, reviewed and
recorded within operation. The main security technologies and control measures include: Identification
and authentication, logic access control, physical access control, management of personnel's
responsibilities decentralization, network access control, etc.

LR ) 2 R T B B CA B IBEE I RS R 2T ER RS, AR
BIRGIHEBUA I -

Strict security controls ensures that the system of CA software and data files is secure and reliable without
unauthorized access.

%L ARG LA S ARG E &, ARG5S M RGEERE . X R8T DAL
Bt e 1R P RE P S X2 (R U5 1) o A5 917 K st BELLE A PAY AN SR RN AR A7 R G W 2%, R A
WA RGHTES . RA CA RGHERIMESEHATR ., AULETERE. JinRGENHIE
N AT P 45 1) CA Hdfe

Core system must be separated physically from other systems and the production system must be
separated from other system logically. This separation can prohibit network access except for specific
applications. The usage of firewall is to prevent the intrusion from the internal and external network
production system and restrict activities of access production system. Only trusted persons in operation
and management group of CA system, when necessary to access to the system can  access the CA
database using password.

6.5.2. HEHLZ LV Computer Security Rating

GDCA [MIEZR S, i T E S BRI 2 etk s &

GDCA certification systems pass the security review of OSCCA.

6.6. ZEArAMHEIARIEH] Life Cycle Technical Controls
6.6.1. REGH kKFEH System Development Controls

GDCA A BTt AT A R A LA TR -

1. BB=J7 A A

2. AR TR EERE B
[E, GDCA HIHRAEIT KIAETE, 5% 1SO15408 [KIFRdE, FHATAHICHIFIRIFIIT & 5
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Software design and development of GDCA process follows principles:
1. Verification and review of third-party;
2. The security risk analysis and reliability design.

The operation specifications of software development, which refer to 1ISO15408 standard, implement
relevant plan and development control.

6.6.2. 24 IEH] Security Management Controls

GDCA NIER GG B e B, ™ A8 [ 585 8 3R ] 1A s AT BV AT
#AE

Information security management of GDCA certification system conforms to the relevant operation
management specification of OSCCA strictly.

GDCA AIIE R Gt s LA PR b i, A IR R G2 i P 1R e i 5 A+ gk
1T ENER, AEMESNTH 2 A S IF AT RO Z R DhREI AT SR. GDCA it X
WIE R GEREAT € AN AN E 0 e A A ik

GDCA authentication system has a strict control measures, and all the systems can be used through
rigorous testing and verifying. Any modifications and upgrades will be recorded for reference and made
for version control, functional test and record. GDCA also carries out regular and irregular inspection and
test for certification system.

GDCA SR F — T R0 1) B SRR A AL R AL E, AT LE ARSI 2

GDCA uses the flexible management system to control, monitor system configuration and prevent
unauthorized modification.

BEPFBE % R BRSO, Rt T Z et s, FORIRBIBSEEHANR, 2EAE
AR S o N B AR AT 22 b A SN P 1) 22 A2 LA T, AT B AR 8
eI

Hardware devices are checked from the perspective of intrusion and security holes, etc. Encryption
devices must be examined, installed and accepted in a strict security control mechanism.

GDCA NIERGITAT B F B TH R LU, JRIB B AEREAT AR, 1 b Zif A
FE A R 2 A A5 B AR .

After all the hardware and software equipment of GDCA authentication system are upgraded, GDCA must
confirm the existence of information which affects the security in waste equipment.

6.6.3. A= FE B R 22423841 Life Cycle Security Controls

GDCA AIE R G HAE A B8 B PRk T Rt i), P A 3E 1o e, A2 i
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1ok

Software and hardware of GDCA certification system have sustainable upgrade plan such as
arrangement of software and hardware lifetimes.

6.7. M H2%4HH] Network Security Controls

GDCA AIERGERH 2 5 KBS 48 BHil 22 i R G R RY" I HL S5 35 177 17)
FERIEAR

GDCA authentication system has multi-level firewalls and the protection of network resource security
control systems. It also has complete access control technology.

N T RN 24, GDCA VIERGLZAHERE T NI 22wt Bima ke &
gt, It H L BRI KRR NIRRT, 22w, PR EEMNE KRG, LUSATRERIBE
ISR T 190 25 1 XU

GDCA [ 4% 22 &= Pl 0% & CA/NI B 2% 18 1% (CA/Browser Forum) & Aii [ Network and
Certificate System Security Requirements (NCSSR) R,

GDCA /D RpZ= FEPAT — IR M 4 IR 13, IRl i 7 A 288 D5 T AR 4 e VIl 7 P R A
SE» R T AL 96 /N A 58 RS KBRS, e G R IR T AR 60 R P WS K AR . T
HMEDL, GDCA MBEATITsR. KU DAL 474 .

In order to ensure network security, GDCA authentication business system has been equipped with
intrusion detection, security auditing, virus protection and network management systems, and updated to
the version of above systems, as much as possible to reduce the risks from the network.

The network controls adopted by GDCA must conform to the Network and Certificate System Security
Requirements (NCSSR) published by the CA/Browser Forum.

Vulnerability scans of networks are performed at least once a quarter by GDCA. Responding and
remediation timelines are governed by severity, with critical vulnerabilities addressed within 96 hours and
high/medium vulnerabilities resolved within 60 days. Exceptions are documented, assessed for risk, and
recorded.

6.8. K JE]ER Time-Stamping

GDCA #4454 RFC 3161. 5816 L\ & Authenticode ffRT 8 BRAR %S, B H /L4
PDF 244 %5 & . GDCA HMV55 RGi ) R Gei (Rl Xl NTP Bl 5 1% T8 B AR 55 [5) 26

GDCA provides time stamp service that complies with RFC 3161, RFC 5816 and Authenticode, mainly
used for code signing and PDF signing purpose, and the system time of GDCA's operation system
synchronizes with this time stamp service through Network Time Protocol (NTP).
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7. EH. EBREEFIRAELIE SRS Certificate, CRL, and

OCSP Profiles

7.1. iEPBHIR Certificate Profile

GDCA iEF5 34 ITU-T X.509v3 (1997): {7 BEAR-TF RS k- H 5% INIEHESE (1997
6 1) brdERI RFC 5280: Internet X.509 A PHJEAL K IEFF1 CRL 454 (2008 45 H).
The format of GDCA certificates conforms to national standard, i.e. ITU-T X.509 V3 (1997): Information
Technology - Open Systems Interconnection - the Directory - Authentication Framework (June 1997)

recommendation by ITU-T and RFC 5280: Internet X.509 Public Key Infrastructure Certificate and
Certificate Revocation List (CRL) Profile (May 2008).

GDCA i#id CSPRNG “E KT 0 HKE N 64 AL rHE R FHEFRE 7515 .

GDCA generates non-sequential certificate serial numbers greater than zero containing 64 bits of output
from a CSPRNG.

GDCA A28 AP S5/ FE AU

1% i AR P PR A

fRAS FE ] X. 509 UE-P A% sUcA, fE 9 V3

755 TE - I P — AR R

LA BT BERAETS I B A F 25 42 5k (L CP &5 7. 1.3 41D
2R DN BRI EL ) 44

AROEIEAW | ST EERE AR E (UTC), AL AIFEID, % RFC 5280 EK %%

ARA&IEAW | BT EERE A (UTC) , MLATR B [F]2E, % RFC 5280 ZERwY. A 2L
WIBR M BEE T 5 CP 28 6. 3. 2 T RE A BR Al

= DN UEFFF A 2 B SRR B 44 a0 F -

CA #3E4 DN: CN. 0. C.

Higl CAEHS DN: CN. 0. Co

TP HUMIES DN: CN. 0. OU (Ali%&) . L. S. C.
WA AGEF DN: ON. 0. OU (HJ3E) . L. S Co
TP AAEF DN: CN. 0. OU (Afi%) . L. S, C.

VTP SEREAEEIE S DN: EL CN.
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TP NBBEFIESS DN: Eo CNy Ly Sy Ce

T P HLRBBAEEESS DN: E. CN. O. organizationldentifier. OU (HJ#E) .

L. S, Ce

T PRI NBBEEIESS DN: E. CN. O. organizationldentifier. OU (HJ

%) . L. S, Ce

WA AMEF DN: Ny Ly Sy Co

i/ DV SSL #iE45 DN: CN.

17/ 0V SSL iEH5 DN: CN. 0. L. S, C.

1T ] EV SSL #E DN: CN. 0. streetAddress (F]i%) . postalCode (HJ#E) .

L. S. C. serialNumber. businessCategory. jurisdictionLocalityName
(0ID: 1.3.6.1.4.1.311.60.2.1. 1) . jurisdictionStateOrProvinceName
( 0ID:1.3.6.1.4.1.311.60.2.1.2 > . jurisdictionCountryName
(0ID:1.3.6.1.4.1.311.60.2.1.3) »

T/ EV ARS4544E+ DN: CN. O. streetAddress (A[i%&) . postalCode
(H #% > + L. S. C. serialNumber . businessCategory -
jurisdictionLocalityName (OID : 1.3.6.1.4.1.311.60.2.1.1) .
jurisdictionStateOrProvinceName (0ID:1.3.6.1.4.1.311.60.2.1.2) .

jurisdictionCountryName (0ID:1.3.6.1.4.1.311.60.2.1.3)

YNTE

Fi4 RFC 5280 4whd, i CP %5 7. 1. 3 Fiddg @ s, B4 KA 2 CP

95 6. 1.5 T HRE I E R

Following are the basic certificate fields for the certificates issued by GDCA:

Fields Value or value limitation
Version Format version of X.509 certificate with the value is V3
Serial number Unique identifier of certificate
Signature . . L o .
algorithm Signature algorithm for issuing certificate (see CP section 7.1.3)
Issuer Issuer’s Distinguish Name
notBefore Based on the Coordinated Universal Time (UTC), Synchronized with Beijing
time, encoding follows the requirements of RFC 5280.
Based on the Coordinated Universal Time (UTC), Synchronized with Beijing
notAfter time, encoding follows the requirements of RFC 5280. The setting of valid
period follows the limitation of this CP Section 6.3.2 specified.
Subject Subject DN of a certificate holder or entity may be as follows:
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DN of a root CA certificate: CN, O, C.

DN of a subordinate CA certificate: CN, O, C.

DN of a subscriber organization certificate: CN, O, OU (Optional), L, S, C.
DN of a subscriber individual certificate: CN, O, OU (Optional), L, S, C.

DN of a subscriber organization employee certificate: CN, O, OU (Optional),
L, S, C.

DN of a subscriber equipment certificate: CN, O, OU, L, S, C.

DN of a subscriber Basic S/IMIME certificate: E, CN.

DN of a subscriber IV S/IMIME certificate: E, CN, L, S, C.

DN of a subscriber OV S/MIME certificate: E, CN, O, organizationldentifier,
OU (Optional), L, S, C.

DN of a subscriber SV S/MIME certificate: E, CN, O, organizationldentifier,
OU (Optional), L, S, C.

DN of a subscriber individual certificate: CN, L, S, C.

DN of a subscriber DV SSL certificate: CN.

DN of a subscriber OV SSL certificate: CN, O, L, S, C.

DN of a subscriber EV SSL certificate: CN, O, streetAddress (Optional),
postalCode (Optional), L, S, C, SerialNumber, businessCategory,
jurisdictionLocalityName (OID:1.3.6.1.4.1.311.60.2.1.1),

jurisdictionStateOrProvinceName (OID:1.3.6.1.4.1.311.60.2.1.2),
jurisdictionCountryName (OID:1.3.6.1.4.1.311.60.2.1.3) .

DN of a subscriber EV codesigning certificate: CN, O, streetAddress
(Optional), postalCode (Optional), L, S, C, SerialNumber, businessCategory,
jurisdictionLocalityName (OID:1.3.6.1.4.1.311.60.2.1.1),
jurisdictionStateOrProvinceName (OID:1.3.6.1.4.1.311.60.2.1.2),
jurisdictionCountryName (OID:1.3.6.1.4.1.311.60.2.1.3)

Public key Using specified algorithm of CP Section 7.1.3 according to the encode of
RFC 5280, key length meets specified requirements of CP Section 6.1.5.

711, BRAS Version Number(s)

GDCA 1T FUEBfFE X509 V3 IE S, WAME BAF AR B RRAE BN .

GDCA certificates are in line with X.509 V3 certificate format. The version information is stored in the field
of the certificate version column.

7.1.2. IEBEP B Certificate Extensions

GDCA [ T X.509 V3 RRIUEPAr#Ed RO LAAL, @ T B e Xy R,

In addition to the X.509 V3certificate standard extensions, GDCA also uses custom extensions.
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7.1.2.1. #RiEF Root CA Certificate

1. FARZR

RAEB Al Bizy RO, Hizy ROy KBy RO, EAREREBE A CA,
“pathLenConstraint” 7B R E .

2. HHME

FRAUEF B B %Y I, Hizy ROy feml, HikstE y KeyCertSign, CRLSign.
ARAEAS X B ) FL A AN 268 OCSP M iz o

3. UETS AN

Y RIIAR N E

4. WRRAVEH NS

Y RIUR K E

5. F AR IRRT

HAE-BAU By RO, HiZy RN R IC Y I, &M E N A & EAGET
25 R WIAIEP TR 1) authorityKeyldentifier 47 f& [ keyldentifier 72t

1. basicConstraints

This extension shall appear and shall be marked critical. The cA field shall be set true, and the
pathLenConstraint field is not present.

2. keyUsage

This extension shall be present and shall be marked critical. The usage keyCertSign and cRLSign shall
be set. The private key corresponding to a Root CA will not be used for signing OCSP responses.

3. certificatePolicies

This extension is not set for root CA certificates.

4. extKeyUsage

This extension is not set for root CA certificates.

5. subjectKeyldentifier

This extension shall be present and shall not be marked critical. It shall contain a value that is included in
the keyldentifier field of the authorityKeyldentifier extension in certificates issued by the Root CA.
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7.1.2.2. 4% CA #EF Subordinate CA Certificate

1. iFh R R

gk CA R AR EIZY I, HAS Y I, A SRR RIS IRIRFT 115 2
TH LA CP )28 1.4.1.8.

2. CRL /3R /4

g CAUEBT AU Bz I, HARNKEY RO, % RISE S CA CRL kRS
(1) HTTP Huhit.

3. MURMLIE B

%f T Hi GDCA TrustAUTH R5 ROOT iiE+5. #2248 R5 #i CA iE+5. GDCA TrustAUTH
E5 ROOT 2 A HIH 2% CAES, Hhdk CAEPR A MUKHGE BV H Y I, HAR AR
By R, WYy BPSOEHE ML CAIEBLKRGIUERM HTTP M bt
( AccessMethod=1.3.6.155.7.482 > #1 #& [(1 CA OCSP ik 55 1 HTTP #b kit
(AccessMethod=1.3.6.1.5.7.48.1).

%+ i ROOTCA (RSA) iE45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIEBZERIIFH CATES:, g CAIER A BA UG BV Y R, #HiE, N
AEARBEY R, Ky RPT2EERMI CAERBEREFIERK HTTP ik
( AccessMethod=1.3.6.155.7.482 ) #l #& [\ CA OCSP fit 55 ) HTTP #b kit
(AccessMethod=1.3.6.1.5.5.7.48.1).

4. FERLH

T2 CA IEBAR B LY R, HZy RIUYCHEY I, EMAEMPRA CA,
“pathLenConstraint” FE % .

5. #HHME

g CAER AR By eUl, H Oy XHy feul, HZikE KeyCertSign, CRLSign
FE. ek CATEF X RFIFAHANH T2 OCSP i3,

6. o 2w EH AV

XFF1E 2019 4F 1 A 1 HJ5 H1 GDCA TrustAUTH R5 ROOT iE 5. #r 2zt R5 R CA iF
5. GDCA TrustAUTH E5 ROOT Z& K [ 4k CAUIETS, "4 CAUE ik iy R, H
ARLAREY I, #H1ZKTg CA UEFIEHH T2 K SSLITLS 1EH, Wy RHAS
id-kp-serverAuth [ RFC5280 1, W] £ % id-kp-clientAuth [ RFC5280 1, A~ 1§ 0 &
id-kpemailProtection [ RFC5280 1,  id-kp-codeSigning [ RFC5280 1, id-kptimeStamping
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[RFC5280], id-kp-OCSPSigning [RFC5280] % anyExtendedKeyUsage [RFC5280), thA
15605 AR AR oA A

7. WURHAG B HRR AT

HiZl CAE-BATRE ZY I, HARAREY R, 29 BRI A Keyldentifier
B,

8. FRE IR IART

2 CAE-BAU By I, Hizy R MR G RS R, & ME M % &1
W2 CA 25 R IFAIE B Fh 1) authorityKeyldentifier 7 f2 1) keyldentifier 7B .

1. certificatePolicies

This extension for subordinate CA certificates shall be present and shall not be marked critical. More
information about the asserted OIDs is explained in section 1.4.1.8 of this CP.

2. cRLDistributionPoints

This extension for subordinate CA certificates shall be present and shall not be marked critical. It shall
contain the HTTP URL of the CA’'s CRL service.

3. authorityInformationAccess

For subordinate CAs issued by GDCA TrustAUTH R5 ROOT certificate, #7Z4¢ R5 4R CA i and
GDCA TrustAUTH E5 ROOT, this extension should be present and shall not be marked critical. It should
contain the HTTP URL of the Issuing CA’s certificate (accessMethod = 1.3.6.1.5.5.7.48.2). It may contain
the HTTP URL of the Issuing CA's OCSP responder (accessMethod = 1.3.6.1.5.5.7.48.1).

For the subordinate CAs issued by ROOTCA (RSA), GDCA ROOT CA, ROOTCA (SM2), and GDCA
ROOT CAL1, this extension may be present, and shall not be marked critical if present. It should contain
the HTTP URL of the Issuing CA’s certificate (accessMethod = 1.3.6.1.5.5.7.48.2). It may contain the
HTTP URL of the Issuing CA's OCSP responder (accessMethod = 1.3.6.1.5.5.7.48.1).

4. basicConstraints

This extension for subordinate CA certificates shall be present and shall be marked critical. The cA field
shall be set true. The pathLenConstraint field may be present.

5. keyUsage

The subordinate CA certificates have the "keyUsage" extension, which is a critical extension. Usage
settings are: digitalSignature, keyCertSign, cRLSign. The private key corresponding to a subordinate CA
certificate will not be used for signing OCSP responses.

6. extKeyUsage

For subordinate CAs issued by GDCA TrustAUTH R5 ROOT certificate, #{Z#4t; R5 /R CA L+ and
GDCA TrustAUTH E5 ROOT after 1 January 2019, this extension shall be present and should not be
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marked critical. If such subordinate CA certificates will be used to issue SSL/TLS certificates, the value
id-kp-serverAuth [RFC5280] shall be present. The value id-kp-clientAuth [RFC5280] may be present. The
values id-kpemailProtection [RFC5280], id-kp-codeSigning [RFC5280], id-kptimeStamping [RFC5280],
id-kp-OCSPSigning [RFC5280] and anyExtendedKeyUsage [RFC5280] shall not be present. Other
values should not be present.

7. authorityKeyldentifier

This extension for subordinate CA certificates shall be present and shall not be marked critical. This
extension contains only the "Keyldentifier" field.

8. subjectKeyldentifier

This extension shall be present and shall not be marked critical. It shall contain a value that is included in
the keyldentifier field of the authorityKeyldentifier extension in certificates issued by the subordinate CA.

7.1.2.3. iT FiEH Subscriber Certificate

1. UE-P S

WPIER AU B Sy R, HAS AR I, A O BRI FE R IR (5 5 I
A CP 1% 1.4.1.8 11,

2. CRL 4R

Xf ¥ i1 GDCATrustAUTH R5 ROOT iiE+i. #rZ i RS # CA iE45. GDCA TrustAUTH
E5 ROOT 25 KM -2l CA B K IAT FESS, 2817 Pl Ak B %y e m, Hitky
NARSERY e Y REIh f& R CACRL IR95H) HTTP URL k.

%tF i ROOTCA (RSA) iE5. GDCAROOT CA k45, ROOTCA (SM2). GDCA ROOT
CALE BRI S CA BRI FET, ZIOT e BB &y RO, %, W
SY RDUNAERRY . My Rt a5 48R CACRL k%1 HTTPURL Hidlk.

3. WURHLMIE B V5

XF T i1 GDCATrustAUTH R5 ROOT iE-5. #tZii4R R5 R CA iE+5. GDCA TrustAUTH
E5 ROOT %KM 4 CA B & IAT FAES, T P iE B2 A SUR MG B U5 9 B, H
AR RKBEY I, Ky T2 THEmI CA EBEZEREIERK HTTP ik

( AccessMethod=1.3.6.1.5.5.7.48.2 ) #l 4§ ] CA OCSP flx % [ HTTP #h ik
(AccessMethod=1.3.6.1.5.5.7.48.1).

%tF i ROOTCA (RSA) iE5. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIEBAR MY CA B R AT FUET, 123801 Pk 1l B MR UGS B U7 M4 e T,
HWHE, WA Y R, B aa&Rn CA IERERFIERMN HTTP ik
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( AccessMethod=1.3.6.1.5.5.7.48.2 > 1 & ] CA OCSP JRk % B HTTP b At
(AccessMethod=1.3.6.1.5.5.7.48.1).

4, FERZHR

%t F B GDCA TrustAUTH R5 ROOT iE5. #1ZHf 4t R5 fR CA iiEf5. GDCA TrustAUTH
E5 ROOT £ K I Z% CA FrZs & 1) SSL/TLS v JIEF, ml & EiZy I, HxE, NiZy B
WU BT, ey g “cA” FBINKE N “False”,

%I T H ROOTCA (RSA) iF4. GDCAROOT CA iF45. ROOTCA (SM2). GDCA ROOT
CAL IFHE KM F % CA KV FUER, A& EIZY R, &wE, Wiy Ed “cA”
TR E N “False”.

5. ZEHE

WHIEP S EZY R, A% E, WS8RSR E N keyCertSign & cRLSign.

6. I om A v

XtF B GDCA TrustAUTH R5 ROOT #E15. %z k4% R5 #R CA iE+5. GDCA TrustAUTH
E5 ROOT & K2 CA BT KA FUETS, EF R S8 vk I s am R 2 0 Fv A0 -
A5 A &1
ARV T4, EHINE,
BREEIES FEAN N 1 2800F | BiE . 2022 £ 11 H 1 Hig R/
SED WeR MR B/ w0 | AT 2SR aEt.
iE,  HL AR
R BFE4, AAEA
Adobe Y24 UEH 160 T 2240 3. Adobe SCRY 2
4.

B B4, B,
BRI

ORI B V. B i 5
WE, HFHRHR .

B BEEs, BHNE,
s .

R R B VE P U B e
WE,  H TR

B BEEs, BHNE,
s .

Waam A B v &P i B 4 56
WE,  HLT AR

M s, EHNE,
B,

Waam AR B v &P i B 4 56
WE,  HL TR

DV SSL iF 15 EAHA: s, HmHn.

HUREAS NHBAHIEF

BRI FIE

A NHEFHIEF

SRk AR IE
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B RV B I S5
iE RS A S RE

BRI BB 4, BHINE.
OV SSL ik WeR A R B P S5
iE , RS2 S0IIE .

B BB 4, BN,
IV SSL iEF WeR A R B P S 56
iE , RS2 SDIIE .
D BEsL, BHINE.
EV SSL iE$ B E A BBV B i B 5
iE RS A S RE

B Brs4.

HER AR v LS4,
B B s4.

WoR VL A4,
B BFEs4.

WoR R A ALK

el A2 4 RAEFS

EV RIS AZIET

A TR EE S

7. WURKURE AR IRAT

WPIERZIB E Y R, HASREY I, 2y RIS Keyldentifier 5B,

8. LU ARIRAT

WPIE s Bizd e,  Hazy RRIAARC RS I, BNz E — AT
UEF P B A BIRA SR HIAE

1. certificatePolicies

This extension for subscriber certificates shall be present and shall not be marked critical. More
information about the asserted OIDs is explained in section 1.4.1.8 of this CP.

2. cRLDistributionPoints

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #(ZzHi4t
R5 R CA ilE-13, and GDCA TrustAUTH E5 ROOT, this extension shall be present and shall not be marked
critical. It shall contain the HTTP URL of the CA’'s CRL service.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL, this extension may be present and shall not be marked critical if
present. It shall contain the HTTP URL of the CA’'s CRL service.

3. authoritylnformationAccess

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
Bz AR5 M CAET and GDCA TrustAUTH E5 ROOT, this extension shall be present and shall not be
marked critical. This extension will contain the HTTP URL of the Issuing CA’s certificate (accessMethod
1.3.6.1.5.5.7.48.2) and the HTTP URL of the lIssuing CA's OCSP responder (accessMethod

1.3.6.1.5.5.7.48.1).
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For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL, this extension may be present, and shall not be marked critical if
present. This extension will contain the HTTP URL of the Issuing CA's certificate (accessMethod =
1.3.6.1.5.5.7.48.2) and the HTTP URL of the Issuing CA's OCSP responder (accessMethod =
1.3.6.1.5.5.7.48.1).

4. basicConstraints

For the SSL/TLS subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT
certificate, £z M R5 #8 CA {E45 and GDCA TrustAUTH E5 ROOT, this extension may be present and
shall be marked critical if present, and the cA field shall be set to "False" if present.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL1, this extension may be present, and the cA field shall be set to
"False" if present.

5. keyUsage

This extension for subscriber certificates may be present, and if present, usage keyCertSign and cRLSign
shall not be set.

6. extkeyUsage

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
Hzwi X R5 8 CA IETS and GDCA TrustAUTH E5 ROOT, key usage and extended key usage are as
follows:

Types of Certificates Key Usages Remarks

This policy OID will
not be used to identify
the email certificates

KU: Digital Signature, Key

Email Certificates (Previously | Encipherment.

the Type | Individual Certificates) EKU: Client  Authentication, as of 1 November
Email Protection. 2022.

KU: Digital Signature, Non
Adobe PDF Signing Certificates | Repudiation.

EKU: Adobe Document Signing.

KU: Digital Signature, Key
Encipherment, Data

» Encipherment.
SV S/MIME Certificates

EKU: Client Authentication,

Email Protection.

KU: Digital Signature, Key
OV S/MIME Certificates Encipherment, Data
Encipherment.
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7.

EKU: Client
Email Protection.

Authentication,

IV S/IMIME Certificates

KU: Digital Signature, Key
Encipherment, Data
Encipherment.

EKU: Client  Authentication,

Email Protection.

Basic S/IMIME Certificates

KU: Digital Signature, Key
Encipherment, Data
Encipherment.

EKU: Client  Authentication,

Email Protection.

IV SSL Certificates

KU: Digital Signature, Key
Encipherment.

DV SSL Certificates
EKU: Client Authentication,
Server Authentication.
KU: Digital Signature, Key
Encipherment.

OV SSL Certificates
EKU: Client  Authentication,
Server Authentication.
KU: Digital Signature, Key

Encipherment.

EKU: Client
Server Authentication.

Authentication,

EV SSL Certificates

KU: Digital
Encipherment.

Signature, Key

EKU: Client
Server Authentication.

Authentication,

Standard
Certificates

Code

Signing

KU: Digital Signature.

EKU: Code Signing.

EV Code Signing Certificates

KU: Digital Signature.

EKU: Code Signing.

TimeStamp Certificates

KU: Digital Signature.

EKU: Time Stamping.

authorityKeyldentifier
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This extension for subscriber certificates shall be present and shall not be marked critical. This extension
contains only the "Keyldentifier" field.

8. subjectKeyldentifier

This extension shall be present and shall not be marked critical. It shall contain a value that is included in
the keyldentifier field of the authorityKeyldentifier extension in certificates issued by the subordinate CA.

7.1.2.4. BFTEEH All Certificates

GDCA 2K KT A IE 1 %5 & RFC5280, %I H1 GDCA TrustAUTH R5 ROOT k1. %
LI R5 R CAE+5. GDCA TrustAUTH E5 ROOT &k [ 2% CAEH, LUK H 2% CAAE
FBERIVT LSS, A % s AL 25 B0 FR V0 SO B R A5 & 4 CP 58 7.1.2.1,7.1.2.2,
J 7.1.2.3 ER.

%1/ ROOTCA (RSA) iE45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA ROOT
CALIUE PR g CAET, LR H g CA TERAE K I1T P E -+, GDCA Bk 7 {# i RFC5280
5T IR ETURIARHEY R ITLASL, B v [ 58 S RIL, lan, hx AS [e) e 15 )82 FH Al 55
7oK, GDCA W] RIEE X —Ly T, MFHHAR T4~y eI

1 G—HLEERBS: HTRR LG — 2 EERN.

2. BAEMRE S EBMURN A AR IR P M — 2 5 .

3. MAEMIE TS HTRRERS RN RS .

For the subscriber certificates and the subordinate CA certificates that chain up to GDCA TrustAUTH R5
ROOT certificate, #ZH4X R5 2 CA iE+ and GDCA TrustAUTH E5 ROOT, key usages, extended key
usages and certificate extensions conform to section 7.1.2.1, 7.1.2.2, and 7.1.2.3 of this CP.

For the subscriber certificates and the subordinate CA certificates that chain up to ROOTCA (RSA),
GDCA ROOT CA, ROOTCA (SM2), and GDCA ROOT CAl, in addition to the standard fields and
extensions defined by RFC 5280, GDCA may also use customized extensions, for example, to satisfy
different requirements for certificate application services, GDCA may define some extensions flexibly,
including but not limited to the following extensions:

1. Unified social credit identifier: It is used to indicate the unified social credit identifier.

2. Trusted service number: It is used to indicate subscriber’s unique number generated by GDCA.

3. Resident identity card number: It is used to indicate unique number of resident’s identity card.

7.1.2.5. RFC5280 [JRZF Application of RFC 5280

NTETEE L, RFC 6962 5 X “TiilE” A4~ RFC5280 & X ) “iEf”,
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For purposes of clarification, a precertificate, as described in RFC 6962 shall not be considered to be a
“certificate” subject to the requirements of RFC 5280.

7.1.3. RyEST 465 HAF Algorithm Object Identifiers

GDCA &k B e 3 HI LU R AR BR L —

ShalRSA withRSAEnNcryption 1.2.840.113549.1.1.5
sha256RSA withRSAEncryption 1.2.840.113549.1.1.11
SHA256 with ECDSA 1.2.840.10045.4.3.2
SM3withSM2Encryption 1.2.156.10197.1.501

Hf GDCA TrustAUTH R5 ROOT i3, iz i X R5 48 CA IE45. GDCA TrustAUTH E5
ROOT & K I1h 2 CA IFB2E K BA T A AZAFF 5 & OCSP IF 5 ) 35 i 452 A~ B shalRSA.

GDCA uses one of the following relevant algorithms to issue certificates:

ShalRSA withRSAEnNcryption 1.2.840.113549.1.1.5
sha256RSA withRSAEnNcryption 1.2.840.113549.1.1.11
SHA256 with ECDSA 1.2.840.10045.4.3.2
SM3withSM2Encryption 1.2.156.10197.1.501

Subscriber certificates and OCSP certificates that chain up to the subordinate CA certificates issued by
GDCA TrustAUTH R5 ROOT certificate, ¥ R5 fif CA ilE+5 and GDCA TrustAUTH E5 ROOT are
not signed with sha-1WithRSAEncryption.

7.1.4. £ I Name Forms

GDCA %K HIE-F 2 s R N 454 X.501 Distinguished Name(DN) i) i 1) 44
1% s

XF T i GDCATrustAUTH R5 ROOT iE-F5. ¥t ii48 R5 R CA E+5. GDCA TrustAUTH
E5 ROOT 22 & HIH 4 CA R A KIS S, HAFIE ks AN 2% 277 & RFC5280,
J& CA/B 3% R AT t) Baseline Requirements UL & S/IMIME Baseline Requirements 7.1.4 5 {1 R .

GDCA #R#EA CP [ZRZERUE T, HARIEBA AN, UE 53 8 (5 540 e 1 o
GDCA A2t 42 F 1P Huhk 5 N\ UEH 3 @& PEh BRAEEG A CP 58 3.2.9 *5 A% 3.2.12 1511
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E o
SSL/TLS iE B EMIARAL A “.7, “-7, & “ 7 (F8) FF/F, /o AT+
TRZIUNAS . AR, BURE RN 2

Name of certificate issued by GDCA is formatted in accordance with X.501 DN. For subscriber certificates
issued by the subordinate CAs that are issued by GDCA TrustAUTH R5 ROOT certificate, #{z Kt R5
2 CA iE$ and GDCA TrustAUTH E5 ROOT, the format and content of the name forms of these
certificates match the requirements as defined in RFC5280, and CA/Browser Forum Baseline
Requirements and S/MIME Baseline Requirements Section 7.1.4.

GDCA issues certificates in accordance with this CP and shall make sure that the information in the
certificate subject field are correct. GDCA will not write domain names or IP address into a certificate
subject unless they have been strictly validated according to section 3.2.9 and 3.2.12 of this CP.

AR

SSL/TLS server certificates cannot only contain metadata such as ‘.’, -’ and ‘’ (empty) characters and/or
any other indication that the value/field is absent, incomplete, or not applicable.

7.15. & FrBR ] Name Constraints

GDCA mJ fR#5 RFC5280 KA I 44 P BR 5 Fe 30T, LARR )b 2% CA GIEAS Mk 55 B ATV

GDCA may use the name constraints extension per RFC 5280, in order to limit the business scope of
subordinate CA certificates.

7.1.6. IEHEREXT S AFIREF Certificate Policy Object Identifier
M UE T RS RIS, R TS AL S U SRS N GARIRRF, %A RARIRRT 5 AH R )

UEFS AR R

When the certificate policy extension is used, the certificate contains object identifier of CP, and the object
identifier is in accordance with the corresponding certificate category.

7.1.7. SR PR3 IR Y F Y% Usage of Policy Constraints Extension

AEH

Not applicable.

7.1.8. SR R 5B 7 IO BV A1E X Policy Qualifiers Syntax and Semantics

AEH

Not applicable.
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7.1.9. REIEPERY B AL FEE X Processing Semantics for the Critical

Certificate Policies Extension

A&

Not applicable.

7.2. IEFH#HEF)E CRL Profile

GDCA SE#A% % CRL, ftH a1,

WA CP 2K 11 CRL #& RFC5280 #r#E. CRL ZE/DALEUN N RATRIEAIRA P 2.

The CRL determined in this CP is accordance with RFC5280. CRL contains at least basic domain and

content described in the following table:

1 {BL B 1 Y B 1)

JRAS V2

WUR 2R CRL [SEAAk, MR B o

A2 R H 4 CRL M%7 H ¥

TR CRL FWRZKMIHA. CRL FERE 24 /N 53

EoE A RPN 2 CRL P FH 2844 5k

WU U BB VART i 160 LRI UE B HLAY AP HEATEIa 55 AR R R

RIS FIH B HET, BAEREEIE T 8 5 AR H 3

Domain Value or value limitation

Version V2

Issuer Entity for issuing CRL, issuer distinguish.

This update Issuance date of CRL.

Next update Next issuance date of CRL. CRL is updated every 24 hours.

Signature signature algorithm used for issuing CRL.

Authority key identifier It's composed of a 160-bit hash of the value of CA’s public key.

Revoked Certificates List of the revoked certificates, including serial number and
revocation date of revocation certificate.

7.2.1. FRAs Version Number(s)

GDCA Hi% % X.500 V2 fiiA ] CRL, IHARASIEMAE CRL fRAME A H .
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GDCA currently issues CRL of X.509 V2 version. This version number is stored in format column of CRL.

7.2.2. CRL 1 CRL 4 H¥ I CRL and CRL Entry Extensions

GDCA %5 K fF4 RFC5280 (1] CRL 1 CRL ¥ J& 1l

RS, AWEZI, W% CRL 4 HY JRIIAG Nty e Til. Xf T H4% SSL/TLS
E-BRKBORAE I CA, % CRL 2% H 25X CA Bl %% CAEHI, W20 &% CRL
FHY I, X TAN R SSLITLS iEHE K HAREE 1 CA, W] 2T DLR 15 0 5 B 5lids i
% CRL 4 H¥ J&Tji: CRLReason {H N}y unspecified (0). S FE A B, N GDCA 14
Zi4E g reasonCode 55 HY I (ZifF& FIRAZER) . % CRL 2% H £ %X SSL/TLS 1T FHiEH,
JIj CRLReason {EANA] 2 certificateHold (6)

W E T reasonCode 4 &1, ] CRLReason fH %4y RFC5280 LA & 4% CP 28 4.9.1 iy
FHOC I3

GDCA issues CRLs with entry extensions in accordance with RFC 5280.

With regard to reason code: If present, this CRL entry extension shall not be marked critical. For CAs
technically capable of issuing SSL/TLS certificates, if a CRL entry is for a Root CA or subordinate CA
certificate, this CRL entry extension shall be present. If a CRL entry is for a CA not technically capable of
causing issuance, this CRL entry extension may be present or omitted, subject to the following
requirements: The CRLReason indicated shall not be unspecified (0). If the reason for revocation is
unspecified, issuing CAs shall omit reasonCode entry extension, if allowed by the previous requirements.
If a CRL entry is for a SSL/TLS certificate, the CRLReason shall not be certificateHold (6).

If a reasonCode CRL entry extension is present, the CRLReason shall indicate the most appropriate
reason for revocation of the certificate based on RFC 5280 and section 4.9.1 of this CP.

7.3. OCSP #ii& OCSP Profile

GDCA JyHl " $2&fik OCSP (FELRIUE PR A MRS ), OCSP £ CRL WA &kh 7, Jifd
I P B B R AIE IR A5 15 2 - GDCA K IETF PKIX TARAIFF & 1 — ANELAE TR A
W (Online Certificate Status Protocol, OCSP, RFC6960), iZWM¥iE X T —Fkritkfid K1
M 97 S A% 2 AR DE T3 5 i 1

As an effective supplement of CRL, OCSP provided by GDCA is used to check the information of
certificate status for subscriber online. GDCA adopts an Online Certificate Status Protocol (OCSP,
RFC6960) developed by IETF PKIX working group. This protocol defines a standard request and
response information formats to query whether a certificate is revoked.

4+ OCSP M N iR 45 A& AARIUE P ak rh 2% CAE S H4E, HaZISUES S sy, WITE CertStatus
i) RevokedInfo #1, revocationReason “FEX 2R E .
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CRLReason W24 CP 58 7.2.2 & SRR PR i hg .

If an OCSP response is for a root CA or subordinate CA Certificate, and that certificate has been revoked,
then the revocationReason field within the Revokedinfo of the CertStatus shall be present.

The CRLReason indicated shall contain a value permitted for CRLs, as specified in section 7.2.2 of this
CP.

7.3.1. FRAS Version Number(s)

RFC6960 & X [{] OCSP hitAs .

The field conforms to OCSP defined in RFC6960.

7.3.2. OCSP ¥ B OCSP Extensions

A& . XFT SSL/TLS E-15, OCSP i) singleExtension An[ £l CRL %% HM
reasonCode 4 FE Tl .

Not applicable. The singleExtension of an OCSP response cannot contain the reasonCode CRL entry
extension for SSL/TLS certificates.

8. INiE L ¥ & i f1 H fih ¥ 45 Compliance Audit and Other

Assessments

8.1. THEMIBIESIE Frequency or Circumstances of Assessment

GDCA N A&FZE N T — X — S S i MBI, HKImE D 3% & ik
BEATVRAY, DAMRIEIET RS O nT St . e A tErimr #tk . BT iE+525 GDCA TrustAUTH
R5 ROOT iE 5. %%t RS R CA iE 5. GDCA TrustAUTH E5 ROOT iE 548 K {1+ 2% CA
T2 R I SSUTLS AR 45 23$1EF5 .

GDCA shall conduct a compliance audit and an operation assessment each quarter to ensure the
reliability, security and controllability of certification services. We extract at least 3% of certificates for
assessment. The extracted certificates are SSL/TLS server certificates issued by subordinate CA of
TrustAUTH R5 ROOT certificate and #{zi}/% R5 #R CA certificate and GDCA E5 ROOT certificate.

B 7 ARER TR FIVRA 4, GDCA IEHETE ML B LRI 55 Fr,  $%8 WebTrust %t CA 1
PR REAT 158 B T AN PEA -
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1 R ChANRISHE B 72400, (T IERSEIINEG) SHER, &E—
PRS2 EEI TRV AR RIS A

2. GDCA #ZBEZR EEMIIMER. EEAHKCIRMERA CP & Stz & RIS,
PR N VP AR TE NS, A D AT — RN IIEAG B %, XS GDCA
WIHESE (RAL 2RSS HIVEAR

3. GDCA BEUEMALIHTHIMEE %5 BT, #H8 WebTrust XF CA (8 tHRL, BRFHEAT—
AR LAY

4. GDCA FAFHHT — R PP LA, R85 SN0 g, FE0F i g 14 R A=
(R R] e bE o BB, R VEAS H AT R SR . BoR. ARG DL B i 75 2
i Rk UG, AR RS PPAG, B S I 4E Rk a5 2 AR S W 1 2 A
Tl

In addition to internal audits and assessments, GDCA also engages external audit firms to perform
assessments and evaluations according to the requirements of WebTrust on CA.

1.

8.2.

GDCA is assessed and inspected once a year in accordance with the "Electronic Signature Law of
the People's Republic of China", "Measures for the Administration of Electronic Certification
Services" and other requirements by administrative authorities.

GDCA conducts operations and services according to the requirements of state’s authorities, the
specifications of state’s relevant standards and this CP. GDCA shall conduct internal assessment
and audit to other entities (including RA or LRA, etc.) in GDCA at least once a year.

GDCA engages external audit firms to conduct assessments and evaluations once a year to be
compliant with WebTrust for CA.

GDCA performs a risk assessment once a year to identify internal and external threats, and to
evaluate the possibility of occurrence and potential damages, and to assess if the current
strategies, technologies, systems and relevant measures are able to mitigate these risks. Based on
the risk assessment, GDCA develops, implements, and maintains a security plan consisting of
security procedures, measures, and products.

YL I B 43 4% 1dentity/Qualifications of Assessor

GDCA [y a T, H GDCA %4 5 22 P = S st 4LAES HE I T o oH PO/ AL, el it

PEAAN AT I T A

GDCA B MR THHLR, BOZR 5 BUT A B8R -

1. BARZVFATH. AP BRIV IIR, 7= a R A2

2. THEHENERZ e AR, BEMS TR, PKIL HOR, SRAENIRE
3. A& ERGUAATIEREN T LB TR
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4. BRI HORS

Cross department audit assessment group organized by GDCA Security Policy Committee performs
internal audit of GDCA.

External auditors which GDCA hires shall have the following qualifications:

1.

2.

8.3.

8.4.

Must be an authority which has been licensed and has a good reputation.

Understand computer information security system, communication network security requirements,
PKI technology, and related standards and operations.

Have the expertise and tools to check the system operation and functionality.

Be independent.

VA S HP R 2 %R

Assessor’s Relationship to Assessed Entity

1. GDCA ®#Hil R EANMMRGEI A WSEH R S EAIE R TR AR E

2. ANEBSTEALE (fF B IR AL TS5 B LU AR LR) A GDCA 2 1A 2
MALMIRER, BOAEMEDNLSS . WK, B B AR TR 5% R AL U Pl 1
FE, PEAEERIDMAL, A E. B REX GDCA BEATIEAL .

Segregation of duties is required between the GDCA auditors, and the GDCA system administrators,
business administrators, and business operators.

The external evaluators (information industry department, independent audit firms and other
authorities) and GDCA are independent from each other. There is no business inter actions, financial
transactions, or any other interests that could affect the objectivity of the assessment between the
above two. Assessors should evaluate GDCA in an independent, fair and unbiased attitude.

TRA& ) A 2 Topics Covered by Assessment

GDCA W& di Tt A A AL 1

GDCA’s internal audit includes:

1 LIRS R 7 St

2. iaE TARGREAMIH B2 15 2™ R <

3. Rl UARE CPy MV FRVEAN 22 4 EORIT Re RN 555
4. BFHE. WREHEE, O

/
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5. el AFAE A AT BEAEAE B 2 4 XU

55 =77 W LHIT 55 BT i B WebTrust For CA FIVEIEEK, % GDCA BEATASL it
1. Whether the security strategy is fully implemented
2. Whether operation procedures and processes strictly followed

3.  Whether strictly following the CP, business specifications and security requirements when
conducting authentication services

4.  Whether all kinds of logs and records are preserved and if there is any question
5. If there’s any other potential security risks

Third-party audit firms perform assessments and evaluations on GDCA to be compliant with CA
requirements of WebTrust.

8.5. XtiEEAREEKI4T3) Actions Taken as a Result of Deficiency

Xt GDCA &R THEE R P il AL, o T DAL /N 0 D B K 2 ] LA ST AR A RE BT T
BEAT ML 25 SRR SE 3 AU DL o SE O B THE RN G i, A ARG B T 200 1 o T VP A /N2 52
A 55 ek AR AR

Audit assessment group monitors responsible departments for improvements and complete status of
issues that were mentioned in audit reports. After improvement of audit results have completed, various
functional departments should submit summary of improvement to audit assessment group.

XtT GDCA #BUEMMUR I E TH 45 A, iz bR BT [ A< CP [z GDCA fill € )
fib Mk 55 MERIAT N, GDCA H3 ¥ LAfIlIE, FFARST & H TR LK 4708, AR GDCA
HIERBEAT Y 558 2o NS5 SERAT 15 59 ™ B AVE IR, GDCA H4 28 1 X5 iZ AT UL B L - IA
RN 55 KA

For authorized RA mentioned in GDCA's audit report, if they are violating the CP and other business
standards defined by GDCA, GDCA will stop the above behaviors immediately and ask them to make
changes in accordance with the requirements of GDCA. GDCA will terminate relevant authorization of
electronic certification services of RA if the above behaviors are seriously violated.

ST T YRR SRR, GDCA RIS T A BT Rk, JF B R LA
A

If assessments of a third-party auditor firm are completed, GDCA will rectify in accordance with the audit
reports. GDCA will be evaluated again after the rectification.
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8.6. W4 RIIEES KA Communications of Results

GDCA 17N 8 T &5 F N [ AN LA 2 BRBE SR 1T UA R B 10 S v E LA 347 1 a4,
SR REIE T 4 fa i, GDCA W2 M It [aliT F iE R o

Audit results are formally informed to relevant departments of GDCA and related RA. GDCA will notify the
subscribers of any potential security risks timely.

FEJT IS R e BUE . TR, K8 www.gdea.com.cn [t #EAT
DA o ATARHE = T7 TR AR VAL S AR AN PPAl 25 SR el SR AR5 8, R0 S WA 1) GDCA &
BRI AN H A X, RS GDCA MR, V248 5 A MUE MRS GDCA TREZTEIX J5TH
HEERAL T -

If the assessment from a third-party auditor firm is completed, the audit results will be published at GDCA
website (www.gdca.com.cn). Third-party should communicate its purposes and methods to GDCA in
advance before notifying the evaluation entity on the assessment results or similar information, except
otherwise defined by law, GDCA reserves the legal rights in this part.

8.7. HHfil Self-Audits

LAY 8.1,

See section 8.1.

9. EETFEA HABIL %22 Other Business and Legal Matters

9.1. %#H Fees

GDCA wJ #R45 S A 1 L DAL AR SRR 55 T A LA P37 P SO - BLAR 2 PR
TS AN AIAR S8 AR ] A RILE -

GDCA can charge subscriber certification fees for the digital authentication service provided. The specific
charge will be determined by market rules and regulations of relevant administration department.

9.1.1. MR FI T B %% B Certificate Issuance or Renewal Fees

GDCA SHEBH A H 12, A GDCA KIM¥E www.gdca.com.cn F,
i
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The fees of GDCA adding and renewing certificates are published in the website www.gdca.com for user
to query.

W GDCA 2B o s FHE B 4 1 GDCA AR IS A—E, LR % A
1o
If the price specified in GDCA agreement is different from the one published, the agreement price
prevails.

9.1.2. IERE#FH A Certificate Access Fees

XFEHER, HAET GDCA AR . BRARR P IR AT R, % GDCA
SATESNEI B, GDCA K5 1 W e WAL A HAC R P 9

Currently, GDCA doesn't charge for inquiry during the certificate validation period. Unless the subscriber
has special requests, which makes GDCA to pay extra fees, GDCA will interact with the subscriber for
appropriate charges.

WRAE B A R 2R B A R 281k, GDCA #54: KB 7E M www.gdca.com.cn _EF DA
A

If certificate inquiry charging policy has any changes, GDCA will promptly post the changes at its website
(www.gdca.com.cn).

9.1.3. B FRA/E BB 2 A Revocation or Status Information Access Fees

T REHARESE S &, HAT GDCA AIUEM %M. BRIEA - SR I IRk T R,
% GDCA SUATEAMA B, GDCA K55 F1 ™ Bl i WS HUSL 1 B A 3% 1 o

GDCA currently does not charge any fees for the certificate revocation and status inquiry. Unless the
subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with the
subscriber for appropriate charges.

W R AR S S B AW P B A A T A 4k, GDCA ¥ o K I AE R
www.gdca.com.cn T LA i .

If revocation and status information inquiry charging policy has any changes, GDCA will promptly post the
changes at its website (www.gdca.com.cn).

9.1.4. HAhHRS-3% B Fees for Other Services

1. WHEMHF M GDCA KEAUF CP B AtAH S I/EN SCERT, GDCA 5 E WA
e A R s A AL BE T A %% .
2. GDCA #t1a H P #EALE BB 5 S A <R %5, GDCA 7R 51T el HoAth sk 2 &
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IR BRI A
3. HAth GDCA W Z s nrRESR LA AR ST (2%, GDCA K52 St A, S i

1. If subscriber requests paper version of CP or other related documents from GDCA, GDCA will
charge postage and processing fees.

2. GDCA provides certificate storage media and related services to subscribers. GDCA declares the
prices of above items in the agreements signed with subscribers or other entities.

3. Other services fees that GDCA may or will charge will be published timely for referencing.

9.1.5. IR Ek S Refund Policy

GDCA X$1I 7 WCHU I 97 M, Bk 17 A5 R A BT 98 FH KDy g B v] BLIRIESh, GDCA
AN RIS AR 2

GDCA does not refund any fees to subscribers except fees charged for certificate application and renewal
because of specific reasons.

FESEHIE P E AL K AE T FE 0, GDCA 57 ™A% IERVEREE AISENE . 15 GDCA
HBHTA CP FrMl M AT s L EE RS, 1T BLE SR GDCA HUEHIEHHER. 1F
GDCA #4577 ' HIEP 5, GDCA K53 BIFETT F7 o FRE ZAIE 5 i S A0 2% B R B 45 3T
Jo

In the process of the certificate operation and the certificate issuance, GDCA complies with strict
operating procedures and policies. If GDCA violates its defined responsibilities under this CP or other
material obligations, subscribers can request GDCA to revoke certificates and refund. After GDCA
revokes subscriber’s certificates, GDCA will immediately refund the full amount that subscribers have paid
for the certificate application.

S AR SR AN BR A1) 1T 7 45 38 e A R 43
This refund policy does not limit users from obtaining other compensation.
SERGRFRE, T WORGREAE T iZUEF, GDCA Kb jt ik v/t

After refund completion, if a subscriber continues to use the certificate, GDCA shall investigate his/her
legal liabilities.

9.2. 45 34E Financial Responsibility
9.2.1. LREGYEFE Insurance Coverage

PRIV [ 28T CP 38 9.9 75 BTl I £
Insurance Coverage mainly focuses on compensation specified in CP Section 9.9.
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9.2.2. H A= Other Assets

ANEH

Not applicable.

9.2.3.  XEBASLARKI R EIHRTEH]

Insurance or Warranty Coverage for End-Entities

UEHIT 7 — B %% GDCA HETS, B @l il 5e O IE B RS %2, A EWRE
ZAT P B TR CP R TR AH AR AR E AL A o

The acceptance of the certificate or its services specified by the agreement by the subscriber means that
subscriber has accepted the specification and constraint of insurance and warranty coverage in this CP.

0.3. V%5 BARE Confidentiality of Business Information
9.3.1. 1R %45 BIEH Scope of Confidential Information

£ GDCA R Bt T UAERSS T, LIS B IR SR R

1. GDCA T " 72544 K 9

2. HIHOFEARE: AMHE. RESHE. FREEMER, X5E R GDCA LN
REFE, RAREHE RS EEATTUEE. REERIER, TrEAF ST
KA

3. HAhth GDCA Fl RA fRAFIIAN NAIA FE B R OR S, BRIZEEZEIR, AT AR,

In the electronic certification service provided by GDCA, the following information is treated as
confidential information:

1. GDCA subscriber’s digital signature and decryption key

2. Audit records including local logs, server logs, archive logs information, which is treated by GDCA as
confidential information. These records can only be accessed by security auditors and business
administrators. Unless for law requirements, this information cannot be released outside of the
company

3. Other individual and company information preserved by GDCA and RA and should be treated as
confidential. Unless for law requirements, this information cannot be released to the public
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9.3.2. ANETFHRERER

Information Not Within the Scope of Confidential Information

1. ™ GDCA KATHIES . IEHH A H;
1. Certificate issued by GDCA and its public key.
2. EHHHIT R
2. Information of subscriber in the certificate.
3. IEHHUEHIIR;
3. CRL
4. UESHE (CPO. ML FIAMIEMLSSHIN (CPS).

4. CPandCPS

9.3.3. 1R3P53515 B B ST 4E Responsibility to Protect Confidential Information

GDCA. JEMAE. 1T LR SGEN SRS 5 5, #E 55 RA CP e,
AHHAR R ER P PR S B BT, LS A AR TF B R e o FLdk AT R 4

GDCA, RA, subscribers, relevant entities and parties involved in certification business, have the
obligations to assume appropriate responsibility of keeping confidential information in accordance with
this CP, and must protect it through effective technical means and management process.

ARG SRS N TR, 2R GDCA 2~ I Bl Fr AT i PR 45 2
GDCA Riipi e HZK; [Ny, GDCA 5 ZRIZ RS B P & %I f H G EAT H i 8 AL
AR H B S AT ECE S ER E R . A R AN ik TR A5 2 AAT i) B AT A Hel 5 ) £
X35, GDCA ARAIAEAT 5 LA KM B T A TF RS BT IE s k. REE BRI
NS5 LA B AT IR AR 2 SR T I 2 5 A

As confidential-information holder requires GDCA to publish or reveal all his/her/its own confidential
information due to some causes, GDCA shall satisfy his/her/its requirements; Also, GDCA shall require
the holder’'s documentary application and authorization to express his/her/its own will of publishing or
revealing.

If any other obligation of compensation is involved in the act of revealing confidential information of the u
ser by GDCA, GDCA will not assume any responsibility for damage concerning it or caused by the act of
publishing the user's confidential information. The confidential-information holder shall assume
compensatory responsibilities related with it or caused by the opening of confidential information.

2 GDCA TEARAMEAE . VAR kB DAL AR A B80T 1l S AR P KR, 2R
A CP P IR E (S BT, GDCA RAZ A LA SGER FIR AR, PRI EST]
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NATAHRII RS S, GDCA AUKIAEM T4 XA RPN i S 7 IR R EESRA X
%5

When facing any requirements of laws and regulations or any demands for undergoing legal process of
court and other agencies, GDCA must provide confidential information in this CP, and could publish the
relevant confidential information to law-enforcing department according to requirements of laws,
regulations, legal doctrines or court judgments. Under this circumstance, GDCA shall not assume any
responsibility. The reveal shall not be regarded as a breach of confidential requirement and obligations.

9.4. MANBEFESE Privacy of Personal Information

9.4.1. RaFA PR Privacy Plan

GDCA Rl & FaAARE THRI T 7 A NS SR

GDCA should establish the Non-disclosure plan to protect the privacy information of subscriber.

9.4.2. 1E AR R b E 12 B Information Treated as Private

B VIR C et HERE B USGEFIRESE B AN, 1T S 4t i H At 2 AL Bl vk
N OSSN YN (SEX D EERSY AR R

Except for the information already included in the subscriber certificates and the certificate status
information, other basic information provided by the subscribers is deemed private. Information treated as
private includes:

L TP ARGE S B I B eS8 AR ;

2. W FER R TE;
3. IR HE;
4, TP ERATIK S .

1. Subscriber’s valid documents number such as ID number, organization code
2. Subscriber's telephone number
3. Subscriber’s mailing address and living address

4. Subscriber's bank account number

9.4.3. AN NEERBIME B Information Not Deemed Private

PR RREBNEREINER, ULZIEB RIS, ZrTBATF, AR E
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All information in a subscriber certificate and the status information of the certificate, etc. is deemed not
private, and shall not be regarded as privacy information.

9.4.4. PRH B3 AR FT4E Responsibility to Protect Private Information

GDCA. JEMHE 23R E 5974 CP 55 9.4.2 5 Hh e BT P RBRAME BRI 51T 5 X
%o

GDCA has the responsibility and obligation for proper custody and protection of the certificate applicant
personal privacy described in section 9.4.2.

9.4.5. 185 F EaFMVE B 45 41 5 8] B Notice and Consent to Use Private Information

GDCA £ HANENV SSVE WAL TR G AT PR, R SiRn]. B M
HRS5AT P ) H o AEAE P IS5 B, iR 50 K RIS AL , GDCA HRBUA & AT K XL 55,
WATRRENIT T HIEE.

Any subscriber information GDCA obtaining within the scope of certification business can only be used for
identifying, managing and serving subscribers. When using the information, no matter the privacy is
involved or not, GDCA has no obligations to notify subscribers, and no need to obtain subscriber’s
consent.

GDCA TEAEATIE AR B 2B A A BT VBN S P RS, BE EE A
BT IE BT AR E X SR SRR ALE BT, WA S AT S, JEEATARENT
R
Under any requirements of laws and regulations, and demands for undergoing the legal process of other
agencies, or under the circumstance where private information holder submits the written authorization to

certain object for publishing the information, GDCA has no obligations to notify subscriber, and to obtain
the consent from the subscriber.

GDCA. JEMHBUR IR 2R 1T 7 BaAME B XU 20 B LA H (1, FRT 4200
TRV IHFIRAGAT P R AR AL, 1 HLOM [F) A3 B Y ) Y345 0 s (R = A5 PR D o

If GDCA and registration authority shall apply user’s private information to other purposes beyond the
functions agreed between two sides, CA and RA shall notify subscriber to obtain his/her/its agreement
and authorization, and the agreement and authorization shall be in the form which can be archived (such
as fax and business letters etc.).
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94.6. RIFEBATEREFIESHE

Disclosure Pursuant to Judicial or Administrative Process

AT . ERBAT BT IO R 2, GDCA KT T IR AAE IR ftaa A Rk
PR ATEHATHLR R SBVFR . B

Due to the need of legal execution as well as administrative execution permitted by legal authorization,
GDCA shall provide subscriber’s private information to relevant law enforcement agency and
administrative enforcement authorities. The above behaviors are permitted. It includes:

1. BUMREBHERHIE I HZAH T 1l SETR P fe ) H1iE ;

1. Submit the application following the legal process required by relevant agencies pursuant to the
provisions of laws and regulations.

2. VEBELA S A AL T Ak B DRI IR S 7= AR R 2 9y B BV A HH I
2. The formal application by court and other agencies when dealing with the dispute of using certificate

3. RO EILFENEERER ML R I 2L .

3. The formal application by arbitration agency with legal jurisdiction.

9.4.7. HAhES BB B IEF Other Information Disclosure Circumstances

AISRAT 7 EERK GDCA SRS € % 7 SCHR R 55 i BERHIB AT I, GDCA I 7 ZHEAT 7 (1
W AR T A I S0 B R4 58 = ik ar A F

If certificate subscriber requires GDCA to provide some particular customer support services such as
mailing materials, GDCA needs to send the subscriber's name, mailing address and other related
information to a third-party such as mailing company.

9.5. &AM Intellectual Property Rights

1. GDCA A7 H AR B AHIEF LA GDCA HEAE BT AT B A% (1 48 AR P A

2. GDCA X TFIUEHRGHAM BA A LA FI a5 AL

3. GDCA R EaARf—Y){E B398 GDCA 7™, K% GDCA Hifuifr, filt AARE
FEEH T RDAT N

4. GDCA KATMIAEF A CRL ¥J43Z GDCA SZEL I 77

5. SAMNEEE E ARG GDCA 77,

6. FIRFRHZT GDCA B se A i BRA 4 (LUFfEAK DND LR IZ3g i Al g 45 44
U SEARFE TS, $42h GDCA (¥l 7.
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1.

9.6.

GDCA reserves and remains full intellectual properties rights for all the certificates and software
offered by GDCA.

GDCA holds ownership, the right of name, the right to share the benefits for certificate system
software

All the information published at GDCA website is GDCA property. Without written permission of
GDCA, others cannot repost them for commercial activities.

Certificates and CRLs issued by GDCA are both the properties controlled by GDCA.
External operation management strategy and specification are GDCA property.

The distinguished name (hereinafter referred to as DN) used to express the GDCA domain entity in
the directory and the certificate issued to the terminal in the domain entity are the properties of
GDCA.

ik 5$H{R Representations and Warranties

9.6.1. CA KRR 538 CA Representations and Warranties

GDCA XFUEF51T 7 b Zifi b i 45 £«

GDCA must make the following warranties to subscriber:

1. GDCA ZRZ4T P HIE R A A CP BT A 92 42K

Certificates issued to subscribers by GDCA must be in line with all substantive requirements of this
CP.

2. WAUFIEP TS A E B RHERAYE CorganizationalUnitName 13 B2 4H);

Verifies the accuracy of all of the information contained in the certificate (with the exception of the
organizationalUnitName information).

3. GDCA i HAVHE R 22 A O ARS, GDCA Z S AIHAT I 22 LI 7T &
HH B TR PR 5 5

GDCA ensures that its private key shall be stored and protected securely, and GDCA shall establish
and implement security mechanism pursuant to the terms of national relevant policies.

4. GDCA KA CP HIRLE, S it +;

GDCA shall revoke certificate timely in accordance with this CP.

5. GDCA K [AFEFS 1T AR QLRI CREEA S _ERZmTT 7 e+ (A Rk A ey 5
PEFAF

GDCA informs subscribers any known events, which will fundamentally affect the validity and
reliability of the certificate.

6. IRIUEFIEE N FIAEIE S B B R BB AT e (B B AIS, 3RS T
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10.

11.

AT AL B AN LB B0 Fr 384 [ 1P Uk 41 A5 P A 2 i 5

Verifies that the applicant either had the right to use, or had control of, the Domain Name(s) and IP
address(es) listed in the certificate’s subject field and subjectAltName extension (or, only in the case
of Domain Names, was delegated such right or control by someone who had such right to use or
control);

7. IR FEE R TIEB IR R AL G B AR T IREG DR HHE#E FFIE S

Verifies that the applicant authorized the issuance of the certificate and that the applicant
representative is authorized to request the certificate on behalf of the applicant;

8. KHUIGTEHE B LAY /MIEF 38 “organizationalUnitName” H BT & 1S BAFIE R T
(Rrm] BEPE S

Implements a procedure for reducing the likelihood that the information contained in the certificate’s
subject: organizationalUnitName attribute would be misleading;

9. R¥E CP 3.2 FERIGIE IS NI E 13 5

Verifies the identity of the applicant according to section 3.2 of this CP;

10. # GDCA 5iI /" EKHk, M GDCA HiI ' 2 GiEA R H T HAT R P hilXUs, %
VTSR & CAIN U 838 1% R A ) Baseline Requirements 455K ; %7 GDCA 51T
JUR R SEARECE SGIE, )R IE AR CA AT A6

That, if GDCA and subscribers are not affiliated, the subscriber and GDCA are parties to a legally
valid and enforceable subscriber agreement that satisfies the Baseline Requirements and other
requirements published by the CA/Browser Forum, or, if GDCA and subscribers are the same entity
or are affiliated, the applicant representative acknowledged the terms of use;

11, XA AR IRGUE S B 2 RS S O R S D A7 R 49 4 KA A (24xT7)
NIFHIE R PE

Maintains a 24 x 7 publicly-accessible repository with current information regarding the status (valid
or revoked) of all unexpired certificates.

GDCA S 7 Wb 25 H i H AR«

GDCA must make the following warranties to relying party:

1. UEBHRIME ARSI IR

GDCA guarantees that the information contained in the certificate has been properly validated.

2. GDCA 52458 IR A CP J CPS [f#l B2 K IE 5

GDCA is in full compliance with the provisions of the CP and relevant CPS to issue certificate.

3. 7E GDCA {5 REPRATKIER CAE ke 71T/, JHHIT P @& A CP il
ERR [ ZIET.

Certificates published in GDCA repositories should have been issued to subscribers and accepted
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by subscribers in accordance with the provisions of the CP.

9.6.2.

3.

RA HIFFIR 5% RA Representations and Warranties

RBLEEFIT P IE MR 2T E A CP AYITA Sk 2K

£ GDCA A IR, AN ROTE AL K SR iR 1 B0 1045 2 S IE S s &
M5 BA—E

HEMHURE A F2 A CP [RILE , S [a] GDCA $EASUEF HIE | 44 . TEHTSE IR %S Hid .

1. The registration process provided for subscribers is compliant with all the substantive requirements
of GDCA CP.

2. When generating certificates, GDCA does not allow the inconsistencies between certificate
information and certificate applicant information due to mistakes of registration authority.

3. Registration authority will submit the applications of revocation, update and other services to GDCA

in time according to the provisions of CP.

9.6.3.

T P IR 5 PR Subscriber Representations and Warranties

W — B3 GDCA 22K AIIEFS WAL A ] GDCA ML S MERT 1 H BLR 7 -

1.
2.

FEIEF A RO T8 72544

VP R IEAS I R MU SR AL 05 B AR AR IS Se BANUER Y, T8RRI ]
RO, DhidSe(E B AVEAH DIUE;

WERAAAEAREN, AT PO RRE AP AT 3w st 1T P A sUERUARE AT/
ATAT A SERRIR S5 1800, 1851 GDCA BB BUIIE 15 ARSI

ST PR B A G B R T AT (A — IR &84, AT H e A, IF
HAEBATZE AN, WEH2 A R0ET GERBCA . ), IEBRRAYINIT AL
Vil AER 5

BRARLAT PR AEN UG ] T D W B AL E 307 ORAEAS N ARENLA . (R AEIAL
) BT AL 55 5

— RS, BIZORIT P RIBAEERZ A CP T SR acth, JRmB L2
IV DARVISNE

TS, BN A IR DU IR AR FER AR, A AR
ARG, RECE BRI 8 R B IERVH I % . bRk . WEBL R 2 AU Y 5
AMFIEAATATR H GDCA A/RidHIFE I, B3 B3, TR, OFF(HABR T 5E0% |
TRV PO AZ ORI 5 R 55 RS 0 R 55 5

161



Il semnnnnaemes

Soon S GDCA {E- 55k mE (V3. 4 fi)

9. IEHAEAR CP FRUEMEAIVEE A G, FURAIEF T2l AU B A &k
i F H

10. RHC#Z 4. S EAREEOR DT IEIET AR 2k . ik EE AN B i A A

11, XFF ssuTLs s, 1T/ DUARM S5 ORI R AR IR oF 80 Y 1 3 ) 44 %6 12 (1 R 55
e R B

12. TR, T AR T AT AU SRR BRI 24

Once subscribers accept a certificate issued by GDCA, the subscriber is considered to make the following
commitments to GDCA, registration authority and related parties who trust the certificate:

1. The subscriber uses digital signatures if the certificate is valid.

2. All information that subscriber provides to registration authority during certificate application process
must be true, complete and accurate. The subscriber is willing to take legal responsibility for any
false or forged information.

3. If there is an agent, then both the subscriber and agent take jointly responsibility. The subscriber is
responsible for notifying GDCA and its authorized certification services agencies any false
statements and omissions made by the agent.

4. Each signature is generated using the private key corresponding to certificate by subscribers
themselves. The certificates shall be valid at the moment of signing, i.e. certificate is not revoked or
expired.

5. Subscribers ensure that they don't engage in business performed by the issuing agency (or similar
institutions) unless they sign written agreements with the issuing agency on such matters.

6. Once the certificate is accepted, subscribers are considered as knowing and accepting all the terms
and conditions in the CP as well as corresponding subscriber agreements.

7. Once the certificate is accepted, the subscriber should assume the following responsibilities: always
maintain control of their private keys; use trust worthy systems; and take reasonable precautions to
prevent the loss, disclosure, alteration, or unauthorized usage of the private keys.

8. Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

9. The subscriber only uses certificate for the authorized or other lawful purpose within the range
specified by this CP.

10. The subscriber use secure and reasonable measures to prevent the private key from loss, disclosure,
alteration and other events.

11. For the SSL/TLS certificates, the subscribers undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.

12. The subscriber must not use the code signing certificates for signing suspicious codes and other
illegal or malicious software.
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9.6.4. I TF HIRRIR S5 HH AR Relying Party Representations and Warranties

WSFA CP I HLE ;

FEARRUE AR, B EFSAE R A2 (10 v B AT R A5 A

FEARBUEFS AT, XIE+ BE AR BEREAT BAIE s

FEAIE ST, Jd A ) CRL B OCSP A AIE+5 2 15 B 4L :

— Bl T 2 AL E ST 1A B A S, U7 IRt T 4: GDCA i
RAGHURBEATAMeE, I HARHH PR e ) B 5 st N 48 2% 5

6. AFHELAETRE GDCA AL A, oA, o THEE, BImEHAPR T 50
TRV (42 CSCRIAIE 5 1 55 (R0 05 0 R =5

o ~ w0 D

1. Abide by all provisions of this CP.
2. Ensure that the certificate is used in prescribed scope and duration.
3. Verify certificate’s trust chain before trust the certificate.

4. Before trust a certificate, verify whether the certificate is revoked or not through querying CRL or
OCSP.

5. The relying party is willing to compensate GDCA for the losses and accept liabilities for any loss of
self or others, due to negligence or other reasons violating the terms of a reasonable inspection.

6. Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

9.6.5. Hihz5F MR 5HERA

Representations and Warranties of Other Participants

WATA CP HIFTA HLE «

Abide by all provisions of this CP.

9.7. H{F% 3 Disclaimers of Warranties

BRA CP 9.6.1 HIBAN/K % b, GDCA AR FH HAhAE Al FE 2 AR E A L5
L ARUEIERIT 2 KBTS HAbZ 53 MR R 2

2. KT EFAETE B A A AT i DR

3. AKHIE-RTEME HBE H 1 LS R AR AR AT AT 53T
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4. MEHTARGI, QS HARK F T IE R AR S5 P I R e R B R R

TfEs
5. Wi A CP9.6.3 Z KA, BUAKER J7id e A CP9.6.4 2 A&k, 5Lk GDCA
Z vtk

Except for the commitments declared in CP Section 9.6.1, GDCA does not assume any other forms of
guarantee and obligation:

1. Do not guarantee the statements of certificate subscribers, relying party and other.
2. Do not guarantee any software used in electronic certification activities.
3. Do not assume any liability when certificate is used beyond the prescribed purposes.

4. Do not assume any responsibility for service interruption and customer losses caused by force
majeure, such as war, natural disasters, etc.

5. When subscriber violates the commitments defined in CP Section 9.6.3, or relying party violates the
commitments defined in CP Section 9.6.4, GDCA can exempt from liability.

9.8. APFRIT4E Limitations of Liability

WEPBAT P k#5775 GDCA #2451 B FAIE RS N R FEshiE 2 Hi 2k, GDCA HkiH
A CP 2 9.9.1 HlE AR5 1E.

The certificate subscriber and the relying party specialized in civil activities suffered losses due to
electronic certification service provided by GDCA, GDCA only assume limited liability amount stipulated in
CP section 9.9.1.

9.9. A2 Indemnities

9.9.1. INENLHI IR 2 5 4F Indemnification by GDCA

U GDCA i 774 CP 28 9.6.1 T BRI, T/, My 5554k 1] H1iE GDCA 7RIk
EIHT (BB R TTRAN), BEELL T

1. GDCA KUEBHRMB RS P USMAE =7, FEOT 7 UK E 2451510

2. fEV PRAEAE BB RHIERG . JB RIS LT, GDCA 2K IEF B 7 4R 5 2.,
SHOT BRI 8 SZ AR K

3. fE GDCA HIHNT FR5cA5 R BORMETE MR IR VAR B 00, (B ATAR 1T P A8 R AES,
GBI T E SZA

4. HT GDCA HJJR K T3 CA RAEH I 2 ;
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5.

GDCA RAE KN HHEHIESS, T EURMBUT E BRI -

If GDCA violates statements in CP Section 9.6.1, certificate subscribers, relying parties and other entities
can request GDCA assume compensation liabilities (except for statutory and contractual exemptions). If

the following circumstances occur, GDCA will assume limited compensation liability:

1.

GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to losses
of the subscriber or relying party.

If subscriber submits accurate and true information to GDCA, but GDCA issues certificates with error

information and the error leads to losses of the subscriber or relying party.

After GDCA knows the fact that subscriber provides fake registration information or data, GDCA still
issues certificate, which leads to relying party suffering losses.

If the private key of CA is disclosed due to GDCA's fault.

GDCA fails to revoke certificates in time, which leads to relying party suffering losses.

9.9.2.

1T P I 54E Indemnification by Subscribers

FEWTRAES, 1T E S R IE R GDCAL AR 12K, B2 7k HH IR 2 54 E

If the following situations cause GDCA or relying party suffering losses, subscribers shall be assumed the

liability to compensate:

1.

© N o O

WP HRIEEAMHESR R, B, ke BRIt T e virl, FEGDCA LHAx
BUIEAS AR S5 HUR B 28 =5 1 32451 35

WP o s G AR . 8k, BUNAAH O itie . BRI BeA A
GDCA JHIZAHNEF MRS, VLA A AT i AEAE S GDCA K LAZ AL
PR SHUIR L 5 =7 2451

WPERRES AT, AiERA CP KRR, BEERAIERH T4 CP J
SE [V 551 ]

UEAS T 7 B HE AT BUR R RS (0 Se AR SR AR 3K 5, 21 GDCA RHZIEA5 4
AR BT LA, Rz B AT ARA S 5, s AT 38 S I 2R 2
gy, WK GDCA 2[R CP MIRIVEHEAT 147 KR, AT P K H By
AR FH W DTS

UEFS P 5 JE R AR AR SRR A LA HIAIEF5 9 S S JE K GDCA A 5

BN APERIPA N IR, SERAZ R E . I MRS
FEAFFIALEH 2 R AP AE SE I, A% A8 A UEF I R 38 1 GDCA KAy

LS B EAS LA I IESS 5
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10.

9. T BIERAE BARIC T2 =J7 IRIR AL
10. FERUE N VE I AME FHIE S, W\ FE R IR ARTE S .

GDCA and its authorized service agencies or third-party suffer losses due to unreal information, such
as deliberate, negligent or malicious provision of unreal information by applicants when applying for
certificates.

GDCA and its authorized service agencies or third-party suffer losses due to disclosure and loss of
private keys deliberately and by mistake; due to not informing GDCA and its authorized service
agencies or third-party of the leakage and loss of private keys with knowing the facts; and due to
handing keys to others inappropriately.

Subscribers violate the CP and related operation practices when using certificates as well as using
the certificates activities outside of the CP.

If the certificate is used for illegal transactions or causes disputes during the period from revocation
requests submitted by the subscribers or other entities authorized by GDCA to this information of
certificate revocation published by GDCA, if GDCA operates in accordance with the requirements of
the CP, subscribers must assume any responsibility of losses according to this CP.

Subscribers do not stop to use the certificate which its information have changed and don't notify it to
GDCA or relying parties in time.

The private key is lost, compromised, stolen, exposed, and etc. due to not taking effective protection
measures.

Subscribers continue to use the certificates and do not notify GDCA and relying parties promptly
when they are made aware that private keys are lost or at the risk of being compromised.

The certificate has expired but is still in use.
The subscriber’s certificate information infringes upon the intellectual property rights of a third-party.

Using certificates outside the provisions of specific application scope, such as the use of certificates
for illegal and criminal activities.

9.9.3. I B BT4E Indemnification by Relying Parties

TEUNTIEOL, K75 B B R R IE R GDCAL 1T ik, B M7 A2 5 AT

If the following circumstances lead to the losses of GDCA or subscriber, relying party shall be assumed

responsibility to compensate:

1. &AJE1T GDCA S5 I PMSCRIA CP rhRILE K 55 s

2. REEKIEA CP MIVuREIT G, 38 GDCA K IHAZAHIUE I S5 WU B =7
A2 E

3. EAEEAITEIL T HMUESS, AR B RIIEFAF eV B R B 1 T B
UEFS BT AT BE N BT IS 1, (BTSSR IIE 5 5
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4. MBI A IE T B AR R AT B0 E s
5. fk#i 7% A @IS A ) CRL B¢ OCSP HfiiAIE 1572 58 s -
1. Obligations defined in the CP and agreements between GDCA and relying parties are not fulfilled.

2. GDCA and its authorized service agencies or a third-party suffer losses due to inappropriate reviews
against this CP.

3. Trust certificates in unreasonable circumstances. For example, relying party still trusts the certificate
with knowing that the certificate usage is beyond its scope or period or the certificate has or may
have been stolen.

4. Relying party does not verify trust chains of the certificates.

5. Relying party does not check whether a certificate is revoked through querying CRL or OCSP.

9.10. BHHE5%1E Term and Termination

9.10.1. ARH Term

A CP 1 RAT HIAZER IEXAER, E—hCARR CP RN KR A CP LT —iuA CP AR
2 HE/E GDCA & 1E B A AR S5 B 2 %8

This CP will enter into force at 12 o’clock of the release date, and the last version CP will become invalid.
This CP will become invalid when the next version CP enters into force or the electronic certification
services of GDCA are terminated.

9.10.2. £k Termination

GDCA Z 1l -FIMNIERSSH), A& CP %1k,

When GDCA terminates electronic certification services, this CP is terminated.

0.10.3. & IEHIREBR 5FESE Effect of Termination and Survival

A CP &Ik, RREVEN L 52k, (HIAE ST 28 1 E A ERAE AEN UL
TARMZ L. DAENULE MY 25 2610 J5 RCRICE BRI, R e IR 55 B AR GIEN LAY, £R
UEVT P A 2

The termination of this CP means that the termination of CA business, but the termination of certification
business does not mean the termination of CA’'s responsibility. After the termination of business, CA shall
take reasonable measures to transfer certification service to other CA so as to ensure the interests of the
subscriber.
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9.11. NS EHKANHEELERXE

Individual Notices and Communications with Participants

WIENU L Z RGO T, 0 ESh T e+ KRBT PARAEB A T E S id K 3T
HA S AT AT, A IE T, s TR (S RS, A AERT
AT -

The circumstances that CA actively revokes the subscriber’s certificate, finds out subscriber using
certificate out of specified usage, or behaviors of subscriber violating subscriber agreement have
occurred, CA can use appropriate way, such as telephone, E-mail, letter, Fax, etc., to notify subscriber
and relying party if necessary.

9.12. $&7] Amendments
9.12.1. EiT#ER Procedure for Amendment

2 GDCA RIS HR N2 AL, CPS %5 /NAFESR/DHE—IKA CP, WHHRAHFEE
FIEAREM . EE BT E R UL AR R E bRt FF A A EMY 55T 1Y S2Br 7 2.

Through the authorization of GDCA Security Policy Committee, CPS composition team shall review this
CP at least once a year, to ensure that CP meets the requirements of national laws and regulations and
administration department, to meet the latest SSL baseline requirements and specifications, and satisfy
the actual requirements of certification business operation.

A CP WIMEIT, H CPS 4m5 /NATR BT Y, 3kfF GDCA 4 kmg&R RaHttit)s, |
CPS 4w 5 /NA A TR ZHLUEAT , 51T J5 1Y CP 453 GDCA 2242 5 I8 2% Bl 2x4IhHE J5 IE R4 KA

The revised version of this CP will be revised by the CPS composition team and approved by GDCA
Security Policy Committee. CPS composition team will be responsible for the revision and the revised CP
will be officially released after being approved by the GDCA Security Policy Committee.

9.12.2. BEIHLEHEIFIHIFR Notification Mechanism and Period

BTG 1 CP &4lbifk 545 7. RI7E GDCA [FIM3 https://www.gdca.com.cn kA, X+ 75
SO TR (S0, SRS SO AIIE T, GDCA A S IR I A] P 3B AN A % T
A B R) RLARAE A 57 52 B 5200 B /N o

After approval of the revised CP, it will be posted on GDCA official website https://www.gdca.com.cn
immediately. For the modification notified by email, mail, media and other ways, GDCA shall notify the
relevant parties in reasonable time, which ensures that the relevant parties have minimum influence.
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9.12.3. %41 OID B Circumstances Under Which OID Must be Changed

GDCA fiiffi g CP HIMEIT & 15 75 E4& 4 OID.

GDCA is responsible for determining whether an amendment to the CP requires an OID change.

0.13. & P23k Dispute Resolution Provisions

2 GDCA. 1T /R 5 2 [8] B3, A SR T SR 3 ip e Pl v e ke, 0 e
RATHY, ATERLVE AR

Any disputes between GDCA and subscribers or relying parties shall be resolved through negotiations as
agreed, and those cannot be settled by negotiations will be resolved by laws.

0.14. B#A Governing Law

GDCA 1] CP 32 [ ¢ CuitAfi i) € b BN BRI o 728 42350« CR T IIEAR S5 8 B IR D
CHLTINIE IR G5 BB B I ) e ik

The CP of GDCA is governed by the law of “Electronic Signatures Laws of People’s Republic of China”,
the regulation of “Measures for the Administration of Electronic Certification Services” and “Measures
for the Administration of Cipher Codes for Electronic Certification Services” promulgated by the country.

9.15. fFE&E ¥R Compliance with Applicable Law

WAENUE T A S5 53, & e isra (b ERIEME B2 LE) . (B
FWIEMRS BB ME) . CRFIMERS HE R INEY DL A N R LA E A )
ME -

All businesses, activities, contracts, and agreements of GDCA must conform to "Electronic Signatures
Laws of People’s Republic of China”, “Measures for the Administration of Electronic Certification
Services”, “Measures for the Administration of Cipher Codes for Electronic Certification Services” and
other laws and regulations of People’s Republic of China.

9.16. —f&% %=X Miscellaneous Provisions
9.16.1. 58P Entire Agreement

CP. CPS. iTF'¥M A7 il S HAM TS BCR A B PKI 22 N 38 2 1] 1R SE B 1L
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The entire agreement is composed of CP, CPS, Subscriber Agreement and Relying Party Agreement as
well as its supplementary agreement.

9.16.2.  ik¥E Assignment

RAEA CP PR FIAUESEAR % 5 RIBURIAN (55, & 07 23 AT $5 IR A S e 2t
FT BRI LS5 ek o BEBE AT R A I AN R BB k0 %6 o5 — 5 AR AT 5155 K DA R BERT

According to the rights and obligations of certification entity parties detailed in this CP, all parties can
transfer the possession of rights and obligations in accordance with the relevant provisions of the law. The
occurrence of the above transfer behavior does not affect the change of any debt and liability among the
transferors.

0.16.3. 4% Severability

WA CP ATAT 23k sk H B B T 5 GDCA BT EE 5 X (13 7 A a9 i e A1) o Sl
BEABIAT SIS, GDCA BIAER AR E IR MEIT 2K, R 4RSA 2, HARE DA
2R, GDCA RLAEM T T HE BB AN Z

TEMRABR AT J5 2R KU 21T, GDCA N RIAHELEA question@cabforum.org, @A
CAB iz CP HEITHIMEE, oA OBk 2 A LM R FAEAE T A R R YR
(https://cabforum.org/pipermail/public/) .

RG], 80 CAIB IR EDRBAEIL, (i GDCA [ 7 & CA/B iRIx[K] Baseline
Requirements S iR, A =45 AR % GDCA M55 EE R B A4k & . FiR
Xl S5 A E AT RIAHSC TR RS, X GDCA 1) CP HIMEIT, Jlil CAIB 1RIAHIIBAINAE 90 KA 78
'

In case any clause or provision of this CP is held to be unenforceable or invalid due to any conflicts with
the laws of any jurisdiction in which GDCA operates, GDCA shall modify any conflicting clause or
provision to the minimum extent necessary to make them continue to be valid, and other clauses and

provisions shall remain valid without being affected. GDCA shall disclose the modified contents in this
section.

GDCA shall (and prior to issuing a certificate under the modified requirement) notify the CA/Browser
Forum of any modified content in the CP by sending emails to question@cabforum.org, and confirm that it
has been posted to the Public Mailing List and is indexed in the Public Mail Archives available at
https://cabforum.org/pipermail/public/.

Any modification to GDCA's practice enabled under this section shall be discontinued if and when the law
no longer applies, or the requirements published by the CA/B Forum are modified to make it possible to
comply with both them and the law simultaneously. An appropriate change in practice, modification to the
GDCA's CP and a notice to the CA/Browser Forum, as outlined above, shall be made within 90 days.
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0.16.4.  BERBIAT (JEIT 2k H FBURIBF ) Enforcement (Attorneys' Fees and Waiver
of Rights)
AEH

Not applicable.

9.16.5.  AFAIHi/I Force Majeure

WAEA CP il %€ 1) CPS NAIE AT LI 263K, BARI & TRzt o

CPS formulated in accordance with this CP shall include a force majeure clause to defend the benefits of
each party.

9.17. HAhZ&zK Other Provisions

GDCA *f 4 CP B & B

GDCA has final interpretation rights to this CP.
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Appendix: GDCA CP Revision Records

& BAT &Y V3.3 V3.4
F5
1.1.4. GDCA iEH 2
1 & % ¥ Hierarchical W 3 BT 2% 1K ARG 25 44 R )
Architecture of GDCA CA.
Certificates
1.4.2. BRI IE 5 B e e s v
2 F Prohibited Certificate g?n{mu BUE TSR TR
Uses
3.2.9. A M HEIAM ot 7 EEAE F 2 40 A 25 K B
3 % 5| Domain name TE A3 44 B8 T VA AT B
recognition and #4155 DNSSEC ZilF4H %
identification HoR,
3.2.12. IP Huhk ¥R A ARSEE U EZVWEESY &
4 A% 5 Authentication TERY 1P HuhE B8R T V34T 1
of an IP Address B
3.217. ZLME R K
5 iE Multi-Perspective BN 22 40 A0 25 R B IE K
Issuance Corroboration
4.2.4. NUFALR 2L
6 ( CAA ) Certification #n>%T DNSSEC HiEA 5%
Authority Authorization K.
(CAA)
541. dsFMHR 101 5 e e 2
7 A Types of Events v =1
n»lﬂ%ﬁ*o
Recorded
6.7. I M AT
8 #  Network Security NIRRT PR
Controls
9 HoAm T YA B T 1) R
Content ) .
Sections Revised V3.3 V3.4
SEQ
L 1.1.4. GDCA iFHZE % Add a new code signing

s Al Hierarchical

Subordinate CA certificate.
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Architecture of GDCA
Certificates

1.4.2.  [R®AIE S N A
Prohibited Certificate
Uses

Add descriptions related to the
issuance of test certificates.

3.2.9. A RN

El Domain name
recognition and
identification

Describe the domain validation
methods that require the use of
Multi-Perspective Issuance
Corroboration.

Add requirements related to
DNSSEC validation.

3.2.12. 1P Hihk @A

%5 Authentication of an
IP Address

Describe the IP  address
validation methods that require
the use of Multi-Perspective
Issuance Corroboration.

3.2.17. ZWME KL
Multi-Perspective

Issuance Corroboration

Add the requirements for
Multi-Perspective Issuance
Corroboration.

4.2.4. A IE LR $Z AL
( CAA ) Certification
Authority ~ Authorization
(CAA)

Add requirements related to
DNSSEC validation.

541, idRFHMAM LR
Types of Events
Recorded

Add the requirements for the
logging of router and firewall
activities.

6.7. W 44 1) 22 4 4 1l
Network Security Controls

Add management of vulnerability
remediation timelines.

Other revisions

Adjust some wording issues.




