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1. 3] & Introduction

1.1. MR Overview

1.1.1. A FE]fEi 4 Company Profile

Breae AR I 47 R 22 7] (Global Digital Cybersecurity Authority Co., Ltd.), fij#k GDCA
B “He AR JFOR T ARBFUEIAE DA R AR 7, ST 2003 4 3 J1 6 H. 2005
9 H, GDCA fkikidid T [ 5 %A a8 # Ja A B A5 B\ i se ks ai &, o e E e it
I\NF A CRFAEIRS A ATIEY (FFATIES : ECP44010215007) [ FAEMRSHIIMZ —;
2008 4 12 H, 345 E ZE 0 BRI AUA K (R P S i B VFaTIE): 2011 4F 4 H, Gl
T B G B R L FBUS BIAIE RS RE VPG, 3RS (R ESS HFUAEIR S B (4
T A021) BEH%. 2013 4, XHTUGEARS: RE#EAT SM2 FkTT4, IRl | E RS
HRAL 2 A, 2015 4£4), GDCA il T WebTrust EBFrze 4 iHAE, H& T E
BrbruEAb ) IE B BRI SS K, AT DR HE AR fL TAEIR S o 3ERIL 55 R J 75 22,
2016 “E 5 H, “T AREFUE B IAIEH DA R A w7 542 09 “ Bre s AR R A IR A\ 7. 2017
8111 H, GDCA JFIRTERT —RHERAZ 5y, BERTIFR: B, IEEAS: 871932,

Global Digital Cybersecurity Authority CO., LTD. (abbreviated as GDCA, or “%¥{ZHft") with the former
name of Guangdong Digital Certificate Authority CO., LTD was founded on March 6, 2003. In September
2005, GDCA passed the security review by the
State Cryptography Administration Office of Security Commercial Code Administration (abbreviated as
OSCCA) and the former Ministry of Information Industry by law, as one of the first eight electronic
authentication authorities with "Electronic Authentication Service License" (license number:
ECP44010215007) in China. In December 2008, GDCA obtained the "Commercial Cryptography
Products Sales License" issued by OSCCA. GDCA passed through the assessment of E-government and
Electronic Authentication Service Ability by OSCCA with the qualification certificate of "E-government and
Electronic Authentication Service Authority" (number: A021) in April 2011. In 2013, GDCA upgraded
electronic authentication service system for SM2 algorithm and passed through the security review by
OSCCA. In 2015, GDCA passed the assurance review for Certification Authority by WebTrust with the
international level of operation management and service to provide digital certification service globally.
For business development, GDCA changed its name from "Guangdong Digital Certificate Authority CO.,
LTD." to "Global Digital Cybersecurity Authority CO., LTD." in May, 2016. On 11 August 2017, GDCA was
admitted to the National Equities Exchange and Quotations (NEEQ) of China, with a stock abbreviation of
“¥21H18” and stock code “871932”.

GDCA 4, Ji “J AREFIUEFHNETOHRAF” KI5, 6ids. Haimzehss
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Sl BRI AR A IR A" &4k EEARTS GDCA LL “J ZREFIEAS I IE A O
AIRATF” ZATHEF PN R H T AR AHEB VAR WA RA " A4 R
FAHI) 55w “ B AR BB i A IR AR 7 &k

Since then, all assets, debt, rights and business of "Guangdong Digital Certificate Authority CO., LTD."
were inherited by GDCA. Meanwhile, and all the rights and obligations of the contracts and agreements
signed by "Guangdong Digital Certificate Authority CO., LTD." were inherited by GDCA.

B ACREF “BUE AF. Bk G B EW, BT “EERER T M4
WA, BTN I B AEARS R

GDCA upholds the corporate values of“Authority, Credibility, Professionalism, and Innovation”, fulfils the
corporate mission of “Trust Connects Parties from all over the World”, and is committed to becoming a
“first-class online trust service provider”.

1.1.2. IEZEmE Certificate Policy (CP)

AR GDCA [IE 5% (CP), /& GDCA By il B4 Iskrg i, EH TArl
HH GDCA Z KA B ETIE B LA RS 5 k. Al k. BH. . B
UEFAIAR G v 45 IR 25 il M55« VR IR R BRI . X SR FIE (R4 GDCA
BOPAE PRS2 MR sE 30 1, 5 — B 1E GDCA T8 il Py —E0E F i s — M4, [tk
TEREA GDCA ZEF N RERE TR AL RIFE S EARIR . A% CP J AN GDCA Fl %25 75 Z Al k4
PEVI L, GDCA F1% 2575 Z [ AU S35 AR SEAATT 2 18] 2528 11 25 S B SR B o

This document describes the Certificate Policy (CP) of GDCA and explains the policy statement for GDCA
digital certificate service. It applies to all digital certificates issued and managed by GDCA and their
related participants. The CP sets forth business, legal and technical requirements and specifications for
certificate approval, issuance, management, usage, renewal, revocation and related trusted services.
These requirements and specifications protects the security and integrity of GDCA digital certificate
services and includes a comprehensive set of consistently applicable single rule sets in the GDCA scope.
Therefore it provides the same extent of trust guarantee throughout the GDCA architecture. The CP is not
a legal agreement between GDCA and all participants; contractual rights and obligations between GDCA
and participants are established by other means of agreements with such participants.

A% CP i 2 CHIRI X509 28 5 P Al 5 fta ik -5 SR g AL ook S5 HEZR D C Internet X.509
Public Key Infrastructure Certificate Policy and Certification Practices Framework), B[ i H I
FrRUEH LR “ HIEM TR TAE4L” CInternet Engineering Task Force) 7€ i) RFC3647 hri )45
PRI 2R, R B E (GB 26855-2011-T 15 & 22 A4 AR A FASEAN 15 it U 5 5 s 5 A E
Ak 55 7 WIHESL) HIZSHI AN AR, R o [ VA R GDCA Hyig 8 EORIETE 21
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The CP complies with the structure and content requirements of both Internet X.509 Public Key
Infrastructure Certificate Policy and Certification Practices Framework, also called RFC3647 defined by
The Internet Engineering Task Force, and GB 26855-2011-T Information Security Technology Public Key
Infrastructure Certificate Policies and Certification Practice Statement Framework. It would also make
appropriate changes in accordance with Chinese laws and regulations together with operational
requirements of GDCA.

GDCA 1EN—AMEFRFE I (CA), TEA CP LM FABARIE A CAES, ZRIT
FOES . ZEFARRZEEFIR FVC R, AE TR AN RILT P a] DU R R 47 I 4535 s 22
LR RIS W4 OB BRI A EIRN . R IKIBA CP ot
FHAT (0 LG ER, R R BB IKIE. GDCA TR SN (CPS) %A
CP MIZI3R, VE4NEIA T GDCA 1EA L TIAEMR S MG FAERIE T . AfaT42 (EE15 LA R AR
(W E AR AR RE i. FT4 GDCA TEB T KA T W5 A CP A% CPS [
ST, PR SHIET R RS AT

As a Certification Authority (CA), GDCA generates root and intermediate certificates, and issues
certificates to subscribers under CP restrictions. Based on different types and application scope, digital
certificates may be used by subscribers to process SSL, code signing, e-mail signing, document signing,
identity authentication, and other different applications. Relying party could decide whether to trust a
certificate in accordance with the requirements of the relying party’s obligations in this CP. GDCA
Certification Practice Statement (CPS) accept the discipline of CP, elaborates the definition of GDCA
digital certificates and the methods to provide these certificates as well as the corresponding managerial,
operational and security measures. All certificate subscribers and relying parties under GDCA must refer
to the provisions of the CP and its relevant CPS to determine the usage and reliability of the certificates.

1.1.3. GDCA Z2#J GDCA Architecture

A% CP /& GDCA #i = H)5lg, GDCA HHEPRSSHIM (CA) %I CP #il%E CPS, RA %
HEA CP KAfC CPS HATIE B RS BB % ml, T 5 By R HAMAR ST AT A CP KA
K CPS Y ERIEH . EAEIFBATHI K 5% . GDCA B8 TH CA. 14 CA, #HH
RYEMHURE L Frtsy A5 2 B A, IR S SRS 2 GDCA WIER R AN F 2 X IR 55 34K

The CP is the highest strategy throughout the GDCA architecture. Certification authority (CA) under
GDCA formulates CPS in accordance with CP. Registration Authority (RA) authenticates certification
requests according to this CP and its related CPS. Subscribers, relying parties along with other correlative
entities determine their rights for using and trusting the certificates as well as perform corresponding
obligations on the basis of the CP and its related CPS. GDCA has established services entities at different
levels, including root CA, subordinate CA, related RA, registration authority terminals and business
acceptance points.

11
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1.1.4. GDCA iEH BRIk ZE#) Hierarchical Architecture of GDCA Certificates

GDCA HEiH 7 MRIEF, 4058 ROOTCA iE+ (RSA). GDCA ROOT CA iE-.
ROOTCA iE+; (SM2). GDCAROOT CAL iik15. GDCA TrustAUTH R5 ROOT HiE+i. %2}
& R5 R CA iE15. GDCA TrustAUTH E5 ROOT iE15, SEAMR CA R4k CA, LAEKR P
WEFi . GDCA AR AMTH G CAEF .

Currently, GDCA has 7 root certificates, including ROOTCA certificate(RSA), GDCA ROOT CA certificate,
ROOTCA certificate(SM2) , GDCA ROOT CA1 certificate, GDCA TrustAUTH R5 ROOT certificate, %%
i R5 #R CA certificate and GDCA TrustAUTH E5 ROOT certificate. Each Root CA has Subordinate CAs
to issue subscriber certificates. GDCA does not issue external Subordinate CAs.

1) ROOTCA (RSA)

ROOTCA
(RSA2048-bit)
I
i f'i[)lfi"\c,f't"&ii‘Tiﬁl(;i:i_iU GDCA TrustAUTH R2 CA
(RSA1024-bit) (RSA2048-bit)
| \
Individual Organization Equipment Other Individual Organization Equipment Other
Certificate Certificate Certificate Certificates Certificate Certificate Certificate Certificates

ROOTCA(RSA) I i 72 Bl 5% % i 8 B = AR UE 15, %S 5HE N RSA, MEHKEN
2048-bit, FBEHAFLE CAUETS, HA: (1) GDCA Guangdong Certificate Authority iE3,
YK E N 1024-bit, ZRFFKE AN RSA 1024-bit AN ANKIER . HUGKIED. B&KIE
FAHABIGES; (2) GDCA TrustAUTH R2 CA iE-, ZEK N 2048-bit, K K E
N RSA 2048-bit Al RSA 1024-bit 1)/ AFUEF: . HUASKIEF . A IKUEBAHARSRIES.

ROOTCA (RSA) certificate is a root certificate of OSCCA using RSA algorithm with 2048-bit root key
length. There are two subordinate CAs under this ROOT CA, including: (1) GDCA Guangdong Certificate
Authority certificate with 1024-bit key length is used for issuing RSA 1024-bit individual certificates,
organization certificates, equipment certificates and other certificates. (2) GDCA TrustAUTH R2 CA
certificate with 2048-bit key length is used for issuing RSA 2048-bit and RSA 1024-bit individual
certificates, organization certificates, equipment certificates and other certificates.

RSA ROOTCA(RSA)IE+44 - 2025 4F 8 H 23 HF[H.
ROOTCA certificate (RSA) will expire on August 23, 2025.

GDCA Guangdong Certificate Authority 1iE-+5F- 2015 4 7 H 19 HF[#, 201541 H 1 H
2, GDCA AF#i % CAIEHZKIT FETS. GDCA TrustAUTH R2 CA iE45K T 2018 4
12 A 15 HEIM, 2017 48 12 A 15 Hil2, GDCA ¥ AHEA#H % CAIEB&RIT FIES.
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GDCA Guangdong Certificate Authority certificate expired on July 19, 2015. From January 1, 2015, GDCA
no longer used it to issue subscriber certificates. GDCA TrustAUTH R2 CA certificate will expire on
December 15, 2018. From December 15, 2017, GDCA will no longer use it to issue subscriber certificates.

2) GDCAROOT CA (1024-bit>

GDCA ROOT CA
|
GDCA Guangdong
Certificate Authority
[
Individual Organization Equipment Other
Certificate Certificate Certificate Certificates

GDCA ROOT CA iE MR K A 1024-bit, K1 GDCA Guangdong Certificate
Authority UFET5, #EHKEEN 1024-bit, 2Kk % HKE A RSA 1024-bit N AR, HLESE
UEF . B RUEB A AR ZRIUE TS .

The length of GDCA ROQOT CA certificate root key is 1024-bit. There is a GDCA Guangdong Certificate

Authority certificate under this ROOT CA, used for issuing RSA 1024-bit individual certificates,
organization certificates, equipment certificates and other certificates.

GDCAROOT CA 45451 2024 ££ 12 /I 11 H 2.
GDCA ROOT CA certificate will expire on December 11, 2024.

GDCA Guangdong Certificate Authority UE+4% T 2024 /£ 1 H 12 HE|H#], 2016 FF1 H 1
Hitd, A Z CAIERZRITFIEf.

GDCA Guangdong Certificate Authority certificate will expire on January 12, 2024. From January 1, 2016,
GDCA no longer uses it to issue subscriber certificates.

3) ROOTCA (SM2)

ROOT CA
(sm2)

GDCA PublicSM2 CA1

GDCA TrustAUTHEL CA

GDCASM2ICA
Individual Organization Equipment Other
Certificate Certificate Certificate Certificate

14
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ROOTCA ilE45 (SM2) R ZHMHE M FIMHRIES, #3520 SM2, REHKEN
256-bit, 1% Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) i, HHKE N
256-bit, KK EZFE SM2 A ASIEH . HUGZRIES . B SuEAA A 2RIES,
Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) F# GDCA SM2 ICA i1 %
GDCA Public SM2 CALiEF, 2R ME % H % SM2 (A NKIEF . HUSRIESS . &2k
UEF A H AR 2R AR
ROOTCA (SM2) certificate is a root certificate of OSCCA using SM2 algorithm with root key length of
256-bit. There is a Guangdong Certificate Authority (GDCA TrustAUTH E1 CA SM2) certificate with key
length of 256-bit under this root CA, used for issuing individual certificates, organization certificates,
equipment certificates and other certificates with SM2 algorithm. Guangdong Certificate Authority (GDCA
TrustAUTH E1 CA) issued GDCA SM2 ICA and GDCA Public SM2 CA1, which are used for issuing

individual certificates, organization certificates, equipment certificates and other certificates with SM2
algorithm.

ROOTCA iE45 (SM2) 5+ 2042 5 7 3 7 H 2.
ROOTCA (SM2) will expire on July 7, 2042.

Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) iFH¥47E 2034 426 A 21 H
2391, 2030 4 1 H 1 Hild, KA Z CA BRI kS,

Guangdong Certificate Authority (GDCA TrustAUTH E1 CA) certificate will expire on June 21, 2034. From
January 1, 2030, GDCA will no longer use it to issue subscriber certificates.

GDCA SM2 ICA iE+5¥57E20334F 12 H31 H 2IH#, 2030 4F 1 A 1 Hild, #AFEHZ CA
PR T IE.
GDCA SM2 ICA certificate will expire on December 31, 2033. From January 1, 2030, GDCA will no longer
use it to issue subscriber certificates.

GDCA Public SM2 CAL iE+ R 7E20334£ 12 31 H 1391, 2030 £ 1 A 1 HiE, KA FEEH]
Z CAERRERIT P IET
GDCA Public SM2 CAL certificate will expire on December 31, 2033. From January 1, 2030, GDCA will no
longer use it to issue subscriber certificates.

4) GDCAROOQT CA1

GDCA ROOT CAL
GDCA Public CAL GDCA Public CA2 GDCA RSA ICA GDCA OTC CA GDCA 'éiMR ov GDCA g'AfMR v
A A 4 v A\ 4 A4 A 4
AN HUHHE T WAL A HUGHES AN
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GDCA ROOT CAL iF HIAR # 4Kl 4096-bit, F % 6 Mgk CAIET, Hri: (D
GDCA Public CAL, #ZHHKJE N 2048-bit, 2K %P KAL)y RSA 2048-bit 1N NEIEH . ALY
JEEP . WAIEEBMEAIEES; (2) GDCA Public CA2, 4K K 2048-bit, 25k %4
KJEZ A RSA 2048-bit ¥4 NSAUEFS AU ZRUEFS L B & SRE A HABZRUEFS ; (3)GDCA HKMR
OV CA, K 2048-bit, 25K B KL RSA 2048-bit [ 54 TAANILIIET; (4) GDCA
HKMR IV CA, %K B2y 2048-bit, 25 % P B2y RSA 2048-bit (1 FLAA AIEFS; (5)
GDCA RSA ICA FHK L 2048-bit, 25K EFHKZ N RSA 2048-bit [N AFKIEFS . HLAE
WE . B ZFRUE BRI HARZRAIE TS, (6) GDCA OTC CA - 4HK A4 2048-bit, %K HHK N
RSA 2048-bit (14~ NZRUEFBFINIARAUE T . B SUEH A HAB SRS .

GDCA ROOT CAL iiE 15441 2040 4F 12 H 31 H F[#.

GDCA Public CAL iE+K7E 2030 4 12 H 31 HEIM, 2027 41 H 1 Hig, K AFEEH
% CAEPEERIT Pk

GDCA Public CA2 iE+K7E 2030 4 12 31 HEIM, 2027 41 A 1 Hid, KAFEEH
% CA P RIT Pk

GDCAHKMR OV CA iE-i47E 2030 4= 12 A 31 HEIH, 2027 41 A 1 Hilg, KA
% CAUEBZERAT FHEFS

GDCA HKMR IV CA iE54417E 2030 4% 12 /] 31 H 2, 2027 1 F 1 Hig, KA
FiZ% CAE TR AT FHET .

GDCA RSA ICA iE47E20304F 12 H3 1 HEHA, 2028 41 H 1 Hig, WA FH % CA
WERZERIT FET.

GDCA OTC CA iE3#7E20304E12 H31 HFH, 2028 41 H 1 Hi2, A FHEHZ CA
EBERAT FAES .

B E TSR AR BB AR 1 (B LT A IE T EOAE B SIS ), A CP APk .

The length of GDCA ROOT CAL certificate root key is 4096-bit. There are five subordinate CAs under this
root CA, including: (1) GDCA Public CAl with key length of 2048 bit, used for issuing RSA 2048-bit
individual certificates, organization certificates, equipment certificates and other certificates; (2) GDCA
Public CA2 with key length of 2048 bit, used for issuing RSA 2048-bit individual certificates, organization
certificates, equipment certificates and other certificates; (3) GDCA HKMR OV CA with key length of
2048-bit, used for issuing RSA 2048-bit organization certificates for Guangdong — Hong Kong mutual
recognition purpose; (4) GDCA HKMR IV CA with key length of 2048-bit, used for issuing RSA 2048-bit
individual certificates for Guangdong — Hong Kong mutual recognition purpose; (5) GDCA RSA ICA with
key length of 2048-bit, used for issuing RSA 2048-bit individual certificates, organization certificates,
equipment certificates and other certificates. (6) GDCA OTC CA with key length of 2048-bit, used for
issuing RSA 2048-bit individual certificates, organization certificates, equipment certificates and other
certificates.
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GDCA ROOT CAL1 will expire on December 31, 2040.

GDCA Public CA1 will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer use
it to issue subscriber certificates.

GDCA Public CA2 will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer use
it to issue subscriber certificates.

GDCA HKMR OV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer
use it to issue subscriber certificates.

GDCA HKMR IV CA will expire on December 31, 2030, and from January 1, 2027, GDCA will no longer
use it to issue subscriber certificates.

GDCA RSA ICA will expire on December 31, 2030 and from January 1, 2028, GDCA will no longer use it
to issue subscriber certificates.

GDCA OTC CA will expire on December 31, 2030 and from January 1, 2028, GDCA will no longer use it
to issue subscriber certificates.

The certificate policy for the Hong Kong and Guangdong Mutual Recognition conforms to the latest
version of the Guangdong the Certificate Policy for Mutual Recognition of Electronic Signature Certificates
issued by Hong Kong and Guangdong.

5) GDCATrustAUTH R5 ROOT

GDCA TrustAUTH R5 ROOT

| ! ! l l l l ! | ]

GDCA TStAUTH GDOATUSAUTH || S T GDCA TrustAUTH GDCA TrustAUTH GDCATIStAUTH | | GDCA TrustAUTH GDCATISIAUTH | | GDCA TrustAUTH GDCA THUStAUTH
R4 EV SSL CA s Sigﬁng o c° Ae igning R4 OV SSL CA R4 IV SSL CA R4 DV SSL CA R4 CodeSigning CA R4 TimeStamp CA R4 Generic CA R4 Primer CA

EV SSL Server EV CodeSigning EV CodeSigning OV SSL Server 1V SSL Server DV SSL Server
Certificate Certificate Certificate Certificate Certificate Certificate

Organization,
Individual Certificate

CodeSigning

5 E-mail Certificate
Certificate

TimeStamp Certificate|

GDCA TrustAUTH R5 ROOT ik L 25 FH K FE 9 4096-bit, T % 10 A2k CA IEH, H

H1: (1) GDCATrustAUTH R4 EV SSL CA, # K0 2048-bit, 25Kk % 1K RSA 2048-bit
f) EV SSL AR 4588 2K9E 45 (2) GDCA TrustAUTH R4 Plus EV CodeSigning CA iE, 24K
5 4096-bit, 25K EAK N RSA 3072-bit ¥ EV ARASZ 4 KIE15; (3) GDCA TrustAUTH
R4 EV CodeSigning CA, 4K El 2048-bit, 2k %K A RSA 2048-bit f] EV UL 4
JSUEH; (4) GDCATrustAUTH R4 OV SSL CA iEH, ZEK N 2048-bit, 2Kk BHKE N
RSA 2048-bit f] OV SSL JIR 4525 25iE15; (5) GDCA TrustAUTH R4 IV SSL CA, K E N
2048-bit, 2K %K N RSA 2048-bit [ IV SSL iR 4525 28UE+5; (6) GDCA TrustAUTH R4
DV SSL CA, KN 2048-bit, %K% HHIKE Y RSA 2048-bit 1] DV SSL Ik 55 #% K1E+5:
(7) GDCA TrustAUTH R4 CodeSigning CA iE15, B 5K 2048-bit, 25 & %K E N RSA
2048-bit FIFLALYZ 4 2KEH; (8) GDCA TrustAUTH R4 TimeStamp CA iE4, K EN
4096-bit, 25K HHIKE N RSA 3072-bit I [HJELIEF: (9) GDCA TrustAUTH R4 Generic CA
WS, BAHK N 2048-bit, 28R FHKE N RSA 2048-bit (ML N AJKIETS; (100 GDCA

17



[] SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA -‘L[E:Fg%m% (VB. 1 )]-[&)

TrustAUTH R4 Primer CA, Z4HK: &4y 2048-bit, 25 % %540 K 5 A RSA 2048-bit [ SIMIME ¢
SRR

The length of GDCA TrustAUTH R5 ROQOT certificate root key is 4096-bit. There are ten subordinate CAs
under this root CA, including: (1) GDCA TrustAUTH R4 EV SSL CA with key length of RSA 2048-bit is
used for issuing RSA 2048-bit EV SSL Server Certificates. (2) GDCA TrustAUTH R4 Plus EV
CodeSigning CA with key length of 4096-bit is used for issuing RSA 3072-bit EV CodeSigning Certificates.
(3) GDCA TrustAUTH R4 EV CodeSigning CA with key length of 2048-bit is used for issuing RSA 2048-bit
EV CodeSigning Certificates. (4) GDCA TrustAUTH R4 OV SSL CA with key length of 2048-bit is used for
issuing RSA 2048-bit OV SSL Server Certificates. (5) GDCA TrustAUTH R4 IV SSL CA with key length of
2048-bit is used for issuing RSA 2048-bit IV SSL Server Certificates. (6) GDCA TrustAUTH R4 DV SSL
CA with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL Server Certificates. (7) GDCA
TrustAUTH R4 CodeSigning CA with key length of 2048-bit is used for issuing RSA 2048-bit CodeSigning
Certificates. (8) GDCA TrustAUTH R4 TimeStamp CA with key length of 4096-bit is used for issuing RSA
3072-bit Timestamp Certificates. (9) GDCA TrustAUTH R4 Generic CA with key length of 2048-bit is used
for issuing RSA 2048-bit Organization, Individual Certificates. (10) GDCA TrustAUTH R4 Primer CA with
key length of 2048-bit is used for issuing RSA 2048-bit S/IMIME Certificates.

GDCATrustAUTH R5 ROOT iE 434 F 2040 & 12 A 31 HFI#.

GDCA TrustAUTH R5 ROOT certificate will expire on December 31, 2040.
GDCA TrustAUTH R4 EV SSL CA ilE 5K £ 2030 4F 12 /] 31 H 3, 2027 41 1 Hitg,
BAFAMHZ CAIERZERIT FHET.

GDCA TrustAUTH R4 EV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Plus EV CodeSigning CA ik tK7F 2035 4 12 H 31 H#|#, 2032
F1ALHE, BAFMHZ CAUERZERIT FHET.

GDCA TrustAUTH R4 Plus EV CodeSigning CA certificate will expire on December 31, 2035. From
January 1, 2032, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 EV CodeSigning CA ilE- 564 7E 2030 4F 12 H 31 HE|H], 20214 6
H1HE, SAFMEHZ CAIERZERIT FIET.

GDCA TrustAUTH R4 EV CodeSigning CA certificate will expire on December 31, 2030. As of June 1,
2021, GDCA has stopped the issucane of subscriber certificates with this CA certificate.

GDCA TrustAUTH R4 OV SSL CA IE 47 2030 £ 12 H 31 HRIH#H,2027 41 H 1 Hi,
A TS 1% CA E B KT EF .

GDCA TrustAUTH R4 OV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCATrustAUTH R4 IV SSL CA ilE 54 2030 £F 12 H 31 HEI#, 2027 £ 1 A 1 AL,
AP % CAEBRERAT FES
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GDCA TrustAUTH R4 IV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 DV SSL CA ilF H 4 7E 2030 4F 12 A 31 H#|#1, 2027 421 H 1 Hilg,
BAFEHZ CAIEPERITFIES.

GDCA TrustAUTH R4 DV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 CodeSigning CA il 54 7£ 2030 4 12 H 31 HZI#, 2021 46 H 1
Hig, OAEMEHZ CAIERZEAIT FEH.

GDCA TrustAUTH R4 CodeSigning CA certificate will expire on December 31, 2030. As of June 1, 2021,
GDCA has stopped the issucane of subscriber certificates with this CA certificate.

GDCA TrustAUTH R4 TimeStamp CA i35 7£ 2035 4 12 F 31 HE}, 203241 H 1
Hitd, BAEAHZ CAIERZ KT FIE+H.

GDCA TrustAUTH R4 TimeStamp CA certificate will expire on December 31, 2035. From January 1, 2032,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Generic CA iE5 ¥ £E 2030 45 12 H 31 HFI#, 2027 £ 1 A 1 Hite,
BAFAE R Z CA B2 KRIT FIE .

GDCA TrustAUTH R4 Generic CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH R4 Primer CA F5EE7E 2030 4F 12 A 31 HF#H,2027 /£ 1 H 1 HikE,
BAFAE R Z CA B2 RIT FIE .

GDCA TrustAUTH R4 Primer CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

6) Zrwh R RS HE CA

Ho i AARSHLCATEFS

AU RAEY HIH K RE OV HIH R IV HiIH K RA DV HrsiHeRA HZI R4 HUE I ACRA

JIR45 BHIE TS CA MR %5 #8IETS CA JIR 5 #4IE TS CA JIi %5 #49E 45 CA fRAS%E4IEF CA AWIWIT SIET CA JERT FHIEF CA

EV SSL Server OV SSL Server 1V SSL Server DV SSL Server CodeSigning Organization, . .
Certificate Certificate Certificate Certificate Certificate Individual Certificate Emailcenificale

$rez bR RS MR CAIE R IR S K E N 4096-bit, T 7 NFgk CAIES, Hri: (D
ezt R4 EV RS AHIET CA, BT 2048-bit, 25K H KTy RSA 2048-bit ]
EV SSL R4 #82KE15; (2) FU&i R R4 OV RS HIET CA, HHKE N 2048-bit, 25K
Py RSA 2048-bit 1] OV SSL IRs5#2K1ET: (3) HuM X R4 IV JIRSTHEHIET CA,
FEK N 2048-bit, 5Kk ZHIKE N RSA 2048-bit ] IV SSL AR5 28J5E+H; (4) Bt
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R4 DV RZZEH CA, FHKE N 2048-bit, %Kk ZHKE N RSA 2048-bit [ DV SSL Ak
ZamdRiEt: (5) #um U R4 RIZAIETS CA, FHK N 2048-bit, SR FEHKEN
RSA 2048-bit /USR5 44 2KAE 15 (6) Hre AU R4 BT ik CA, By 2048-bit,
ZERFEHHCEE Y RSA 2048-bit HIHLKY . DMAKIES: (7) #2m R4 FEAT HEH CA,
K FE N 2048-bit, 2R FHKE N RSA 2048-bit (1) SIMIME 22 4=l AFiE 15

The length of %% I8 R5 # CA certificate root key is 4096-bit. There are seven subordinate CAs under
this root CA, including: (1) #%EX R4 EV fR4-#5iE 15 CA with key length of 2048-bit is used for issuing
RSA 2048-hit EV SSL Server Certificates. (2) #F R4 OV IjR%#%E 15 CA with key length of 2048-bit
is used for issuing RSA 2048-bit OV SSL Server Certificates. (3) ¥ %L R4 IV R55#%iE+ CA with key
length of 2048-bit is used for RSA 2048-bit IV SSL Server Certificates. (4) #1 2 R4 DV i 45 841F 5 CA
with key length of 2048-bit is used for issuing RSA 2048-bit DV SSL Server Certificates. (5) ¥ %818 R4
RISZ 4 AEF CA with key length of 2048-bit is used for issuing RSA 2048-bit CodeSigning Certificates. (6)
B8 R4 @ 1T FHEFS CA with key length of 2048-bit is used for issuing RSA 2048-bit Organization,
Individual Certificates. (7) #Z i R4 ZEAH1T JIE+H CA with key length of 2048-bit is used for issuing
RSA 2048-bit SIMIME Cetrtificates.

Kz AKX RS AL CAEFS KT 2040 £ 12 /3 31 H 23,
#rz it R5 #R CA certificate will expire on December 31, 2040.

AL R4 EV RSEIET CAETKEAE 2030 45 12 A 31 HEW, 20271 A 1 H
&, A CA R FHET.

Bt R4 EV RS- 33IETS CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

BB R4 OV REZHIET CAEKAE 2030 4F 12 A 31 HEMY, 20271 H 1 H
&, BAFMHZ CAIEBERIT M IER.

B R4 OV RS FHIETS CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

B RA IV RS Z5IEP CAUEFH7E 2030 4 12 A 31 HF|#, 2027 41 H 1 HiE,
BATAS % CAERZERIT FAE+.

B R4 IV RS 23IE 15 CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

B R4 DV REGZSIUET CAIEKAE 2030 £ 12 A 31 HEIMA, 20271 H 1 H
&, EAFMNHZ CAIFRERIT AIE.

Bz R4 DV RS %$iE CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

Bz A R4 AUHSZE44F 5 CA SEDIELE 2030 4E 12 H 31 HF#, 2021 46 A 1 Hig,
O AT % CA IE B2 &IT FHER.
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B R4 D24 3FF5 CA certificate will expire on December 31, 2030. As of June 1, 2021, GDCA
has stopped the issucane of subscriber certificates with this CA certificate.

Bz R4 T FEH CA IEFAE 2030 4 12 H 31 H I, 2027 4 1 H 1 Hi,
AT FHZ CAE R RIT FE+.

Hraz i R4 5@ IEFS CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

e AR R4 FERETT P EE CAEKEAE 2030 4F 12 H 31 HEM, 2027 4E1 A 1 HiE,
BA A FHZ CAE R RIT FEF.

B R R4 JAl1T FEFS CA certificate will expire on December 31, 2030. From January 1, 2027, GDCA
will no longer use it to issue subscriber certificates.

7) GDCATrustAUTH E5 ROOT

GDCA TrustAUTH E5 ROOT

GDCA TrustAUTH E4 EV GDCA TrustAUTH E4 GDCA TrustAUTH E4 IV GDCA TrustAUTH E4 GDCA TrustAUTH E4 GDCA TrustAUTH E4 GDCA TrustAUTH E4
SSLCA OV SSLCA SSLCA DV SSL CA CodeSigning CA Generic CAilE1 Primer CA
A A A
EV SSL Server OV SSL Server IV SSL Server DV SSL Server CodeSigning Organization, E-mail Certificate
Certificate Certificate Certificate Certificate Certificate Individual Certificate

GDCA TrustAUTH E5 ROOT iE B % i H LA ECC, REHKA N 384-bit, Tk 74
g CAIEP, Hrb: (1) GDCA TrustAUTH E4 EV SSL CA , 4K N 256-bit, 2Kk %
K ECC 256-bit [ EV SSL k55 #+250E15; (2) GDCA TrustAUTH E4 OV SSL CA, #
KN 256-bit, &R HEHIKE N ECC 256-bit 1) OV SSL R4 #5EH; (3) GDCA
TrustAUTH E4 IV SSL CA, 4K N 256-bit, 254 % 4Ky ECC 256-bit 1) IV SSL k%%
PAHAEF; (4) GDCATrustAUTH E4 DV SSL CA, #4HK 5y 256-bit, 255 % 91K JE A ECC
256-bit ) DV SSL k%5 #8251FE5; (5) GDCA TrustAUTH E4 CodeSigning CA, 4K N
256-bit, 25K % EHKE N ECC 256-bit 1RAL%E 44 2%1E15; (6) GDCA TrustAUTH E4 Generic
CA UET, BN 256-bit, 25K %K N ECC 256-bit FIMLIE . N AFKIEF:; (7) GDCA
TrustAUTH E4 Primer CA, S8 N 256-bit, 25k % HK % A ECC 256-bit [¥] SIMIME %
A HBAIE TS

The length of GDCA TrustAUTH E5 ROOT certificate root key is 384-bit with ECC algorithm. There are
seven subordinate CAs under this ROOT CA, including: (1) GDCA TrustAUTH E4 EV SSL CA with key
length of 256-bit is used for issuing 256-bit ECC EV SSL Server Certificates. (2) GDCA TrustAUTH E4 OV
SSL CA with key length of 256-bit is used for issuing 256-bit ECC OV SSL Server Certificates. (3)GDCA
TrustAUTH E4 IV SSL CA with key length of 256-bit is used for issuing 256-bit ECC IV SSL Server
Certificates. (4) GDCA TrustAUTH E4 DV SSL CA with key length of 256-bit is used for issuing 256-bit
ECC DV SSL Server Certificates. (5) GDCA TrustAUTH E4 CodeSigning CA with key length of 256-bit is
used for issuing 256-bit ECC CodeSigning Certificates. (6)GDCA TrustAUTH E4 Generic CA with key
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length of 256-bit is used for issuing 256-bit ECC Organization, Individual Certificates. (7) GDCA
TrustAUTH E4 Primer CA with key length of 256-bit is used for issuing 256-bit ECC S/MIME Certificates.

GDCA TrustAUTH E5 ROOT iE45:# T 2040 4F 12 H 31 HF|#H.

GDCA TrustAUTH E5 ROOT certificate will expire on December 31, 2040.
GDCA TrustAUTH E4 EV SSL CA IE 547 2030 4 12 H 31 H 33,2027 41 1 Hitg,
BT Z CAERZERIT FHET .

GDCA TrustAUTH E4 EV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCATrustAUTH E4 OV SSL CA iF 54 7E 2030 4= 12 H 31 H##1,2027 41 H 1 Hilg,
BT Z CAIEPRERIT FES.

GDCA TrustAUTH E4 OV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 IV SSL CA #iF K 7E 2030 4= 12 A 31 H&I#H, 2027 1 A 1 Hitg,
AT Z CAIEPRERIT FEH .

GDCA TrustAUTH E4 IV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 DV SSL CAiF5#%7E 2030 4 12 A 31 H##A, 2027 41 H 1 Hi,
AT Z CAIEPRERIT FES .

GDCA TrustAUTH E4 DV SSL CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 CodeSigning CA ilE 5675 2030 4 12 H 31 HE|#, 2027 £ 1 H 1
Hitd, BAFEAMAHZ CAIERZE R FIE+H.

GDCA TrustAUTH E4 CodeSigning CA certificate will expire on December 31, 2030. From January 1,
2027, GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Generic CA iIFF5#7E 2030 4F 12 H 31 H#|#, 2027 %1 A 1 Hilg,
AT Z CAEPRERIT FUES .

GDCA TrustAUTH E4 Generic CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

GDCA TrustAUTH E4 Primer CA ilF 4 7E 2030 4F 12 H 31 H#I#, 2027 41 H 1 HikE,
AL % CAEBZKRIT FiE .

GDCA TrustAUTH E4 Primer CA certificate will expire on December 31, 2030. From January 1, 2027,
GDCA will no longer use it to issue subscriber certificates.

XtF GDCA TrustAUTH R5 ROOT 5. #zif 4 R5 #R CA ilE+5. GDCA TrustAUTH E5
ROOT 2K M4 CA FRZ K BT FE+: GDCA %15 CA/NI Y #8183 (CA/Browser Forum,
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EBrAL, NHREFR CA W Ec, Z4%E CA EFRrMERIHLIF, www.cabforum.org) & i

[ 5eHT A 1Y) Baseline Requirements Certificate Policy for the Issuance and Management of

Publicly-Trusted Certificates (f&#% “Baseline Requirements” ).  Network and Certificate System
Security Requirements (f&FX “NCSSR”). Guidelines for the Issuance and Management of
Extended Validation Certificates ({&#% “EV Guidelines”). Baseline Requirements for the Issuance
and Management of Publicly-Trusted Code Signing Certificates (f&i#% “Code Signing Baseline
Requirements” ) . Baseline Requirements for the Issuance and Management of Publicly - Trusted
SIMIME Certificate (faif&% “S/MIME Baseline Requirements”) & Adobe Z 4t/ KA the
Adobe Approved Trust List (AATL) Technical Requirements (f&F8 AATL FiREER) , #HT4E
RANEHAILATEI) SSLITLS b 5. AL UEF . SIMIME %24 BRAF1E - F1 Adobe 3¢
B AR, EMEELENEN, IR RSARYE F AT AR BT 21T CP, WIRACP 5
CA/ i itts (CA/Browser Forum) &AM AR ICHRAERLIE A 1) 4% 30E A — S 7, ILL
CA/RI Y 25 183z IE R AT I RITE J9 ke -

For subscriber certificates issued by the subordinate CAs which are issued by GDCA TrustAUTH R5
ROOT certificate, %Kt R5H CAIE+: and GDCA TrustAUTH E5 ROOT, GDCA conforms to the latest
versions of the Baseline Requirements Certificate Policy for the Issuance and Management of
Publicly-Trusted Certificates (hereinafter referred to as “Baseline Requirements”), Network and Certificate
System Security Requirements (hereinafter referred to as “NCSSR”), Guidelines for the Issuance and
Management of Extended Validation Certificates(hereinafter referred to as “EV Guidelines”), the
Baseline Requirements for the Issuance and Management of Publicly-Trusted Code Signing Certificates
(hereinafter referred to as “Code Signing Baseline Requirements), Baseline Requirements for the
Issuance and Management of Publicly - Trusted S/IMIME Certificate (hereinafter referred to as “S/MIME

Baseline Requirements”) published by CA/Browser Forum (an international organization, also known as
international CA browser alliance, to establish international standards of CA, www.cabforum.org), and the

Adobe Approved Trust List Technical Requirements of the Adobe Systems Inc (hereinafter referred to as
“AATL Technical Requirements”) to issue and manage the publicly-trusted SSL/TLS digital certificates,
publicly-trusted code signing certificates, S/IMIME certificates, and Adobe PDF signing certificates. GDCA
regularly checks the updates on CA/Browser Forum’s website and continually revise its CP according to
these updates. The specifications of the CA/Browser Forum shall prevail in case of any discrepancies
between the provisions of this CP and the standard specifications published by the CA/Browser Forum.

f&HE IETF PKIX RFC 3647 CP/CPS #EZ2, A CP 0 AHA=, i GDCA iEBkS
FIi R i) 22 sl it , Mk 55 M0 i FE . AR B RFC3647 HITEAR KN S =, T4 & “ A
EH” R = NIZETAEH

Pursuant to the IETF PKIX RFC 3647 CP/CPS framework, this CP is divided into nine parts that cover the
security controls and practices and procedures for GDCA's certificate services. To preserve the outline
specified by RFC 3647, section headings that do not apply are accompanied with the statement “Not
applicable”.
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1.2. R4 #5457 Document Name and Identification

ARSI (BB B B PR A FHEF 5 ) (FiFK “(GDCA CP)”. “Z% CP”),
A RARA CP MBS BIES KMk, A CP A NREAE TS (1 5 S BI04 i — AN — 1)
XTEIRRST, AR ZHA CP A 14175,

This document is called "Global Digital Cybersecurity Authority CO., LTD. Certificate Policy" (abbreviated
as “GDCA CP” or “This CP”). Please refer to Appendix for detailed revisions of this version. This CP
specifies a unique object identifier for Certificate Policy of each kind of certificates (see CP sectionl1.4.1
for details).

A CP KL 3 3R UK A » GDCA R fy R SRR AR 5 Y SCRRAS TE B R A — B3 7

This document is the Chinese-English bilingual edition of GDCA CP, and GDCA should make sure that
there are no material differences between the Chinese and English version.

1.3. PKI&5%# PKI Participants

1.3.1. B NEARSHIM Certification Authorities

LT IAMIEAR S5 MUK (Certification Authority, fEiFK CA) &MU IE T SE/A . GDCA &R
i (R NRILREBT2447E) . (BT IEIRSEEINEY HE, RERLMnEE =0
HLFIAMEAR S WA . GDCA idid 45 I Z i 138 Zp & B 1) % 07 EARMUR B b+, SR AHIE L
IEARSS S FBMBCN R FAMEE SIS 5 k. CA RIARAT P Ed T CA ZRIEfL
RIIARTE, ER—MEBDEMR CA, — MR CA B—HRIE PR R IR,

Certification Authority (abbreviated as CA) is an entity which issues certificates. GDCA is a trusted
third-party electronic authentication service authority established by law based on "Electronic Signature
Law of the People’s Republic of China" and
"Measures for the Administration of Electronic Certification Services". GDCA becomes a participant in
electronic authentication activities by issuing certificates and providing certificate verification services to
the parties who are engaged in electronic transaction activities. CA also means an element in certificate
architecture that is issuing certificates to terminal subscribers or subordinate CAs. Root CA is a special
entity, which is at the top of certificate architecture.

1.3.2. BN Registration Authorities

HEMALR (Registration Authority, f#i#8 RA) fAGE CA @A EMIEFE, HiAE g
&, HAEBIELEIE B RiEE . BT FARUEBHT, B AL, BTG #F 0 S REAHE .
HEF HTEE AT CA BURA 7V EN SRR 58 s E M, HEA i HE B3 58 45 CA BURA.
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CA B RA Rexf I & LILE J@E#EAT A, AR5 E R K RIEAZIER . Wk
BERAUET:, MNESHERIES FIEHE . RA & DURYET - & 2 HEHIET, REZ CA 5Bk
AR TR, JEREB IS REBHEEE £ (CRL)H .

Registration Authority (RA) establishes registration process, confirms the identity of certificate applicants,
and approves or rejects the request of certificate applicants on behalf of CA. Before a subscriber obtains
certificate, he/she must apply for a certificate as an applicant. Certificate applicants must follow
registration process established by CA or RA, and submit registration forms and related application
documents to CA or RA. CA or RA will authenticate applicant’s identity and other attributes, and then
decide whether accept or reject this application. If CA issues the certificate, the certificate will be sent to
the applicant. While RA could initiate certificate revocation process according to subscriber’s requests, CA

would be the only entity to complete the revocation operation and add the certificate to the certificate
revocation list (CRL).

1.3.3. 1] Subscribers

WP B CA SYGIES I s, BB 455 GDCAER A AL, 1T/ HHE
MNRZHHEFFA B AR R AA 2 W7 2 HE AN ORISR I & S 3L
NN EBRNFNE T I BAL RN AL EAE S RBUFHS., g A e
Bk, —BmE, AN ZAA RN SIS, X T 3% e,
SRR T VSR O R S NCRE RS 7N C PR A AR iR EE b L R S REA T SR VA o NP S EE i
I A A B A NI REFR 55 o

Subscribers, the entities that receive certificates from CA, include individuals and organizations accepting
certificates from GDCA. Subscribers and applicants would not always be the same; in this case,
applicants need to ensure that they have obtained explicit and appropriate authorization. Individuals can
be divided into a natural person and person who belong to an organization; Organization contains all
kinds of government organizations, enterprises and institutions and other social groups. Usually, an
organization has a legal personality or National Organization Code; for equipment certificates, due to the
particularity of the entity contained in certificates, subscribers are usually organizations or individuals who
own the equipment, and would assume the corresponding obligations.

WK EUE T A AT € e — 2R, 3G 65 E 5 — X N2 AR AL H ) e 24 4 o
Blo 1T FEA CP JE I AE FIE, JE&RIEA CP Z15E K X5

Subscriber is the unique entity with corresponding public key in certificate and has ultimate rights to
control corresponding private key in certificate. Subscriber should use certificates under CP restrictions,
and assume the obligations agreed in this CP.

1.3.4. HH 5 Relying Parties

WA TR AR B AMURAL . AR5 AT DUEIEFT . BATBUARAE
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HITF
Relying parties are entities who trust and use the certificates. These entities may, or may not be a
certificate subscriber.

FAFAR B A —KAET, HOBUTT D U0 IR T OS5 S, B A W E T 4R A1 R

(CRL) sifi ] OCSP Jy ANEWHIEFIRAS . (KA a2 28 1L £ R 1Y) B 4% 5 4 e {5 A — 5KIIE
15

To trust or use a certificate, a relying party must verify revocation information of the certificate by looking

up the Certificate Revocation List (CRL) or searching the certificate status with OCSP servers. Before
relying party trusts a certificate, a proper review process must be executed.

1.3.5. HAthS 52 Other Participants

Hh 2 5321679 GDCA I HL 7T IETE BFR R AR 55 1 HAb s 4

Other participants are the entities that provide related services in electronic authentication activities of
GDCA.

1.4. FFHRH Certificate Usage
1.4.1. EE IR Appropriate Certificate Uses

GDCA KT iEP il e, 1ZIRIEBRBMAE, #AEEMONMHE. B NETS
FRABIERZE L I EFi7r A OA RGEAE, HUIET FHRBEATI L AR5, W&ikE$s
FIRARRBEE By BEAT(S BOEIE NS S o B 1 BUOIE B FR IR T8 B A B9 A [F) T 3 BUIE
2 541, GDCA AT FUEF Al A2 S FHAE A IS F7 i 95 SRS, DASESN S 4y
WIE. B2 44 . RBEER s 45 H 1.

Subscriber certificates of GDCA are widely used. Different types of certificate are applicable for different
cases. For example, individual certificate is used for sending encrypted e-mails with digital signatures,
logging into OA system, etc.; organization certificate is used for online tax declaration, etc.; and
equipment certificate is used for identifying equipment and encrypting communication tunnels, etc. Apart
from different applications caused by the identity of the certification subject, GDCA subscriber certificate
can be widely used in e-government, e-commerce and other social activities to realize identity
authentication, electronic signature, and encryption of data etc. Meanwhile, it can be used to ensure the

validity and authenticity of identity between peers of communication via Internet as well as the integrity
and confidentiality of information.

GDCA iJ FuETs, MIheg L nT P & T 3124/ 2

Certificates issued by GDCA can meet the following security requirements by functionalities:
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® S Estt, fRIUERH] GDCA (SRR S5 HIE i & S & ikik.

® Authenticity of identity: the certification can ensure the validity of certificate holder using GDCA trust
services.

® GRS BB, fRUFKF GDCA Bl PRI T A, ] PAGIE S BIEALi# T
FErP R AR, KiEAEREERRS .

® Verification of integrity: the assurance to an entity that data has not been altered and further verifies
the consistency of information between sender and receiver using certificate of GDCA.

o (FEMNUENE, IRIEALIETT RO E B HIPLENE, A itir g e RGBT

® Confidentiality: the certification can ensure the confidentiality of information during transmission, and
avoid the leakage to other non-authorized parties.

®  HUIRAME, XHEEARSE H) AN AT (1 108 B 4528 4 BEAT BRI

® Non-repudiation: the certification can ensure the non-repudiation of transaction entities by verifying
the digital signatures.

RAEUE T2, GDCA A R HFIEHAFE N NER . PUSEIER. W&BIED. 4
B 2AE 4. SSLITLS RSS2 BRUFE 1. RIS LZ 2K EH4E, Hi.

According to the type of certificate, the certificates signed by GDCA include Individual Certificates,
Organization Certificates, Equipment Certificates, SIMIME Certificates, SSL/TLS Server Certificates, and
CodeSigning Certificates.

® X T AKIEFFNEEIUES, GDCA P KIE B 250, BT, A
PRI BRGEAR, SO N 438, Kalblm, 2o, )77 308K ;

® For Individual Certificates and Organization Certificates, GDCA classifies them into four categories
according to the security level, authentication method, and private key protection mode of the
certificate. The higher the class, the higher the security level, and the more strict the authentication
method;

® N TZAEMMIEEY, B RIERMZEER. AN E, 7l AR
BEFIEF . NN AV BEEEIEF . HL (OV) B IEBFIHL AN (SV) HEEHIE
Si

® The S/MIME Certificates are categorized into three types based on the intended security levels and
authentication methods, as follows: Basic SIMIME Certificates, 1V S/IMIME Certificates, OV SIMIME
Certificates, and Sponsor-validated (SV) S/IMIME Certificates;

® T SSLIR%#s2KiEf, Y43~ DV SSL (Domain Validation SSL) iE45. IV SSL
(Individuals Validation SSL) iFf5. OV SSL (Organization Validation SSL) iiF 54l
EV SSL (Extended Validation SSL) 1iiF 135

® For SSL Server Certificates, there are DV SSL (Domain Validation SSL) Certificates, IV SSL
(Individuals Validation SSL) Certificates, OV SSL (Organization Validation SSL) Certificates and EV
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SSL (Extended Validation SSL) Certificates;
o i FAUEAEAUES, X N iE ISR A UE A EV AR RS 44 R

® [or CodeSigning Certificates, there are normal CodeSigning Certificates and EV CodeSigning
Certificates;

® ISR, WTAIRGIE P AN XS H AT 702K
® Equipment Certificates and Timestamp Certificates have no classification.

WP AT DURYE SR 22, B AW g R AR &8 IE 2R, ARPIESRA A
[7] F) S VL

Subscriber can choose suitable type of certificates based on actual requirement. Different certificates are
applicable for different cases.

1.4.1.1. N ANZKIEF Individual Certificates

MR 2N NIIECTAESS, D AEAE A RN E SN GL, ASS 6. 4l A T4k,
ANANFGER AL B 1R NIES. 5 2 B NIEBAEN T SSUTLS il
AL

Individual certificate is a digital certificate that is issued to the individual, including natural person or
personnel with specific identity, such as civil servant and employee, etc. There are four different types of
individual certificates (Type | and Type Il individual certificates are not applicable to SSL/TLS certificates
and code signing certificates):

%1 RN MNEP——IRBHE M L5 AL R P A KA IED e, & TR 2900 )
R BT S 1 R NIEBI IR S 5k, GDCA R Rl il e &2 5 &
DR Al . FHLSRSSE, i UE A T A RS IR LT R E A4 L B U I A
To it AR B 3 UE W K INGIAE 53 55

Type | individual certificate provides the basic authentication function in the process of online information
transmission, which is applicable for the cases of the low security requirement. There is no need to offer
identity information when applying for the Type | Individual Certificate. GDCA just need to verify the
information submitted by users, such as e-mail address, mobile phone number and so on. Type |
Individual Certificate can be used for e-mail signatures with low security requirement, client-side
authentication, and small transactions that do not require any identify certificate etc.

% 2 R MNEP——RMAER 5 BT RE PR S NIE. 5B InE 72457
B, WX e — g ERK B U RIS 2 R NIEB R T A IR &4 5ERHE
&, GDCA FIUEM iR e iR, 2y, Ul Al 58 =07 it e 45 7 s A A
M EE, ZEBRA T ERMIANEES . PR 5%

Type Il individual certificate provides the identity authentication, data encryption and digital signatures etc.
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in the process of online information transmission. It is applicable for the cases of the high security
requirement. When applying for Type Il individual certificate, GDCA requires the applicant to provide
some personal information, to verify the information submitted by users and, if necessary, to authenticate
the identity of the individual through an authorized third-party database. Type Il Individual Certificate can
be used for login through internet and the transactions with medium amount payment.

58 3 A NIEH——SLHE W _EA5 B ARSI R P 22 2 Bm 1 S AIE . {5 BN A
Py 2 EIae, G TX 2 BRI N . HIEEH 3 8N NIEH fF iR dte B
SO E B SR IEREL, GDCA 2Bt Sy Bk K B A RHEAT IR, S8k 105 20nT Bhd i
By MU 8 AT SUEEAT B B R RS B S BB =T Bl P A5 B AT B
XFIRIE,  IZAEAS N T3 8 N R e A B A IE S BRI 17 5558

Type Il individual certificate is used in the process of identities authentication, information encryption and
digital signatures etc. during online information transmission with higher security level, applied for
application areas with higher security requirement. GDCA requires the user to provide complete identity
information and application materials when applying for the Type lll individual certificates. The GDCA
must authenticate the identity data and application materials through voices, videos, photos, etc., or
compare the information with authoritative third-party database. Type Il Individual Certificate can be used
for the authentication of specific application system and e-commerce transactions with large amount
payment.

5 4 A NIEB——SZIE W A5 B3R T 2200 fm S AE. 5 8nE
Ry Thae, GHTWZEERIRE MM AU FIE% 4 20 NIEH I f R Ahe B
S5 B AR, GDCA W ZUEIE . MUF. A A5 Bl S i o 1 ) 265 1) 4507 kAT
FiA,  BRANE LA ZIURE HF 5 228 1045 S-S BB = Bl e o 145 AT B e, Ak
IV R AR il 3 BN ER R R s

Type IV individual certificate is used to achieve the highest security level of identity authentication,
information encryption and digital signature functions during online information transmission. It is applied
to the cases with highest security levelst. Users are required to provide complete identity information and
application materials when applying for Type IV individual certificates. GDCA must verify the identity by
voice, video, photograph, or face-face verification, etc.; in addition, GDCA must compare the information
with an authoritative third-party database. Type IV Individual Certificate can be used for the signing of
electronic contracts and large amount payment of e-commerce transactions etc.

1.4.1.2. HLHKIEH Organization Certificates

MR AN BCFAE T, VAR AFL RS . BURHLOG. 2 F1E%. GDCA AER
1 ZBRN5E 2 EHURIER, RAREE 3 5MIE 4 BHIEF:

Organization certificate is a digital certificate that is issued to organization, including enterprise, institution,
government and social organization, etc. GDCA does not issue Type | and Type Il Organization
Certificates, and only issues Type Il and Type IV Organization Certificates.
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5% 3 RHUVIE P ——SEIUAE M EA5 AR P B IE . {5 BN Ak 7254 %57
fE, G TR 2 A EORE R AN AT FRE 2R 3 SRHUIE FI fed it e BE 1) & 5 S8 S
THAEL GDCA U HURTEAF TR K S AP RHEAT IR AIE, S8R A7 30T DO I 18 5 - AU
8 S5 7 AT B EICHs FR IR A 1R SRR 2 S BUBEE = U7 Bedie o v AR BT B BRAIE, 1%
UE-P N TR B R GEI S NIE . BT840 I 5«

Type lll Organization Certificates are used for authentication, information encryption and digital signature
in the process of information transmission on the Internet. It is applicable for the cases with high security
requirements. Subscribers are required to provide complete identity information and application materials
when applying for Type Il Organization Certificates. GDCA must verify the identity by voices, videos,
photos, face to face verification or compare the information with authorized third-party database, etc. The
certificate can be used for the authentication of specific application system, digital signature, and
encryption etc.

5 4 FHUVRIEB——SEBE W _E A5 BAREE R T 2 200 s i B i aiE . (5 B & A%
TREVEIIRE, TR R EORAR E N AR FRIEER 4 REUVAIEF f e ft e B &
{5 B HEM R, GDCA AU 15 MU 471 18 5% I St e i F 24 1) 55 07 gt AT
W, AR AU BE SR A IS B SRS = T B B 1045 BT LEXS IR, %R R
MTHTERMZT KRBT RS LS.

Type IV Organization Certificate is used to achieve the highest security level of identity authentication,
information encryption and digital signature functions during online information transmission. It can be
used in the cases with highest security level. Subscribers are required to provide complete identity
information and application materials when applying for a Type IV Organization Certificate. GDCA must
verify the identity by voices, videos, photos, face to face verification, and compare the information with
authorized third-party database. The certificates must be used with USB Key. They can be used for the
signing of electronic contracts and e-commerce transactions with large amount payment etc.

1.4.1.3. %&ISIEH Equipment Certificates

RIANUA 25 P e HOBUFUE TS, W BFE RS A% B kdb . BRI dsas, BUSRuEFal s 1 1 K
ERABSIE, B2 eE RafesE. B, 250R55 &MU BIUE T3 30 4 w] L2
5o DRk R 55 28 ) S 47, RGN EE SSLITLS N e LA Uy AT I 231

Equipment certificate is a digital certificate that is issued to equipment, including servers, firewalls, routers,
and etc. It is usually used for network equipment identification and secure communications. For example,
certificates issued to servers enable browsers to authenticate the identity of website with certificate and
create SSL/TLS channel for secure session.
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1.4.1.4. ZEMHEIEES SIMIME Certificates

22 MR UE A5 — FBCE ] 08 B AP P o s AN 25 44 DA K i R Bt ) 22 e, —
T ) AORIE BSOSk, 5 — D5 T DR 17 S A S R o AS At N Pl s S B
I B BB RSB BEATIGAIE, A OR BT B A 2R PR e B A

2 MR ARIESON A RIAT AR K450 75 2 SEREAEPF =+ A 98k i 7 B R bk
PR PR AN AR 3 MR ik B AT 5 R SE S s IV BRAFIEAS % TTREXE AN A 7R
PEHAERT AR FEHIBLLAS N7 M Ik 3 1 BCSe B BEAT BIE s OV IRAFHIEASRR 1
SR HL T B PE AR P AR SEHIRL ISR B B IR B R AU IR JUSE By AT BRI SV
HUAAS D BBAUESS, B T 30AE L MR B BT A AL AL, 3456 - M - BT I
HUR R ARS8 B4 EAT BT

S/MIME Certificates are generally used for encrypting and digitally signing e-mails and ensuring secure
data transmissions, the certificates can ensure the authenticity of the identity of an e-mail sender and
guarantee that the e-mail will not be read or tampered by an unauthorized party during the transmission,
and the certificates will be verified by the recipient of the e-mail to ensure the integrity of the e-mail.

When it comes to the authentication in relation to S/MIME Certificates, GDCA follows different
authentication methods based on the types of the certificates: for Basic S/IMIME Certificates, GDCA only
validates the ownership and control of an e-mail address and will not validate the identity of the e-mail
address owner; for IV S/IMIME Certificates, GDCA validates both the ownership and control of an e-mail
address, and the identity of the individual who owns such e-mail address; and for OV S/MIME Certificates,
GDCA validates both the ownership and control of an e-mail address, and the identity of the organization
who owns such e-mail address. For Sponsor-validated (SV) S/MIME certificates, GDCA validates both
ownership and control of an e-mail address, and the identity of the organization as well as the individual
affiliated to the the organization who owns such e-mail address.

1.4.1.5. SSL ARZ-3FKAEH SSL Server Certificates

SSL/TLS RS 25 2K0F Fbril Web P3GEE Web IRSS 2500 B4y, 7T LA T-31F B WA ol 1) &
PrEE B, $RAE SSLITLS jn#imiE, MMIHTHELT . IATHZE LB .

SSL/TLS server certificate is a digital certificate that identifies the website or server, applicable for
verification of website certificates and provides SSL/TLS channel. It cannot be used for signature or
verification of transaction and payment.

GDCA JiZ5 & ) SSL Mk 55 #RAUE B 45 LA T DU Ab:
SSL server certificates of GDCA include the following:

® EVSSLiFF (Extended Validation SSL Certificates), B#™ 56 iF Al IR 2% 244F 1

® EV SSL certificate (Extended Validation SSL Certificates), the extended validation SSL certificates.

31



Il semnnnnaemes

Soon S GDCA {E-55kmE (V3. 1 fi)

® OV SSL i+ (Organization Validation Certificates), B[ 75 Z2E6IE [’ ik FIT A AL EL 52 B
T AR HEDY SSL IR+

® OV SSL certificate (Organization Validation Certificates), the SSL certificate requires to verify the
identity of the organization that owns the website.

® |V SSL iF# (Individuals Validation SSL Certificates), B 75 3E50IF N4 E # /NN &
Py bR SSL AEF

® |V SSL certificate (Individuals Validation SSL Certificates), the SSL certificate requires to verify the
individual identity of website owner.

® DV SSL iFf5 (Domain Validation SSL Certificates), B[ H 5&iF ¥ ik 38,42 Fir A AU 1 5
A SSL iEH

® DV SSL certificate (Domain Validation SSL Certificates), the SSL certificate that only verifies the
ownership of the website.

Hodr, OV SSL F5. IV SSL i 5 a] SZEIL R 356 41235 (25 B 25 DL K% R s £ 473 IR B8 IE T R
DV SSL iE+4 REEHE MG 12515 BRI ThRE. EV SSL iFPi¥E (GDCAEV iEH %), A
CP AN X gk 47 HAK )ik .

OV SSL certificate and IV SSL certificate provide the functions of information encryption and verification of
website identity. DV SSL certificate only provides information encryption. The issuance and usage of EV
SSL certificate conforms to “GDCA EV CP”, which is no longer covered in this CP.

SSL Hi 5% aR P AN R HA ORI, ks ds . BUFIR AL 4

The types of domain names in SSL/TLS server certificates are not restricted, e.g. .com, .gov etc.

1.4.1.6. RASZE4HKIEFH CodeSigning Certificates

FRBS2E 4 FEUE B bR IR FORIR B P, HBEH T3 R v 4, MG
TR 5 SO I sE RN -

CodeSigning certificate is a digital certificate that identifies the source or owner of the software code. It
can only be used for digital signature and cannot be used for transaction, payment and encryption, etc.

AL A RUEFST P b AR, AP IR TXRE RS mEiis., &
BURAF . BRI E N

Subscriber must commit not to sign malicious software, virus code, infringement software and hacker
software using CodeSigning certificate.
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1.4.1.7. BTAJERZEUEFH TimeStamp Certificates

I TR 5 5 B I IRk 25 4, SR 2 2 T e -

Timestamp Certificates are mainly used for Timestamp servers to provide digital signature service.

1.4.1.8. ZZREFHUET KIS RFRIRAF CP Object Identifiers of Certificates

FEZR CP A O RESRAEAS (IEAS BRI I 7> FiE — N — R0 S IR T, BRI R

We assign a unigue object identifier to certificate policy items of different types in this CP, the regulation is
as follows:

%tF H1 ROOTCA (RSA) iEH5. GDCA ROOT CA iE-5. ROOTCA (SM2) . GDCA ROOT
CALIE-BAE R CA B2 kK I FHIES, IFHRIEARIRTF (OID) 41T :

5 1R NIEP5ERE: 1.2.156.112559.1.2.1.1

2 B NAEP 3RS 1.2.156.112559.1.2.1.2

% 3 A NAET5EIS: 1.2.156.112559.1.2.1.3

554 KA NIEP 5K 1.2.156.112559.1.2.1.4

%5 3 ZRHUME P 5 1.2.156.112559.1.2.2.1

55 4 R UME P g 1.2.156.112559.1.2.2.2

WA IE 5 R M%: 1.2.156.112559.1.2.3.1

IR AE g+ 1.2.156.112559.1.99.1.1

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL, the allocated policy OIDs are as follows:

Type | individual certificate policy: (1.2.156.112559.1.2.1.1)
Type Il individual certificate policy: (1.2.156.112559.1.2.1.2)
Type Il individual certificate policy: (1.2.156.112559.1.2.1.3)
Type IV individual certificate policy: (1.2.156.112559.1.2.1.4)
Type lll organization certificate policy: (1.2.156.112559.1.2.2.1)
Type IV organization certificate policy: (1.2.156.112559.1.2.2.2)
Equipment certificate policy: (1.2.156.112559.1.2.3.1)

Certificates for test purpose: (1.2.156.112559.1.99.1.1)
XtF H GDCA TrustAUTH R5 ROOT #E15. #zhf 4t R5 #R CA iE 5. GDCA TrustAUTH

E5 ROOT 2 A HIH 2k CA s KA e, IEH 5N (OID) KA T
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UEFR5) RIS R AR RTF FHRHE &iE
T fgfﬁi&’ Heesedn, OIS 8 e a1
AN Hhe N It
;E%)A 11 1.2.156.112559.1.1.1.1 SRR R I 7S T ii;ifj?ﬁé
o L I 2 A 47 °
Adobe X B Brss, Ak
P gy | D02 LLLL e . Adobe ORI
SAARE: B4, PN,
WU/ AHE | 1.2.156.112559.1.1.2.4 | #Ehn=s,
I F 2.23.140.1.5.3.2 WSRO i S IR,
H T IR R4
SAARE: B4, PN,
HURIBEAIE | 1.2.156.112559.1.1.2.1 | #Ehn=s,
1 2.23.140.1.5.2.2 WO SRRV B IR S IR,
LT BB EE R
FHRNE: BUrss, B, #H
A NHRAEEIE | 1.2.156.112559.1.1.2.2 | #Ein,
B 2.23.140.1.5.4.2 MR R BN F V. % P I S RAIE,
L MR DR 3
FHRNE: BUrss, B, #%
FEREHBMIE | 1.2.156.112559.1.1.2.3 | #Ehn%,
B 2.23.140.1.5.1.2 WO BT F V. % P I S KT,
L WA DR 3
X BN B4, s,
DV SSL 1.2.156.112559.1.1.4.
o SSL ik - SSSOLLAS | sk % P RE |
T 55 % B A BRAILE o
X S Brks,  wEne.
%V SSL ik ;2';5263'11155?2'12'1'4'1 BRI E OE
DR R 5528 G 56tk .
X B Borss, PN,
'%f SSL i ;2';5263;11155?2'13;1'4'2 SR I 2 T
T 55 %5 B A BRAILE o
X S Brks, PN,
2’ SSL it ;2';5263'11155?1'1'1'6'1 W R v 7 P T
T R 5528 G 36l
EEACG 2 A B4,
goipgy | DAL e . fRae g
EV ARiE% | 1.2.156.112559.1.1.7.1 | S5 $ivs 4.
AL K 2.23.140.1.3 Whom RS VL RS 4 .
B B
S EIRGE T | 12.156.11055011.8.1 | & DoHik: B

WA YIVE: AR

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #(ZzH4{
R5 ## CA iE1), and GDCA TrustAUTH E5 ROOT, the allocated policy OIDs are as follows:

Types of Certificates

Policy OIDs

Key Usages

Remarks
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Email Certificates
(Previously the Type |

Individual Certificates)

1.2.156.112559.1.1.1.1

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,

Email Protection.

This policy OID will
not be wused to
identify the email
certificates as of 1

November 2022.

KU: Digital Signature, Non
Repudiation.

Adobe PDF signing
. 1.2.156.112559.1.1.1.2

certificates EKU: Adobe Document
Signing.
KU: Digital Signature, Key
Encipherment, Data

sV S/MIME | 1.2.156.112559.1.1.2.4 Encipherment.

Certificates

2.23.140.1.5.3.2

EKU: Client Authentication,

Email Protection.

OV S/MIME Certificates

1.2.156.112559.1.1.2.1

2.23.140.1.5.2.2

KU: Digital Signature, Key
Encipherment,
Encipherment.

Data

EKU: Client Authentication,

Email Protection.

IV S/MIME Certificates

1.2.156.112559.1.1.2.2

2.23.140.1.5.4.2

KU: Digital Signature, Key
Encipherment,
Encipherment.

Data

EKU: Client Authentication,

Email Protection.

Basic S/MIME

Certificates

1.2.156.112559.1.1.2.3

2.23.140.1.5.1.2

KU: Digital Signature, Key
Encipherment,
Encipherment.

Data

EKU: Client Authentication,

Email Protection.

DV SSL Certificates

1.2.156.112559.1.1.4.3
and 2.23.140.1.2.1

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,
Server Authentication.

OV SSL Certificates

1.2.156.112559.1.1.4.1
and 2.23.140.1.2.2

KU: Digital Signature, Key
Encipherment.

EKU: Client Authentication,
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Server Authentication.

KU: Digital Signature, Key

3 1.2.156.112559.1.1.4.2 | Encipherment.
IV SSL Certificates

and 2.23.140.1.2.3 EKU: Client Authentication,
Server Authentication.

KU: Digital Signature, Key

3 1.2.156.112559.1.1.6.1 | Encipherment.
EV SSL Certificates

and 2.23.140.1.1 EKU: Client Authentication,
Server Authentication.
Standard Code Signing KU: Digital Signature.
. 1.2.156.112559.1.1.5.1
Certificates EKU: Code Signing.

EV  Code Signing | 1.2.156.112559.1.1.7.1 | KU: Digital Signature.
Certificates and 2.23.140.1.3 EKU: Code Signing.

KU: Digital Signature.
TimeStamp Certificates | 1.2.156.112559.1.1.8.1

EKU: Time Stamping.

1.4.2. FR &) BUE 5 R Prohibited Certificate Uses

—fRIME, GDCA k2 —fME HIEIHIESS, AT AN [F 0T < A AH EL R . A
ik, GDCA EREDIRE AR ZBIRGEIN, WM EBREBER TN ANHEPNE, AR
NGBS HPERAE . 5P HRBA—SHEES, ANEA CP RN E{E.

In general, GDCA certificates are general certificates. These certificates can be used among different
relying parties for mutual operations. However, some features of the certificates are prohibited. For
example, the Individual Certificate can only be used as individual case rather than the cases being used

as Equipment or Organization Certificate. Certificates shall not be deemed as trusted by this CPS if they
are not corresponding to their respective usages.

UEP AR AR AR e B SE . IR B X 2 e i N, th 2R I AR AR ik
ARG S BRI A O S5 A, 5 I g R R SR i B SR

The certificate is prohibited to be used in such circumstances, such as any violation of state laws,
regulations and national security or legal consequences, in addition, a certificate is prohibited to be used
in business that involves criminal activities, or in business forbidden by laws, otherwise all legal liability
that triggered by this will be taken consciously by user themselves.
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1.5. $EBREH Policy Administration
1.5.1. S SCRYE BEHLM Organization Administering the Document

GDCA %45l 2% b1 o7k GDCA HL T YL AR 55 AT Sl 1) o e B BEALRY, S0 53110 o 4
IRIfEREAS CP,

GDCA Security Policy Committee is the highest management authority responsible for review and
approval of electronic certificate services, as well as the highest decision organization to perform
inspection and supervision of the CP.

GDCA %A RIER Ao HkE TAREHZE, TEHOG. EHhL. BoRP. Bk
55 HL ST PR A IE AR LK

GDCA Security Policy Committee is assigned as the document management authority responsible for
establishing, publishing and updating this CP. The committee consists of the relevant representatives with
the right of decision-making from GDCA's management, administrative center, marketing center,
technology center, and and customer service center, etc.

GDCA % 4= FMs 2 1 2 I ITAT R B3 A A UIE A5 SR BEAT 7 BT HERS , 2 247 — 2RO E AL,
INSRIEEAE, 2 32 AR X R ERL

Member of GDCA Security Policy Management Committee has the right to vote over management and
approval of certificate policy. The Chairman of the committee may have two votes for decision in case of
tie of votes.

A SRS SO R Ah A 5555 H AR AT BUE BT D298

Consultation of this policy document to the external parties and other routine jobs are undertaken by the
administrative cernter.

1.5.2. BEZ& A\ Contact Person
1.5.2.1. iEH I 4 Certificate Problem Report

RS ) e o5 SR P s SR A8 LT 7 sl —3R58,  HAEBas i R L AL S E
R4

® LIl 4: webtrustreport@gdca.com.cn; B{

® Huf:. 95105813

Any certificate problem reports or certificate revocation requests shall be submitted through one of the
following ways and certificate revocation requests must be submitted in writing:

® E-mail to: webtrustreport@gdca.com.cn
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® Call: 95105813

1.5.2.2. CPS |4 CPS Related Issues

BRERI]: GDCA 1T HEUEHEHEI]
Contact Department: GDCA Administrative Department

RN £t

Contact: Ms. Wang
kbl gdca@gdca.com.cn

E-mail: gdca@gdca.com.cn

Bt A HLE: +86 20-83487228

Tel: +86 20-83487228
Hohib: A NRILFIET RAET MRS X AR RS 112 S ERILEFRCE 30 £ 3001 =

Address: Unit 3001, 30F, Pearl River International Building, No. 112 Yuehua Road, Yuexiu District,
Guangzhou City, Guangdong Province, the People’s Republic of China

B4 : 510030

Postal Code: 510030

1.5.3. WRE CP RF& RIS HIHLF Committees Determining CP Suitability for the

Policy

7 CP 1 GDCA % 4= TR is 2 ik, B354 CP KBTI MR AR T,

This CP and the corresponding modifications and version changes should be approved by GDCA Security
Policy Committee.

GDCA %4 52 i 2 71 51 Pl GDCA 1) CPS 2 K7 & A CP, Z&Ht#EFI P2 GDCA [
CPS 15 574 CP fHi& M I o

GDCA Security Policy Committee is responsible for assessing whether GDCA CPS is in accordance with
this CP as well as approving and deciding whether the CPS of GDCA corresponds with the CP or not.

1.5.4. CP #tHEFERF CP Approval Procedures

A CP i GDCA Z4RMEE REFAL AT REESMHLA RN GILE SR, #%2
GDCA %4 R R H 1%

The CP is drafted by the director and secretary team of GDCA Security Policy Committee. The CP is
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submitted to GDCA Security Policy Committee to for review after the draft.

1.5.5. CP f&i] CP Revision

GDCA Kt CP HEAT ™ kg BURCA T2, I 22 2 SRId & R ST S F HL.

GDCA R4k [H X BRI FORZR L BRI Sk 55 K G B A HET 4 CP, [4]
5%t Hi GDCA TrustAUTH RS ROOT HE45 . ##if 4 RS #R CA 45 GDCA TrustAUTH E5
ROOT 2 KMt CA i KA EIE %, GDCA & R#E CAB iz

(https://www.cabforum.org.) & i ) 587 i A< ) Baseline Requirements. EV Guidelines. Code

Signing Baseline Requirements. S/MIME Baseline Requirements A2 NCSSR )33k & IS &1 CP.

CP % 5 /NAMRAE AR RIS DL E CPAETT I, $24 GDCA % & HIEE R H i, &%
e, 1E3U7E GDCA B J5 s & A .

A CP Z/DFHEMBIT —Ik. WRTNENS), WESERA S EF AT R A0 6]
FABITiE %

GDCA will implement strict version controls on this CP, and such work will be arranged by the GDCA
Security Policy Committee.

This CP will be updated timely in line with the changes of national policies and regulations, technical
requirements, standards and business development. Meanwhile, for the publicly trusted certificates
issued by the subordinate CAs that are issued by GDCA TrustAUTH R5 ROOT certificate, %z it R5
& CAETS and GDCA TrustAUTH E5 ROOT, GDCA shall also update this CP according to the latest
versions of the Baseline Requirements, the EV Guidelines, the Code Signing Baseline Requirements,
S/MIME Baseline Requirements and the NCSSR of the CA/B Forum (https://www.cabforum.org).

This CP is updated at least once every year. Even if no other changes are made to the contents of this CP,
GDCA will increment the version number and update the release date, effective date, and the revision
records of this CP.

1.6. EXFZEE Definitions and Acronyms

1.6.1. AiEE X —Y¥E List of Term Definition

ARiE & X
GDCA LA KIEZ 14x | GDCA WIENRSS 14 F P 11 e e S s A B M BXHLAG AT CP — 3
PE U E LAY
HLFUIEAR S5 WL BTN, BR, R EEIE BRI . ZARIEEH
T4 CAs 2k CAs.
ML ML (Registration Authority, RA)D 1 5t &b FHIE 15 H il
FAEFAT P IIRSSE K, I RSB INERS AN,
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ZAEAS I EALE M RR A SEAR, SO IR FE AT
S bR, AR B IR R IE R, AR AR
HR 55 AL ik v S Ik B B B I R

WEf B AR T, TR AH5 S 0m9E.

WE-P R 712 HI 28 AR 0 F T UGIE RS LA (CAD B IR AT 8725 44
e J SR ) AR IR A5 ) e B (RIS 3R

LA TR MY 55 R0 FIBGE-BESL, 2K, B S BIHESE ) — 0 AT

4 44 R G0 o e B R IR

e 4= IR E A BUFE BRI R G0 A s 0 RAR S A

FELAE PR PML FELGAEF R B M, P AT L FH A4 i S i 7 IE 45 Y
WA

A X REE B TR IR I B S T S 5, T
B, Nl B B A BN B g s B

A YD T AR RRA B AT, AT RSN
i, DAxse 5 AMERBAVH— IR QR B 2544, K&/ek
AT ISR R, DUMESCH RO PR A 2 T 0] 2R 15 BT
R o

N EHHE Rt —HAFERE A AR AR A ATHERE %, H
THRIET AHFMEHGEB A EE. SR, B
LA I RE -

NSRS F 3 A N AR IE 5 MBS AR T 2UAE )32 AT F A S A
HERE, AT RIS FE TS

B ) T A% CP %715 8.3 Pk EK 1) H AR N 52tk

(5 WA ROIE T H SR A BEA SEAA .

i WRERAETS I E AR N BIE R SE A, HAZAT P i A Y 46K
AP EPAPNEIRPRE SR

ADRNN WIEIR SR SUES FTE ANAT 7 Z A 2 BORE T
F IR 5 5T

WebTrust CPA INZ K& IE AR S AR ¥ WebTrust I H AT bRt o

Term Definition

GDCA Security Policy

It is the highest management and monitor function for CPS and the

Committee decision-making agency pursuant to CP within the GDCA certification
services system.
Certification Authority An organization that is responsible for the creation, issuance,

revocation, and management of certificates. The term applies equally
to both Roots CAs and Subordinate CAs.

Registration Authority

A Registration Authority (RA) is responsible for processing service
requests from certificate applicants and certificate subscribers, and
submitting them to the certification authority for the final certificate
applicant to establish registration process. RA is also responsible for
identifying and verifying certificate applicants, initiating or transferring
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certificate revocation request, and approving certificate renewal or
re-key request on behalf of the certification authority.

Certificate

An electronic document that uses a digital signature to bind a public
key and an identity.

Certificate Revocation List

A regularly updated time-stamped list of revoked certificates that is
created and digitally signed by the CA that issued the certificates.

Certification Practice

Statement

One of several documents forming the governance framework in
which certificates are created, issued, managed, and used.

Domain Name

The label assigned to a node in the Domain Name System.

Fully Qualified Domain
Name

A Domain Name that includes the labels of all superior nodes in the
Internet Domain Name System.

Online Certificate Status

An online certificate-checking protocol that enables relying party

Protocol application software to determine the status of an identified certificate.

Private Key The key of a key pair that is kept secret by the holder of the key pair,
and that is used to create digital signatures and/or to decrypt
electronic records or files that were encrypted with the corresponding
public key.

Public Key The key of a key pair that may be publicly disclosed by the holder of

the corresponding private key and that is used by a relying party to
verify digital signatures created with the holder's corresponding private
key and/or to encrypt messages so that they can be decrypted only
with the holder's corresponding private key.

Public Key Infrastructure

A set of hardware, software, people, procedures, rules, policies, and
obligations used to facilitate the trustworthy creation, issuance,
management, and use of certificates and keys based on public key

cryptography.

Publicly Trusted

Certificate

A certificate that is trusted by virtue of the fact that its corresponding
root certificate is distributed as a trust anchor in widely-available
application software.

Qualified Auditor

A natural person or legal entity that meets the requirements of section
8.3 of this CP.

Relying Party

Any natural person or legal entity that relies on a valid certificate.

Subscriber

A natural person or legal entity to whom a certificate is issued and who
is legally bound by a subscriber agreement.

Subscriber Agreement

An agreement between the CA and the Applicant/Subscriber that
specifies the rights and responsibilities of the parties.

WebTrust

The current version of CPA Canada’s WebTrust Program for
Certification Authorities
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1.6.2. YEmsE K H A X — %% List of Abbreviations and their Meaning
CA Certification/Certificate Authority BT UGEIR S WL
CAA Certification Authority Authorization DAENUR AL
CP Certificate Policy EF S s
CPS Certification Practice Statement 1T e 2% 10 )
CRL Certificate Revocation List TEBROE %
CSR Certificate Signing Request TEF 38 sk Sk
DBA Doing Business As RIS
DNS Domain Name System W4 2%
EV Extended Validation 3 I TE /1 BRI
(US Government) Federal Information Processing CEEPBUT) B B Ak
FIPS Standard
HbRE
FQDN Fully Qualified Domain Name s A TR R 4
Global Digital Cybersecurity Authority CO., LTD. H 22 B AR 4 0 TR
GDCA
A
gTLD Generic Top-Level Domain i T 4
IANA Internet Assigned Numbers Authority B 4 S 43 BT
Internet Corporation for Assigned Names and HELN 4 7 5 52 4 i
ICANN | Numbers
IR
1SO International Organization for Standardization BRAT AL ZH 21
KM Key Management 2L 3
LDAP Lightweight Directory Access Protocol BB H T YL
LRA Local Registration Authority A HEE LA
OCSP Online Certificate Status Protocol TEEIRATMYL
State Cryptography Administration Office of i K75 5 L 4% 1R
OSCCA | Security Commercial Code Administration of )
China IVAE
PIN Personal Identification Number AN TS
PKCS Public KEY Cryptography Standards N BB B L AU
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PK| Public Key Infrastructure N LR
RA Registration Authority FEM LG
Request For Comments VA SR VPV R 4 (— Bl BB
RFC s
W bR TEE)
SSL Secure Sockets Layer GEBERET
TLS Transport Layer Security B2 2724
AATL Adobe Approved Trust List Adobe HE(SEHIE

2. RAi 518 B EFFE Publication and Repository Responsibilities

2.1. {5 B JFE Repositories

GDCA {5 B PER— XA TFIE B, EREEIAE BURES & S5iF i K 1E R
GDCA 15 BN AAFHEAR T LN A%: CP #1 CPS BUATH SehiA . iEH. CRL. 11/
s, LA B B GDCA TEL E R AT IS B . GDCA i K R AT EFFIEFS . CPS &1 Al
EHREIEENZ . GDCA 15 B ZEr LB MhE:  hitps://www.gdca.com.cn #if], ki GDCA
i 46 5 L e IR R A

GDCA repositories are open to the public. It can store, retrieve certificates and their related information.
GDCA repository includes but not limited to the following: current and historical CPs and CPSs,
certificates, CRLs, subscriber agreements and other information published by GDCA when necesary.
GDCA will release certificates, CP and CPS revisions and so on timely that must remain consistent with
the CPS, relevant laws and regulations. You can search at https://www.gdca.com.cn or via any other
communication methods specified by GDCA at any time.

2.2. {8 BB1&A Publication of Information

GDCA 7EH J7 M https://www.gdca.com.cn KA {5 B E, %Ml GDCA kAT E1E B
BRE B, R, BBURIRIE,

GDCA publishes repositories on its official website (https://www.gdca.com.cn). The official website is the
primary, most prompt and authoritative channel to publish all information about GDCA.

GDCA it B RS 88 R ATIT P IEH A CRL, 1T/ Bk # 77 T LUE 17 1] GDCA [
B W SREGIE T3 A5 S A IE A2 AR, GDCA $2fEfELiE R EE RS, 1T/ 8k
W7 AT S A WE B RPRSE S .
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GDCA publishes certificates and CRLs via LDAP. Subscriber or relying party can obtain information of
certificates and CRLs through GDCA'’s official website. Meanwhile, subscriber or relying party can get the
current status of certificate instantly via OCSP service provided by GDCA.

[FlIEf, GDCA i 2 R4 ZER HUH A AT RE 2 UEAT 15 B R AT o

Meanwhile, GDCA may also release any related information in other possible forms.

2.3.  RATHKIE E)FIZ Time or Frequency of Publication

GDCA TET FE AR B A, 8B 77 Wk H SAE i1 CRL K A7 »

%1/ ROOTCA (RSA) iE45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIEBZ L MIhg CA FrZs K (AT FAE+, CRL KA 3 8 /it

Xf ¥ i1 GDCA TrustAUTH R5 ROOT k4. #rZ X RS # CA iE15. GDCA TrustAUTH
E5 ROOT 2K (K 2% CA 25 R IGAT FE+, CRL &AM A 24 /N,  H. nextUpdate 7B
[FMEANKE H thisUpdate {E 1) 10 KA

FERZIESLE, GDCA AILAEATHREIEFHM CRL HIRATIS A, GDCA #EFE KA —Ik
HLFUAE RS WL CAE B FI%R (ARL).

GDCA releases automatically the latest certificates and CRLs via its official website when the certificates
are issued or revoked.

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CALl, the CRLs are issued every 8 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #ZH 4%
R5 i CA L5, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and the value of the
nextUpdate field is not more than ten days beyond the value of the thisUpdate field.

In particular, GDCA can choose time to release the certificates and CRL in case of an emergency. GDCA
releases CRL of CA (ARL) every year.

5 AR N R B AT [RIFNSZ, B GDCA LM tRoE, IXFR AT 1% A2 A I
R, I HARAT B [ SRR BRI o

GDCA can individually choose the time and frequency of releasing other information of repository. The
release is efficient, timely and consistent with the requirements of the laws.

2.4. {2 BEViH#EH] Access Controls on Repositories

GDCA {7 B M5 RS Sb AT R AT, AR ARG A, XX 845 2 BT 7]
ANBAEATR A o
GDCA il p#g 2 2iff . Rgrauiit. 2 Bk ik ALl BB N i 4 6E
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Boba ERgital Cubers
GDCA

AT BRI, IR B, B

The information in GDCA repository is publicly available. Anybody can read the relevant information, and
there are no restrictions on the read-only access of such information.

With network security, secure system design and security policy, GDCA ensures that only authorized
employees can add, delete, modify and publish the repositories.
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3. iR 5 X5 Identification and Authentication

3.1. #y4 Naming

3.1.1. 4257 Type of Names

GDCA R WA TIEH R & X.509 brit, /MFCgs b5 RiAT & I EAR B 4%, R X.500
LIELV

The certificate issued by GDCA format meets X.509 standard and the identifier which is assigned to the
subscriber as the DN meets X.500 standard.

XFF SSLITLS 55 #RiE4S, P sk A% #8720 2 AU A4 v, iy 25 AU ) 44 9 23844
WAL — At BUAE B 44 Hh ) 4344 B TP Stk

For SSL/TLS server certificate, all domain names or IP addresses are added as the Subject Alternative
Name and the common name is a primary domain name which must be one of the domain names or IP
addresses from the Subject Alternative Name.

3.1.2. Xn A B X HIZER Need for Names to be Meaningful

VPR AL 5 i i 4 BLEAT — @ AR S, WL EUE B R BN A LA R
BRI S

The subscriber’s name must be meaningful, usually contains the semantics which could be understood.
The name could be used to confirm the identity of individuals, organizations or equipment in the certificate
subjects.

3.1.3. TP RIEAZ B4 Anonymity or Pseudonymity of Subscribers

PR G Oy RET, R R 4. 4.

Subscribers cannot use anonymous or pseudonyms to apply for certification. Also, anonymous or
pseudonyms cannot be used in certificates.

3.1.4. FEREAS A} 48 B9 Rules for Interpreting Various Name Forms

1K X.500 Hij 44 iy 44 MU AR o
The interpretation should conform to naming rules of X.500 DN.
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3.15. 4 ME—: Uniqueness of Names

GDCA NARUERE KL HAT P eSS, L EARE4, £ GDCA GRS A2 ME— 1. 24
UM R A2 AR, BLSE HE & DL Se A

DN of certificate must be unique for different subscribers in GDCA trust domain. When DN is not unique to
different subscribers, the first applicant of this DN shall govern.

316,  FEREIRA. £ 5HE

Recognition, Authentication, and Role of Trademarks

GDCA 25 & FIUEAS i) EAREUN 2 AR SR br 44

Subject’s DN of certificate issued by GDCA does not contain any trademarks.

3.2. ¥WIHBEE A Initial Identity Validation
3.2.1. E B4R FAEA 771 Method to Prove Possession of Private Key

UE P B & 0 AGIE B 456 5 BT By A o B AR B AL, IR B B 7 VS AR IE P S T
B E&HT7E4 (PKCS#10). H'E S5HAH MRS HR R, 83 GDCA E R H Bk
W, EAEIRS IVIGELE S (o E i S A A BRI R PIN i) 2%,

Applicants must prove that he/she holds the corresponding private key to the public key being registered.
You can use the ways of digital signature contained in certificate request messages (PKCS#10) or other
equivalent method to identify the secret keys, or some ways required by GDCA, such as initial information
(distributed key medium and its PIN code), etc. to prove that you holds the relevant keys.

3.2.2. MAN B HI %] Authentication of Individual Identity

NS I AR TR 2
Authentication of individual identity includes the following:
1o SO B R R AN IR T N B i B B S5 B BURFHLAIATUA B BERZAIE B AN A B 4
WA RO, B A 2 R A RO RIBUBER =7 Bl A

1. Authentication attestation includes but is not limited to valid government issued personal ID or
military 1D, or valid authoritative third-party database signed document.

2. BRI OCRE B 5 A RO EUE =07 B R SRR TARSY, #ERE EIRE
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iR, (HEME SR & DL HIEHE AN,

2. GDCA verifies to a reasonable level of assurance that key information in certificate application
matches valid document or third-party database. But final confirmation of applicant’s information
shall govern.

3. VTSR DX B MU R S5 5 SRS BURFH LR 28 R KA 2L

3. Subscribers can submit valid government issued document through methods such as face-to-face
submission or postal mail.

4. XFUAREAELF AN B34 RT3 75 2R A8 H e AL SR AL AR UE B AR o

4. If an applicant belongs to an organization and applied on his/her own, relevant attestation from
his/her organization should also be provided.

5. MNP ANRGER LA, AT B TP RS2 NS
UEFS S B 3RO B I N RS IR 1) S5 B R EN

5. GDCA authenticates the representative’s authority to represent the applicant by checking authorized
document from applicant and valid original and copy of personal ID.

HHIEE DU EYEER, FFEHIZHR SAE, DUAHITAR SR TN
Ji&

puil

o

If the request contains organization information, GDCA should confirm the existence of this organization
and the applicant belongs to the organization.

GDCA RGN NFTHIE AE PR IA T, BITARBGHEN TR, —Rins,
WP RS, ZaEgE, %7 080K, SAIANRBAm. 5 12BN NIET R 2
EA NIEHAER T SSL/TLS iiF H AL 2 44 50EF .

GDCA must perform different authentication methods depending upon the type of certificate applied by
the individual. Generally, the higher class certificate type means higher security level, and stricter
authentication method with more comprehensive authentication information. Type | and Type Il individual
certificates are not applicable to SSL/TLS certificates and code signing certificates.

Lo XF58 1 N AGETS, $hAT BT 40
1. For Type | Individual Certificate, the following authentication is performed:

GDCA RFWAEA P IR IE R, AXHT il 4 3T 5AE . #iA 7 =Un] DR A
HIE R AR I BOE I L . LA S A TR 7 R SR R 1 A TR AS (1S R
SIFIHALE . GDCA ANHAIA ANE LR BT & HIUE 5 AR BRI TEAS B LAAT K A 5 0315 2R LS
AR, BT HEEANM.

GDCA only verifies the information submitted by the subscriber and does not validate the identity of the
subscriber. The information submitted by the subscriber can be validated by sending a verification code,
making a phone call, sending an SMS message or any other reasonable ways. GDCA will not ensure or
guarantee the validation and reliance of other information, and will not validate whether the information
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belongs to the subscriber, except the information submitted by the subscriber.
2. XTH 2R NES, PATULTFE:
2. For the Type Il Individual Certificate, the following authentication is performed:

GDCA Sk - Frdg A2 s 2, IR (B 2 0T 7 IS ik 4% o A 2CRT A
FEIE IR A AR SIS B HL T FHURE AR S At T e (1475 2R BAIE FE & TR A1t i
RS, EN, R R A RS =7 R A T 77 3O R SR AR B
B BATIZSRIIE, W OR FIEE PR AL HE B 5 A L R 2.

GDCA shall verify the information submitted by the subscriber, and to verify that the common name is the
real name of the subscriber. The information submitted by the subscriber can be validated through
sending a verification code, making a phone call, sending an SMS message or any other reasonable
ways. GDCA can also validate the identity of the subscriber through the well-known third-party database if
necessary, to ensure the consistency of the information from different channels.

3. MFFEE 3R NIUET, $uAT LR %50
3. For the Type Il Individual Certificate, the following authentication is performed:

1) HAEREE S ISR 2 . B 5 SR AU SRS i o 2 D — b R BUR
MUK I A0 A R I S OE R SO (R RS e, I, B EiEe
fil [RISEHIERE ), GDCA A BEAZE WA SCH 5 A A B el R 2, 0 #E1 , GDCA
A DL Ik 8 R A 28K A IE B SO FOBUER B = B R AT i A A R By,
A DL @ A SRR OR B SR A 005 B AT SERAIE, B ORI
REEMEESRELR .

1) Ensure the identity of the subscriber. This must be validated by obtaining at least one currently valid
government-issued photo ID (e.g. ID card, passport, military ID, or equivalent document type), GDCA
shall inspect the copy for any indication of alteration or falsification. GDCA cross-checks with an
authoritative third-party database that issues the valid identification document, when necessary,
GDCA may also verify the information submitted by the subscriber through a voice communication,
video, photo taking, etc. as well as validate through cross-checking with a well-known third-party
database, to ensure the consistency of the information from different channels.

2) BRAHIEFE AL, GDCA R LGEE ML 57K . RAT R IK 5 B A5 R K AL A5 A% K
P 1 1A 1k B2 AR R 25 4 1) B E WD S A

2) GDCA may verify the address of the applicant using a utility bill, bank statement, credit card
statement etc., or directly rely on the address on the identification document issued by the
government.

3) BEIUEBIERMELM. GDCA M il M7, 5 HRIEEZIGERIEK.
3) GDCA verifies the certificate request with the applicant by sending e-mails or making phone calls etc.

4) XTI BN B34 R, 38 75 2R A8 H e AT SR AL A WAL
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4)

5)

1)

2)

3)

4)

5)

For the application applied by someone in his/her name who works in an organization, the applicant
also needs to provide the proof materials from the organization.

5) HHIEEEUSIMEER, HFEMBMNZIMEEFAE, DRI ARSETIZL
R R 5 o AR SRARSARIRIE B SO B0 EE =5 8 e . AR Wil s 755

When the application information contains some information of an organization, it is necessary to
confirm the existence of the organization and whether the applicant belongs to the organization.
GDCA could require the applicant to submit the certificate of incumbency, or validating by a
third-party database, or sending e-mails to the organization, and so on.

4. XTH 4R NES, HATEUT %5

For the Type IV Individual Certificate, the following authentication is performed:

1) BAHEE SR ESCIENE R o BN RN G35 1 DU IRG HiEH
BB B AU K AR 5 O B SHE SO (s R SHE. 37

R R IR B AR [ SHIE R D, GDCA K B R B SO 5 A A i B i B i 1 R

2) B R KA RS IE A SO ROBUBS = 5 Bl B AT R BN, B R SR A

BEAERH

Ensure the identity of the subscriber. Ways of authentication are: 1) obtaining at least one currently
valid government-issued photo ID (e.g. ID card, passport, military 1D, or equivalent document type),
GDCA will inspect the copy for any indication of alteration or falsification; and 2) Cross-checking
with an authoritative third-party database that issues the valid identification document, to ensure the
consistency of the information from different channels.

2) BRAHIEF AL GDCA AT LGHERE ML 97K 5 RAT R IK 50 5l f5 ] R K B A5 A S
HAITS 2 Ak B2 HORUBURT 25 & ) B Ak A SO R i

GDCA may verify the address of the applicant using a utility bill, bank statement, credit card
statement etc., or directly rely on the address on the identification document issued by the
government.

3) EAEIUEBIERMESLNE. GDCA ML L. WFE)T3, 5 HIEE R SHEFIE K.

GDCA should verify the certificate request with the applicant by sending e-mails or making phone
calls etc.

4) WWER, GDCA A LLEIESETE. 0. FARRE Ty O B & 1 S - A,
AT DA A 6 T 77 ST R

GDCA may verify the information submitted by the subscriber through a voice communication, video,
photo taking, etc. GDCA may also validate the information face to face.

5) XFRARAHLF WA NG 34 LT, 6 7 ZSEAEH e AL SRR IE AR

For the application applied by someone in his/lher name who works in an organization, the applicant
also needs to provide the proof materials from the organization, etc.

50



[] BSHtNEERERAS
AR S GDCA F Fu4m% (V3. 1 50

6) HHIHELSUSIMGEER, FEMNZIEREAE, DRLHPIEARETETIZ
FIRRIBE 51 o I ESRIZSARIRUE B SO 058 =7 B e IR A FL T BB 55

6) When the application information contains some information of an organization, it is necessary to
confirm the existence of the organization and whether the applicant belongs to the organization.
GDCA could require the applicant to submit the certificate of incumbency, or validating by a
third-party database, or sending e-mails to the organization, and so on.

IR NH T2, GDCA i w] Ul 55 =T R A5 BRI IZHEE N A 51,
IR GDCA BENE =TI BRI A R G S, AIZRICH =7 g T E, SR AAiEE 4t
WHME BAHE R K

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate the
third-party to conduct an investigation or require certificate subscribers to provide additional information
and evidence materials.

sk, ERF, GDCA b w] LAV E & s Z 4 ) 77 s B8]
If necessary, GDCA may also establish other required identification methods and information.

I B AT 5 PRE IR FUSEAT R, JFRSH 5 BEAR S iR 54 E

The applicant is obliged to ensure the authenticity of the application materials and bear the corresponding
legal responsibility.

Xt Adobe M ASCREZEZAESS, B 4005 SRR ATTER 4 S AL 10 500 2R 3K

1T

For Adobe Individual PDF signing certificates, GDCA follows the authentication requirements under Type
IV Individual Certificate to perform identity validation.

3.2.3. P B 43 B4 7] Authentication of Organization Identity

EMTALR (BUFHPLRE . Ak 5455, 72N SCRIENZIES . W& KIET .
SSL/TLS AR 55 &l PS8 S R RNUE A5, NEEAT ™A (0 S 2500, BRI A

Organizations (government agencies, enterprises and institutions, etc.), which apply for organization
certificates, equipment certificates, SSL/TLS server certificates and other types of certificates, shall be
authenticated strictly, including the following:

1 AU R SAFE R . SVER SR, Bl AT U BURHLI R R A RO
fF, EFEEART IR E LR B SRR IESS, B I8 25 AT O L
JBER = 7 Bl A

1. GDCA must authenticate the legal existence of the organization. Authentication attestation such as
valid government issued documents, including but not limited to business license or organization
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code certificate, or valid documents from authoritative third-party database.
2. RZEUEP G GRS RS A ROCHFECE = SR R SRR RARSE, RS BIHE
Aix, (HEMHME B A& LHEETIAME.

2. GDCA verifies to a reasonable level of assurance that key information in certificate application
matches valid document or third-party database. But final confirmation of applicant’s information
shall govern.

3. JERLATE. EEUEM . SRRSO ECE S SRR e T U 2 L R
BRMVESEYE, HIE AR GE RS IR LR E & ISR S

3. GDCA shall verify the organization information through telephone, postal mail, required attestation or
other similar methods.

4. AT AT SR AT TG T B MU PR S5 SRS BURF L 28 A (A R8O

4. Subscribers can submit valid government issued document through methods such as face-to-face
submission or postal mail.

5. NP ANRGER LA, AT BZ: LW S 2/ N HE
IIERUE B AU R TP NAT R AU I SR A B BN

5. GDCA authenticates the representative’s authority to represent the applicant by checking authorized
document from applicant and valid original and copy of personal ID.

GDCA ‘D ZURIE NI BT s HIUE BRI, AT ANER S 550007, — KM=,
R, Zagobie, Sn77 0BRSS N AR A T
GDCA must perform different authentication methods depending upon the type of certificate applied by

the organization. Generally, the higher class certificate type means higher security level, and stricter
authentication method with more comprehensive authentication information.

1 WT58 3 BHUMHESS, AT BAR 4501
1. For the Type Ill Organization Certificate, the following authentication is performed:
1) WHAHURSEAEE N BRI . BRIl AT LU BURFHLIAAE K I R
fF, AFEEARET TR E SR Sl m A A SRS IESS, Bl 2 kA ik
SO BB R = 5 B ZE R

1) Confirm the legal existence of organization. This can be proved by a valid document issued by a
government agency, such as an Industrial and commercial business license, enterprise National
Organization Code certificate, or validation through well-known authorized third-party database.

2)  WHNSRBCHIE R SLE, BRGNS UE S F RN RIS . Bl
J 2T AR N i 2 B AN UM IR AT 15 S Ip N RS O e A SO Bl i 2 =7 43
BURTHRTESAS . WREUE BR 557 305 BN REAT IS, ASRAS AL A 5% HR I B AL
FHEMTA
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2) GDCA must confirm the validity of the authorization, which means the agents who applied on behalf
of organizations are authorized. Confirmation methods include checking organization authorization
agreements with official seals, validating agents’ valid ID, or contacting with the applicant by phone
number or mailing address obtained from a third-party.

2. XFH A RHUMHESS, AT AT 455
2. For the Type IV Organization Certificate, the following authentication is performed:
1) GDCA WAZUEIEEF B M. 0 ESETT ZO0 S HLRISR B 5 0 BORLAT HE 4
RLEEAT I, 6 B N DATE O 181 7 AT R A

1) GDCA must verify the identity and application information provided by the subscriber through voice
communication, video, photo taking, etc. If necessary, GDCA may conduct a face-to-face
confirmation.

2) ANV SEAAAE R SRRk, BN 00T BUE . BURFHURISE KA R0C
fF, AIEEART TR ELHIR . Al a A A SN AIDIESE, JRiE A AU
5 =07 B R 57 SN R LRI RPRIEEAT IR R, ORI RGNS B S A A
R

2) Confirm the legal existence of organization. This can be proved by a valid document issued by a
government agency, such as an Industrial and commercial business license, enterprise National
Organization Code certificate, or validation through well-known authorized third-party database.

FAS BRI s, RMCRA LW SESSIE S g I R 2 S . BA 75 20
UL N A TR RS ML I N R A SO, a2 =5 B 2 il 5
WU B 555 NS RS MU AT IS, ASRAS LA G H S B B B A

Confirming the authenticity of the authorized application means that the person who submitted the
certificate application on behalf of the organization is authorized. The confirmation method can be
checking letter of attorney with organization's official seal and valid identity document of agent, contacting
the applying organization via the phone number, postal mail and etc. from the third party to obtain
confirmation about application or authorization of the applying organization.

UEAh, AE, GDCA i n] RAE H e B 2K 500 U5 sUR B
If necessary, GDCA can also set other required identification methods and information.

XtT Adobe HUF SCRGREAAUEFS,  Ho B 4y 2501 7 UG A5 4 SRHUMIIEFS R 28 55 ZER A

S—

1To

For Adobe Organzation PDF signing certificates, GDCA follows the authentication requirements under
Type IV Organziation Certificate to perform identity validation.

3.24. B S B4 5] Authentication of Equipment Identity

B S S AR H e A E KA FT AR, GDCA AU T 7 3EAT B 473 %I
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BT A

Authentication on equipment identity varies by different according to different owners. GDCA must
authenticate the identity of subscriber, including the following:

BER I IR AL ISR, W A & SR SRR BN k55 703
BRAS . @I N RS e 1 2 A BN

Subscriber submits application form of equipment certificate with original and copy of owner’s ID,
authorization of operation, original and copy of delegated person’s ID.

BRI 2 1 B 0y 5 ARG AN [F) 2R 4% WA [R] ) B 4 2801 05 ST, AT AN, &
T 4L A CP 35 3.2.2 555 4 2R NAEFB SR ARHAT : 1T FOAB I, #2184 CP % 3.2.3
TS 4 RHIEF AR AT -
Authentication of Individual equipment Identity will be different according to the different owner of the
equipment. If Subscriber are individuals, GDCA performs the verification of identity according to the CP
section 3.2.2 class 4 personal certificate identification process; Subscriber are institutions, GDCA

performs the verification of identity in accordance with the CP section 3.2.3 class 4 institutions certificate
identification process.

FEBCE AN IES BN E FIEIEBR, & HERIEZ PIEE L S Ia 20N,
W7 AT DL SR A U o BGIE B ST AU X 125046 T A B s AL o Th AR Ve 55, 0 7
NE,

When the device name is applying for a certificate as the certificate subject content, GDCA also need to
verify whether the applicants have the right to do so. Confirmation can be done as follows: Applicants
shall provide the certificate of ownership or the written commitment of the ownership or use-right from the
institution with company chop.

MR N NA T E, GDCA ik N =TT R 5 EOREAEIZ HE E DN A 51,
IR GDCA EENHE =TI BRI R G S, AR =g T M, R PiEE Rt
WHMAE EAE R R

If necessary, GDCA can also verify the applicants’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate a third-party
to conduct an investigation or require certificate applicants to provide additional information and evidence
material.

SEAh, W ERF, GDCA ] LA e H e T i 2 2 0 SN Bk}

GDCA can also set other required identification methods and information.

3.2.5. MR Hb bk R BRI A SR Verification and Authentication of Email Address

GDCA Bl BT MHATUALDAE 0T B i 3 MR A Rk (908 M AR BT S 0l o G 265 1)t
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JHEWTR

(1) GDCA [rjiZz M bl Ak B, FEVUE B RS 4E, IF HME—.

(2) HIEFWCEIMRAT I B A% BEA U BEAT R A

(3) GDCA B [FI%E, JHH5 R = rh BB LE 5 50X MRV UE AT EUXS, AER 5, W
HR A b il %

bR S TR B B REA L A AW 9 W= AR AZBENUVE TR 24 /Nt . 28555077 3R As
S/MIME Baseline Requirements 1.0.0 58 3.2.2.2 5.

BeAh, XM TEAHN NGOG B2l HET, GDCA KZIEE 3.2.2 1528 4 K4 ANIE
FERRAEHRATIT AN S HER ;. XTSI S5 B 22l HE+, GDCA K%
M 3.2.3 755 4 RNV SRR IAT T LA B 0 ) 25501

GDCA or its authorized Registration Authorities will validate the validity and control of the e-mail address
of the applicant by following procedures:

(1) GDCA sends a Random Value to the e-mail address; the Random Value will be generated by a system
to ensure its uniqueness;

(2) The applicant receives the Random Value via an e-mail and sends back a confirming response with
such Random Value;

(3) GDCA receives the Random Value from the applicant and compare such value with the one sent by
GDCA, the validation completes once GDCA confirms that the Random Value received matches the one it
sends.

The Random Value remains valid for use in a confirming response for no more than 24 hours from its
creation. This way of validation conforms to section 3.2.2.2 of the S/IMIME Baseline Requirements 1.0.0.

Additionally, for the S/MIME certificates that contain information of an individual, GDCA follows the
authentication requirements for Type IV Individual Certificate as described in section 3.2.2 of this CP to
perform identity validation for the individual. And for the S/MIME certificates that contain information of an
organization, GDCA follows the authentication requirements for Type IV Organization Certificate as
described in section 3.2.3 of this CP to perform identity validation for the organization.

3.2.6. SSL k4578 B4 1% 5] Authentication of SSL Server ldentity

R T R PAEF R A FHAT AR R RT3 AR A%

GDCA must perform different authentication methods depending upon the types of SSL certificate applied
by the subscribers.

X+ OV SSLUEH:, FRUGUEMI Sk T AU B SE Sy, H40 77 % A CP 2 3.2.3
T 4 FHMNE B LR RFEPAT .

For OV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with the
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Type IV organization authentication procedures in section 3.2.3 of CP.

XF IV SSLEY, FREGUEMEEEEE N NEL Sy, R 7 3% A CP 5 3.2.2 4
BN NAEP % B R AR HAT -

For IV SSL certificate, GDCA shall validate the identity of the owner of website in accordance with the
Type IV individual authentication procedures in section 3.2.2 of CP.

XFF DV SSLEH:, R AR N SR X Wb 4% B8 A B AL, T s W HLA
A NS B 3 BEAT SR IE

For DV SSL certificate, GDCA shall validate the ownership or control of the domain name and will not
verify the identity.

ST EV SSLAEFS, H45) 07208 (GDCA EV iE B3RS Y), A CP ARFX H k47 B Ak
]%ijio
The validation procedures of EV SSL certificates is described in the GDCA EV CP and not covered in this
document.

TESEAMAE NIE D F BN R LR, 67 EGUEZ A B IHE AR, HE4 1)
W IEA CP 2 3.2.9 AT .

In case of domain name is used as subject of certificate, GDCA shall validate whether the organization
has the right and the validation of domain name is supposed to be in accordance with the CP section
3.2.9.

GDCA MR & WER PRI SSLEFS

WA AA FE, GDCA & ] D A5 = J7 3RI 15 SR UE 1% 17 & A S 47
5 GDCA BENE =R RA R IE R, TRITHE =T ME, SRR EH it
BN S BAER AR

GDCA does not issue SSL certificates containing internal names.

If necessary, GDCA can also verify the subscribers’ identities using the information obtained from the
third-party. If GDCA cannot get all the required information from a third-party, it may delegate the
third-party to conduct an investigation or require certificate subscribers to provide additional information
and evidence materials.

SEAh, W ERF, GDCA & R] LA e H e T i 2 2 0 5 s Bk .

If necessary, GDCA may also establish other required identification methods and information.

3.2.7. RG24 B4 1% 7] Authentication of CodeSigning Identity

T E A4S B (R 4 AR A FACES AT & AN RISAT AR A S 200 7 3, 3T 7 9L
F ), FZ A CP 5 3.2.3 1758 4 FEHUMIEH S0 REShAT s 1T P N/ NI, #4084 CP 5 3.2.2
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TE 4 RN NIEBEARAEIAT. EV AR S %58 (GDCA EV IE5N), A&
CP A XS HAb AT BAR A

Different authentication of subscribers’ identity for a code signing certificate is performed based on
different subscribers. For organization subscriber, GDCA performs certificate validation process in
accordance with the Type IV organization authentication in CP section 3.2.3; for individual subscriber,
GDCA performs certificate validation process in accordance with the Type IV individual authentication in
CP section 3.2.2. The validation procedures of EV CodeSigning certificates is described in the GDCA EV
CP and not covered in this document.

HERRDZE A AT 7, AU BN N, e 200 AR 25 42 1IE 4 FH Y0 BBl L 75 ) 04
HHERISCA, AR AR A R E B T s W a A R R

e IESEe

Subscriber must make a statement and prove for the use of the CodeSigning certificate. Subscriber must
promise not to sign malicious software, virus codes, infringement software and hacker software using the
CodeSigning certificate.

3.2.8. i} R B B 7 ) 2 5] Authentication of TimeStamp ldentity

GDCA — B AT XS WU B A I [ BIE S o HLA RIS I (8] BRIE I, GDCA %A CP
3.2.3 158 4 RN UMIET 20 AR AT o

GDCA generally issues Timestamp certificates only to organizations. For organizations that apply for
Timestamp certificates, GDCA validates the identity of the organizations in accordance with the Type IV
organization authentication procedures in section 3.2.3 of this CP.

3.2.9. .42 KH A R4 5] Domain name recognition and Validation

XF T4 BERAIE, BRI SEAAIE AT DL HE A B A ], A A B ELA, GDCA
AR BAR #5500 75 3 i — b
1. I A4 VIR 95 LA BB B = 05 it e v i ) B 23842 15 A 8 D B HL T IR
S WRAE 7 O IEBENLE, B0UE VA (1) GDCA [mliZ bk R IEFENLE, FENLE
A2, JFHME—; (20 FIEH R IF R ZZBEHVERAT#HIL; (3D GDCA il
5, R RIE P RBENE S ROE M BENUE AT R, Ea R 2, WS . BEYUER A
RO LB UETT AR 1) 7 K - 51 77 2# 7§ Baseline Requirments 1.8.7 £ 3.2.2.4.2 i,
2. AR RN E N RN, B A EAUE R R4 H admin,
‘administrator’, ‘webmaster’, ‘hostmaster’ B ‘postmaster’ {EANRIZIN L5 @, DAL

AN R ERAE, IR A RENLE RN R CRERUE BRI 32 b ROWIR Bk 2R
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1A 20, BN FLRAL A A B HIAL . 45 )7 B G Baseline Requirments 1.8.7
93224475,

AN I 4 7E DNS CNAME. TXT 8 CAA 1t 5% i AR 2 B SR 2 WL I AR AE K
BN HIE AT FOQDN (SE4PR e 4 ) s, %577 :0EE Baseline Requirments 1.8.7
% 3.2247 71,

TR AR AT RAB B FEA LR T2 SO N A (il AN SR A R LB AN H 30
T UBGZ SRR R, FFONE R TS BT B HTTP 20O RS R, LA
A HE T FQDN [ SEBRIE IR« 1% %5 51 77 %A/ Baseline Requirments 1.8.7 £ 3.2.2.4.18

e
Ho

For the purpose of domain name validation, entities to be validated may also be the applicant's parent
company, subsidiary company, or affiliate. GDCA may use one of the following ways for the validation of

domain names:

1.

Sk At

Obtain the e-mail address of the domain name owner listed by the domain name registrar or other
authoritative third party database, and contact the owner by sending a Random Value via email, and
the validation steps include: (1) GDCA sends a Random Value to such e-mail address and the
Random Value will be generated by a system to ensure its uniqueness; (2) The applicant receives
the Random Value via an e-mail and sends back a confirming response with such Random Value; (3)
GDCA receives the Random Value from the applicant and compare such value with the one sent by
GDCA, the validation completes once GDCA confirms that the Random Value received matches the
one it sends. The Random Value remains valid for use in a confirming response for no more than 7
days from its creation. This way of validation conforms to section 3.2.2.4.2 of the Baseline
Requirements 1.8.7.

Sending an constructed email to domain contact to confirm the ownership and control of the domain
name, by sending an email including a Random Value to one or more addresses created by using
‘admin’, 'administrator’, 'webmaster','hostmaster’, or ‘postmaster' as the local part, followed by the
at-sign ("@"), followed by an authorized Domain Name, and receiving a confirming response utilizing
the Random Value (GDCA follows the same steps to confirm a Random Value as described in
3.2.9.1). This way of validation conforms to section 3.2.2.4.4 of the Baseline Requirements 1.8.7.

By confirming the presence of a Random Value or Request Token in a DNS CNAME, TXT, or CAA
record to confirm the applicant’s practical control over the FQDN. This way of validation conforms to
section 3.2.2.4.7 of the Baseline Requirements 1.8.7.

Confirming the applicant's control over the FQDN by verifying that the Request Token or Random
Value is contained in the contents of a file (such as a Request Token, Random Number that does not
appear in the request used to retrieve the file and receipt of a successful HTTP 2xx status code
response from the request). This way of validation conforms to section 3.2.2.4.18 of the Baseline
Requirements 1.8.7.

X IEAAHR A, GDCA S @ ECrs A I A dskAa,  ORUEIZISA 2 IR R 58— ik
UL BN ENUH, LRI .

58



Il semnnnnaemes

Soon S GDCA {E-55kmE (V3. 1 fi)

GDCA fH4EEACHT () AUk EA L AR A « 2> S 28l 44 VA B LA 42
il AR A FAIE P R, BRAIE RO 2 BR G AIE L 58 AR i 3844 1 T A i 44 7 1)

WE, GDCA M FF EER UL B o & fii i, DA BB, R EE K A
THE RN A, ZHIEEAFELIMIER.

As for the validation of a wildcard domain name, GDCA verifies the domain name in the right position of
the wildcard to ensure the domain name in the right position of (*) is obtained through registration, and
explicitly owned or controlled by a business entity, a social organization, or a government authority etc.

GDCA rejects any certificate request with a domain name in the right position of the wildcard (*) being a
gTLD, public suffix, or a registry-controlled domain name, unless the applicant proves its rightful control of
the entire domain namespace.

If necessary, GDCA may also perform the independent investigation to confirm the ownership of the
domain name. The subscriber shall not refuse the requirements when corresponding assistance is
needed from GDCA.

3.2.10. LRI L4 FREEIE Verification of DBA/Tradename

FAE P EM A DBA sk 4K, GDCA wlilit LU R 77 3 i & D> —Fh DI S B
A B 1% DBA B L A4 F5 -
1 HIEE PERE X BB IR SR AL T HIE B FR i SR RO AFFEEOA AT SO, Bl 5%
WU LR IR 38 5
EEAIEVe5 S1F
55 ST 2 DBA L ARER R b 4 R I BUR LA VA I8 5
Bt ity SRR SR IR R BH R A
Pk B, BRATXIIK S, (R RAIKE, BURZERIFLR, BUHAL GDCA ] SE %
iE 7 2

o ~ w D

If the subject identity information is to include a DBA or tradename, GDCA verifies that the applicants
have right to use the DBA/tradename using at least one of the following:

1. Documentation provided by, or communication with, a government agency in the jurisdiction of the
applicant’s legal creation, existence, or recognition;

2. Areliable data source;

3. Communication with a government agency responsible for the management of such DBAs or
tradenames;

4.  An attestation letter accompanied by documentary support; or

5. A utility bill, bank statement, credit card statement, government-issued tax document, or other form
of identification that GDCA determines to be reliable.
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3.2.11. FrEERBINSX 5] Verification of Country

RS F B AL S R SR T, GDCA JH I BUB AR = 77 204 22 25 1 i DNS 18 3% W 7s [
IP Hbhb ol HiE 1 IP sk SR FTEE, #AOR S AR 1P shhb B rE [ 5 B N sebx B e [
— &

In case the “countryName” field is present in the subject, GDCA verifies the country associated with the
subject though checking the IP address of the applicant or the IP address on the DNS record from an
authoritative third party database, to ensure the IP address of the applicant is consistent with a country
where the applicant is actually located.

3.2.12. IP HikEI#EIAFI X H] Authentication of an IP Address

GDCA RHILAF 3, ik i i sischrdz iz 1P Hhhk-

1. TEALE 1P HbEA URL (G8— SRR IRAT) AUTELR N UL EXf 252 (15 BT sl , @i ik
J7 A CAHIA G T 1P Huhk () SERRIEHIRL . 45577 2B /G Baseline Requirments 1.8.7 £
322517,

GDCA ANrIAy IP ihk25 %% EV SSL .

GDCA adopts the following way for the authentication, to confirm the applicant owns or practically controls
the IP address:
1. By making a change to the agreed-upon information found on an online Web page identified by a

uniform resource identifier containing the IP address, to confirm the applicant’s practical control over
the IP address. This way of validation conforms to section 3.2.2.5.1 of the Baseline Requirements
1.8.7.

GDCA must not issue EV SSL certificate for an IP address.

3.2.13. FIERIFERHERME Data Source Accuracy

FERE AT ] B AIFAE A TS ER RIE AL 2 BT, GDCA XHZ RIS Mg, WEmfitE, 2
ek Ohie T pL AT IR, JFE R LR R
1 i fifE 2R
2. AE EORIE BT AR
3. HdlEUtRIE, SRR H
4. BN 23 ARE AT A% BRI U 1A 1 5
5. DI BB O AT R
% F ROOTCA (RSA) i+, GDCAROOT CA iE+i. ROOTCA (SM2). GDCA ROOT CA1L
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Z I R5 R CA E15. GDCA TrustAUTH E5 ROOT 2 & 14k CA A& R IHIAT FETS, 75 MIF
i R AT AT SRR 3 ) B8 B SO AN I T 2 i 825 K, MUl GDCA Al i i34 J 5L
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Prior to using any data source as a reliable data source, GDCA evaluates the source for its reliability,
accuracy, and resistance to alteration or falsification, and considers the following during its evaluation:

1. The age of the information provided,

2. The frequency of updates to the information source,
3. The data provider and purpose of the data collection,
4. The public accessibility of the data availability, and

5. The relative difficulty in falsifying or altering the data.

GDCA may use the documents and data to verify certificate information, provided that it obtained the data
or document no more than thirteen months prior to issuing the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA may use the documents and data to verify certificate
information, provided that it obtained such data or document for a period no more than the maximum
validity of the certificates. For the subscriber certificates issued by the subordinate CAs of GDCA
TrustAUTH R5 ROOT, #z i/t R5 R CA L+, and GDCA TrustAUTH E5 ROOT, GDCA may use the
documents and data to verify certificate information, provided that it obtained the data or document no
more than 825 days prior to issuing the certificate, and for validation of domain names and IP addresses
according to Section 3.2.9 of this CP, any reused data or document must be obtained no more than 398
days prior to issuing the certificate.

2020 4 10 A 1 Hi, FEMHIZEA LA RE LG LU A2 BV SSL IET3A % B A% J0IE TR
ZHi, GDCA HifRAUE A CP 5747 2.1 HJTik Y GDCA {5 R JE, AP #iE: EV SSLAE P Hii%
SR E BTS04 G A A LA e R Ut o At S 3 A E 5 380 12 0 SR USSR BEAT AL B 3 Y
LI o

SEARFACAE MU HI1E S b AU i a5 LU AR
o EHSHME B DL IR SR BRI (I anAapR ., BRI R P )
® UL N&Wal4EZ11E: “subject:jurisdictionLocalityName ” (OID: 1.3.6.1.4.1.311.60.2.1.1),

“ subject:jurisdictionStateOrProvinceName ” ( OID: 1.3.6.1.4.1.311.60.2.1.2 > , K

“subject:jursidictionCountryName” (OID: 1.3.6.1.4.1.311.60.2.1.3), 4/#i Fj SR L AE ML

HE B AR ARSI, WS SEAR AT RN AL & FH X
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Effective as of 1 October 2020, GDCA shall ensure that, prior to the use of an Incorporating Agency or
Registration Agency to fulfill the verification requirements for EV SSL certificates, the Incorporating
Agency or Registration Agency data sources used for EV SSL Certificates will be publicly disclosed in the
repository described in section 2.1 of this CP. GDCA also uses this data sources to validate the identities
of organizations for other types of certificates.

This Agency Information shall include at least the following:

® Sufficient information to unambiguously identify the Incorporating Agency or Registration Agency
(such as a name, jurisdiction, and website); and,

® The accepted value or values for each of the ‘subject;jurisdictionLocalityName' (OID:
1.3.6.1.4.1.311.60.2.1.1), ‘subject:jurisdictionStateOrProvinceName’ (OID: 1.3.6.1.4.1.311.60.2.1.2),
and ‘subject:jursidictionCountryName’ (OID: 1.3.6.1.4.1.311.60.2.1.3) fields, when a certificate is
issued using information from that Incorporating Agency or Registration Agency, indicating the
jurisdiction(s) that the Agency is appropriate for; and,

® The acceptable form or syntax of Registration Numbers used by the Incorporating Agency or
Registration Agency, if the CA restricts such Numbers to an acceptable form or syntax; and,

® A revision history that includes a unique version number and date of publication for any additions,
modifications, and/or removals from this list.

3.2.14.  BHERIERIT 45 B Non-Verified Subscriber Information

HEBHHE BB E T IE, REKIEREEARE ANIET.

The information contained in the certificate must be validated, the information that is not validated shall
not be written into the certificate.

3.2.15.  BHUHIA Validation of Authority

I A Ip N TP BRIE Y 550, GDCA REAT 1 T~ 56k -
1 SR =705 B uE W AR 5 BAIE . UM 2 T IR R I SRS T A A R A 7 5
2. HEHUIRBCCIE G A A ESEE iR AR B SR [R50 S ORB IR N &

T LRI BL R HACRAT MO A AL

GDCA J8 St ¥F I 4R E ML NSRRI IET o #7 HE 2 AR IR 1 r] BLETHE
FRE RSN, N GDCA MFHEZAEIZIRE N S UGN IES iETE K . RN HiE
H OAZSERI S ETE RIS, GDCA R JA) HE & 1R At S BN R iE .
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The following verification will be conducted while the representative of organization subscriber applying
for certificate:

1. Confirming the organization from third-party identity verification service or database,
documents issued by government.

2. Using telephone, postal letter with return receipt, employment proof document or any
equivalent way to confirm that the person belongs to above organization and his/her behavior is
authorized by these organization.

GDCA should allow an applicant to specify individuals to request certificates. If an applicant specifies, in
writing, the individuals who may request a certificate, then GDCA shall not accept any certificate requests
that are outside this specification. GDCA should provide an applicant with a list of its authorized certificate
requesters upon the applicant’s verified written request.

3.2.16.  HEEHEN Criteria for Interoperation

X T HAR R H - UE RSB, ATELS GDCA HEAT H#RAE, H21% M IAUE RS LA 1)
CPS 1L+ GDCACP £k, JfH5 GDCA Z2E N M«

Other certificate authorities can interoperate with GDCA. These CAs must ensure that their CPS are in
compliance with the requirements from GDCA's CP and sign related agreement with GDCA.

GDCA KK I M 2, 252 9F GDCA AN S5 15 2, TN B RN
EFS

GDCA accepts the information authenticated by other CAs and issue corresponding certificates based on
the agreement.

U AR E SOR AN A E, GDCA K™ 1% F BL#hAT .

If there are provisions of national laws and regulations regarding interoperations of issuing certificate,
GDCA will perform strictly according to relevant legislations.

BEHA, GDCA RZRAEAAEXAET
To date, GDCA has not issued any cross certificates.

33. FEHAEFERKIRE LR

Identification and Authentication for Rekey Requests

FEREAT CP 55 4.7 TP M uE 55 B ST A, 75 36 ST A R AT 265 01 LU O s 9 B9
PR A FIEH#AIAE

Before rekey operation described in CP section 4.7, GDCA shall authenticate the key to confirm that the
request of rekey is from the original key owner.
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3.3.1. HREAHET AR S L)

Identification and Authentication for Routine Rekey

T AUE OU R BB RER, 1T n] 7 i) GDCA UE RS Mt AT 5 B i, R4
HENRIGT P RIEBE R, mEH4 . IEBFH55, TERUEBEHER HiE: GDCA HIIE
FEIAE RGUKE ) 25 5 5 7 FROBEAT B B0 o 3T P B 1T LAE] GDCA BT LI H 175 2 BH 57,
GDCA JEMHLIA SRR F 5470 NI 300t

In general, subscriber can apply for rekey via GDCA certificate service website. The system can get
former certificate information automatically such as DN, serial number, etc. Above operations can
complete the application of rekey; Certificate authentication system of GDCA authenticates identity for
rekey application. Subscriber can also apply for rekey to RA. RA must authenticate valid documents of
subscriber and agent.

HBH S X RS P D BRI S 1) SO BB T, DAL, VT A R ST
HIT 2N P S S (G I R S B R C2e i, i i& sk, GDCA F Ak
HIE.

The renewal of the secret key will cause that the original secret key is unable to decrypt the files or data.
Therefore, the subscriber shall make sure the encrypted documents or data have been decrypted before
they apply for the secret key’s updating. GDCA shall not assume any responsibility due to failure of
decryption by the renewal of the secret key.

X LR NIEF B 2 A NAEFS B SRS Ik 55 2% K15 A 22 44 4IE15 GDCA
AN PR

For Type | individual certificate, Type Il individual certificate, equipment certificate, server certificates, and
code signing certificate, GDCA does not accept key updates.

3.3.2. B EFEHEF IR REER

Identification and Authentication for Rekey After Revocation

UEFSHEH 5 A BEREAT S ST

Re-key/renewal after revocation is not permitted.

34. HHERKIRRE L5

Identification and Authentication for Revocation Request

WEPB RIS R AT LSk BT/, AT LSk GDCA. JEMHLA . 24 GDCA B 1M A

64



[] SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA -‘L[E;Fg%m% (VS. 1 )]-[&)

A% CP4.9.1.1 P BRI 1T 7 BOUE I, A BURKIEIUH LSS, XA DL JE A AT 45 10E - GDCA
B VR IE B ok, g i FLE B B0 W BT 1 s A4 ) AIEAT .
FAT P LB RIAEHIETS, WAZIEA CP 28 3.2 15 iR HEAT S0 4500 o SR AN G AR
A, CA B RA K ELEZ DLRENL OGS H AR 1 SRRV E D S n ikt , AN b AT oAt
75 29 o

Revocation requests can be made by subscriber, GDCA or RA. GDCA or RA can revoke certificate based
on the reasons stated in section 4.9.1.1 of this CP without authentication. Revocation requests of GDCA
or RA must be approved by its management or supervision authority. Subscribers who request to revoke
certificates shall follow identity procedures described in CP section 3.2. If the revocation requests are
from judicial authority by law, CA or RA will use revocation request documents of judicial authority as
authentication evidence and will not use any other methods for authentication.

3.5. TBRUREZHMBFIFRIRFILS] Identification and Authentication for

Authorized Service Organization

i& T GDCA ROOTCA iF+ (RSA). GDCA ROOT CA iF+H. ROOTCA iEFH (SM2).
GDCA ROOT CAL iE B K2 CA B2 KT k15, RA Bk T GDCA A & L4k, GDCA
A AL RA

For subscriber certificates issued by the subordinate CAs which are issued by GDCA ROOTCA i3
(RSA). GDCAROOT CA i+, ROOTCA iE+5 (SM2). GDCAROOT CA1, GDCA will serve as RA by
itself, and may also assign another authorized RA.

TR RA, AUH LTI Zeim gy, BEARPIE. LRI @ E A%
BGEN . AN AABIERS . REUSAT4EY M2 28 P ITIRE

The authorized RA must have a designated and secure operation location that can effectively prevent and
detect unauthorized access; in addition, it must have designated personnel to undertake the functions in
relation to certification services, system operation and maintenance, and security management.

B RA Rl 2 5 GDCA — B 2 4 5 Sz B B BV, BIRSTmAEMMTE. K5
BATHE AR SRS, AN DVEBIRTESE, JFZeh GDCA Wil Ja Jr vl SEt

The authorized RA should formulate the security policies and operation management guidelines that are
consistent with those adopted by GDCA, including service procedures and guidelines, system operation
maintenance procedures, personnel management guidelines etc., which shall be implemented after
confirmed and approved by GDCA.

GDCA 52 RA Z5 1T MM IS AE M F28 RA #5144 CP $3.2 IR AT 1 %
o A&fH RA BRTTHY N G AUH A CP $5.3.1 YR . [A] I %40 RA MARYE A CP $ 5.5.2 [ %
SR SCARY AL AT IARSGARAT
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An agreement between GDCA and the authorized RA should be reached, under which the authorized RA
shall perform identity authentication strictly according to section 3.2 of this CP. Relevant personnel
undertaking the RA duties must meet the requirements of section 5.3.1 of this CP. In the meantime, the
authorized RA must archive relevant documentation and records as required by section 5.5.2 of this CP.

GDCA XA RA HIIAENY 5% B AT 4%, Ao 2 HJ2 15 P45 42 . GDCA 1122 42 SEig J
B EEHIETT RS E D) o WK IAE SRS  ITE IO, S B A AL RA BRI IE
s A, ) GDCA SLEPEF a2 1E AL RA (1K 55 .
GDCA will monitor the certification services provided by the authorized RA to inspect whether or not its
business activities comply with the security policies and operation management guideline adopted by
GDCA. In case any violation of policies or guideline identified, GDCA will notify the authorized RA to take

remediation actions within a given period, should no such actions taken within the given period, GDCA will
suspend or terminate the business of the authorized RA immediately.

i&H T GDCA TrustAUTH R5 ROOT #E15. %z k4% R5 #R CA iE+5. GDCA TrustAUTH
E5 ROOT & KK 4% CA P& R IAT FiE+H, GDCA HATHAFRIER RA, AH H4T¥ 57 RA.

For subscriber certificates issued by the subordinate CAs which are issued by GDCA TrustAUTH R5
ROOT certificate, #{ZH 1 R5 # CA certificate and GDCA TrustAUTH E5 ROOT certificate, GDCA will
serve as RA by itself, rather than assign another RA.
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4. UESA oy A IRAR R

Certificate Life Cycle Operational Requirements

4.1. {EFHIE Certificate Application
4.1.1. iEF B #5524k Who Can Submit a Certificate Application

UEFS IS LR AR AR LR N SR A S (BRI BRI Sl s, e
EiluSiNENEI S

Entities of certificate applicants may be individuals and organizations with independent legal entities
(such as administrative organizations, institutions, social organizations, people's organizations and other
organizations).

4.1.2. M 5 F4E Enrollment Process and Responsibilities

1. FEME R
1. Registration Process

G KRB R KA S RA, RA WAEZIEK, JFXTHEA, RIERKIKEL CA.
Applicant sends certificate request to RA. RA verifies and signs the request, then sends the results to CA.

CA W BIZIERIG, Kk RA HI%E4, KT PET . EREMNEMEEY, LICRE
eI ORIE -

CA validates the RA signature after receiving the request and issues the end-user subscriber certificate.
In the whole registration process, it is necessary to take enough measures to ensure that:

® RA WAZUN HIE(E SN IS # 1) BORNEAT 2501
® RA must verify the information of application and the identity of applicant.

® £ RA [ CA FIRIEFIERIS, fREERESERE % e, R, 28

® RA ensures the security, confidentiality and integrity of information transmission in the process of
sending certificate request to CA.

2. Wit

2.  Responsibilities

® GDCA KJEMHURAT ST [T 7 5 R0 7k 5 AL 7 25 42 (R4 FH 2% 1

® GDCA and Registration Authority have the responsibility to inform the subscribers about the usage
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condition of digital certificate and electronic signature.
® GDCA N EMALKA DA 1T 7 5 AR 55 2 i 100 H AR 7

® GDCA and Registration Authority have the responsibility to inform the subscriber on service charging
items and standards.

® GDCA JEMHUAA FTAERIT P &5 RORAE AN T 7 45 B AR AN S A5

® GDCA and Registration Authority have the responsibility to inform the subscribers on the rights and
responsibilities of preserving and using subscriber information.

® GDCA KiEMALME sTEI 1] 45 %1 GDCA 1 54T VE s

® GDCA and Registration Authority have the responsibility to inform the subscribers on the
responsibility scope of GDCA.

® GDCA KIEMHUA SR/ 5 AT I STEVEH

® GDCA and Registration Authority have the responsibility to inform the subscribers on the
responsibility scope of subscriber.

® TSNS THAT ML CP L CPS AR SCIFZYE I, el g Herb ok THE i
PV . BRI OS5 AHELR AR OR A 25

® The applicants should learn about the agreed-upon matters stipulated in the subscriber agreement,
the CP and CPS etc. in advance, particularly those in relation to certificate usage, rights, obligations
and warranties.

® T/ A AEHAIE S R T R A HE R B ST
® The subscriber has the responsibility to provide accurate application information and data to GDCA.
® LMHURAAREXIAT P SR AL AGIE TS S B 5 SE A R — B & TAE, RIS
AR R % 5T

® RAs shall ensure the consistency between certificate application information and identification which
subscribers provided and bear corresponding responsibilities of review.

4.2. IFEHHFELE Certificate Application Processing
4.2.1. AT IRA 5% 5] Performing Identification and Authentication Functions

2 GDCA. JEMHUHZ BT T IEF G f5, MA%ZA CP 28 3.2 5 HIER, X7 AT
R0 5 %

XFF ROOTCA (RSA) ik i GDCA ROOT CA iE i ROOTCA (SM2). GDCA ROOT CA1
IEPBEE R CA B R EIT FETS, 75 GDCA M4 CP 3.2 45 i SRIF RS A B B B 3¢
B TRIAS R I E 5 e KA B0 Bz A5 B AR K AR, W) GDCA WY {45040 BIAIF B S04
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B SAIEF A 45 B s 6T B GDCA TrustAUTH R5 ROOT AiE45 . #4148 R5 # CA {45 .GDCA
TrustAUTH E5 ROOT 22K iIH1 4% CA I KT JHiEds, %7 GDCA #i#E CP 3.2 45 & K3k
75 (¥ B3 B3I B SCAR PR [ AN R ok 825 K (GRAFIAIIZA4 AT 1P Hiu ik 10 36U K0 a8 SO A g e TR AS
#1398 K) Hizfs BARKRLELN, N GDCA Al fd FiZ SR B SCHF, AZSHEBHE R,

After GDCA and its registration agencies receive the subscriber’s certificate application, they will perform
identity recognition and verification of identification over the subscriber according to the requirements of
CP section 3.2.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA may use the documents and data to verify certificate
information, provided that it obtained the data or document (according to section 3.2 of this CPS) for a
period no more than the maximum validity of the certificates, and provided that no changes occurred to
the documents and data within such time period. For the subscriber certificates issued by the subordinate
CAs of GDCA TrustAUTH R5 ROOT, #1%hf{{ R5 #R CA ik}, GDCA may use the documents and data to
verify certificate information, provided that it obtained the data or document (according to section 3.2 of
this CPS) no more than 825 days prior to issuing the certificate (and for validation of domain names and
IP addresses, any reused data or document must be obtained no more than 398 days prior to issuing the
certificate), and provided that no changes occurred to the documents and data within such time period.

4.2.2. IE B iERMERIFE 45 Approval or Rejection of Certificate Applications

GDCA. JEMHBUA N AL ISR L, bR i, WL RE, NN I8 E
27 AR BRI R P 3 RE S F R

GDCA and RA should approve or reject applications based on authentication. If GDCA and RA reject an
application, they should inform the applicants with appropriate ways and within reasonable time period.

42.2.1. iEH B R HE Approval of Certificate Applications

IR A TR, RA AT LA i -
1 IZHE AT A CP A 3.2 15T/ B bR IR R AL 5
2. HEFESZECE A RO U A RER
3. HIEH CAIIBUE ST T AR B H .
RA will approve the certificate requests, if the following conditions are met:

1. The application shall completely meet the requirements from CP section 3.2 regarding the
subscriber's identification information and authentication.

2. Applicant accepts or has no opposition regarding the content or requirements of the subscriber's
agreement.

3. Applicant has paid already in accordance with the provisions.
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4222. FHHIEKRIEL Rejection of Certificate Applications

MR RAFHIEE, RA NAELIET HE:
RA shall refuse the certificate application in case of the following situations:
1 ZHEAFFEA CP & 3.2 Tk 1T 7 B HIAR IR Rl L€ ;

1. The application does not meet the specifications of subscriber’s identification and authentication in
CP section 3.2.

2. HIEE AR L0 S 0l WAL
2. The applicant can’t provide the required identity documents.
3. HIHE RO B AN REREZ AT P UK A 0 N AR

3. The applicant opposes or cannot accept the relevant content or requirements of the subscriber's
agreement.

4. FHITEE A B ASRE U H O 2 SO AR A 2 1T 5
4. The applicant has not paid or can’t pay the appropriate fees.
5. HHEMIEPE% ICANN (The Internet Corporation for Assigned Names and Numbers)
REHIHT gTLD (g4 );

5. The requested certificates contain a new gTLD under consideration by ICANN (The Internet
Corporation for Assigned Names and Numbers).

6. GDCA B EMMLIIN HEAEZ 1 26 GDCA 7 k4. VA2 BiE 1%

6. GDCA or RA considers that the approval of the application will bring about controversies, legal
disputes or losses to the GDCA.

Xf T GDCATrustAUTH R5 ROOT k-5, %% X R5 #2 CA iE+5. GDCATrustAUTH E5
ROOT 2K (% CA a8 R T FESS, G A EE R R4S (E 5 AN i, 80 GDCA ILH
HEHEiZ Bl B m R, GDCA BiR44i% %, GDCA MRYE A MECE . Bimas kAl
KERME . T TT 48 22 A 55 I BUR LR S5 35 =5 AT 44 B0, BRA SRR A JF iR v 48 85 1
{55, B GDCA Z 1 B 5% I 4 44 1 8 AtV i FH 34 B30T 7 0 46 10 B0F 5 175 SR S 1 E
A5, EESLANAEY RS i KU FE A FISR, FEHEZAE-B RS RS 2 B WIS ERE B X THI%R
LA RS N, GDCA K ELIEE 4 H i .

ST IR IE T B, GDCA 3 &1 FR i 5 IE 5 FR i 2R

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
i R5 8 CA IE+ and GDCA TrustAUTHES ROOT, if the application is prohibited clearly by laws
and regulations, or GDCA considers that there are highly risks to approve the application, GDCA shall
reject it. GDCA establishes and maintains a list of high risk certificate applicants according to the list
provided by anti-phishing alliance, antivirus vendor or related alliance, government agencies which are
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responsible for network security affairs and other third parties, or the disclosure of information through
public media reports, or previously rejected certificate requests by GDCA due to suspected phishing or
other fraudulent usage or concerns. GDCA will query information from the list during accepting certificate
application. If the applicants appear in this list, GDCA will reject their application directly.

For the rejected certificate application request, GDCA will notify the applicant about the failure of
application.

4.2.3. A EEGIES HE BB [E] Time to Process Certificate Applications

GDCA JHLFIAEML SN (CPS) MWRLE & BERJUE S B 15 AL PERS (8] . GDCA FIEMAL
K i AE CPS FR5E BT 18] Py AL FHIE 5 B335, T8 Rt fE IS S 40 4 L X IS RS 3 2 2 D TAEH «

GDCA CPS should specify the processing period of certificate application. No matter approving or
rejecting, GDCA and RA should process certificate application within the period specified by CPS. The
period is 2 working days in general.

4.2.4. INENLHIEEAL (CAA)  Certification Authority Authorization (CAA)

% GDCA K I3 /£ CAINI % #%184% EV Guidelines. Baseline Requirements 3R [ 24
FEAT{E ) SSL/TLS HE45, GDCA X &K UES ERM 49 Wi 5 —> dNSName fit CAA
Wk, JFEE RIS

GDCA 1R RFC6844 (£ #fi% 3K 5065 1511 MM e 4b3 “issue”. “issuewild” J “iodef”
FIBMHEFRZE: # “issue”. “issuewild” FrZ5H AN E “gdca.com.en”, Nl GDCA AZE KR
MIES: 5 CAA LTI “iodef” #7525, N GDCA 5 HiiE & V418 5 tRIE & 1 N HAUKIIE
15

GDCA [ LT 1 CAA CF AR ARNAT SLAE NPT A E T 0 55F: 1) 7E9F GDCA %At
Bt A 1) CAA LSRRI 2) B2t — RE B &R CAA IL3E: 3) 4 A e X AT
FEFR A ICNNA HRIX 35([¥) DNSSEC HilE % -

For the publicly trusted SSL/TLS certificates issued by GDCA and conform to the EV Guidelines and
Baseline Requirements of the CA/Browser Forum, GDCA will check the CAA records and follow the
processing instructions found for each dNSName in the subjectAltName extension of the certificate to be
issued.

GDCA shall process "issue", "issuewild", and “iodef” property tags according to RFC6844 as amended by

Errata 5065: GDCA shall not issue corresponding certificates if the "issue”,
not contain“gdca.com.cn”. In case the property tag “iodef” is present in the CAA records, GDCA shall

issuewild"property tags do

determine whether or not to issue certificates after communicating with the applicant.

GDCA shall treat a record lookup failure as permission to issue certificates if: 1) the failure is outside the
GDCA's infrastructure; 2) the lookup has been retried at least once; and 3) the domain's zone does not
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have a DNSSEC validation chain to the ICANN root.

4.3. WERZ K Certificate Issuance

4.3.1. IEHZ R H RA F CA K478 CA Actions During Certificate Issuance

R CA HIEFHZE A N i GDCA HALIAIE N G M A AT B2, (R CA PUTIES
BAtRlE.

A trusted person authorized by GDCA should deliberately issue a direct command with respect to
certificate issuance by the root CA, in order for the root CA to perform a certificate signing operation.

FEUEP R RS RE S RA FYEHEE RASTEF RIS L, JREE#RIE RA REUK AL
PG R CA FIEBA K R4 . RA KIE CA FIEBZ K IE RE BAUA RA 57 %515
BRERE I, IR0 ORISR B I CAIEPREK R 5.

In the process of issuing certificate, the RA’s administrator is responsible for the approval of certificate
application, and sending certificate issuance request to the certificate issuance system of CA via the RA
system. Issuance request which RA sends to CA must include identification with the measures of
information security. RA must ensure that the request is sent to the correct CA certificate issuance
system.

CA HIEBL K RGAERT RA FIEHZKIE KRG, XKE RA KIE ST S50 5%,
XA RMEREBRERER, IEBRERRGZERAT P IES.

After obtaining the RA certificate issuance request, CA certificate issuance system authenticates and
decrypts the requests. For the valid certificate issuing request, certificate issues system issues the
subscriber certificate.

4.3.2. CA 1 RA B&IT PiERHZER

Notifications to Subscriber by the CA of Issuance of Certificate

GDCA HIEPB R AGAIET A, HEESFEDT RA BHIT IEH &k, Hi
PSR AEAT DISRISHE T 7 5, X, M TS, siFEd e 54
€ 15 205 AT P W] SRAFAE 1 .

After GDCA certificate issuance system issues certificates, subscribers will be informed by GDCA or RA
that the certificate is issued and how to obtain certificates. Subscriber can get the certificate via face-face,
online download, or other methods specified by subscriber.
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4.4, EFHER Certificate Acceptance
4.4.1. IR SZIEF HI4T A Conduct Constituting Certificate Acceptance

1 W EATYI L TTH) GDCA IE-P RS M RAUE T R EAHAF I BT, A T3
Hl. USB Key ™, iE4S T 5 EERIMRERIT 3652 TIESS

1. Subscribers access to specialized GDCA certificate service website, then download certificate to the
certificate carrier, that means subscriber totally accepted the certificate after it has been
downloaded.

2. GDCA VEMMLFARE T 7 NEAUET, FEIIE S R I B8RS, 31T
P2 T AR BRI ERIT P32 TIE
2.  When RA of GDCA downloads the certificate on behalf of subscriber, the downloaded certificate will

be kept in digital certificate carrier. Once the subscribers accept the certificate carrier, the
subscribers accept the certificate.

3. WHRR VIRMUERRTE, JF R R RHE BB N A

3. Subscribers have received the way of obtaining the certificates, and no objection of the certificates or
their contents.

4. AT ROGEAS B RS N A A ERATE R I

4. Subscribers fail to oppose or conduct the operation of objection over the certificates or the content of
certificates.

4.4.2. CA SHEPB I RAT Publication of the Certificate by the CA

WEZE 5, GDCA Kzl JE+ kA1 3] GDCA ) Hsxik%5 2 4t. [N, GDCA
% Google ] CT %% Chttps:/github.com/chromium/ct-policy), KT/ IS4 (5 B R AT A 2570
=ACT st

After a subscriber receives a certificate, GDCA publishes the subscriber certificate to directory service
system. As per the Google CT policy (https://github.com/chromium/ct-policy), GDCA embeds in the
SSL/TLS certificates the signature data from at least three CT servers recognized by Google.

4.4.3. CA B AL SARIE BRI R

Notification of Certificate Issuance by the CA to Other Entities

FRUEFSIT 7 4h, GDCA S MR A 75 B A HAl SEAAUE P28 A
GDCA and RA do not need to notify the certificate issuance to other entities except for subscribers.
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45. BHAXTFERKEH Key Pair and Certificate Usage
45.1. T P FEHFIEFR IE A Subscriber Private Key and Certificate Usage

W PHESRAS TUEF WG I3 7 GDCA Fds K HIUEF /5 , PN E 4 [ =857 5 GDCA.
TR T RIBURIAN LS5 1 563K 3T P2 BB TIE T, REREUA B % 35 ORAE FAIE Fxt
P (AL G AR A B o 1T 7 HREEE 7R A CP LLRAT P WSO & IR L Y
i AR ANE TS

SEFSZUET, AT T XHE RME4L, I RIS Z NS . T
UETS, JLRAEA BT F X R R A BN 115 B AT AR . (EE PRI s 2 5, 1T/
DA IE A A UE S0 R AL EH

ST SSLITLS EAS, 1T /1A BUAE A 45 (AIE HE RS b 4] H 1 32 50550 44 %o o7 1 . 45 2 o
HIE ST L
After the subscribers have submitted certificate application and received certificates issued by GDCA,
they are deemed to have agreed to comply with the terms of GDCA, relying party related rights and
obligations. The subscriber who receives the certificate shall take appropriate measures to properly keep
the corresponding private key to the certificate from unauthorized use. Subscribers can only use the

private key and certificate in the CP specified range, and under applicable laws and the subscriber
agreement.

For the signature certificate, the private key can be used for the signature of a message. The subscriber
should know about and confirm the signature content. For the encryption certificate, the private key can
be used to decrypt the information which uses the corresponding public key to encrypt. After the
certificate expires or is revoked, the subscriber must stop using the certificate’s corresponding private key.

For the SSL/TLS certificates, the subscribers should undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.

4.5.2. T ASHFE R K Relying Party Public Key and Certificate Usage

AR AR IS T B G R R, AT XSS EAT DU AR

When the relying party has received the message with digital signature, the party has the obligation to
carry out the following operations to confirm:

1. SRIGECFZ LN N HUE D K AGAT 5

1. Obtain digital signature’s corresponding certificate and trust chain.

2. WHINZEEA N IIEH 2 H GDCA ATk

2. Confirm that the signature’s corresponding certificate is the one trusted by the relying party.
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3. Ed AW CRL B OCSP HiAZRE 44 X NLFKIIEFS /2 15 4 5

3. Confirm whether the signature corresponding certificate has been revoked by querying the CRL or
OCSP.

4. RS ARG TR R AR A
4. Certificate usage is suitable for the corresponding signature.
5. fEAREF LR APHRAER 4 .
5. Use certificate’s public key to verify the signature.
6. AL ErUET A RO
6. Check the validity of the certificates
PAEARf— IR R, KRBT A SRR E R .
If the above conditions are not met, relying party has the responsibility to refuse to sign information.
IS T B ROB NS BRI, Al i IR AR SR AG R T RN IE S,
SRJE PR B AP S BN . 0T RO NI S RN A5 B — i AR 4 352 7

When the relying party needs to send an encrypted message to the receiving party, the party must first
obtain the encryption certificate of receiving party through proper channels, and then encrypt the
information using public key of the certificate. The relying party should send the encryption certificate and
encrypted information to receiving party.

4.6. UFFEH Certificate Renewal

UEAS S FHREASAE T 7 A ECHARAEAE BRI T, T8k — KB
:Fg o
Certificate renewal is the issuance of a new certificate to the subscriber without changing the public key or
any other information in the certificate.

46.1. IEREHHIETE Circumstances for Certificate Renewal

% T GDCA Z RG] PHESS, 1T/ TR AEIE B IR0 AT UE 5 5 5.

%tF i ROOTCA (RSA) iE45. GDCAROOT CA iE+5. ROOTCA (SM2). GDCA ROOT
CALEPZR Mg CA FTZ R T FHIETS, 1T P Al 1 GDCA UE TR 45 M3 553 %] GDCA
U BEATUE BRI G . FIERE RIS EMELR, KA EIRBTHEN
ER.

XF T i GDCATrustAUTH R5 ROOT iE-5. ¥t ii4R R5 8 CA E+5. GDCA TrustAUTH
E5 ROOT K I -2k CA BT R ICAT FEAS, 117 T5 08 B B SREASIEMHME B . E i
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WS, T 2B B HTUE TS

XFF SSLITLS iiE+s, GDCA #5232 1T I AEAN SR 2 H F i SEHTIESS o 1T 77 Bl EHnIE 15
i), GDCA FiXiil PR AT, DA RSN %8, Wohssses, MZskiT
FHRAETF A BRI

For the subscriber certificates issued by GDCA, the subscribers need to submit the certificate update
request before the expiry of the certificate.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CALl, the subscriber can access the GDCA Certificate Services
Website or GDCA Registration Authority for certificate renewal application before expiration. Applicant for
certificate renewal has no need to fill in the registration information, while the system will automatically
obtain the information.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #Zzi{
R5 # CA iE45, and GDCA TrustAUTH E5 ROOT, when renewing the certificates, the subscibers shall
submit the registration information as they do for the new certificates requests. If the certificate had
expired, the subscriber must apply for a new certificate.

For SSL/TLS certificate, GDCA accepts the subscriber to apply for certificate renewal without updating
the key. When a subscriber requests to renew a certificate, GDCA will check whether a key submitted is a
weak key, and will require the subscriber to renew the key pair if the submitted key is proved to be weak.

4.6.2. 18 3RAIEF5 58 B i1 524k Who May Request Renewal

RV B 3 5 AT 7

The entity who requests certificate update is the subscriber.

4.6.3. A FEEFEHTE K Processing Certificate Renewal Requests

P UEF SR, HACBS AR AR RERAE. S0l 2R, XTI (R 50 UE R 40 i
TN LA

For certificate renewal, its process includes application and verification, identification, and issuance of the
certificate. The verification and authentication of application shall be based on the following:

1. TP HEEBAAAEIF H it GDCA sk

1. The original certificate of subscriber is exist and issued by GDCA
2. IUENEPHUHE SR AEVE AT AR A

2. Validate the certificate update request is in validity period.
3. BT JRENME BT B 50 .

3. Identity verification based on the original registration information.
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FE LA EIGUE AT %5l f5 GDCA A AT HHERS KIEFS
GDCA can issue certificate only if all the verification and identification above are passed.

VP AT PR — AR B GG 15 RV TR AT IR 15 S0, 4% IR EORIR AR L I+ i
B GHIEM BUEL . GDCA FEARA L T #8 AR A Aa E+5 B (14855 75 A ik 5 ST it
HEHILSEERE S

When the certificate is updated, subscribers can use the original private key to sign the update request,
and GDCA will verify and identify the validity, legality and uniqueness of subscriber’s signature and public
key, user information of the update request.

4.6.4. BAIT PFAERRIER

Notification of New Certificate Issuance to Subscriber

[A A CP %5 4.3.2 715,

See CP section 4.3.2

4.6.5. W2 EFE BTN

Conduct Constituting Acceptance of a Renewal Certificate

[AA CP %5 4.4.1 75,

See CP section 4.4.1

4.6.6. CA X EFHERKI KA

Publication of the Renewal Certificate by the CA

[FIA CP % 4.4.2 7,

See CP section 4.4.2

4.6.7. CA B H At AR IEB IR

Notification of Certificate Issuance by the CA to Other Entities

[FA CP %5 4.4.3 75,

See CP section 4.4.3

77



[] SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA -‘L[E:Fg%m% (VB. 1 )]-[&)

4.7. EFEHAEF Certificate Rekey

IEBEHEHRIT 7 B S 55 A R X s I RS N A K — eSS

Certificate Rekey refers to generating a new key and requesting to issue a new certificate for the new
public key by the subscriber or other participants.

4.7.1. FRZEHAFH B Circumstances for Certificate Rekey

GDCA HJE+ 38 S AR EA R T L E I -

GDCA certificate Re-key including but not limited to the following circumstances:
1. AR FAIME ER MR e 1S

1. Revocation certificate due to private key leakage.
2. AR EIH;

2. The certificate expires.

3. ETHEOR. BURL &K, GDCA ZORUEHH TR .

3. GDCA requires certificate key update based on the security reasons of technology and policy.

4.7.2. TR SR UE5 2550 58 % 1 Sk

Who May Request Certification of a New Public Key

S SRAIE T 8B TR 1 2 AR ONE AT /o

The entity who requests re-key is the certificate subscriber.

4.7.3. A FEE B EHE B E K Processing Certificate Rekeying Requests

A4 CP %5 4.6.3 7.

See CP section 4.6.3.

4.7.4. BEIVT PFHEBRIZER

Notification of New Certificate Issuance to Subscriber

[FA CP %5 4.3.2 7.

See CP section 4.3.2.
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475  HMBREREAEIERRTHN

Conduct Constituting Acceptance of a Rekeyed Certificate

[F A CP 2% 4.4.1 75,

See CP section 4.4.1.

4.7.6. CA X B HEFIER IR

Publication of the Rekeyed Certificate by the CA

[FIA CP 55 4.4.2 7,

See CP section 4.4.2.

TP HTUE TS NIAE 24 /N KA

Re-Keyed Certificate must be published within 24 hours.

4.717. CA B AL AR IER IR

Notification of Certificate Issuance by the CA to Other Entities

[FI4 CP 55 4.4.3 75,

See CP section 4.4.3.

4.8. HEHATE Certificate Modification

4.8.1. IEBEBERIE Circumstances for Certificate Modification

HIAT PR IVEN 5 R, 51 GDCA Bt iE A

If the registered information which subscriber provide is changed, the subscriber has the obligation to
report certificate modification to the GDCA.

AN A AL 515 B AR SE W] RERE I LT P BCM S5 BT AR, AT A AN RE HBIE 538
RBERGHZAET, PR H R RIE .
If information contained in the certificate changes that may affect the rights and obligations of subscribers.

The subscriber cannot apply for the certificate change, and he/she can only revoke the certificate then
apply for a new certificate again.

UEF5 AL S B AMIE P B P A (KRS . 2% AR — U
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Both of the procedure and conditions of the certificate application and modification is the same.

4.8.2. ERIEFHZRE RS2k Who May Request Certificate Modification

T SRAE A28 B A SEAORIEAS T /7

The entity who requests the certificate modification is the subscriber of the certificate.

4.8.3. AEEIEHZR 15K Processing Certificate Modification Requests

UEHAR B A JEAT K B IE TS v E I R AT A0 2], [ A CP 3.2,

The certificate modification is processed following the registration procedures where the first application
for a certificate, see CP 3.2.

4.8.4. BRIV PIRERRIER

Notification of New Certificate Issuance to Subscriber

[FIA CP &5 4.3.2 7.

See CP section 4.3.2

4.8.5. WS FIERRIT N

Conduct Constituting Acceptance of Modified Certificate

[FA CP %% 4.4.1 75,

See CP section 4.4.1

4.8.6. CA XA EIEH I & AR Publication of the Modified Certificate by the CA

[FIA CP & 4.4.2 7,

See CP section 4.4.2

4.8.7. CA B A HAR AR UE B R

Notification of Certificate Issuance by the CA to Other Entities

[AA CP %5 4.4.3 7.
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See CP section 4.4.3

4.9.

W H#EYAEAD Certificate Revocation and Suspension

4.9.1. IE RSB TE Circumstances for Revocation

4.9.1.1. 3T P IEHBAS M B Reasons for Revoking a Subscriber Certificate

> w0 poE

LA PSR — P Fl, GDCA WAZTE 24 /NI 2 PR IE 15

VTP DAAS R 20 SR UE 15

V7B %1 GDCA BRI HIUEF51E KARAT B AL HASBEIB W 25 AT 9

GDCA 3K73 T k4, EHSUEF A ST P AVEHE 2 1t

GDCA k13 T UEHE, EMIXHIETSH FQDN, 1P Ht ik sl s Hh bk 7 48 4 152 A5 st il AL [ 562
TEAS R AL

CA Bl 5 K HE B T R AE LT P FABH VI 3R (1) R B0AIF (1 777925, G 7 v T ARG 2 BH 56 5 TS L
¥E (#1140 Debian §925%, W.: http://wiki.debian.org/SSLkeys) , Bif77E BIRAIIEYE .
FHBLLU RO —Fh ek 2 Fh, CA NAE 24 /NI 2 WARBSIESS, HLAZJRPE 5 R A H

CERILE

1.

2
3.
4

© © N o O

10.

IEBRHEFF 4 Baseline Requirements 2 6.1.5 5 J2 5 6.1.6 15,

GDCA kA% 1 UEA518 23 H A IESR ;

GDCA 3KRIT i/ 71T 1 . CPICPS H it — T 8 % 1 8 K 57 4E:;

GDCA R AR FQDN B IP bk (s AN ARV rT (oldn, kR sl
AOEHEY T BAATEN AR AU, AN NS A NI SV AT SR S5 16X
Wik, BTN AR BT HR A

GDCA SR I MELFFUE Fal F T 480 B W 1% 3V 0 744

GDCA FRZBUEAS T 5 2 B R AR

GDCA R RIF P2 K A BERT & Baseline Requirements %3k, 5 GDCA i CP &} CPS;
GDCA VAT B 5 A AR IE S 5 BN EHA S B

GDCA {4} Baseline Requirements 25 & EF IR RRL, Sl s aip 21k, BraEHgk
4447 CRLIOCSP 15 B ;

CPS HIRTT M BATHACIR B AU BT BARKE: tHENE0EE RN, EE.
B EVE R s BURAT N BB I A A A5 1) 5 DR 9 ELG At A\ A5 S s
1 5
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11. GDCA C&BATHES S5, T PRSI %

GDCA shall revoke a certificate within 24 hours if one or more of the following occurs:

1.

2.

The subscriber requests in writing that GDCA revoke the certificate;

The subscriber notifies GDCA that the original certificate request was not authorized and does not
retroactively grant authorization;

GDCA obtains evidence that the subscriber's private key corresponding to the public key in the
certificate suffered a key compromise;

GDCA obtains evidence that the validation of domain authorization or control for any Fully-Qualified
Domain Name. IP address or mailbox address in the certificate should not be relied upon; or

GDCA is made aware of a demonstrated or proven method that exposes the subscriber's private key
to compromise, methods have been developed that can easily calculate it based on the public key
(such as a Debian weak key, see http://wiki.debian.org/SSLkeys).

GDCA should revoke a certificate within 24 hours and must revoke a certificate within 5 days if one or
more of the following occurs:

1.

2.

10.

The certificate no longer complies with the Baseline Requirements section 6.1.5 and 6.1.6;
GDCA obtains evidence that the certificate was misused;

GDCA is made aware that a subscriber has violated one or more of its material obligations under the
subscriber agreement and CP/CPS;

GDCA is made aware of any circumstance indicating that use of a fully-qualified domain name or IP
address in the certificate is no longer legally permitted (e.g. a court or arbitrator has revoked a
domain name registrant’s right to use the domain name, a relevant licensing or services agreement
between the domain name registrant and the applicant has terminated, or the domain name
registrant has failed to renew the domain name);

GDCA is made aware that a wildcard certificate has been used to authenticate a fraudulently
misleading subordinate fully-qualified domain name;

GDCA is made aware of a material change in the information contained in the certificate;

GDCA is made aware that the certificate was not issued in accordance with Baseline Requirements
or GDCA's CP or CPS;

GDCA determines or is made aware that any of the information appearing in the certificate is
inaccurate;

GDCA'’s right to issue certificates under the Baseline Requirements expires or is revoked or
terminated, unless it has made arrangements to continue maintaining the CRL/OCSP repository;

The fulfillment of the obligations in the CPS is delayed or encounters force majeure, such as natural
disasters, computer or communications failures, changes of laws and regulations, government
actions or other causes beyond the reasonable control, causing threats to the information of others;
or
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11. Subscribers fail to pay the service fees after GDCA performed the obligations of notifying the
subscribers to pay.

KAETIMER, XT GDCA LRSS R4 H eSS, #illn CAL RA. 328 meie
MRS AR CRAEIRSS RGP I BEEAE I E) (R IESS, AT DA HAIES:
1. CA 5RA. X G&FT P& k8 K AR BUE
2. EFARVR A AR BE PO B R AR A R
3. HTEHMMFE.

If the following circumstances occur, for the certificates using in GDCA certificate service system, such as
certificate using in CA, RA, LRA or other services entities (including equipment using certificate in service
system), GDCA can revoke the certificate:

1. Agreement between GDCA and RA, LRA has changed or stopped.
2. The private key of the certificate has security damage or is suspected with security damage.
3. The need of management.

HEFAT P an SR R I E R BEIE B AV e A R AR IR, RILRLEET CA HHTRUES . X
SSL/TLS MR&5#8KUEF, & HILLL MERE — D LG Y, W HE T IE BRI
1. CA HUMPRENIEZ AEGTE, Wkl A iz 4 J0i% . S iU ) & 424 115
CA HUHAF 51— BB AIE T3 RIS TE— M RVEME 1R 5 T34
CA MU HI T FM R R 21 B8 4T, IF HoRZHEH AR CA SR BB IE 1 (M SCREPERRAE
CA ZRAF-P AR L i s gl sk 1k, BRI CA A ek, 4k 44k CRL/OCSP;
EFS I HEA A 2 B0 20 s 17 0T I FH A R 5 o Bt 7 AN T 422 32 1 XU

o > w D

If certificate subscribers discover or suspect the security of private key of the certificate has been
damaged, they shall immediately notify GDCA to revoke the certificate. For the SSL/TLS server certificate,
if the following one or several cases have occurred, GDCA also need to carry out the certificate
revocation:

1. Domain name that CA knows is no longer valid, such as the domain name has been judged by the
court, domain name registration agency contract termination, etc.

2. GDCA knew a wildcard certificate was used for a fraudulent misrepresentation sub domain name.

3. GDCA terminates the operation for some reasons and doesn’t arrange other CA to provide for
supporting operation of revocation certificates.

4. Unless GDCA make special arrangements, GDCA will continue to maintain CRL/OCSP, under the
circumstance of that GDCA's right to issue certificate has been expired, revoked or terminated.

5. Technical content or format of certificate causes unacceptable risk for application software vendor or
relying party.
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49.1.2. 1%k CAIEFRHIEESFEE Reasons for Revoking a Subordinate CA Certificate

EHILLA NS ) —FELZ B, GDCA ZUTE 7 K2 W 9% CA EF3:

1.

o g M w DN

GDCAZRAT T UL, UEWI S IEFS A X BT 2t CARBHIE 21 7 403 , BAN 45 & Baseline
Requirements 2, S/IMIME Baseline Requirements & 6.1.5 75 A& 55 6.1.6 5 [RIAH I K ;
GDCA A3 1 UL+ 18 2 1R FH LS 5

GDCA R BAUF P 25 R A BERF £ Baseline Requirements 3K , 5 41 2% CA K BEFF & CP/CPS;
GDCA Y NAEATHI A 2% CA TEFH HE BAER . AR SZE R AR T

GDCA ti HEM IR LIz s, HARS 5 —K CA KRN LR BEIE P I 55
GDCA f## Baseline Requirements 25 & UEFI AL J7 20, BB B ¢ 1k, BRI 4k
444 CRLIOCSP 15 B

GDCA shall revoke a subordinate CA within 7 days if one or more of the following occurs:

1.

GDCA obtains evidence that the subordinate CA’s private key corresponding to the public key in the
certificate suffered a key compromise or no longer complies with Sections 6.1.5 and 6.1.6 of
Baseline Requirements or S/MIME Baseline Requirements;

GDCA obtains evidence that the certificate was misused;

GDCA is made aware that the certificate was not issued in accordance with Baseline Requirements
or that subordinate CA has not complied with the GDCA CP or CPS;

GDCA determines that any of the information appearing in the subordinate CA certificate is
inaccurate, unreal or misleading;

GDCA ceases operations for any reason and has not made arrangements for another CA to provide
revocation support for the certificate;

GDCA's right to issue certificates under Baseline Requirements expires or is revoked or terminated,
unless GDCA has made arrangements to continue maintaining the CRL/OCSP Repository.

4.9.2. 75 R UE F 4 F 5248 Who Can Request Revocation

© a > w DN

DA SEARTT LA SRS — AT ES:

GDCA EEMALI AT LUK HE A CP 55 4.9.1 7% ZERHMUEH — T k4,

SEFASNUESS, WEART P AT L RIS A1 8 AN AGE

T HUHGIES, RN RAT BEHAE RI C 22 R 4 U HOUE

T RAUES:,  RATIA RA& IHU B A AR AT SRS TS SR DA 2R IIE T
R BUR BT R H A AR TR AR T e .

M7 LR AR RS o By s B AT BOH A ¥ 35 = 5 W] DASRASE o 1) R 5, 5
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GDCA 15 & FLE s TE 15

The following entities can request revocation of subscriber certificate:

1.

GDCA or Registration Authority can revoke one subscriber certificate based on the requirements of
this CP section 4.9.1.

For individual certificate, certificate subscribers can submit a request to revoke their own individual
certificates.

For organization certificate, only representative authorized by this organization has the right to
submit a request to revoke certificate which has been issued to this organization.

For equipment certificate, only representative authorized by this organization who has the equipment
has the right to submit a request to revoke certificate which has been issued to this organization.

The court, government departments and other public power department can revoke subscriber
certificate in accordance with the law.

Relying parties, application software suppliers, anti-virus organizations and other third parties may
submit certificate problem reports informing GDCA of reasonable grounds to revoke the certificates.

HA GDCA w] LU HRIEH 5 4 CA ES.

Only GDCA can revoke root certificate or Subordinate CA certificate.

4.9.3. IEPREEE R A EER Procedure for Revocation Request

4.9.3.1. T P iERBASIEF The subscriber actively proposed to revocation application.

A w0 D

VTP ARSI LR SR S He [0 15 B e T AL

TE YR ATURE R S5 FR SRR ST B 0 A0 RS B El ) I 2 1k
MU R R FR 5 R 425845 GDCA,  H GDCA 5S¢ Bl «
GDCA $243t 7%24 /NI (R H i IR 45

Subscriber submits revocation application form and identification material to registration authority and
indicates revocation reason.

Registration Authority verifies the identity of entities applying for revocation and the appropriateness
of revocation reasons.

RA submits application form of revocation to GDCA and GDCA completes the revocation operation.

GDCA offers 24x7 certificate revocation requests service.

4.9.3.2. T P ¥k 3R #4A5E T The subscriber is forced to revoke the certificate

1.

2 GDCA BEM LA 7853 FIEE A (S tH LA CP 28 4.9.1.1 15 L, Al i P 3
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B € RO TR IE 5

2. GDCA $2fft 7%24 /NI AJAIEAS e A 5 AN AL B

3. MRHTT  FRENUR S ST AR BT S B LA A5 55 =07 SRS UE A5 i AR 75 N, GDCA
oz 2H 2R A AR AR R A 4 SRR DR A S U IE S 5

4. GDCA f#HiT /M iEfia, dddamra, WiiEFases. milssE, &ET e o
SR SR B

1. When GDCA or RA has sufficient reasons to confirm that circumstances described in CP section

49.1.1 have occurred, they can revoke subscriber certificates through determined internal
processes;

2. GDCA maintains a 24x7 certificate problems reporting and processing procedures;

3. GDCA will take actions to investigate the certificate problem reports submitted by relying parties,
judicial institutions, application software providers, anti-virus organizations and other third parties,
and will decide whether or not to revoke the certificates based on the results of the investigation;

4. After the certificate revocation, GDCA or RA will use appropriate ways, including email, phone, and
fax to notify the final subscriber that the certificate has been revoked and the reason why it is
revoked.

4.9.4. A TE K B 9% FR 3 Revocation Request Grace Period

R SR I T e A T IR S T, AR S SR U R LM B M e 8 /NS
PPt o AR IR S A AR 15 SR i EAZ B[] 48 /N Py dieth

If key exposure occurs or suspected occurs, revocation request must be submitted in finding leakage or
leakage suspicion within 8 hours after key exposure or suspected exposure is found. Revocation
requirements caused by other reasons must be made within 48 hours.

495.  CANEHHEHFERKIN R

Time Within Which CA Must Process the Revocation Request

GDCA B %21 SR 21 5¢ U 2 18] (Tl FRHIRR ,  AS L 24 S/

The cycle of GDCA processes revocation request is no more than 24 hours.

496.  KBOTKREIEDEEKER

Revocation Checking Requirements for Relying Parties

WRHT AEMA— MIEF AT L2 & ) GDCA AT CRL B A ABAT T 5 A AIIE 5 7 75 B4l
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Relying parties must check the CRL published by GDCA before trusting a certificate to check whether the
certificate is revoked.

4.9.7. CRL RAFMIZ CRL Issuance Frequency

%1/ ROOTCA (RSA) iE45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIEBZ L MIhZL CA FrZs R (AT FAE+, CRL KA )y 8 /it

Xf ¥ i1 GDCA TrustAUTH R5 ROOT ik #Ze X RS A CA iE15. GDCA TrustAUTH
E5 ROOT 2K I 2% CA FiZ8 R IAT FiE+, CRL KAGAMAN 24 /M, H nextUpdate B¢
fRIE ASEE HY thisUpdate 18] 10 XKLL E.

Pk CAIETS, GDCA ) CRL &AM 12 A H o dn R4 4% CA iE+:, GDCA
TEREY 5 24 /INEF 2 P E T CRL, H. nextUpdate 7B FIMEATSHA H thisUpdate 18 /] 12 4 H LA
i o

FERFIR B 2500w DU CRL SZBI A8 (M I 445 a2 A1 e RAIE ),  CRL RS2 ED A=
X GDCA il 7 1) R AT SR UL 5E o

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, the CRLs are issued every 8 hours.

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #ZzHf 4%
R5 # CAIE15, and GDCA TrustAUTH E5 ROOT, the CRLs are issued every 24 hours and the value of the
nextUpdate field is not more than ten days beyond the value of the thisUpdate field.

For the subordinate CA certificates, GDCA shall update and publish certificate revocation list (CRL) every
12 months. In case the subordinate CA certificates are revoked, GDCA shall update and publish the
certificate revocation list (CRL) within 24 hours after the revocation, and and the value of the nextUpdate
field shall be no more than twelve months beyond the value of the thisUpdate field.

However, CRL can come into effect immediately determined by release strategy made by GDCA in
special emergency circumstances (assuming that the network transmission condition can guarantee).

4.9.8. CRL R AR I8 A J5 B} 18] Maximum Latency for CRLs

—/MIEFS BB 21 e bl A 1) CRL b [ i B R AS Bt 24 /R

A revoked certificate will be added to CRL within 24 hours.
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4.9.9. FELRASZE W AT FH # Online Revocation/Status Checking Availability

GDCA M A UEA 1T 2 AR 7 R AL AE R TR E IRk 55 . OCSP M W% Zii#F & RFC 6960
IR, I HA# OCSP R4S #2544 . OCSP R4S #% HIUE P 5 IE/E AR A FAE F i [ — 4~ CA
259, OCSP JIRZ% 2% HI3IE 5 A0 & — A RFC6960 & X127y id-pkix-ocsp-nocheck 147 FE Tl .

GDCA should support OCSP responses for subscribers and the relying parties. The OCSP responses
should conform to RFC 6960, and signed by an OCSP Responder whose Certificate is signed by the CA
that issued the Certificate whose revocation status is being checked. The OCSP signing certificates
should contain an extension of type id-pkix-ocsp-nocheck, as defined by RFC6960.

49.10. ELREEHER Online Revocation Checking Requirements

M e LLE BT FEZOIRAS B W), GDCA AR 1 BEATAT 1 B UL FR «

GDCA #24} Get Fil Post #1757 i) OCSP #ififle45 .

XFFT RS, GDCA R 52 /b4 UK 558 OCSP {5 J&. . OCSP M 5 i) i KA XU 4 10 Ko
X ¥ E AR IIETS, SZEDEEH OCSP.

X+ g CA LSS, GDCA %4 12 4> H 83 OCSP {5 2. = 4t CAEFild,
AE 24 /NP BEET OCSP 15 /5.

xR R AEB RS E TR, GDCA AMFik[Al “good” RZ.
Users may feel free to inquire status online. GDCA must not impose any access limits.
GDCA offers the OCSP service using both the Get and Post methods.

For subscriber certificates, GDCA should update the OCSP information at least every four days.OCSP
responses from this service have a maximum expiration time of ten days. For the revoked certificates,
OCSP status will be updated immediately.

For subordinate CA certificates, GDCA should update the OCSP information at least every twelve months,
and within 24 hours after revoking a subordinate CA certificate.

GDCA must not respond with a "good" status for the request for status of a certificate that has not been
issued.

49.11.  HAEBENHEMERARR

Other Forms of Revocation Advertisements Available

k%7 CRL. OCSP #I, GDCA 7] A3t 5 B R A R A0, (HIXASE LA

GDCA may provide other publication forms of revocation information in addition to CRL and OCSP,
however, such publication forms are not mandatory.
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49.12. FHHBERREHER Special Requirements related to Key Compromise

AR CP 5 4.9.1 WHUE IS IEAL, 23T 7 BRE MU FE A2 B 2 I, WAL
HITa) GDCA # tHE P i K . R CA HIEH] (IR CA Bih gl CA B 2l e
MRBERAR T, NAZAE A BRI E) Y A 2 5 2CR R @ T - AR AS T

Except for the case described in CP section 4.9.1, when certificate key of subscriber or RA has security
damages, certificate revocation request should be made to GDCA immediately. If CA key (root CA or
Subordinate CA key) is compromised or may have been compromised, subscriber and relying party shall
be notified by reasonable means timely.

WEPIT P AN S = 7 AT iR IE A CP 956 1.5.2.1 &b Ik 27 3, &%) il GDCA &% 1)
H AR S AR HIESS, 1) GDCA K HIE B H M B ik s, e iU BL R ke
—E R B HIZAE P B AL -
> RO EE R4 CSR, FRE@E A TSN “Proof of Key Compromise for
GDCA”; &
> EIEERBIM ER R
GDCA 7] {175 75 4 B 15 19 in Ho At viF B FA S ML 85 11 752

Non-subscriber third parties may report a key compromise of an unexpired, unrevoked GDCA certificate
according to the contact information described in section 1.5.2.1, using one of the following methods to
prove possession/control of the private key associated with a certificate.

»  Submission of a CSR signed by the compromised private key with the Common Name “Proof of Key
Compromise for GDCA”; or

»  Providing the private key itself.

GDCA may allow additional, alternative methods that do not appear in this section at its own discretion.

49.13. EPEHEMFERE Circumstances for Suspension

GDCA A FFIE T .

GDCA does not support certificate suspension.

49.14.  ERIEPHERFSLA Who Can Request Suspension

GDCA AN SZFHIE .

GDCA does not support certificate suspension.
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49.15.  HBERIERKIFERF Procedure for Suspension Request

GDCA A SZFRIE .

GDCA does not support certificate suspension.

4.9.16.  HEAIIFRFRH] Limits on Suspension Period

GDCA ASCHAEF .

GDCA does not support certificate suspension.

4.10. IEFIREPRS Certificate Status Services

410.1.  BAERFE Operational Characteristics

A L@ CRL. LDAP H/lR%s. OCSP EiMjiE+RA, b

S22 S SR BE R S I (8] A0 A Ab B g

77 AHREFIRE RS

XTI I, GDCA ANAEIEH 2RI IMERHAE CRL A U C3. GDCA A

MBS CRL FRARAL S 42 41E 15 AU 18 5% o
GDCA AR OCSP H (RIS 18 3%

Subscribers can query certificate status through the CRL, LDAP and OCSP. Certificate status services

described above should have reasonable response time and concurrency process capability for query

request.

For the revoked certificates, GDCA shall not remove their revocation records from CRL prior to expiration

of such certificates. GDCA does not remove the revocation records of code signing certificates from the

CRL.

GDCA does not remove the revocation records in the OCSP.

410.2.  BR%ATHME Service Availability

UEFSIRZS AR 55 AL ARALE 7X24 /NP AT A, ELWi R [a) AN R 10 7D

Certificate Status Services must be available in 24 x 7 hours, and the response time must be of ten

seconds or less.
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4.10.3.  TFIBHHME Operational Features

ANEH

Not applicable.

4.11. ITMIEE R End of Subscription

WPIES BU R AU RIS R I BT AT 9 1k

The following circumstances of certificates indicate that the subscriber’s subscribing behavior has
formally terminated:

1. UEBEIE R A AT
1. The certificate is not renewed after the expiration.
2. RSB ET AR o

2. The certificate is revoked before the expiration.

4.12. HHAFEE 5K E Key Escrow and Recovery

4121,  EARESKERRBEITA

Key Escrow and Recovery Policy and Practices

%t H1 ROOTCA (RSA) iE#5. GDCAROOT CA iF$5. ROOTCA (SM2). GDCA ROOT
CALUEPZR Mg CA BT R T FHIET: UEF5IT P (N a2 635 i GDCA fRIT /T 4R
BEHVEER O BE AR, IR R A B B LT L. 2 YiE BT A T BRI
WA, TTLAA GDCA 2 iEK E N %40, GDCA &8 R4 %A E B O I RNE
TR, BEATPHRE, T RSN 2 % .

HEFIT PRI A B0 AT P AT AR, GDCA AT P 2 4 B IR A K &

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1: The certificate subscriber's encryption key pair which is applied
for by GDCA on behalf of the subscriber is generated and also managed by Guangdong key management
center. When the certificate subscriber needs to recover the encryption key, the subscriber should apply
to GDCA for recovery. GDCA will accept the subscriber's application and help the subscriber recover his
or her encryption key according to the corresponding rules and procedure of Guangdong Electronic Key
Management Center.

Subscribers shall keep signing key pairs by themselves. GDCA does not provide the key escrow and
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recovery services for subscribers' signing key pairs.

%fT-Hi GDCA TrustAUTH R5 ROOT iiE+5. %% 4{ R5 #i CA iE+5. GDCA TrustAUTH
E5 ROOT Z KM 2t CA BT K AT b+ : 1177 AT 1T P BATAE . an 525 8%
INEEREAORAE, GDCA EERAT F b Zifd I A2 BB I FIPS 140-2 55 — 25 ER (1 n s i -2
LREFH, IBAORFEFAHIME— 4. 1T AT LT GDCA AT kAT A 5 B0+
CSR. HIALEHI . hERE 56 prid a2k il /' H 27k 4H, GDCA XtithAKHH Ti4E. GDCA
AT P RARFEE R E RS

For subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, %i
ZH A R5 #8 CA {E+) and GDCA TrustAUTH E5 ROOT:The key pairs of subscribers shall be generated
by the subscribers themselves. In case the key pairs are to be stored in a cryptographic hardware, GDCA
requires that the subscribers must use cryptographic hardwares that meet or exceed the requirements of
FIPS 140-2 level 2 to properly keep the private keys, and must always keep unique control of the private
keys. Subscribers can authorize GDCA to generate key pairs and CSR. Subscribers shall undertake the
responsibilities by themselves for the losses incurred by the loss of signature private key, and GDCA
refuses to take the corresponding responsibilities.

GDCA does not provide key escrow and recovery services for the subscribers' private keys.

4122,  XEEVRERESKENFRETN

Session Key Encapsulation and Recovery Policy and Practices

RS IR IR IR 5 B AORBR 2T, B BRI E B2 E N A &
WE PN, #5524 1 H R E IR E 218 % .

The session key is packaged in digital envelope using asymmetric algorithm. The digital envelope is to
encrypt the session key using information recipient's public key, then the recipient can use their own
private key to decrypt and recovery the session key.

5. INENLA I & B AR ]

Facility, Management, and Operational Controls

5.1. #pEFEH| Physical Controls

5.1.1. A B 585 Site Location and Construction

GDCA H1 0L # IR D BE 253 %0 X LIRSS IX L A HLX | B X L A X A X,
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U DX > P BE LR = o L Fe A2 N TIC o 74 LR, LA T0T SR TR P 0 2mm
(RIve FLANAR,  HCR A EE DD 3mm (17 FLENIR . JR45 T 208 CO2 fRIMIE . B2 05 1k
AR R FAIE. FRl 1S TR BRI ] o 38 WU 42 57 il 2 A% T 75 e g R0 XD
T HURNEBA AT e T RE R VB AR o A TRUOR S BURL I S A AR A BB A0 X

According to the functions of GDCA central area, it consists of core area, service area, management area,
operation area, public area. The core area is a high-performance electromagnetic shielding room. Its shell
is made of six sides of high quality cold-rolled steel plate. The roof and wall panel is made of cold-rolled
steel plate with thickness of 2 mm. The floor is made of cold-rolled steel sheet with thickness of 3 mm.
Welding process is CO2 protection welding. Glass is thickened and bulletproof with metal mesh added on
it. Shielding door is manual locked. Vent is configured with honeycomb type ventilation duct shielding
room window according to the specifications of the shielding room. Power filter is single phase
high-performance low leakage filter. Safe with confidential information stored must be placed in the core
area.

5.1.2. WyBE; [E]3% 4 Physical Access

BEH BB 22 A R AT NI T R C . H TR, AT PR UERE B — M B 2
IR N R LAY . GDCA ] CPS W ZiUA 35 1) 45 | 3047 LU LR A I L E

The activities of accessing to each physical security layer shall be recorded, audited and controlled in
order to ensure that all above activities of certain person have been authorized. GDCA CPS must define
detailed rules for physical access control.

5.1.3. B, /75251 Power and Air Conditioning

GDCA WL A %4, WA A RS o i AR 48, DA ORI S AN a1 W (1 L
MR 4k, IERLEANE T ARG BRGNS E GO T AL

The computer room of GDCA shall be equipped with secure and reliable electric power system and
electric backup system to ensure continuous, uninterrupted access to electric power. In addition, these
systems shall have temperature and relative humidity of special air-conditioning system and wind system
control operation facilities.

5.1.4. 7K Water Exposures

GDCA HL55 B L T THIEORTE I, Bk AR I, JFBEREAE IR K I f KA
JE BN KRS IIE R SRS o

The computer room of GDCA should have specialized technical measures to prevent and detect leaks,
and be able to reduce the influence of leakage on the certification system to the maximum extent.
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5.1.5. K RPBFP* Fire Prevention and Protection

GDCA L BRI $ i, Il 5 A L AR Py R BRI 1 K R A A, IX K R B
I AT T B E B T e A R

The room of GDCA should take preventive measures, and formulate the corresponding program to
eliminate and prevent the occurrence of the fire. These measures shall meet local applicable safety
regulations.

5.1.6. AR Media Storage

XPPDER A o A AF TBORVSE P SE /2 B K Bk Bl Bl B B, B
B R AR A S5 1K) 22 4 oK, IF U SL ™ RS X OR3P T BLLAB IE XA B R S5 B A8 AT DT 1]

GDCA meets the security requirements for media storage, including fire-proof, water-proof,
earthquake-proof,  moisture-proof,  corrosion-proof,  pest-proof, static-proof, electromagnetic
radiation-proof, etc. Meanwhile, GDCA takes strict measures to prevent the media from unauthorized use
and access.

5.1.7. WAL Waste Disposal

2 GDCA AF RS48RO AT R AN FE 75 EE A A IR I e RS AR 580, ot
fERETIEE BB AIAF BUBURAE B A A LA A IR A B TR 3 p S (K 7k
e HA IR I AT VB 5L

The written documents and materials of GDCA should be destroyed when they are no longer needed or
exceeded the expiration date, and must not be recovered. Cryptographic devices and media with
sensitive information should be initialized and physically destroyed by using manufacturer’s method
before disposal.

5.1.8. FHLZA Off-Site Backup

GDCA HL 1 s Bdla A rhote, AEFH L TTRERAERT O R gl . o iF H S B A
fBURAE BT R R

GDCA has established a remote data backup center. It backups the core system data, audit log data and
other sensitive information by the specialized software at off-site location on a daily basis.
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5.2. FEF#EH] Procedural Controls

5.2.1. H{E A Trusted Roles

£ GDCA S ML P IEAR ST RE T, REMA B B mREH ik (R & BRI
SV DR BRI HRA #5 GDCA MM FIAE Mt X6 ) 0 N A0 4 -

In the process of electronic authentication service provided by GDCA, a person who can essentially affect
the processes of certificate issuance, usage, management and revocation, and other related positions
which are involved in key operation is considered as trusted roles. The trusted roles include:

1. ARSI A BN 01

1. Administrator of key and password devices.
2. RGUEHAN;

2. System administrator.
3. wAeWIT AR,

3.  Security auditor.

4. NS EHN K SSERIEN R

4. Business administrator and business operator.

5.2.2. WS FER AL Number of Persons Required per Task

GDCA NLAEFL AR 35 HIVE X BT 55 BEAT A 22, IR Z D AlE A A S 556 W
— LRSS

GDCA should strictly control key task for specific business specification to ensure that various trusted
roles jointly participate in completeness of some sensitive tasks:

1 EAME R B EAE I &2 5 DA {E AN P 3 ML ek
2. IEBBKRRGHEGEE: FEIDRGEHAN P 2 DWE N RILF 728
3. HRRMBRKIE: TE 2 ANE A RHLE 58K

1. For operation and storage of the key cryptographic equipment, it requires at least three of five trusted
persons to operate.

2. For background operation of the certificate issuance system, it requires at least two of three trusted
persons to operate.

3. For review and issuance of the certificate, it requires two trusted persons to operate.
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5.2.3. AR5 %5] 1dentification and Authentication for Each Role

XA ARG AN GL, AT A RO AR, A DRI e G AL Pt AR T
TEER DTSR . SUEREF7E GDCA BN A FH A IR 9] Th A€

All persons who undertake trusted roles must be identified and authenticated strictly to ensure that they
can meet the requirements of their jobs. The identification procedure is given in the GDCA personnel
management regulations.

5.2.4. FERFT LM A E Roles Requiring Separation of Duties

PrEsT o, R IR D AEE TR RRERMA G, BUAREEHEE S —RrE IAER)
fth. & EPTT ORI A O AR T

Segregation of duties means a person who plays a specific role cannot be the person who plays
another specific role. Roles requiring segregation of duties include but not limit to:

1 ARk 2R
IEPEL CRL 25K
A LR 54
CA HHE P
AT

o~ w D

1. The acceptance of the certificate businesses
2. The issuance of certificates or CRLs

3. System Engineering and Maintenance

4. CAkey management

5. Security auditing

5.3. AR#E#] Personnel Controls

5.3.1. B, B ER

Quialifications, Experience, and Clearance Requirements

GDCA S 7&K HH A E A 1 TAE N R BE A ESR AR
1. BE&ROHESITEY S,
2. WSFEZEE. P, R GDCA K4 — 2 HE & HE,
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¥ GDCA R A H A . e A 5

HA RGO BRSO T TS
Ha% RAFII BN A AR

TEEILIRIE .

© g &~ w

The qualification requirements of person who undertakes trusted role in GDCA are as follows:
1. Good social and working background.

2. Complying with state’s laws and regulations. Obeying GDCA's unified arrangement and
management.

3. Complying with the GDCA related security management norms, regulations and specifications.
4. Having good personalities and working attitudes, with good working experience.
5.  Agood team player.

6. Noillegal and criminal records.
GDCA 3R 78 {5 M N 53 20 LR & B AT R0 AR, Tosemi CA
BATH B FIR TAE . JeAAT IV E R A IR IE 35

A person required by GDCA as trusted role personnel must have loyalty, trustworthiness and dedication to
work, without other part-time work that affects CA daily operation, no major bad records of this industry
and etc.

5.3.2. B AAERF Background Check Procedures

GDCA 547 KIBUNER A BN &, 58RO il {5 1 THHE SR A,

GDCA collaborates with governments and investigation organizations to complete background review for
the trusted roles.

PP AT BRI A 53 R ER O N ) AT O3 AR A 20 R e AT oA . R A
N FEA BT

All employees who are trusted or apply for should have a written consent that they must go through a
background investigation. Background review including: basic review and full review.

HEAMERIEN TSN, POk, #E, KRR miEE.
Basic review includes reviewing work experience, job recommendation, education and social relation.
ST B RO AR A H SRS B RIRL R, AR R AN S AT T A .
XA B AEE Lk 55 1R B ) (57 A A HEAT AT 4

Full review includes reviewing criminal records, social relation and social security besides basic review.
Full reviews must be carried out for key roles that involve with publicly trusted certificates business.
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R RO T

a) NI IUS RSN R AR BN . SRR BoR: B, femit e
WAEF . SEALUEF . BEARUE A S RS A A RAIEM .

b) AFHARIDEL R Feh. P& EVIEE U R A AR N S T 5

c) MANMITEEIILEZ. HHENE. HRERET AL,

d) Z%#%, GDCA 5 TEITRE L, LAAR A T ARl CA IE-BARS A ff
EHABURE S . AN, GDCA MR FZHEANIRI N 538 AR SC I T 7R $H ml 45
IR ST I 5 52, DUERENS Fr SR IR IE I 48 N 53 1 TS A2 S AN A g

The review procedure includes:

a)

b)

<)

d)

The HR department is responsible for confirming candidate’s personal information. Candidates
should provide the following information: resume, the highest degree graduation certificate, degree
certificate, qualification certificate and identity card and other related valid certificates.

The HR department identifies the authenticity of the information provided by candidates through
telephone, correspondence, network, visits and other forms.

The HR department checks candidates through on-site assessment, daily observation, situational
test and other methods.

After the review, GDCA signs a confidentiality agreement with employee in order to restrain
employee not to reveal any confidential and sensitive information of CA certificate services. At the
same time, GDCA will also be in accordance with the relevant organization regulations of personnel
management and make job examination on in-service staff who assumed trusted role, so as to
continuously review these employees’ trustworthiness and working ability.

5.3.3. BEYIESK Training Requirements

N TAE A TR AR T AR, 75 20 53 THEAT B A b i 35 IR AR A A FE I, DATE 4

(05 A& AR BT N R R . BRI ROZ ARG EARRR T LUR 25

In order to make the employees to be competent at his/her jobs, pre-training and re-training must be

conducted for employees to meet the requirements of the job positions. Content of training shall include

but not limit to:

1. GDCA A7 AL 5 M AT L F ARV 55 B
CP and CPS issued by GDCA.
2. PKI AR

PKI basic knowledge.
3. HFRAIEMMIGEREM

Electronic Signature Law of the People's Republic of China related laws and regulations.
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4. GDCAZEMRR . TR FR 245 P L
4. GDCA operation system, technology system and security management system.
5. LARHRTTAISIAL UL o

5. Working responsibility and job description.

5.3.4. BEEYIFBERMZER Retraining Frequency and Requirements

GDCA AR B HE I, AORIIE B2 5 A7 3 SN & b AL /5K, R Hh e 1l
H TR,

GDCA shall arrange for continuous re-training for employees at important positions regularly to ensure
employees can meet their job requirements and complete their jobs more smoothly.

5.3.5. TAE R Srdt# IR F Job Rotation Frequency and Sequence

GDCA A8 %2 4=/ PR SEm A 5 A2 AN 53 1) A B S 5 o UL AT Y o

Job rotation cycle and the sequence of GDCA serving officer will be based on organization security
management strategy.

5.3.6. KRBT NB AT Sanctions for Unauthorized Actions

GDCA RS IFYE — B E B IME, WREBUT NEATIE LAY, AR 1L 57
HEFL WETAERAL. T, MPEE . IRCANANIM A AT 3 IR AT 9 N 2 4
EVEEHEIE R .

GDCA shall establish and maintain a set of measures for the administration, including termination of labor
contracts, position removing, fines, criticism and education, submitting to Judiciary for processing, etc., to
appropriately discipline the personnel unauthorized activities. Above discipline activities shall comply with
laws and regulations.

5.3.7. ST &2 NFESR Independent Contractor Requirements

SHFAET GDCA WU A E TAEA G, (HAFH GDCA 554 5% TAERI I 2% 4 S AL
kg NG BN RS A 2N, GDCA )4 —ZERUNF
1 NGRS REH,
2. GDCA #2Bt4 — Ky R AT B I AR B AR I, BN A FEE AR T GDCA IET
S BN R T UE Y 55 R
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For persons who do not belong to the GDCA but participate in the relevant works for GDCA businesses,
such as business personnel of business branch organization, management personnel and other
independent contractors, GDCA has requirements are as follows:

1. Record management of personnel profiles

2. GDCA provides unified training and retraining, includes but not limited to the GDCA certificate
acceptance rules and electronic certification business rules.

5.3.8. R4EA A\ R HSC4F Documentation Supplied to Personnel

GDCA $eftt4s PN 53 LA SO RS R IR R 5 53 1 TARR S0 .

Documents provided to internal employees by GDCA include training documents and related personnel
working documents.

5.4. #HIHCFER Audit Logging Procedures
5.4.1. EREHRIZEA Types of Events Recorded

CA Fl RA WAL 51817 RGUHKINFAT, AR L Z LAk B THTAE . X il %,
TR Tl a2 /G AR, #HAIZE L TER:
1. AR H AN A
2. WFEMTAE;
3. idsRHEAY,
4. TEARIE:
5. LREFMFRISEE.

All major security incidents occurred in GDCA will be logged in the audit trail records, and will be made
available to qualified auditors for review when necessary. Regardless of manual or automatic generation,
these records should contain the following information:

1. The date and time of the event
2. Sequence number for the record
3.  Type of record

4. Record source

5. Event recording entity

GDCA Riid M F B EARE T
1. CAZFHA AN EIFM, AR CABHAR. &0, . WE. #H. #
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LR, AR, FAPIMEERSE

2. UEPBAa AN EEE, GFEIEB R M. ER. M.

3. ARG, MRl G RIEAERIIVIH CA RENES), REHWIET™
ARH B, RGAREE,

4. (EEZERENZEEMN,

5. RGHAEFEM, BFARGHIRMAIE. MER, WEBUESCE;

6. AUENU BRIV IH), AN Gk A GEN U BRE . RN St A UEA LAY
Bt SE A ISR

7. WEANREHILR, OFEREBIRIEIE. MR AR EE,

These events include but not limited to:

1. Management events in key’s life cycle, including generation, backup, storage, recovery, usage,
revocation, archiving, destruction, private key leakage, etc.

2.  Management events of certificate life cycle, including application, approval, update, revocation, etc.

3. System and network security events including: successful or unsuccessful access attempts for CA
system, logs generated during the daily system operation and system updates etc.

4. Security events recorded via information security devices.

5. System operating events, creation or deletion of permission, configuration or modification of
password.

6. Access to CA facilities, including the access of authorized or unauthorized personnel and attendants,
and other relevant records.

7. Management record of trusted roles and personnel, including system access application, deletion
and modification.

5.4.2. 43 H ERISE Frequency of Processing Log

GDCA Rt a s it H, MERIIEER 2 MRS, R 2 2RI
HH LRI it o

All the audit logs should be checked by GDCA regularly in order to discover the significant security and
operation events and take corresponding measures.

5.4.3. #HiHH ERFEHAR Retention Period for Audit Log

GDCA WA 252 35 (R A7 L T IANE R 55 RO H T H S, IRAFIIR O i 725 2B R B + 4

GDCA saves electronic certification service audit logs properly. The preservation limitation period is ten
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years after the date of expiration of the electronic signature certification.

5.4.4. B+ H HEHIPRY Protection of Audit Log

Pra fai T H &, REESREU™ A Y BAZ AR U R 150, B bR RN &

o MHERSE

All the audit logs should be handled with strict physical and logical access control measures to avoid
unauthorized reading, modification and deletion, etc.

5.4.5. #Hit H ERZF2FF Audit Log Backup Procedures

X e T H S8 NAZ I SLAAT FTEE IR, 2 AT 4 00

GDCA should set up and carry out the reliable system for backups of audit logs, and full backups are
performed periodically.

5.4.6. RS &4 Audit Collection System (Internal vs. External)

AEH

Not applicable.

54.7. - S EEA AR & Notification to Event-Causing Subject

BT SRAR S — NSRRI, NCE R SR IZFFRN N AL

When audit record reports an event, GDCA shall notify individuals, organizations who cause this event.

5.4.8. MEFSHEPEAE Vulnerability Assessments

MRYEH TR, GDCA N MIHEAT 2 A E s tEVPfl,  JFARYE Al i o R UK R It

GDCA should conduct security vulnerability assessments regularly according to audit records and take
remedial measures according to assessment reports.

5.5. e IJHA% Records Archival

5.5.1. HRSE ST Types of Records Archived

B ARIIC R, B TA CP 38 5.4.1 W RUE KIS, I 2 W MLkt AT VAR, .
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In addition to the records need to be archived specify in CP section 5.4.1, the following records should be
archived:

1. EBHIERER:
1. Information of certificate application.
2. EBERII A SR .

2. Supporting documents of certificate issuance.

5.5.2. JARGE R B B BAFR Retention Period for Archive

GDCA HH-F NN HUN (CPS) NRIE & BEIT RS 1 ¢ O BE SRR o

CPS of GDCA shall provide reasonable retention period for archive.

5.5.3. VAR SRR 97 Protection of Archive

O 368 T 3 2 PR A0 B AT A 1) U5 TR 6 Vs DR VA el R e B el 45 N 3 Fe v U7 1]
IR, BRI e MRS E BT .

All archive records shall take appropriate measures to control physical and logical access so that only
trusted personnel can access records. Archive records shall be protected from the unauthorized browsing,
modifying, deleting and other illegal operations.

5.5.4. HRE ) &4 2 Archive Backup Procedures

T RGA R T IERCS, N E T R, S SCFREAT AR

Electronically archived records generated by the systems should be backed up weekly. The backup file
should also be stored off-site.

X AR BORE, AN BT, (T RO AR i IR UE L 2 A

For the written archiving data, they do not need to be backed up, but some strict measures need to be
taken to ensure the security.

5.5.5. C A B E K Requirements for Time-Stamping of Records
GDCA T HERA N LS, WHEBENRTF TIERSR S BRI,

All the GDCA records are labelled with time, and the time will either be added manually by the operators
or automatically by system.
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5.5.6. IHRSKEE R 4t Archive Collection System (Internal or External)

B H SR RLAE A R B AR CSE R 4, 45 GDCA RIEMHLA .

All the entities including GDCA and RA should construct internal archive collection system.

557.  FREAKRKEHESNESF

Procedures to Obtain and Verify Archive Information

GDCA (1% a8 i s AE 4k N 537053 O B VAR5 2 00 2 98 DL AR R4S 58 B =45 2
AU IX 2 498 DUEAT LA

Security auditors and operation and maintenance team of GDCA retain 2 copies of the GDCA file
information respectively. While obtaining the complete archived information, comparison of the 2 copies
should take place to confirm the integrity.

5.6. 43T Key Changeover

7E CAIEF RIS, GDCA Kixt CAIE-BHATHE B, R CA BYIN I Rt Aoz
WA CP % 6.3.2 T OB A ], T4 CAEF T LU A B B 4 EAT S 8. 75 ) 75 2
PR, B OS2 R CA B, BRSNS AN, GDCA ] Bl
A ORI T AR CAE . TE—A CA IE R 2 1T, 2R R p H 50,
PUREX A CA R R ISR CA TH S8 B0 21397 35 B 0T (-1 A 8

When the certificate of CA expires, GDCA will renew the certificate of CA. As long as CA key pair does not
exceed the maximum lifetime specified in Section 6.3.2, the certificate of CA could renew using original
key. Otherwise, new key pair shall be generated to replace the expired key pairs of certificate of CA. Also,
even in the key pair life cycle, GDCA could generate new certificate of CA by using new key pair. Before
the certificate of former level CA expires, key changeover shall be performed to ensure that the entities in
the CA system shall switch from original key pair to new key pair smoothly.

TEA BRI CA BRI, W20 ™ k%18 <7 GDCA ¢ T2 SR BRI ITE o« 7 )28 g0 = A
I, GDCA RiZEAROBTH) CA UEH:, JFKIREAT RAG, T RIS e s S SRIBUBT (1) CA
IE+.
New CA key pair is generated according to the key management rules of GDCA strictly. While generating

new key pair, GDCA shall issue and publish the new CA certificate timely, and it shall be available for
subscriber and relying party to obtain new CA certificate.

CA E YT RY, Z IR UEEE A UEFHE AR I

Make sure that the entire certificate chain transits smoothly in CA key changeover.

104



[ SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA .‘L[E;Fg%m% (VS. 1 )]-[&)

5.7. #HELERMEWE Compromise and Disaster Recovery
5.7.1. HRAHRELEEF Incident and Compromise Handling Procedures

GDCA NL|IT % Ff F A AL BE 7 AN SACBE TGS, U AH S A S M40 3 AL BEAR Y o

GDCA should make handling schemes of different kinds of accidents and handling pre-scheme of
emergency, stipulate corresponding handling procedures of accidents and damages.

5.7.2. THEVLEIR. AR/ R

Computing Resources, Software, and/or Data Are Corrupted

AR LT SERLBTIR . A B 1R 1 S, GDCA SLE R Zh b BAEF, nfy
WEL, AL IR IR TR S P R

Following corruption of computing resources, software, and/or data, GDCA shall utilize the incident and
compromise handling procedures promptly. If necessary, the disaster recovery procedures could be used.

5.7.3. SRRV E AL BFER Entity Private Key Compromise Procedures

FEMEN . NAMEHE HAR KRBT, GDCA K RELU R 50 B LAWK E 2 43R 5% -

1. GDCANIERZGM DA HD SR G A BIER . RAE L AT EH,

2. MRAEGHERIERT, o B AR T T B B S AL

3. W HFHIEMHEE HRA AN EEE, HXHE, M CRL 7 BTk
2

4. RNV in) 22 A R AT B A B S B A

5. MR EWE A E R A E S, B R A E A PATIRE

6. WIRFFZEKE GDCA LS5 #RAE A ML B S, W 53 7 — 44 GDCA %4k 55 4 i
gl 25 B 6 A TR

In case of any intentional, man-made or natural disasters, GDCA will take the following steps to restore
security environment:

1. GDCA verification system’s password is changed by the business administrator, business operators
and system administrator.

2. According to the type of disaster, some or all certificates will be revoked or re-verified later.

3. Directory data, encryption certificate and CRL are needed for recovery if the directory is unavailable
or directory with impure suspicion.
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4. Timely access to security site as far as possible to restore operation reasonably

5. While restore the business administrator's configuration file, it will be done by the system
administrator.

6. While restore the GDCA business operator’s configuration file, it will be done by another GDCA
security business operator or administrator.

2 CA IRALVAHH B 7%, GDCA JH B H K SHAF N GUCBERE Y, 2SIk By 2 Al
FRAL ST IS, BUETEITHRI. WOR T EEH CA RS, R RILA T 15 i -

When CA root private key has been damaged, missed, tampered or leaked, GDCA starts a major
emergency treatment process, which is assessed by GDCA Security Policy Committee and the relevant
experts to make a plan. If the CA certificate must be revoked, the following measures will be taken:

1. BRI T A E K EEE,

1. Notify relying parties and state administrative department.

2. RATIEBEFRESEME B,

2. Publish certificate revocation status to repositories.

3. 1#IL GDCA Wi al e il R AR R TvEEH CA WE AL H L E i ;

3. Publish handling notification about revoked certificates at GDCA website or by other communication
methods.

4. FPAFRIARFA, BEFTONIT P B RIE .

4. Generate new root private key and re-issue certificate to subscriber.

5.7.4. KM 5 HINVS 7R 8288 /7 Business Continuity Capabilities After a Disaster

GDCA fER KA, A T JUAN 5 T #ML 55 A7 2R ) -
GDCA should have the following continuity capabilities after a disaster:

1. TERVREREIN R NIKEN S RS8, w2 ML 48 /N

1. Recover business system as soon as possible, not exceeding 48 hours.

2. REMIKEEEE;

2. Recover information of customers.

3. REMSTRIEVKE R NIZ BT & L 4 B0R;

3. Ensure the operation site meets the security requirements after recovered.

4. AW SRS 55 I BANE SR BT 70 FI SR

4. There are enough employees to operate the business and not violating segregation of duties.
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5.8. CA 8t RA K& 1E CA or RA Termination

2 GDCA 2 HE AL 75 2452 1k ol 5 B, A 250 2 R e N R ] i 125429250
(R FINIEARSSE BINED KA SIE P RHAUELA 26 15 T AE R 95 BRI E EEREAT A K
TAE.

When GDCA and its RA need to stop their business, it shall enforce termination procedures strictly
according to “Electronic Signature Law of the People's Republic of China”’, “Measures for the
Administration of Electronic Certification Services” and relevant laws and regulations.

fE GDCA & 1L7i, W4
FHEML 55 AR B A

L GDCA £ 1L 75 B,

A1 GDCA £ 1L AH I SE A
SR H R 5% %5

UES VRN

Kb BRAF RS SCAF D5 s
(EAIRINTI I )i 8

RS H RS 35

R H R M55 45

Ab 3 GDCA I 4545 HE iR GDCA Mk 4531 53 I E AL IR 5
- AN A

Kb BRI BURR SCAY 5

13. j#F% GDCA FHUEH.

© © N o g ~ w N

e =
I

Before termination, GDCA must:

1. Arrange the business to undertake

2. Draft GDCA termination statement

3. Notify the entities that are related to GDCA termination.
4.  Shut down subordinate LDAP

5. Certificate revocation

6. Treatment of archive file record

7. Termination of certificate authority service.

8. Archive main LDAP
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9. Shutdown main LDAP.

10. Dispose the access of GDCA business administrator and GDCA business operator.
11. Process encryption key.

12. Process and store sensitive documents.

13. Remove GDCA mainframe hardware
2 RA R 1RSS5 BT, GDCA 4% 8 5 AT FIAR S s Ab 3 Sk 55 Ak e 5 E A
I

When RA terminates its services, GDCA deals with all the relevant business in accordance with the
agreements.

6. INIERZiH: AR 22434 Technical Security Controls

6.1. FHMKAERSZEE Key Pair Generation and Installation

6.1.1. BT A B Key Pair Generation

6.1.1.1. CA XA B Generation of CA Key Pair

(o7 AP AP Eeek 7 ge SINE/BEEY St LA E AR EPNIAREHESE & 2 TR o = W Eieetti 2 N A
U e A . BRI A BB fEE . &R E RGBS FIPS140-2 AR AR KL
5Eo HT FIPS140-2 b dfAF /& B S i 2 BT 1A AT A SCRF AR HE, [ SO0 T80 dh AT
PRSI BLEDR, AL FIPS140-2 AR SIRHAT, RAE F 505 5 BLECR VF AT AT 52 ik
PR, RS RGE) MR TR . T IS PR s s A B a5 65 1
THBITSEE S NIE.

CA SIS I 2E G A 75 S AR B el — 44 4% 10 5 U Ui AL IE CAfg DR LB CP DL K Sy (70 5
MR . SRR B R A A 2 TR D SR IF R AF-

I

The key pairs of CAs are generated within the cryptographic devices approved and licensed by OSCCA,
in a physically secure environment and under the control of multiple trusted persons. The generation,
management, storage, backup and recovery of the key pair shall comply with the relevant regulations of
FIPS140-2 standard. Since FIPS140-2standard is not a standard that approved and accepted by OSCCA,
for strict manage requirements of state’s cryptographic products, GDCA only takes the provisions of
FIPS140-2 under the permission of OSCCA according to the information provided by device manufacturer.
Hardware Security Module used for key generation must be authenticated and certified by OSCCA.

The generation of the CA key pairs shall be video recorded or witnessed by a qualified auditor to ensure
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the generation process complies with the requirements of this CP and follow the separation of roles
principle. The procedures and operations related to key pair generation shall be recorded and archived.

6.1.1.2. IT & LA A B Generation of Signing Key Pair

H1 ROOTCA (RSA) i+, GDCAROOT CA i+, ROOTCA (SM2). GDCA ROOT CAl
TEFE R CA BT R I P ET AU AHUE TS, A5 B 04525 42 25 B RN 25 55 4 0
H1 GDCA TrustAUTH R5 ROOT iE+i. # %I X R5 R CA iE+5. GDCA TrustAUTH E5 ROOT
ZR BTG CA TR I FHIE TS N B IR TS, 2544 RN f FH [A) — S 25 B 5

WP 2 B E, AUEAG E R BRI E . GDCA 3CFF 2 Ml 2 44 %
PRt T, AT DU PR E S RS R (. USB Key), ] DA 5 S AL 2 B Rt b 11
A EE AR, AT DA AR B R RO AR (dn: Web JIR 55 2 PR L AR 25 1 A4 il D g
88D, R HE A IR L AR AT R, B 20y RSA 2048 fi28l ECC 256 fir. T
AR NIED 5 4 RHUAEF . RIS, 20 fd AR 5 A 1. A
BRI, BN R 2 VRSB AS B fRIE. GDCA TERIAR . SRR MmEH F, &
oS T 2 AR T T

The subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL1 are double-key certificates, with key pairs including signing key
pairs and encryption key pairs. And subscriber certificates issued by subordinate CAs of GDCA
TrustAUTH R5 ROOT certificate, %%t R5 i CA certificate and GDCA TrustAUTH E5 ROOT
certificate are single-key certificates, with signing and encryption using the one and same key pair.

The generation of the subscriber’s signing key pairs must comply with the national laws and regulations.
GDCA supports multiple patterns to generate signing key pair. Subscriber can use a hardware
cryptographic module (such as USB Key), or software cryptographic module approved by OSCCA, or a
standard software cryptographic module (such as the key generation function offered by web server
software, etc.), so subscribers can choose according to their needs, and the key sizes are at least
RSA 2048 or ECC 256. It must use the hardware cryptographic module to generate keys for type IV
individual certificate type IV organization certificate and code signing certificates. In any case, the security
of key pair’s generation shall be guaranteed. GDCA shall implement adequate security measures in
technology, business processes and management.

(1) %+ ROOTCA (RSA) iE+5. GDCAROOT CA iE-. ROOTCA (SM2). GDCA
ROOT CAL IEH&EK 2% CA P K T iE+:

VI P RS YRR 3 R AL LT, 0 25045t PR 61 5 % R B Sy eV T )8 9% A % 42 AN
Bl AL, Zi K. USB Key. IC REFAR. 1T fEIEFIX L 7T, Bigsm GDCA
HWA K ARGAMAMEZ FH . GDCA [T AR & [ 5% 645 BAH SCHLE 117 USB Key 1
ST 2524 BN A HE ORI 1 4 o
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GDCA — AT 7 A B 4 B XS, an SR P 45 i F i 942 GDCA #iti#t, GDCA
AT LUA RS B ROV U AR, IF HAREA TR AHIEIAS, SRR 8 IS 5 CRAIE 2 53X 10
Ak AP REMERIME—PE, (ER f R A P I L MRS S DA AR AR R, GDCA AN
T AT L5

UEASIT (N 25 % 40 B GDCA RIT 1)) AR A B B O B AR, IR R %
HEH AP OIATER . JIEEIT P R ERE IS AN, TR S E O IR
TORE, AT PR G AT PR A B AN

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1:

When using hardware cryptographic modules, subscribers must generate signing key pair with devices
approved by OSCCA, such as cryptographic server, cryptographic card, USB Key and IC card etc. Before
choosing of these devices, subscribers should consult with GDCA on system compatibility and
acceptance. In addition GDCA provides USB keys to subscribers as generation and storage devices of
signing key pairs which are in accordance with the relevant provisions of state cryptography
management.

Generally, GDCA does not provide signing key pairs for subscribers, unless when submit written
applications to do so and approved by GDCA, and GDCA guarantees not to hold copy of private keys, and
take effective actions to ensure the key pairs are safe, trustworthy and unique. However, GDCA does not
assume any responsibilities and obligations for the losses caused by the loss, disclosure of such key pairs
or for any other reason related to such key pairs.

GDCA applied for generation of encryption key pair to Guangdong key management authority on behalf of
subscriber. The encryption key pair is managed by Guangdong key management authority. When the
certificate subscriber needs to recover the encryption key pair, GDCA accepts subscriber’s application to
recover the corresponding encryption key for the subscriber according to the specification and process of
Guangdong key management authority.

(2) X}FH GDCA TrustAUTH R5 ROOT iEf5. #rzhf{t R5 R CA iEf5. GDCA
TrustAUTH E5 ROOT 25 & 2 CA P2 K BT FHIETh

XF 1 SSLITLS AEH AN [HEIES:, 77 K% 3% 137 7 B A O RE .

ST HBAFIETS, GDCA FuvFil I ELRAE B BT Fke FABH I (R4 e 0 22 4@ i AL
ST, BT FREE CSR & KIIE .

ST 7 A AATL BAR BRI ZAIGZEAAETS, T PR AR &btk R B8 1 15 %%
A EEART, RVAARNREE WA T, FE AU A F A RE A, GDCA Jlid 22 4 Il R i
I AL

TEFAT P AT (3P R 2 A ISR AR AN LS5, F R R I R R A B AT

For subscriber certificate issued by subordinate CAs of GDCA TrustAUTH R5 ROOT certificate, #izzHf /¢
R5 1 CA certificate and GDCA TrustAUTH E5 ROOT certificate:
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For SSL/TLS certificates and timestamp certificates, subscribers’ key pairs are generated and kept by the
subscribers themselves.

For e-mail certificates, GDCA allows the subscribers to generate key pairs online and will deliver the
encrypted private keys to the subscribers through secure channels. Subscribers may submit the CSR for
the issuance of such certificates.

For the certificates that are compliant to the AATL Technical Requirements and the code signing
certificates, subscribers shall use the hardware equipment that meets relevant requirements to generate
key pairs, and private keys shall not be duplicated or exported, and the activation of which must require a
password. GDCA will deliver the activation passwords to the subscribers thorugh secure channels.

Certificate subscribers have the responsibilities and obligations to protect the security of private keys, and
assume the legal responsibilities for this.

6.1.2. FEIEILLET P Private Key Delivery to Subscriber

XtF H ROOTCA (RSA) iE+15. GDCAROOT CA iE15. ROOTCA (SM2). GDCA ROOT
CALIEHAE K CA B2 K HIT FETS, i GDCA AR LT J ) 2 1A B rpvCo i H 85 3%
PIRRIEIER, SO P A IS XS, AT P AR A BN B A AT
TAREINE, LB T AfEik% GDCA, it GDCA T ET FUEBEAR:, T 7 H]
B ANHIRE Z R TE R, RS I S P TR A AR IR Bk
For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CA1, GDCA submits application of an encryption key pair to
Guangdong Key Management Authority for subscribers and Guangdong Key Management Authority
generates an encryption key pair for subscriber, and encrypts the key pair using the public key of the
subscriber's signing key pair based on the digital envelope technology, and sends it to GDCA as data

stream. The subscriber downloads the digital envelope from GDCA, decrypts it using the private signing
key and saves the decrypted encryption key pair in the certificate carrier.

H GDCA TrustAUTH R5 ROOT k4. #r# i R5 #2 CA iE+5. GDCA TrustAUTH E5
ROOT & &I % CA PR HIT e+ (ZMHIEF RSN,  GDCA ANFs S AL AL 146
AT TR A AN AN IE T, RV R R I 7 AR R 1T S, N
@ K AL ) )7 AT 4 SIMIME Baseline Requirements 6.1.2.

For subscriber certificates (S/MIME certificates excepted) issued by Subordinate CAs of GDCA
TrustAUTH R5 ROOT certificate, ¥z i R5 @ CA certificate and GDCA TrustAUTH E5 ROOT
certificate, GDCA does not need to send private keys to subscribers. For the S/MIME certificates that
require the delivery of private keys, the private keys shall bedelivered encrypted and protected via secure
channels to the subscribers, and the metod to encrypt and transport private keys conforms to section
6.1.2 of the SIMIME Baseline Requirements.
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6.1.3. NAFRIEAIE R RV Public Key Delivery to Certificate Issuer

N T HREHFIER, &&IT M RA B PKCS#10 #% 2 HIIF 25445 k5 B 3
TR AT, DL TR T 0B AR GDCA &k, X Sbif SRl U0 L% 7
TR ARy, b B E P (SSL).

In order to obtain a digital certificate, end subscriber and RA sends certification issuance request to GDCA
electronically. The request contains public key for GDCA to issue the certificate. The request information
is encoded as PKCS#10 or other packing format with digital signature.The transmission of these requests
or file packages needs to use security protocol for protection, such as secure sockets layer protocol
(SSL).

BRZAT A RA BT PKCS#10 #% NHIIE 254416 K15 B B e 8o 2 4 e ok,
PARRT- 1) J7 K A B3 45 GDCA K, GDCA ERE KE o BT B iE T4 A8 1 K HH AT 1 2544

End subscriber and RA sends certification issuance request to GDCA electronically. The request contains
public key for GDCA to issue the certificate. The request information is encoded as PKCS#10 or other
packing format with digital signature.The subscriber’s signature on the request is authenticated prior to
issuing the certificate.

6.1.4. CA AYEZRLHH T CA Public Key Delivery to Relying Parties

GDCA Wizl 24l S (i1 Hs CA AYMEL T, Wi 24k f N8, T i
15228577 3o

GDCA shall use secure and reliable way to deliver CA public key to relying party, including download from
security site, face to face submission, etc.

GDCA 175 Zidid H 3 kA H CA iEF.

GDCA also publishes CA certificate through server directory.

6.1.5. FEHARKE Key Sizes

%1T /1 ROOTCA (RSA) iF45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIE BRI TG CA FTZ & ITT FHETS, GDCA SZHFH) RSA K B4 1024 sk A I,
TR SM2 K E Ny 256 £, % T Hi GDCA TrustAUTH R5 ROOT iE45. i R5 A
CA iE+: .GDCA TrustAUTH E5 ROOT 22 & HIH 4 CA 2 & 1 Hl F1IE+:, GDCA SCRFH) RSA
FAHKFE N 2048 frmk LA b (R7EGRER: 8 BERR) , SRR ECC %K & N 256 BLL 1. Wik
SR EE R BURF £ S0 3 K AT W I G AN 25K, GDCA &5 M

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
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ROOTCA (SM2), and GDCA ROOT CAL1, the size of RSA key which GDCA supports is 1024 bits or more,
and the size of SM2 key which GDCA supports is 256 bits or more. For the subscriber certificates issued
by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #( i fX R5 it CA iF-15, and GDCA TrustAUTH
E5 ROOQT, the size of RSA key which GDCA supports is 2048 bits or above (evenly divisible by 8), and the
size of ECC key which GDCA supports is 256 bits or above. GDCA will conform to the specifications and
requirements of key size from state’s laws and regulations, government, etc.

6.1.6. NASHNEBANRERE

Public Key Parameters Generation and Quality Checking

Xof T4 RS B R S LYy GDCA 3T 7, A BH 2 H500b 54 FH ] 2 85 0 1 A8 38 T DAL e Vi ] 00
FERAFIRELEN ARG, BIanin#gl. & . USB Key. IC KA ALERL, JHi# ix sk
B I E BUNTEAIbRE . GDCA Y NIXEE &R BT 9 B P FiRSCE R & T 250
TSGR ER,

Public key parameters of subscriber who use hardware cryptographic modules must be generated in
encryption equipment and hardware medium approved and permitted by OSCCA, such as cryptographic
server, cryptographic card, USB Key, IC card, and follow generation standards of these devices. GDCA
considers that built-in protocols, algorithms for these devices and medium have already met sufficient
level of security requirements.

T SER RN, [FIFE i [E 5800 325 50 TV REAE VR AT (00 25 15 %% FHRgE A o 3k
17, Bl sL. m#% kK. USB Key. IC K%,

Quality of public key parameters is also checked through the encryption equipment and hardware medium
approved and permitted by OSCCA, such as cryptographic server, cryptographic card, USB Key, IC cards.
Of course, GDCA considers that built-in protocols, algorithms for these devices and medium have already
met sufficient level of security requirements.

6.1.7. {5 A H ) Key Usage Purposes (as per X.509 v3 Key Usage Field)

GDCA 2K 1) X.509v3 iEF& TS I, HAVES RFC 5280 #rifE(Internet
X.509 Public Key Infrastructure Certificate and CRL Profile, May 2008) #H%F. 1 GDCA 1t H:
ZERUET R B AREY RN AR T &, UEIT P 2z Bz B 0 & %4

X.509v3certificates issued by GDCA contains key usage extension which meets the RFC 5280 (Internet
X.509 Public Key Infrastructure Certificate and CRL Profile, May 2008).If the key usage is defined in the
certificate by GDCA, the certificate subscriber must use the key according to the key usage defined.

Z WA CP7.1.2,

See CP 7.1.2.
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6.2. RHARFMEFEER TIEES]
Private Key Protection and Cryptographic Module Engineering

Controls

WAENU L UEE YR, AT RE 2 ] R 25 6 SEDR R IR CA RVAR) 24z T Il
SEORAET R BOR Z TR T IR Bk i S ORI E -

Physical, logical and process control approaches must be synthetically used to ensure the security of
CA's private keys. Subscriber agreement will require certificate subscriber to take necessary measures to
prevent the loss, leak, changes, or unauthorized use of the private key.

6.2.1. LR AR HERN % ] Cryptographic Module Standards and Controls

GDCA WAZBdi FH [ S8 S5 i 3R T 1IN A] . S (RS B A e A= AR CAL 28 R AEF 1
CA FIH AL CA B8, FH1EMEM K CA 8. CA REMIZIEHT S FIPS 140-2 55 =2 7
A AREE R, 1T i A ISR FF A FIPS 140-2 25 Rl AR EK .

GDCA must use the Hardware Security Module approved and permitted by OSCCA to generate and store
the key pair of root CA, issuing CA and other CAs. The cryptographic module of the CA system meets the
FIPS 140-2 Level 3 technical requirements, and the cryptographic modules of the subscribers conform to
the FIPS 140-2 level 2 technical requirements.

6.2.2. FEHZ AFEH (m ik n) Private Key (n out of m) Multi-Person Control

WAENUAL 0 08 I 5 AR SO #E B R FE R LR SE I 2 44 n[E N FERZ 5 CA I i
FMBRAE. HOR RIS R o E]” HR, R —A CA FAEHI B 35 e oE 2
Yooy B TR0y, 2 A E N REFE . i SRy— MR S AR R 2 23 E a0k
m, HABEATEEE n ASBIAE N R BERIE AR B REh ) CA RV EXHE m AV
T 5 nANT 3.

CA must use technology and process control mechanisms to achieve multi-reliable personnel jointly
participate in the operation of CA encryption equipment. The “Secret Sharing” technology is adopted,
namely, the activated data required in operating the private key of CA is split into the several parts and the
parts are held by several trusted personnel. If hardware cryptography module’s secret division amount
ism, then at least the number of n of trusted personnel must be required to activate CA private key stored
in this cryptography module. It notes that m is not less than 5, n is not less than 3.
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6.2.3. FEHFEE Private Key Escrow

ANEH

Not applicable.

6.2.4. FAEAZ A Private Key Backup

N TR RREIT 2, GDCA wZifl)d CA A&, LRtk E/MH. RHE
3 LI (T X ORAFAE R B RO A . £ CA RV SRS BT & CP 5 6.2.1 7 2
RIFAEAEORIAE 1. CA FAEH R 1 2% BT S A AR L b B2 & CP 5 6.2.6 11 EEK.

In order to ensure ongoing operations, GDCA must create backup of the CA private key for disaster
recovery. Such keys are stored in encrypted form in hardware cryptographic modules and associated key
storage devices Backup of the private key in encrypted form is stored in the hardware cryptographic
module, and cryptographic modules used for CA private key storage meet the requirements of section
6.2.1 and are stored in safety box. CA private key is copied to backup for hardware cryptographic module
to meet the requirements of section 6.2.6.

P BZAES, WEREA P RAE s e, UG PR T &0, &
i R AAH 7 ZER ] L ORI SR BLTT R 9%, B IR AR AR i i et 2

For subscribers signing certificate, if the private key is stored in the software code module, it is proposed
that subscriber’s backup the private key, the backup private key using the password for access control
authorized to prevent unauthorized modification or disclosure.

AT INEUESS, HnsE A b A T s e B O T S, S AL L
A

For subscriber’s encryption certificate, its encryption private key is backed up by Guangdong electronic
key management center, and backup private key exists in the form of cipher text.

6.2.5. FEERY Private Key Archival

7E CAFLAHBN WIS , D204 F i /& CP 25 6.2.1 15 23R A A S5 il A e A RY R A 2/ 7 4,
IR AR S A5, X CA RAVEHI A SN 75 & CP 2 6.2.10 T2 .

After the expiration of private key, GDCA must use the hardware cryptographic module specified by CP
section 6.2.1 to archive and store at least 7 years. After the expiration of archival period, the destruction of
private key shall meet the provision of CP section 6.2.10.
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6.2.6. AASH. BEANFEEER

Private Key Transfer Into or From a Cryptographic Module

CA [ALH], GDCA Ri™ i fZ AR # PHE B HEAT %4, BRILZAMNPAET SNS H#R
TERAPRVF. 29 CA TR %00 B 53 SMAORE AT S AR B, DU B Qe R e 2 )%
%, I HIEARSERTEHHT S0 50, DBk CA RV AR, #91. 1Be. JERALEE |
ARIRALIAE -

GDCA private key backup is run strictly in accordance with procedure and strategies specified by GDCA,
in addition, any data import and export operations are not be allowed. When CA key pair is backed up to
another hardware cryptographic module, by the way of the encrypted form to transmit between the
modules, and made a authentication before the transmitting to prevent the CA private key from being lost,
stolen, modified, disclosure non-authorized, used unauthorized.

GDCA AFERELT RV MR A s e b 3 Y 1 059, AN Fe VP ke X A7 e
BATFAS R AT, A RGT P R H B AT AREA SRS, 1T H BT
Jias BRI T BRI A ORI AL U 7] 42 6 1 i o

GDCA does not provide the export of subscriber’s private key from hardware cryptographic module and
allow this operation. As for the private key stored in software cryptographic module, and if subscriber is
willing to bear the relevant risks, subscriber can choose the way of import and export with access control
such as password, etc.

6.2.7. FAEHE TR A7 6% Private Key Storage on Cryptographic Module

CA RGN ALEH W2 DA% ST 1 T 207 TR 1) 5 0 3 A 508 P o AR T g s 4 3 e A e
b, BEOESE DRI S /D FF S FIPS 140-2 = bRt B R &5 422 47K F .

The private key of CA systems in encrypted form must be stored in Hardware Security Module approved
and permitted by OSCCA, and hardware cryptographic module at least meets the FIPS 140-2 level 3
standards or equivalent security levels.

WP IR & [ 2O A BEUE ) USB Key M ESCAHIEF . FrffE USB
Key FAEAEIAAET, HRLLESCRIEARAT o X A A F s AR R AL I RARH R AE A
WRSRLS AR AE AN, T BRI BL B e B8 A AT 22 4 TR 8 It O A 2 P s R

Subscriber's private key is stored in the USB key medium or file certificate meeting the regulations of
OSCCA. All the private keys stored in the USB key are stored in the form of cipher text. For the private
key generated by software cryptographic modules is preferably stored and used in hardware
cryptographic modules. Subscriber can also use specific software cryptographic modules with security
measures.

T2 A7 AR 28 2R 1511 7 FAEH R A 2 Ak B 22 /D 75 & FIPS 140-2 — 2 bRk 5[]
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The hardware cryptographic module used to store the private keys of the code signing certificates at least
meets the FIPS 140-2 level 2 standards or equivalent level of security.

6.2.8. BEFAEHR 7% Method of Activating Private Key

CA MRVHME M TR 2 pd i, HBOE % CP 25 6.2.2 1idt4r n#], JF HARTT
76 1C REMA R, UATH m %k n 1677 2070 5% NS BUE A BEeE AL .

The private key of CA shall be saved in hardware cryptographic module, and its activation data shall be
spilt in accordance with Section 6.2.2, and be saved in the hardware media such as IC card. The private
key must be activated through entering the data using n out of m.

X AT T A0 USB Key N - & AL el Ho i 72 2R 8 1R 2 A e v i3 T P RL A
WA Ll 14 IC REETT G — PRy . AT P TN 2k T AR AR JE . #F USB
Key. IC REEMAMMBE T, TGRS L, WAHAPERGE . X AA0ET i ST
WSS ARV, T BOZSR A S B A S R ORI SEAL, DABIEAE B R B
BRI GLT, AN ST P T SR DCRAH a0 SRA7 O B 2 A A e (R AL
B ORI, AT RN B R B AP SES . R DR, Bt
ERSEEINEE, T ER A A RERIE A .

For the private key saved in such as USB Key, cryptographic card, cryptographic server, or other forms of
hardware modules, the subscriber can protect through password, IC card, etc. After the appropriate driver
is installed in subscriber’s computer, the private key is activated by the way that the USB Key, smart cards
are plugged into the appropriate device to enter the protection password. For the private key stored in the
subscriber's computer software cryptographic module, the subscriber should take reasonable measures
to protect the computers physically in order to prevent unauthorized personnel from using computers and
private keys of subscriber. If the private key is stored in software cryptographic module without the
password protection, then the loading of software cryptographic module means the activation of private
key. The private key protected by password can be activated via inputting password.

6.2.9. HEFAEHE 77 Method of Deactivating Private Key

— BRI, BRAFIMORS R SE, PR TEaIRE . R LRI ] 2
B, RVAREIRBE, RBEREAT —ERAE, WORFR AT R, R BTG

Once the private key is activated, unless the state is deactivated, the private key is always active. In some
cases, the private key is activated for one operation and reactivated for another operation.

PREAVAR T O FRR G RPRES . DIWT s R S A RS T VERI T P B R 4t
%,
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The ways of deactivating private key include exit, shutdown, removing hardware cryptographic module
and logout of user or system. Any unauthorized person can’t execute above operation.

ST CAREH, UAFMAAHII B Wi, FAEH R R4
The private key will be deactivated when its storage device powers off.

WPGRSERAHBHL ATIE, SR UEREEEN T EL, S0E O 2 i B A SR 2%
FrECH, DI IR, AR R

Subscriber can deactivate the private key by themselves. And private key will be deactivated when logout,
or remove hard cryptographic module from card reader, or turn off the power supply.

6.2.10. fRBRAABIEIRESHITEE Method of Destroying Private Key

AN . AT ERAR, MBS, W ER. el MEkEERRIL
i

When private key is no longer used and do not need to be saved, it shall be destroyed so as to avoid loss,
stealing and disclosure or unauthorized usage.

X T RAAT PINEIE B, RS KRG, NMizzERr—E MR, DUE T
THEER . W T &2 P 2L, ERAGAPSRE, wRIHERE, hirs
g STk, T LRI R INER . RGBSR I . B SRAL B AR i A
577 AR
For end subscriber’s encryption certificate private key, after the termination of lifetime, it should be kept
certain time so as to decrypt the encrypted information. For end subscriber signature certificate private
key, after the termination of lifetime, if it does not need to be kept, subscriber shall determine the method

of destroying the private key, including deletion of private key, initialization of system or cryptographic
module, physically destroying the private key storage module and other methods.

CA R, fEAEMAMEH)E, Tk CA R — i Mt T, HAbr CA R
P 8. IR CA APIEHTRIIIR S5 RN FH L2 4 B NS SRS %
. CA TP IAEREEINE R, CA FABII Y S AU 4 CA RV WIS R h A e
O B o e A 1) A B

After the termination of lifetime, GDCA need archive one or more backup of CA private key and securely
destroy other CA private key backup. The archived private key of CA shall be destroyed by multiple
Trusted Persons during its archiving period. The CA private key is stored in the hardware encryption card,
the destruction of CA private key must use the method that the CA private key is deleted from the
encryption card completely or is destroyed with encryption card initialization.
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6.2.11.  FHRREBRFIPEY Cryptographic Module Capabilities

GDCA i I [ ¢ 5 A8 8 [ DL HEATVF Rl R A7 i, 3RS AU R A8 SR b . IV
PSSR PPOMIET AR 2REOR, GDCA AlRYE ™ b PERe. TARRCR. BEN) R B i aE 5
T (260, PP EE AR

GDCA uses the products approved and permitted by OSCCA, and accepts various standards,
specifications, assessment, evaluation certification and other requirements published by OSCCA. GDCA
could select the module according to product performance, efficiency, supplier qualifications and other
aspects.

6.3. AN EHAHAR G TE Other Aspects of Key Pair Management
6.3.1. 4588 Public Key Archival

WZARS CA R ZEAT RS, VRS S Rl A7 e Bl o

GDCA must archive CA and end subscriber certificate, and archived certificate can be stored in database.

6.3.2. IEPEER MR FHHER Certificate Operational Periods and Key

Pair Usage Periods

I BHANRLVEA B A BT BR S5 E S AT OO, (B IR A e R FF— 2.

The usage period of public key and private key is related to the validity period of certificate, but they are
not completely consistent.

XA B IES, HAP R BAEIES A RN N A AT BL T 80v28 40, AR A 30
BRANE I UEF A BOHIR . B2, N 7 ORUEEUEBA ZUH N4 1045 B T DURAIE, A SIS
FISYIBR AT BALEIE 5 AT RO R LA

For the signing certificate, its private key can only be used for signing within the certificate validity period
and not be used surpass the validity period of certificate. However, in order to ensure signature
information can be verified within the certificate validity period, the public key can be used surpass the
validity period of certificate.

X B RESS, AP BT RN A AT LA s S, AR
BRAN IR A ZAWIR . B2, 8 7 ORIEEUE-BAA RO NN #0455 T LUROT, R e
FISBR AT CALEE F5 B RO R BA b

For the encryption certificate, its public key can only be used for encryption within the validity period of
certificate and not be used surpass the validity period of certificate. However, in order to ensure
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information encrypted can be used to unlock the information within the validity period of certificate, the
private key can be used surpass the validity period of certificate.

X T B S5 IR HIESS, RV AP0 R REEIE A RO 4w LUE A

For the certificate used for authentication, the private key and public key can only be used within the
validity period of certificate.

H—MEHAZAIER, AP AR Z UL S ORI H S

If a certificate has multiple usages, the usage periods of public key and private key follow the rules
described above.

AN TERR R RIS CA B, IEBREME, fFEREZEMNELT, 1t
VRS P D 2 A0 XSHIE S BEAT ST o (E S R AN RE T IR I

In addition, after the expiration of certificate, under the circumstances of ensuring security, original key
pair can be used to update the certificate. But the key pair can’t be used indefinitely.

ST AN RIEAS, L BT o S i 1 5 ) e A5 i AR

1. % ROOTCA(RSA)Z A1) RSA2048 fii CA iE, B4 e K o i 45 IR A2
10 4%, /T 10 4,

2. X ROOTCA (SM2) % &[] SM2 CA iE+, FH 2 8Ixt (1 e A vr Al i A P2 20 4,
Al /b 20 4

3. X}F GDCA ROOT CAL %% [f] RSA 2048 {7 CA L5, BN K fo -1 FH 45
BRI 13 4, AT 13 4

4. X+ GDCATrustAUTH E1 CA 25K 11 SM2 CA {IE+S, &A1) K 5o 158 FH 4 PR
& 12 4F, Al 12 4

5. X7 GDCA [#] RSA4096 {7t CA IEFS, BN i) f < vl AR FRZ 30 4F, 7]

/BT 30 4F;
6. X1 GDCA [1] ECC 384 fiifid CA UETh, FHEHN S i R 2 30 45, WJ
/bF- 30 4F;

7. XFT RSA2048 fi7 SSL/TLS AR4S#3UE15, XTIt 7o v F #AFR /& 398 K,
a/bF 398 K

8. XIT RSA3072 AARRSZEAZUET, HEBEHXT 5K il IR Z 39 M H, AT
39 M H s

9. XFT RSA3072 {7 [AIBEIEH, Heasnt K o IR /& 5 45, Al 5 4,

10. *%tF RSA2048 7zt & MEAFIE+, S B K o vr i IR & 825 K, wml/b+
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825 K;

11. %F RSA2048 fiifx SSL/TLS ARSS#3E+ K SIMIME 22 4= Hs A4+ 43T e+,
HEAX R K RV AR 2 8 4, /T 8 4

12, XFF SM2 AT e, HEH W HK R VI HFER 2 4 4, l/bTF 4 4

13. X ECC256 fif SSLITLS MRk55 a8 iE+5, AR o v d IR & 398 K, nf
/bF- 398 K

14. XF ECC256 (iAREZEZUE+, HEAX MmK Ry AR Z 39 ~MH, idbT
39 ™M H;

15. XJF ECC256 fiifx SSLITLS AR 45 s ik 15 A AL ZE 2 UE AT P15, HS AT 1
K AUVHE R 2 8 4, n/T 8 4,

For different certificates, the maximum usage period of the key pair can be obtained via certificate
renewal:

1.

10.

11.

For ROOTCA (RSA) RSA 2048-bit CA certificate, the maximum usage period of the key pair is 10
years or less than 10 years.

For ROOTCA (SM2) SM2 CA certificate, the maximum usage period of the key pair is 20 years or
less than 20 years.

For GDCA ROOT CA1 RSA 2048-bit CA certificate, the maximum usage period of the key pair is 13
years or less than 13 years.

For GDCA TrustAUTH E1 CA SM2 CA certificate, the maximum usage period of the key pair is 12
years or less than 12 years.

For the GDCA RSA 4096-bit root CA certificate, the maximum usage period of the key pair is 30
years or less than 30 years.

For the GDCA ECC 384-bit root CA certificate, the maximum usage period of the key pair is 30 years
or less than 30 years.

For the RSA 2048-bit SSL/TLS server certificate, the maximum usage period of the key pair is 398
days or less than 398 days.

For the RSA 3072-bit code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months.

For the RSA 3072 bits Timestamp certificate, the maximum usage period of the key pair is 5 years or
less than 5 years.

For the RSA 2048 bits S/IMIME certificate, the maximum usage period of the key pair is 825 days or
less than 825 days.

For the RSA 2048 bits Subscriber Certificates other than the SSL/TLS server certificates and
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S/MIME certificates, the maximum usage period of the key pair is 8 years or less than 8 years.

12. For SM2 subscriber certificate, the maximum usage period of the key pair is 4 years or less than 4
years.

13. For the ECC 256 bits SSL/TLS server certificate, the maximum usage period of the key pair is 398
days or less than 398 days.

14. For the ECC 256 bits code signing certificate, the maximum usage period of the key pair is 39
months or less than 39 months

15. For the ECC 256 bits Subscriber certificates beyond the SSL/TLS server certificates and the code
signing certificates, the maximum usage period of the key pair is 8 years or less than 8 years.

6.4. BWUEEIFE Activation Data
6.4.1. BOEBIE K e 223 Activation Data Generation and Installation

CA FAHRBOE R, Wb 0% I8 5 T3 A 0E Hdle 70 B AV P8 BLIMA I 2R, P2 gtk
AR 7 RAER

Activation data of CA private key must be generated, distributed and used strictly according to the
requirements which are related to the segmentation of key activation data and key management.

VP AVHIEE EdE, BT FERIEBHO4 (UG ERIRMD) . USB Key
] PIN B 5%, AL AUAE 224 vl SERI AR RRENL =4

Activation data of subscriber private key, including password (provided in the form of password envelope)
used to download the certificate, USB Key, login password of IC card, must be generated randomly in
secure and reliable environments.

6.4.2. BESE IR Activation Data Protection

X CA RIMBEEElE, e ATE AL 7 HI0RE 73351 e RS 2 t A R AT N 53
&, HEE N R G IR DT BRI EOR, 2 U A AT R 2R o 8 T

Activation data of CA private key must be separated in reliable way and kept by different trusted
personnel .Administrator must meet the requirements of responsibility division. The responsibilities of key
sharing holders should be confirmed by signing related agreements.

SFFIT P ARHREOEEE, B 048 PIN 5, #RAAE %A SIS ek, 1T
JUNLZERE I HL 2B PIN A5, By kit e s B, RO THRCEL S RGN e /K, M
R RS BRI AT B

Subscriber’s activation data, including password and PIN, must be generated in the safe and reliable
environment. The subscriber should take good care of password or PIN to prevent being exposed or
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stolen. Meanwhile, in order to meet the security requirements of business systems, activation data should
be modified regularly.

6.4.3. Vs HHE K FHAh 5 TH Other Aspects of Activation Data

IAAR B AR AT AR, MO EAEARE R R TR el B JER
Ptk FR  BARRAUE A -

Activation of private key shall be protected from loss, theft, modification, unauthorized disclosure, or
unauthorized usage during the transmission.

HALPIIBEE BlE A T 2 NAZ A B, IR eI RE R e T R G . MR AR
BUEH, S EE R B TR (E 2 S o B BRI BR A Hdie (18 ) B4 v, L
IC A 2 AR UL 0K e o

The activation data of private key which is no longer used shall be destroyed and protected from theft,
disclosure or unauthorized use during the destruction. The result of destruction is that some or all of
activation data can’t be recovered directly or indirectly from the residual information and medium, papers
recorded with passwords must be shredded.

6.5. HEHNLZ4HEH] Computer Security Controls

6.5.1. BB B P %22 ARER Specific Computer Security Technical

Requirements

GDCA R4HIME R 288, $REZFWE MR AN GEBIAERFE S IHAHK
ZAFAMIE) . TG BB AAR) (BT AMERSSERANE), S 18027001 {5 %
SARHERTE DL AR RO B2 bl ) AT e\ MR8 RIS FIGIE, fEis
TS HENE S EEMZ AR SRR, B
el PR RSl N ARSI BUE PR, ER T I P 55
Information security management of GDCA certification system meets "Specifications Related Security
Technology Certificate Authentication System" published by OSCCA, "Measures for the Administration of
Electronic Certification Services" published by Ministry of Industry and Information Technology, standards
of information security in ISO27001 and security standards of other relevant information. GDCA draws up
comprehensive and perfect security management strategies and standards, which have been
implemented, reviewed and recorded within operation. The main security technologies and control

measures include: Identification and authentication, logic access control, physical access control,
management of personnel's responsibilities decentralization, network access control, etc.

ML PR ) 22 P T B B CA BB U R G R 2 W E I RS, AR
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BIAREHEBURTT -

Strict security controls ensures that the system of CA software and data files is secure and reliable without
unauthorized access.

LRGN S AR GE &, ARG S KM RGP R . X R8T AR Ak
Bt R AR P RE P A0S X 2% (R U5 1] o A5 P 917 K s BELLE AL PAY AN S RN AR A7 2R GE R 2%, B A
Vi A= RGNS . AH CA ARG SEHAPN . ARETEFE, U RGN AE
N BT P 45 1) CA Hdfe

Core system must be separated physically from other systems and the production system must be
separated from other system logically. This separation can prohibit network access except for specific
applications. The usage of firewall is to prevent the intrusion from the internal and external network
production system and restrict activities of access production system. Only trusted persons in operation
and management group of CA system, when necessary to access to the system can  access the CA
database using password.

6.5.2. THENL 222Vl Computer Security Rating

GDCA IJIMIEARSE, B | EZENEH RN L et fi a1,

GDCA certification systems pass the security review of OSCCA.

6.6. A AHABIARTEH] Life Cycle Technical Controls

6.6.1. RGTF kI System Development Controls

GDCA HJERAF Bt AT A A 1047 LA T T -
1 B=Jr e
PR AN I T T e
AR, GDCA [ RIREMIE, 2% 15015408 [IbnifE, AT RIFIH K12
il
Software design and development of GDCA process follows principles:
1. \Verification and review of third-party;
2. The security risk analysis and reliability design.

The operation specifications of software development, which refer to 1ISO15408 standard, implement
relevant plan and development control.
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6.6.2. LAE TS| Security Management Controls

GDCA MNIER GG B A B, AR [ S8 R ] A s AT BV EAT
#AE

Information security management of GDCA certification system conforms to the relevant operation
management specification of OSCCA strictly.

GDCA WE R G BA M KR BTG, A B R GratZesd 7™ % i i a6 e s 42t
T RENER, ARMESATH 2l RAE ST AR DhRENHAAIE R . GDCA EX}
WAE R GEHEAT & WIANAS S B A Ae: A0t

GDCA authentication system have a strict control measures, and all the systems can be used through
rigorous testing and verifying .Any modifications and upgrades will be recorded for reference and made
for version control , functional test and record. GDCA also carries out regular and irregular inspection and
test for certification system.

GDCA R F]—Ff R B8 B SRR A AL RGO B, AT LE RSB

GDCA uses the flexible management system to control, monitor system configuration and prevent
unauthorized modification.

PR BE % R RISt TRt i, FARIRBIBEEEHANR, 2EAE
Z AR S o N B ARG AN 22 B0 A SN ™ 1 1) 2 A2 LA T, AT B AR 8
LSRRI

Hardware devices are checked from the perspective of intrusion and security holes, etc. Encryption
devices must be examined, installed and accepted in a strict security control mechanism.

GDCA NIER ST B F B TH LU, JRIH B AEREAT AR BRI, & b Zif A
FE A R 2 A5 B AR .

After all the hardware and software equipment of GDCA authentication system are upgraded, GDCA must
confirm the existence of information which affects the security in waste equipment.

6.6.3. A iy JE B 22 23254 Life Cycle Security Controls

GDCA Wik R GV AEF e 2 Bt PR SR RO T atRal, Jerh A3E 7k, A2 i A
k.

Software and hardware of GDCA certification system have sustainable upgrade plan such as
arrangement of software and hardware lifetimes.
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6.7. MZHIZ4HH] Network Security Controls

GDCA AIERGERH 2 5 Kb A 4 Bl 22 APt RGE iRy, I HL S 5 35 (1 77 7]
FERIEAR

GDCA authentication system has multi-level firewalls and the protection of network resource security
control systems. It also has complete access control technology.

N T iR 24, GDCANIERGZAHRE T NN, Z2adith. Prmas e &
gt, IFH R ERP KRR NIRRT, 22 PREEMNE KRG RA, LU ATRERBE
ISR H T 190 25 1 XU

GDCA M 4% ‘2 4= P HI 045 & CAIN 2% 815 (CA/Browser Forum) & Aii i) Network and
Certificate System Security Requirements (NCSSR) %R,

In order to ensure network security, GDCA authentication business system has been equipped with
intrusion detection, security auditing, virus protection and network management systems, and updated to
the version of above systems, as much as possible to reduce the risks from the network.

The network controls adopted by GDCA must conform to the Network and Certificate System Security
Requirements (NCSSR) published by the CA/Browser Forum.

6.8. HF[EIER Time-Stamping

GDCA #4454 RFC 3161, 5816 L\ & Authenticode [#IRT [E)BRAR S, FEH T/CEZ 4
PDF &4 %5 & . GDCA K5 KRG R Gl ) Xt NTP il 5 Z i [ kAR 55 525

GDCA provides time stamp service that complies with RFC 3161, RFC 5816 and Authenticode, mainly
used for code signing and PDF signing purpose, and the system time of GDCA's operation system
synchronizes with this time stamp service through Network Time Protocol (NTP).

7. iEH. iEBBEFRFAELRIE RSN Certificate, CRL, and

OCSP Profiles

7.1. WEBEHFER Certificate Profile

GDCA E 8 4E ITU-T X.509v3 (1997): 15 BFAR-F M ARGt HiZk-H 3% AUEHESE (1997
6 H) iR RFC 5280: Internet X.509 A4HAFEAE i 1E A1 CRL 45449 (2008 45 H).
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The format of GDCA certificates conforms to national standard, i.e. ITU-T X.509 V3 (1997): Information
Technology - Open Systems Interconnection - the Directory - Authentication Framework (June 1997)
recommendation by ITU-T and RFC 5280: Internet X.509 Public Key Infrastructure Certificate and
Certificate Revocation List (CRL) Profile (May 2008).

GDCA i#jd CSPRNG KT 0 HKE RN 64 AL rdE R FEFRIE T 7 515 .

GDCA generates non-sequential certificate serial numbers greater than zero containing 64 bits of output

from a CSPRNG.

GDCA Fli 28 J P S5 M FE A

1 i AR P PR A1)

fRAS FH X. 509 HEFS RS R4S, B V3

55 TEF (M — BRI

LA RIS BERAEAS I B A 25 42 5% (L CP &5 7. 1.3 1)

& ¥ DN R HIHL 44

ABRolEamHY | T EEREEEE OTC), MAbRTrE[FEA, % RFC 5280 ZK WY

BRI EHE | BT E bR AR (UTC) , AHEIEE[EIZE, 4% RFC 5280 ZEk4wbd. 4K
WABR B B A7 A CP 2R 6. 3. 2 T HLE (BRI .

4 DN UEFS A 5 B S AR ) B 44 2 T

CA fRAF45 DN: CN. 0. C.

H14 CA IEH DN: CN. 0. Co

VT PHURIES DN: CN. 0. OU (FAJ3E) . L. S+ Co

TP HUAS NIEFS DN: ONy 0. OU (Afi&) . L. Sy Co

WP BEAET DN: Ny 0. OU (A[#%) + L. S. C.

VTP BRI AFIE S DN: E CN.

A NMBEEIES DN: E. Ny L. S, Co

T P HURIHEAEESS DN: E. CNy O. organizationldentifier. OU (AJi%) .
L. S. C.

T PR NHBAEIEFS DN: E. CN. 0. organizationldentifier. OU (W]
%) . L. S, Co

TS NAEH DN: ONL L. S, Ce

T/ DV SSLIE45 DN: CN,

3T P OV SSLiFF DN: CN. O. L. S. Co
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17 /' EV SSL #iF45 DN: CN. 0. streetAddress (AJi%) . postalCode (FAJik) .

L. S. C. serialNumber. businessCategory. jurisdictionLocalityName
(0ID: 1.3.6.1.4.1.311.60.2.1. 1) . jurisdictionStateOrProvinceName
( 0ID:1.3.6.1.4.1.311.60.2.1.2 > . jurisdictionCountryName
(0ID:1.3.6.1.4.1.311.60.2. 1.3) &

1T/ EV ARIS454iE+H DN: CN. O. streetAddress (A[i%&) . postalCode
(&> . L. S. C. serialNumber . businessCategory -
jurisdictionLocalityName (OID : 1.3.6.1.4.1.311.60.2.1.1) -«
jurisdictionStateOrProvinceName (0ID:1.3.6.1.4.1.311.60.2.1.2) .

jurisdictionCountryName (0ID:1.3.6.1.4.1.311.60.2.1.3)

b
N

FE4E RFC 5280 Zfid, fHiFH CP 45 7. 1.3 T s @ s, K 2L P

%5 6. 1.5 g e ER

Following are the basic certificate fields for the certificates issued by GDCA:

Fields

Value or value limitation

Version

Format version of X.509 certificate with the value is V3

Serial number

Unique identifier of certificate

Signature . . . . .
algorithm Signature algorithm for issuing certificate (see CP section 7.1.3)
Issuer Issuer’s Distinguish Name
notBefore Based on the Coordinated Universal Time (UTC), Synchronized with Beijing
time, encoding follows the requirements of RFC 5280.
Based on the Coordinated Universal Time (UTC), Synchronized with Beijing
notAfter time, encoding follows the requirements of RFC 5280. The setting of valid
period follows the limitation of this CP Section 6.3.2 specified.
Subject DN of a certificate holder or entity may be as follows:
DN of a root CA certificate: CN, O, C.
DN of a subordinate CA certificate: CN, O, C.
DN of a subscriber organization certificate: CN, O, OU (Optional), L, S, C.
DN of a subscriber individual certificate: CN, O, OU (Optional), L, S, C.
Subject DN of a subscriber organization employee certificate: CN, O, OU (Optional),

L, S, C.

DN of a subscriber equipment certificate: CN, O, OU, L, S, C.
DN of a subscriber Basic S/IMIME certificate: E, CN.

DN of a subscriber IV S/IMIME certificate: E, CN, L, S, C.

DN of a subscriber OV S/MIME certificate: E, CN, O, organizationldentifier,
OU (Optional), L, S, C.
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DN of a subscriber SV S/MIME certificate: E, CN, O, organizationldentifier,
OU (Optional), L, S, C.

DN of a subscriber individual certificate: CN, L, S, C.

DN of a subscriber DV SSL certificate: CN.

DN of a subscriber OV SSL certificate: CN, O, L, S, C.

DN of a subscriber EV SSL certificate: CN, O, streetAddress (Optional),
postalCode (Optional), L, S, C, SerialNumber, businessCategory,
jurisdictionLocalityName (OID:1.3.6.1.4.1.311.60.2.1.1),
jurisdictionStateOrProvinceName (OI1D:1.3.6.1.4.1.311.60.2.1.2),
jurisdictionCountryName (OID:1.3.6.1.4.1.311.60.2.1.3) .

DN of a subscriber EV codesigning certificate: CN, O, streetAddress
(Optional), postalCode (Optional), L, S, C, SerialNumber, businessCategory,
jurisdictionLocalityName (OID:1.3.6.1.4.1.311.60.2.1.1),
jurisdictionStateOrProvinceName (OID:1.3.6.1.4.1.311.60.2.1.2),
jurisdictionCountryName (OID:1.3.6.1.4.1.311.60.2.1.3)

Public key Using specified algorithm of CP Section 7.1.3 according to the encode of
RFC 5280, key length meets specified requirements of CP Section 6.1.5.

7.1.1. FRZA5 Version Number(s)

GDCA 1T FERfF & X.509 V3 IETii% 0, WAME BAF A UE PR AE BN -

GDCA certificates are in line with X.509 V3 certificate format. The version information is stored in the field
of the certificate version column.

7.1.2. IEBH B Certificate Extensions

GDCA & T X.509 V3 RRUEPAr#Ed FEITLAAL, @ T B @ Xy BRI,

In addition to the X.509 V3certificate standard extensions, GDCA also uses custom extensions.

7.1.2.1. #8iF+H Root CA Certificate

1. FARZR
RAEP Al B iz RO, Hizy ROy REY RO, TR RN CA,
“pathLenConstraint” 5B A% & .
2. HH M
MRAUE B By R, Hizy RIOCHEY R, HVEKEAN KeyCertSign, CRLSign.
ARAE A B ARV A T25F  OCSP Hi
3. EFH SRS

129



[] SR RIXIRIGBIRD S
m (RO TR C e Secun ity Athonityg Coe Lo GDCA -‘L[E;Fg%m% (VS. 1 )]-[&)

Y RIIAR N E

4. MR

Y IR E

5. F AR IRRT

MAEBAR B IZY RO Hizy RIS D S I, B M E N A% S AR TS
25 R WIAIEP FR 1) authorityKeyldentifier 47 & [ keyldentifier 72t

1. basicConstraints

This extension shall appear and shall be marked critical. The cA field shall be set true, and the
pathLenConstraint field is not present.

2. keyUsage

This extension shall be present and shall be marked critical. The usage keyCertSign and cRLSign shall
be set. The private key corresponding to a Root CA will not be used for signing OCSP responses.

3. certificatePolicies

This extension is not set for root CA certificates.

4. extKeyUsage

This extension is not set for root CA certificates.

5. subjectKeyldentifier

This extension shall be present and shall not be marked critical. It shall contain a value that is included in
the keyldentifier field of the authorityKeyldentifier extension in certificates issued by the Root CA.

7.1.2.2. 4% CA IEFH Subordinate CA Certificate

1. RSN

g CAIER AR E ZY I, HAMR Y R, AR RIS R R 15 R
T CP 28 1.4.1.8.

2. CRL 7y R

g CAUEBT AR B IZY R, HARNKEY BRI, %y RIAE S CA CRL IRkRE
() HTTP Hiuhik

3. MURMLIE Bl

XF T i GDCATrustAUTH R5 ROOT iE-F5. ¥t ii48 R5 R CA E+5. GDCA TrustAUTH
E5 ROOT 25K I 2 CAUEFS, & CAIER A MURHAE BTy REl, HARARR
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B R, Ky Bbh okt CAIEPRZEEREEIEDK HTTP Mk

( AccessMethod=1.3.6.15.5.7.48.2 ) #1 #§ [\ CA OCSP fik % 1 HTTP #b kb
(AccessMethod=1.3.6.1.5.7.48.1).

%fF H1 ROOTCA (RSA) iE+i. GDCAROOT CA iE+Hi. ROOTCA (SM2). GDCAROOT
CALIEBZER Mg CAUESS, W CA Al BCA MUK NG Uiy I, #&E, W
ARy R, K EPSEERHELE CAIEPBEREIERK HTTP ik
( AccessMethod=1.3.6.1.5.5.7.48.2 ) #l 4§ ] CA OCSP flk % ) HTTP b it
(AccessMethod=1.3.6.1.5.5.7.48.1).

4. BEARZH

Hg CA EBARE Y B, Hixy BIUUNCEY RUL, EHBAUE KA CA,
“pathLenConstraint” 7B i X & .

5. FHH:

g CAUEF AT BiZd e, H ooy Jeui, HaZiE KeyCertSign, CRLSign
. Hg CAEFX RV AN A 1258 OCSP M K.

6. It Ay B F ik

% F7E 2019 4 1 A 1 HJF 1 GDCA TrustAUTH R5 ROOT i+, #r 2/ R5 R CA iE
5. GDCATrustAUTH E5 ROOT Z R I g CAET:, o4 CAUER I E Zy B, H
ARCRREY BT, iR CA A T2 K SSLITLS k4, WHEy RIS
id-kp-serverAuth [ RFC5280 1, W 44 & id-kp-clientAuth [ RFC5280 1, A~ #5 1 &
id-kpemailProtection [ RFC5280 1,  id-kp-codeSigning [ RFC5280 1, id-kptimeStamping
[RFC5280], id-kp-OCSPSigning [RFC5280] }% anyExtendedKeyUsage [RFC5280), A
LA AT H AR

7. WURHUR SRR AT

gy CAE RN B iZY I, HASANCEY BRI &y BRI ES Keyldentifier

8. F A HIR AR
2 CAMEBAUR B Y I, Hizy IR MR RS R, & rMEN % & 1E
W E CA 25K AIE 15 Fh ) authorityKeyldentifier 47 & () keyldentifier B¢ H1.

1. certificatePolicies

This extension for subordinate CA certificates shall be present and shall not be marked critical. More
information about the asserted OIDs is explained in section 1.4.1.8 of this CP.
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2. cRLDistributionPoints

This extension for subordinate CA certificates shall be present and shall not be marked critical. It shall
contain the HTTP URL of the CA’s CRL service.

3. authoritylnformationAccess

For subordinate CAs issued by GDCA TrustAUTH R5 ROOT certificate, #1241t R5 R CAiE+ and
GDCA TrustAUTH E5 ROOT, this extension should be present and shall not be marked critical. It should
contain the HTTP URL of the Issuing CA’s certificate (accessMethod = 1.3.6.1.5.5.7.48.2). It may contain
the HTTP URL of the Issuing CA's OCSP responder (accessMethod = 1.3.6.1.5.5.7.48.1).

For the subordinate CAs issued by ROOTCA (RSA), GDCA ROOT CA, ROOTCA (SM2), and GDCA
ROOT CAL1, this extension may be present, and shall not be marked critical if present. It should contain
the HTTP URL of the Issuing CA’s certificate (accessMethod = 1.3.6.1.5.5.7.48.2). It may contain the
HTTP URL of the Issuing CA's OCSP responder (accessMethod = 1.3.6.1.5.5.7.48.1).

4. basicConstraints

This extension for subordinate CA certificates shall be present and shall be marked critical. The cA field
shall be set true. The pathLenConstraint field may be present.

5. keyUsage

The subordinate CA certificates have the "keyUsage" extension, which is a critical extension. Usage
settings are: digitalSignature, keyCertSign, cRLSign. The private key corresponding to a subordinate CA
certificate will not be used for signing OCSP responses.

6. extKeyUsage

For subordinate CAs issued by GDCA TrustAUTH R5 ROOT certificate, 2 R5 # CA iEH and
GDCA TrustAUTH E5 ROOT after 1 January 2019, this extension shall be present and should not be
marked critical. If such subordinate CA certificates will be used to issue SSL/TLS certificates, the value
id-kp-serverAuth [RFC5280] shall be present. The value id-kp-clientAuth [RFC5280] may be present. The
values id-kpemailProtection [RFC5280], id-kp-codeSigning [RFC5280], id-kptimeStamping [RFC5280],
id-kp-OCSPSigning [RFC5280] and anyExtendedKeyUsage [RFC5280] shall not be present. Other
values should not be present.

7. authorityKeyldentifier

This extension for subordinate CA certificates shall be present and shall not be marked critical. This
extension contains only the "Keyldentifier" field.

8. subjectKeyldentifier

This extension shall be present and shall not be marked critical. It shall contain a value that is included in
the keyldentifier field of the authorityKeyldentifier extension in certificates issued by the subordinate CA.
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7.1.2.3. iT FEF Subscriber Certificate

1. UE-P S

WRIEBH AU By I, HAS AR I A K BAR R AR IR 5 Ei5
A CP %5 1.4.1.8 715,

2. CRL 73R

%fF-Hi GDCA TrustAUTH R5 ROOT iiE+5. %% 4L R5 #i CA iE+5. GDCA TrustAUTH
E5 ROOT 2K M- 2 CA A RIGAT FAE1S, %2K1T FE BT B iz i, Huky i
NARREY e, PRI 2 &R CACRL R95H) HTTP URL k.

%1/ ROOTCA (RSA) iE45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIF BRI CA 2 KIH PR, 25T PE el S E %y R, #iE, N
Y RBUNAR Y e Y IR &R CACRL k5 HTTP URL k.

3. WMURHIKIE BV

Xf T i1 GDCATrustAUTH R5 ROOT iE-5. # 4R R5 R CA iE+5. GDCA TrustAUTH
E5 ROOT %KM 4% CA A% K IAT FEH, TP iEB2URAE SUR NG B U5 9 B, H
AEAREY R, Ky RT2EERMIE CAERBEREFIERK HTTP ik

( AccessMethod=1.3.6.155.7.482 ) #1 #& [(1 CA OCSP ik 55 1 HTTP #b kit
(AccessMethod=1.3.6.1.5.5.7.48.1).

%1/ ROOTCA (RSA) iF45. GDCAROOT CA iE45. ROOTCA (SM2). GDCA ROOT
CALIEBA R ML CA B R AT FUET, 123800 Pl 1 BEA MU UGS B U7 4 R 13,
HWE, WA BRI, B &Rnl CA IERAERFIERMN HTTP itk
( AccessMethod=1.3.6.1.5.5.7.48.2 ) #ll 4§ [\ CA OCSP flx % ) HTTP #h 4k
(AccessMethod=1.3.6.1.5.5.7.48.1).

4. FERLR

WHPIE R EZY R, #HiKE, Wiy Eh “cA” FRAREN “False”.

5. HEHHE

WPIER TR E Y R, ARE, WEHHEAEE N keyCertSign /& cRLSign.

6. BRI VA

XF T i GDCATrustAUTH R5 ROOT iE-F5. ¥t ii48 R5 R CA E+5. GDCA TrustAUTH
E5 ROOT 25K I 2) CA A R I e, UEH b (185 81 Vv R s A s g PR T

EF25) FEHRE £k
HEAFIE URANN 1 2RIE | B Berd, BPn%, | 20224F 11 4 1 HEAH
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iE, HL AR

T 22 AW IE+S

Adobe R4 AAET

B BFEs, Ak
B A BB F VL. Adobe R4 2%
%0

WA N HBAIEF

EEAR: B4, BHNE,
BN .

WA AR E: B SR
IE, T HBLEARD

HUR B HIEF

EEAR: B4, BHNE,
BNz .

BRI AR E: B SR
IE, T HBLEARD

A NHBAHEF

wYIM: rss, wene,
s .
SRR NG % P i S B
iE, LR ORY

SRk B IE

wPIM: rss, wen,
Hm e .
SRR NG % P s S 5
iE, LR ORY

DV SSL iFf

HYPHE: Berss,  wPnE.
s R RVE: B S i
e, kS5 A SRS .

OV SSL iFH

EHRNE: &4, wPINE.
s R PIRE: B I iR
iE . AR5 SR URIE.

IV SSL iF

HYINE: orss,  wmYnE.
s R PIRE: B I S iR
iE . AR5 SR URIE.

EV SSL iFH

PN s, wmHnE.
R MBI RS %) i 5 1 5
ke, ARS5As SRS .

el A2 4% RAE T

B BFE¥Aa.
R R P RNE: A% 4

EV RIS AZAET

M BE¥Aa.
R R P RNE: A% 4

I TR BRI

EYIE: BTt
e R IS

7. WURKUR S AR IRAT

WPIEBAB Eizy feul, HAR RS Ul %y IR S Keyldentifier 7B

8. LRI IRAT

PR Bz e,  Hazy RRIWARARIC RS I, EMiZEE M
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WEF A HIRAE R IOE
1. certificatePolicies

This extension for subscriber certificates shall be present and shall not be marked critical. More
information about the asserted OIDs is explained in section 1.4.1.8 of this CP.

2. cRLDistributionPoints

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT, #ZHf %
R5 & CA iE43, and GDCA TrustAUTH E5 ROQT, this extension shall be present and shall not be marked
critical. It shall contain the HTTP URL of the CA’'s CRL service.

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL, this extension may be present and shall not be marked critical if
present. It shall contain the HTTP URL of the CA’'s CRL service.

3. authoritylnformationAccess

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
X R5 AR CAIETS and GDCA TrustAUTH E5 ROOT, this extension shall be present and shall not be
marked critical. This extension will contain the HTTP URL of the Issuing CA’s certificate (accessMethod =
1.3.6.1.5.5.7.48.2) and the HTTP URL of the lIssuing CA's OCSP responder (accessMethod =
1.3.6.1.5.5.7.48.1).

For the subscriber certificates issued by the subordinate CAs of ROOTCA (RSA), GDCA ROOT CA,
ROOTCA (SM2), and GDCA ROOT CAL, this extension may be present, and shall not be marked critical if
present. This extension will contain the HTTP URL of the Issuing CA's certificate (accessMethod
1.3.6.1.5.5.7.48.2) and the HTTP URL of the Issuing CA's OCSP responder (accessMethod
1.3.6.1.5.5.7.48.1).

4. basicConstraints

This extension for subscriber certificates may be present, and the cA field shall be set to "False" if
present.

5. keyUsage

This extension for subscriber certificates may be present, and if present, usage keyCertSign and cRLSign
shall not be set.

6. extkeyUsage

For the subscriber certificates issued by the subordinate CAs of GDCA TrustAUTH R5 ROOT certificate,
it R5 R CAETS and GDCA TrustAUTH E5 ROOT, key usage and extended key usage are as
follows:

Types of Certificates Key Usages Remarks
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This policy OID will

KU: Digital Signature, Key
i not be used to identi
Email Certificates (Previously | Encipherment. _ o ry
o B the email certificates

the Type I Individual Certificates) | gxy:  Client Authentication, | a5 of 1 November

Email Protection. 2022.

KU: Digital Signature, Non

Repudiation.

Adobe PDF Signing Certificates

EKU: Adobe Document Signing.

KU: Digital Signature, Key
Encipherment, Data
» Encipherment.
SV S/MIME Certificates
EKU: Client Authentication,
Email Protection.
KU: Digital Signature, Key
Encipherment, Data
OV SIMIME Certificates Encipherment.
EKU: Client Authentication,
Email Protection.
KU: Digital Signature, Key
Encipherment, Data
IV SIMIME Certificates Encipherment.
EKU: Client Authentication,
Email Protection.
KU: Digital Signature, Key
Encipherment, Data
Basic SIMIME Certificates Encipherment.
EKU: Client Authentication,
Email Protection.
KU: Digital Signature, Key
Encipherment.
DV SSL Certificates
EKU: Client Authentication,
Server Authentication.
KU: Digital Signature, Key
Encipherment.
OV SSL Certificates
EKU: Client  Authentication,
Server Authentication.
IV SSL Certificates KU: Digital Signature, Key
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Encipherment.

EKU: Client  Authentication,
Server Authentication.

KU: Digital Signature, Key

Encipherment.
EV SSL Certificates
EKU: Client Authentication,

Server Authentication.

Standard Code Signing KU: Digital Signature.

Certificates EKU: Code Signing.

KU: Digital Signature.
EV Code Signing Certificates
EKU: Code Signing.

KU: Digital Signature.
TimeStamp Certificates

EKU: Time Stamping.

7. authorityKeyldentifier

This extension for subscriber certificates shall be present and shall not be marked critical. This extension
contains only the "Keyldentifier" field.

8. subjectKeyldentifier

This extension shall be present and shall not be marked critical. It shall contain a value that is included in
the keyldentifier field of the authorityKeyldentifier extension in certificates issued by the subordinate CA.

7.1.2.4. FrBEFR All Certificates

GDCA Z& K BT E T4 7 & RFC5280, Xf -1 GDCA TrustAUTH R5 ROOT ilF 5. %
I R5 R CAE+5. GDCA TrustAUTH E5 ROOT &Kk IH 2% CAET, LUK H %% CAAE
PR RS R, B G R R S P I SRR R U A& A CP 28 7.1.2.1.7.1.2.2,
J 7.1.2.3 ER.

%1 ROOTCA (RSA) iE45. GDCAROOT CA iF45. ROOTCA (SM2). GDCA ROOT
CALIERZ R H CAUET, LA CAETZ K 11T k1, GDCA B T £/ RFC5280
ST AR AE TR e FE TR LA, B vl B e SOy R, Bildn, A R A TE S B AR 55
7oK, GDCA A RIEE X —Ly" e i, AFHAIR T a1 M4 fe T

1 #2RES: HTRRIT 2RGS0,

2. i HLEMERIES: HTREMEGE S EER.
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3. LREMS: MTRmdlh TrEM— 6

4. BT : M TRk F R 555

5. {EAEMSS T EBAUAMU P A R FARIRIT 7 M — 2 5
6. HUBUEICIES: TRl 56 .

7. MASET: T ERORE R A ORI E—HS

For the subscriber certificates and the subordinate CA certificates that chain up to GDCA TrustAUTH R5
ROOT certificate, %z M4 R5 8 CAEf5 and GDCA TrustAUTH E5 ROOT, key usages, extended key
usages and certificate extensions conform to section 7.1.2.1, 7.1.2.2, and 7.1.2.3 of this CP.

For the subscriber certificates and the subordinate CA certificates that chain up to ROOTCA (RSA),
GDCA ROOT CA, ROOTCA (SM2), and GDCA ROOT CAl, in addition to the standard fields and
extensions defined by RFC 5280, GDCA may also use customized extensions, for example, to satisfy
different requirements for certificate application services, GDCA may define some extensions flexibly,
including but not limited to the following extensions:

1. Insurance number: It is used to indicate the subscriber's insurance number.

2. Unified social credit identifier: It is used to indicate the unified social credit identifier.

3. IC registration number: It is used to indicate enterprise IC registration number.

4. Taxation registration certificate number: It is used to indicate enterprise national taxation number.

5. Trusted service number: It is used to indicate subscriber’s unique number generated by GDCA.

6. Land taxation registration certificate number: It is used to indicate enterprise land taxation number.

7. Resident identity card number: It is used to indicate unique number of resident’s identity card.

7.1.2.5. RFC5280 HIRLFH Application of RFC 5280

NPEIERR I, RFC 6962 & X “TiiE5” AN RFC5280 & X ) “UEf5”,

For purposes of clarification, a precertificate, as described in RFC 6962 shall not be considered to be a
“certificate” subject to the requirements of RFC 5280.

7.1.3. RyEX 651 AF Algorithm Object Identifiers

GDCA 2k B b 5 I LU R AR BE . —

ShalRSA withRSAENcryption 1.2.840.113549.1.1.5

138



[ senraspnmnas

= GDCA JIEH5 Mg (V3. 1 O
sha256RSA withRSAEncryption 1.2.840.113549.1.1.11

SHA256 with ECDSA 1.2.840.10045.4.3.2

SM3withSM2Encryption 1.2.156.10197.1.501

i1 GDCA TrustAUTH R5 ROOT iF . %z #{ R5 8 CA iF45. GDCA TrustAUTH E5
ROOT £ & IR 2% CA WFF25 KR KA TTF Al {5 4FE 5 f2 OCSP HiF 5 i) %5 55 50 A FH shalRSA.

GDCA uses one of the following relevant algorithms to issue certificates:

ShalRSA withRSAEnNcryption 1.2.840.113549.1.1.5
sha256RSA withRSAEnNcryption 1.2.840.113549.1.1.11
SHA256 with ECDSA 1.2.840.10045.4.3.2
SM3withSM2Encryption 1.2.156.10197.1.501

Subscriber certificates and OCSP certificates that chain up to the subordinate CA certificates issued by
GDCA TrustAUTH R5 ROOT certificate, #tZ i 4X R5 8 CA ity and GDCA TrustAUTH E5 ROOT are
not signed with sha-1WithRSAEncryption.

7.1.4. ZFRIEF, Name Forms

GDCA %R HIE-F 2 s R N 2454 X.501 Distinguished Name(DN) i) i 1] 44
.

XF T i1 GDCATrustAUTH R5 ROOT iE-5. #2248 R5 4R CA E-+5. GDCA TrustAUTH
E5 ROOT 22K K4t CA Rz KIS FHIESS, HAFIE A pks M N 4% 075 & RFC5280,
J& CA/B 3% R AT t) Baseline Requirements UL & S/IMIME Baseline Requirements 7.1.4 5 {1 R .

GDCA #R#EA CP WZLRZERUE T, HHRIEBA RN, UE 153 8 (5 S5 40 2 HE i 1
GDCA A2 f 544 F1 1P bk 5 NAESS U b R IR A A< CP 28 3.2.9 YIS 3.2.12 7Y
T o

SSLITLS UEH E BB S A1 “.7, “-7, J“ 7 OB 755, RIsHAREATR
INZIUAZS . ATERE, BAEH NS

Name of certificate issued by GDCA is formatted in accordance with X.501 DN. For subscriber certificates
issued by the subordinate CAs that are issued by GDCA TrustAUTH R5 ROOT certificate, %z R5
2 CA iE+s and GDCA TrustAUTH E5 ROOT, the format and content of the name forms of these
certificates match the requirements as defined in RFC5280, and CA/Browser Forum Baseline
Requirements and S/MIME Baseline Requirements Section 7.1.4.
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GDCA issues certificates in accordance with this CPS and shall make sure that the information in the
certificate subject field are correct. GDCA will not write domain names or IP address into a certificate
subject unless they have been strictly validated according to section 3.2.9 and 3.2.12 of this CP.

SSL/TLS server certificates cannot only contain metadata such as ‘.’, ‘-’ and *’ (empty) characters and/or
any other indication that the value/field is absent, incomplete, or not applicable.

7.1.5. £ FRFR4] Name Constraints

GDCA [ #¥5 RFC5280 >kffi H A FRFR MY eI, ARSI 2% CA UEF5 ik 2% 3 FH E e

GDCA may use the name constraints extension per RFC 5280, in order to limit the business scope of
subordinate CA certificates.

7.1.6. IEFSEIE N S A5 IR Certificate Policy Object Identifier

s FIAIE A5 SRS TN, E 5 B S E S SR 0 AR IRAT, O RARIRST 5 A R
EAS X L

When the certificate policy extension is used, the certificate contains object identifier of CP, and the object
identifier is in accordance with the corresponding certificate category.

7.1.7. TRE FR 9 F IR A ¥ Usage of Policy Constraints Extension

ANEH

Not applicable.

7.1.8. SR PR E R HIIBERIE X Policy Qualifiers Syntax and Semantics

AEH

Not applicable.

7.1.9. HEE IR BT B I AL EE L Processing Semantics for the Critical

Certificate Policies Extension

5 X509 Fi1 PKIX i€ —%.

Itis in accordance with X509 and PKIX regulations.
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1.2.

IEFHES 5% CRL Profile

GDCA EMA% K CRL, HtFH A .
KA CP 25K ) CRL & RFC5280 #nvH. CRL Z/DAL& U N3 Fd FE A A N 25

The CRL determined in this CP is accordance with RFC5280. CRL contains at least basic domain and
content described in the following table:

i 1 B3 (B PRI BR )

fRAS V2

R R CRL RSk, MR & B o

A2 R H 4 CRL M%7 H ¥

TREH CRL FIRZEKHIH M. CRL RERG 24 /NI BT
A RS %R CRL JT i FH IR 25 44 B0k

AR MUK AR IR AT

1 160 RLAGMUAIEF AL A SHIEAT HES I8 555 AR AL 7

i GETIES

FIH A AUESS, BAEHREHIE S P 215 AT H 3

Domain Value or value limitation

Version V2

Issuer Entity for issuing CRL, issuer distinguish.
This update Issuance date of CRL.

Next update

Next issuance date of CRL. CRL is updated every 24 hours.

Signature

signature algorithm used for issuing CRL.

Authority key identifier

It's composed of a 160-bit hash of the value of CA's public key.

Revoked Certificates

List of the revoked certificates, including serial number and

revocation date of revocation certificate.

7.2.

1. R4S Version Number(s)

GDCA H A% k& X.509 V2 iiA K] CRL, IMRASAEAE CRL A K& A2 H b,

GDCA currently issues CRL of X.509 V2 version. This version nhumber is stored in format column of CRL.

71.2.2.

CRL M1 CRL % H¥ B3 CRL and CRL Entry Extensions

GDCA % & %4 RFC5280 [#] CRL 1 CRL ¥ & 1.,

RTH D, #HWREZI,

W% CRL 2% H Y™ FETANS i 3™ FEE 1 o
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E-BREKEORBE I CA, % CRL 2% H 25X R CA Bih 2 CAIEHIY, N2 &% CRL
FHYRI. X TAN R SSLITLS iEHE K BRI CA, W] 2T DLUR 15 0 5 B 5lids i
% CRL 46 H ¥ £ 1. CRLReason {EANm]y unspecified (0). w44 ¥ A BI#f, U GDCA 1%
i i reasonCode 55 HY I (ZifF& HIAZER) . % CRL 2% H £ %X SSL/TLS 1T FHiEH,
Il CRLReason {EANR] Ay certificateHold (6)

7 E 1 reasonCode ¥ 10, N CRLReason {E 242y RFC5280 DL J A< CP % 4.9.1 i
FHOCHIHEH .

GDCA issues CRLs with entry extensions in accordance with RFC 5280.

With regard to reason code: If present, this CRL entry extension shall not be marked critical. For CAs
technically capable of issuing SSL/TLS certificates, if a CRL entry is for a Root CA or subordinate CA
certificate, this CRL entry extension shall be present. If a CRL entry is for a CA not technically capable of
causing issuance, this CRL entry extension may be present or omitted, subject to the following
requirements: The CRLReason indicated shall not be unspecified (0). If the reason for revocation is
unspecified, issuing CAs shall omit reasonCode entry extension, if allowed by the previous requirements.
If a CRL entry is for a SSL/TLS certificate, the CRLReason shall not be certificateHold (6).

If a reasonCode CRL entry extension is present, the CRLReason shall indicate the most appropriate
reason for revocation of the certificate based on RFC 5280 and section 4.9.1 of this CP.

7.3. OCSP #ii® OCSP Profile

GDCA ) #24 OCSP (FELAE IR A MRS ), OCSP 1EA CRL KA AN, JifE
UEFS P B EIE TR (S B - GDCA K IETF PKIX  TAEAFF KM — ANELIUE TRRAS B
¥ (Online Certificate Status Protocol, OCSP, RFC6960), iZ WM e X 1 —Fhbritk i R AN
M) A5 S A% X LA IR 2 T e 1 .

As an effective supplement of CRL, OCSP provided by GDCA is used to check the information of
certificate status for subscriber online. GDCA adopts an Online Certificate Status Protocol (OCSP,
RFC6960) developed by IETF PKIX working group. This protocol defines a standard request and
response information formats to query whether a certificate is revoked.

#5 OCSP i N Al 55 A& NMRIE P 2 CAIEF AL, HAZZRIEH S84, WAE CertStatus
f] RevokedInfo 7', revocationReason “FE i & .

CRLReason W2 A CP 25 7.2.2 & AR F PR i Ag .

If an OCSP response is for a root CA or subordinate CA Certificate, and that certificate has been revoked,
then the revocationReason field within the Revokedinfo of the CertStatus shall be present.

The CRLReason indicated shall contain a value permitted for CRLs, as specified in section 7.2.2 of this
CP.
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7.3.1. RRA<5 Version Number(s)

RFC6960 & X [#] OCSP fli A .

The field conforms to OCSP defined in RFC6960.

7.3.2. OCSP ¥ B I OCSP Extensions

A& . XFT SSL/TLS iE-f5, OCSP M%) singleExtension Ar[fl{ CRL 2% HM
reasonCode 4 FE il .

Not applicable. The singleExtension of an OCSP response cannot contain the reasonCode CRL entry
extension for SSL/TLS certificates.

8. i\ iE ML # 5 + A1 H s ¢ 5 Compliance Audit and Other

Assessments

8.1. THEMIBEFIER Frequency and Circumstances of Assessment

GDCA N AFZEE N HHT — Ik — S B i A BV, HHRImIE D 3%t & ik
BATVEAY, DURIEIE TS ARG BT Sk . e MR T 45tk . i E 154 GDCA TrustAUTH
R5 ROOT iE 5. %%t RS R CA iEf5. GDCA TrustAUTH E5 ROOT iE 548 K I+ 2% CA
T2 R 1 SSUTLS AR 45 2$IEF5

GDCA shall conduct a compliance audit and an operation assessment each quarter to ensure the
reliability, security and controllability of certification services. We extract at least 3% of certificates for
assessment. The extracted certificates are SSL/TLS server certificates issued by subordinate CA of
TrustAUTH R5 ROOT certificate and 0% H{X R5 #i# CA certificate and GDCA E5 ROOT certificate.

BT ET AL b, GDCA IEIEAE M fE THIT R 55 BT, 4% 88 WebTrust X§ CA (1)
FUIBEAT SN0 e TR VTAl -
1L IR4E (R ANRIEME B TR (RFINERSEHINE) HWER, GFE—
RIS F BRI VPAL A 2
2. GDCA #ZME K FEEIIER . B ZAHRIRENA CP [HLE S itiis & MRS,
F BRIV R TR, AR A AT — IR R I PR A%, ELHEXT GDCA
NE TS (RA. ZH A MVHEH .
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3. GDCA BEUEMAL I H TS BT, 8 WebTrust XF CA (8 tHRIN, AT —
YN AT
4. GDCA FAFHHT — R PP AR, R85 S0 g, FE0P i i 1 Rk A=
(AT R SO B T, IR VPAN H AT RO SRS . B RS LR RS R T R
B RO XS, R AR PEAL, U, STEFF4ERRIR a5 2 A AE . i 2= a2 4
T
In addition to internal audits and assessments, GDCA also engages external audit firms to perform

assessments and evaluations according to the requirements of WebTrust on CA.

1. GDCA s assessed and inspected once a year in accordance with the "Electronic Signature Law of
the People's Republic of China", "Measures for the Administration of Electronic Certification
Services" and other requirements by administrative authorities.

2. GDCA conducts operations and services according to the requirements of state’s authorities, the
specifications of state’s relevant standards and this CP. GDCA shall conduct internal assessment
and audit to other entities (including RA or LRA, etc.) in GDCA at least once a year.

3. GDCA engages external audit firms to conduct assessments and evaluations once a year to be
compliant with WebTrust for CA.

4. GDCA performs a risk assessment once a year to identify internal and external threats, and to
evaluate the possibility of occurrence and potential damages, and to assess if the current
strategies, technologies, systems and relevant measures are able to mitigate these risks. Based on
the risk assessment, GDCA develops, implements, and maintains a security plan consisting of
security procedures, measures, and products.

8.2. THEEMWIBM/EM Identity/Qualifications of Assessor

GDCA A ERH# i, B GDCA %A HiMs 2 il = D st LA R I T o T DAl /N, ehde ot
PPN AT BT A

GDCA FHERIAMBE LA, BiZR & BUT A5

1. BARZVFAT. AP BRI, A=A R
T ENUE B2 ek R, BEMEZEER, PKI FOR drdE Ak
HERaE ARG ER L HoARM T A
FLA AL T R A

A w0 N

Cross department audit assessment group organized by GDCA Security Policy Committee performs
internal audit of GDCA.

External auditors which GDCA hires shall have the following qualifications:

1. Must be an authority which has been licensed and has a good reputation.
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2. Understand computer information security system, communication network security requirements,
PKI technology, and related standards and operations.

3. Have the expertise and tools to check the system operation and functionality.

4. Be independent.

8.3. IHliE SRIPMEE Z FMKIKR

Assessor’s Relationship to Assessed Entity

1. GDCA Hit R EANMKRGEH A WHEH R W EAE 7R TR AR

i

o

2. ANEBVEALE (fF B IR AL TR 55 B LA AR L) A GDCA 2 1A &
MALHIRAR, BAEMEILSS . WK, BE L EARMRE IR 2 U PP 1
FRNE, VRS ERILAL. A IE. FAHIASEEN GDCA HEATIEAY .

1. Segregation of duties is required between the GDCA auditors, and the GDCA system administrators,
business administrators, and business operators.

2. The external evaluators (information industry department, independent audit firms and other
authorities) and GDCA are independent from each other. There is no business inter actions, financial
transactions, or any other interests that could affect the objectivity of the assessment between the
above two. Assessors should evaluate GDCA in an independent, fair and unbiased attitude.

8.4. THLEIAZA Topics Covered by Assessment

GDCA W HBH T i) A 75 (4
GDCA'’s internal audit includes:

1. AR TSR 78 70 A S

2. e TARRAEAG 2 15 2™ A 5

3. RTEHEIL CPL ML S5 MG AN 2 e ZRIT RENEMY 55 5

4. FHMHE. CREGTE, RO

5. e m AR A AT BEAAAE 1) 2 A XU

5 =07 BV 55 i d B WebTrust For CA BIVEIMEER, X GDCA AT #H i,
1. Whether the security strategy is fully implemented
2. Whether operation procedures and processes strictly followed

3.  Whether strictly following the CP, business specifications and security requirements when
conducting authentication services
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4.  Whether all kinds of logs and records are preserved and if there is any question
5. If there’s any other potential security risks

Third-party audit firms perform assessments and evaluations on GDCA to be compliant with CA
requirements of WebTrust.

8.5. XS5 EFREKIFTE) Actions Taken as a Result of Deficiency

Xt GDCA &R F THES R P il AL, 6 T DA /N 0 D M B K 2 ] ) ST AR A RE BT )
BEAT M 55 SO S8 3 O DL o S8 O S THE R IG5, B WARE BT 1T 2 e o PP /N 32
ANV 55 etk TAE S A5t

Audit assessment group monitors responsible departments for improvements and complete status of
issues that were mentioned in audit reports. After improvement of audit results have completed, various
functional departments should submit summary of improvement to audit assessment group.

XtT GDCA BUEMMURA I TH45 A, iz bl IEAE BT A CP [ GDCA ffill € [
fil Mk 55 MERIAT 9, GDCA H3 T LAfRILE, IFABI5T & HALBIE 1IEX 470, AR YE GDCA
I ERBEAT ML A5 BE O 351 AT J9 s 19 ™ EEE ML, GDCA 4 £ X ML i LTIk
RN 25 KA

For authorized RA mentioned in GDCA's audit report, if they are violating the CP and other business
standards defined by GDCA, GDCA will stop the above behaviors immediately and ask them to make
changes in accordance with the requirements of GDCA. GDCA will terminate relevant authorization of
electronic certification services of RA if the above behaviors are seriously violated.

ST VLT FTVERSE IR, GDCA MR T AR AT R, IFBET TR 1A
.

If assessments of a third-party auditor firm are completed, GDCA will rectify in accordance with the audit
reports. GDCA will be evaluated again after the rectification.

8.6. T4 ERKIEES KA Communications of Results

GDCA )P4 38 145 5 87 ) AS WL B BRBE S 1T DA S B i R e LA 347 1E =0
AT REiE AT 2t 4sRa iR, GDCA W20 R I [a) 1T 7 iE K .

Audit results are formally informed to relevant departments of GDCA and related RA. GDCA will notify the
subscribers of any potential security risks timely.

B PSS A e s, TR R, HaEiE www.gdca.com.cn W AT
N o ATAR S =07 [ VPAS SEARIE SN PEAG 45 R B RIRIME B, L ZiF 5 IR 7 GDCA &
BLEZIR B A 7, FHEfS GDCA KRR, ¥4 R A MEIkR4h; GDCA fRETEIX 5
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INEERE L TOAR

If the assessment from a third-party auditor firm is completed, the audit results will be published at GDCA
website (www.gdca.com.cn). Third-party should communicate its purposes and methods to GDCA in
advance before notifying the evaluation entity on the assessment results or similar information, except
otherwise defined by law, GDCA reserves the legal rights in this part.

8.7. HiRfE Self-Audits

ILEE AT 8.1,

See section 8.1.

9. TR AR S 22K Other Business and Legal Matters

9.1. %%H Fees

GDCA FI R S B B TN UEAR SR 55 () A B BOAE 51T P USCa sl - B AR 9 IR Gk
T AR S BB T TR E
GDCA can charge subscriber certification fees for the digital authentication service provided. The specific

charge will be determined by market rules and regulations of relevant administration department.

9.1.1. IE B AT B3 B Certificate Issuance or Renewal Fees

GDCA SHEPBH A EH 2, AAifE GDCA KIM¥E www.gdca.com.cn b,
i,

The fees of GDCA adding and renewing certificates are published in the website www.gdca.com for user
to query.

s GDCA ZE Pl HHE BN A% 1 GDCA ARG A—E, U B As
s
If the price specified in GDCA agreement is different from the one published, the agreement price
prevails.

9.1.2. IEREH P Certificate Access Fees

XTERER, HET GDCA AYHUEM A . BRARI R 4T K, T2 GDCA
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SATENEI P, GDCA Ri-5 1 1 i YACEBUR A2 AU ) 98

Currently, GDCA doesn't charge for inquiry during the certificate validation period. Unless the subscriber
has special requests, which makes GDCA to pay extra fees, GDCA will interact with the subscriber for
appropriate charges.

SRR A i U R BUR B AR 281k, GDCA ¥4 i 7E M ik www.gdca.com.cn _E-F BA
NS

If certificate inquiry charging policy has any changes, GDCA will promptly post the changes at its website
(www.gdca.com.cn).

9.1.3. BASRIRA S B &% A Revocation or Status Information Access Fees

T HUEHARESE S &, HAT GDCA AHUEM S M. BRIEA T SR IRk T K, /&
L GDCA SUATEAMA T, GDCA 5 F ™ Wi WA HUS i M ) 25 1

GDCA currently does not charge any fees for the certificate revocation and status inquiry. Unless the
subscriber has special requests, which makes GDCA to pay extra fees, GDCA will interact with the
subscriber for appropriate charges.

an SR AR A S B W R U S BUR A AR AT AR Mk, GDCA K & S i AE K ik
www.gdca.com.cn £ LLA i o

If revocation and status information inquiry charging policy has any changes, GDCA will promptly post the
changes at its website (www.gdca.com.cn).

9.1.4. HAh AR %% B Fees for Other Services

1 WA GDCA REAF CP S AFI I SCIERT, GDCA 75 ZE U A
SHb = A PRI 3 R A B T A 5%

2. GDCA ¥g[a] I 4R HAE Ak A B A KR S5, GDCA 1R 511 7 8 HAth s 1A 252
(B 4R B TN

3. HAh GDCA WZEEH rIREIE LIRSS K2 FH, GDCA o S A, HEFH - 2.

1. If subscriber requests paper version of CP or other related documents from GDCA, GDCA will
charge postage and processing fees.

2. GDCA provides certificate storage media and related services to subscribers. GDCA declares the
prices of above items in the agreements signed with subscribers or other entities.

3. Other services fees that GDCA may or will charge will be published timely for referencing.
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9.1.5. 1B K KW Refund Policy

GDCA Xf3T W 9, Bk 17 IS A BE 8T 9 1 KDk 2 PR v] BLIRIESh, GDCA
ARG P AT 2%

GDCA does not refund any fees to subscribers except fees charged for certificate application and renewal
because of specific reasons.

TE SR TR E A2 RAE T IS A2, GDCA 3857 M2 A% IR EFE 7 I3RS . 40 GDCA
B TR CP FrlEM s EHE KNS, 1T/ A LLE Rk GDCA f#HIE IRk, 75
GDCA 14 71T F IFIE )5, GDCA ¥ L BI4ELT F7 oy FRE 1ZAIE 15 T S AT 11 9% F AR IS 45 1T
}ilo
In the process of the certificate operation and the certificate issuance, GDCA complies with strict
operating procedures and policies. If GDCA violates its defined responsibilities under this CP or other
material obligations, subscribers can request GDCA to revoke certificates and refund. After GDCA

revokes subscriber’s certificates, GDCA will immediately refund the full amount that subscribers have paid
for the certificate application.

LR SR AN BR A1) 1T 45 3 e £

This refund policy does not limit users from obtaining other compensation.

SERGEEE, 1T R4k FZAE T, GDCA B 7 HikE i ft.

After refund completion, if a subscriber continues to use the certificate, GDCA shall investigate his/her
legal liabilities.

9.2. 443 4E Financial Responsibility
9.2.1. LRIV Insurance Coverage

DRES VE FE E 2L AT XS CP 28 9.9 5 o Il g £

Insurance Coverage mainly focuses on compensation specified in CP Section 9.9.

9.2.2. HAh ™= Other Assets

AEH

Not applicable.
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923  XEZELAEKRKERIERTERE

Insurance or Warranty Coverage for End-Entities

UEFAT 7 — H3%% GDCA HJETS, B @I Bl 5E BOMHE PR SS 104%52, A S E
ZAT P B TR CP R TR AH AR AR E AL A o

The acceptance of the certificate or its services specified by the agreement by the subscriber means that
subscriber has accepted the specification and constraint of insurance and warranty coverage in this CP.

9.3. W%g BR% Confidentiality of Business Information
9.3.1. 1R %45 BIEH Scope of Confidential Information

7E GDCA #AE M B-FIERS 1, LUFE B R EE R

1. GDCA T " 72544 K 5 9]

2. HIHCRARE: AHE. WEBRHE. HRHEMEER, X%EEH GDCAMA
REGE, RAEREHE RS SRR AR . BRIGHEER, ANrEA A4
KA

3. At GDCA Al RA TRAFHIAN A2 w5 BN RES, BRIEERER, AR A,

In the electronic certification service provided by GDCA, the following information is treated as
confidential information:

1. GDCA subscriber’s digital signature and decryption key

2. Audit records including local logs, server logs, archive logs information, which is treated by GDCA as
confidential information. These records can only be accessed by security auditors and business
administrators. Unless for law requirements, this information cannot be released outside of the
company

3. Other individual and company information preserved by GDCA and RA and should be treated as
confidential. Unless for law requirements, this information cannot be released to the public

9.3.2. ANETRENER

Information Not Within the Scope of Confidential Information

1.t GDCA EATHIET E T A HH;
1. Certificate issued by GDCA and its public key.
2. AEBHRAT PEE
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2. Information of subscriber in the certificate.
3. IEHHEEHIIR;
3. CRL
4. LTSN (CP). A IRMLSSHN (CPS).

4. CPandCPS

9.3.3. R3P535 15 B B TT4E Responsibility to Protect Confidential Information

GDCA. EMAHLE . 1T/ L SVAENL SRS 5054, #A LSH%RA CP e,
ARAEAH B OR3P R A5 BRI STAE, D AUE A B EOR T BN B o 0 AT IR 3

GDCA, RA, subscribers, relevant entities and parties involved in certification business, have the
obligations to assume appropriate responsibility of keeping confidential information in accordance with
this CP, and must protect it through effective technical means and management process.

MG R FTE & H TR, BR GDCA AJFllk & FTl A M5 2,
GDCA il 2 HZER; [FF, GDCA MERZIRE (T B FTA 3 %X Fh B i AT T # AL
PARRH B G ATFEE B R . QR B iR TR 25 A5 R AT s AT A FoAd 77 ) e 13
X%, GDCA ARZRFHAEA] 5 AR KB T AT R A5 B TE Bk o IR A5 R A
& N AR DG B T A TR S B 5 R TR T8 % 54T

As confidential-information holder requires GDCA to publish or reveal all his/her/its own confidential
information due to some causes, GDCA shall satisfy his/herl/its requirements; Also, GDCA shall require
the holder’s documentary application and authorization to express his/her/its own will of publishing or
revealing.

If any other obligation of compensation is involved in the act of revealing confidential information of the u
ser by GDCA, GDCA will not assume any responsibility for damage concerning it or caused by the act of
publishing the user's confidential information. The confidential-information holder shall assume
compensatory responsibilities related with it or caused by the opening of confidential information.

21 GDCA {EAEMTEME ML VERE AR AR AR T 8 SVERE P I ER T, A3
A CP P HlE MRS S, GDCA MAZMEE . EMLLAGEBE IR AR, [FPRIEAS]
NATAHR IR (S S, GDCA AU BifE. XA SRR I S 7 IR R ZERA X

S

o

When facing any requirements of laws and regulations or any demands for undergoing legal process of
court and other agencies, GDCA must provide confidential information in this CP, and could publish the
relevant confidential information to law-enforcing department according to requirements of laws,
regulations, legal doctrines or court judgments. Under this circumstance, GDCA shall not assume any
responsibility. The reveal shall not be regarded as a breach of confidential requirement and obligations.
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9.4. MABRFRE Privacy of Personal Information

9.4.1. Fa AR EETHEI Privacy Plan

GDCA Nl & B A PR T RIXH T B A5 B ORS

GDCA should establish the Non-disclosure plan to protect the privacy information of subscriber.

0.4.2. 1 RBEFAEER4E B Information Treated as Private

B TP DB RE B BUGEIRESE B A, 1T 7 R4t i AR S A S B i vk
N USE (S SISY N (SE DEENSK AR R

Except for the information already included in the subscriber certificates and the certificate status
information, other basic information provided by the subscribers is deemed private. Information treated as
private includes:

1 U AERGE S S eSS, AL AR

2. WHIERAR HE;

3. WAL,

4. ATFHIERATIKR S
1. Subscriber’s valid documents number such as ID number, organization code
2. Subscriber's telephone number
3. Subscriber’s mailing address and living address

4. Subscriber's bank account number

9.4.3. AN NRERA RIS B Information Not Deemed Private

WPRAREBAERENES, UEZEBRRGESE, B LATFR, AU
K

Lo

All information in a subscriber certificate and the status information of the certificate, etc. is deemed not
private, and shall not be regarded as privacy information.

9.4.4. LR BR AR FT4E Responsibility to Protect Private Information

GDCA. JEMHUE A ZERE SR A CP 25 9.4.2 *hHLE I P ERALME B HISTES X
%

o
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GDCA has the responsibility and obligation for proper custody and protection of the certificate applicant
personal privacy described in section 9.4.2.

9.4.5. 1§ F B FAE BRI 215 B & Notice and Consent to Use Private Information

GDCA 7E S IATIE M % 46 1 i P BT SR (E T P13 8, PR 3T P SRl
M 55 0T 7 10 0. AEAE PSS (2 BV, TEi A2 757 B BIRARA, GDCA HWAAS 5 M1T /2 1 X 55
W H AT R

Any subscriber information GDCA obtaining within the scope of certification business can only be used for
identifying, managing and serving subscribers. When using the information, no matter the privacy is
involved or not, GDCA has no obligations to notify subscribers, and no need to obtain subscriber’s
consent.

GDCA TEAEATIE AR B 2B A A BT VBN S P RS, BE EE A
BRI T AR E X SR FSAE B, WA ERIT S, JFEATRRENT
AR

Under any requirements of laws and regulations, and demands for undergoing the legal process of other
agencies, or under the circumstance where private information holder submits the written authorization to
certain object for publishing the information, GDCA has no obligations to notify subscriber, and to obtain
the consent from the subscriber.

GDCA. VEMHUR Un R 75 ZLRAT 7 B AME B 005 20 AT LUK H i, ST L2
TR P IEPAFAT 7 R AEAL, 17 ELI A () AN AL Al AR A 5 SRR A5 R A5 D .

If GDCA and registration authority shall apply user’s private information to other purposes beyond the
functions agreed between two sides, CA and RA shall notify subscriber to obtain his/her/its agreement
and authorization, and the agreement and authorization shall be in the form which can be archived (such
as fax and business letters etc.).

9.4.6. RIERBATERERFE BB E

Disclosure Pursuant to Judicial or Administrative Process

VAT . IR BAT AT I T 2, GDCA KT IR AAE BIR e Rtk
LR ATBHATHLIGZ SR iri . A4

Due to the need of legal execution as well as administrative execution permitted by legal authorization,
GDCA shall provide subscriber’s private information to relevant law enforcement agency and
administrative enforcement authorities. The above behaviors are permitted. It includes:

1. BUREEERIUE I HZA O B SERE PRt Hi

1. Submit the application following the legal process required by relevant agencies pursuant to the
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provisions of laws and regulations.
2. JRBECL R AR TERT AR R P UE A 7 A I 2 Sy I SV A A R IR

2. The formal application by court and other agencies when dealing with the dispute of using certificate
3. HAGEANEEREAAENA A,

3. The formal application by arbitration agency with legal jurisdiction.

9.4.7. HAthfg BFHE B Other Information Disclosure Circumstances

UNRAT 7 2R GDCA SRR € % SCHR R 55 W BRI A7 I, GDCA T 7 ZHELT 7 (1
R A BT A IR S5 B AR 48 B8 =35 Ay A W

If certificate subscriber requires GDCA to provide some particular customer support services such as
mailing materials, GDCA needs to send the subscriber’s name, mailing address and other related
information to a third-party such as mailing company.

9.5. 1R Intellectual Property Rights

=

GDCA A3 JFAR B AHIEFS LA B2 GDCA AL B S A 1) 4 s iR AL

2. GDCA M IEH RGEHABAFAER. AR A0 F 4

3. GDCA WMl EAGH—1IME B8 GDCA 7=, K4 GDCA Hifi foir, fliAARE
FEHH T AT

4. GDCA RATIIEFFI CRL ¥ 3% GDCA Sz Ft M 7

5. XMz EE RIS ATy GDCA U7

6. FIREIRHIF GDCA A SR EI A4 (LUFRIFR DN LURAZR A AR 45 4

Ui SEARHEFS, ¥ GDCA WY ™

1. GDCA reserves and remains full intellectual properties rights for all the certificates and software
offered by GDCA.

2. GDCA holds ownership, the right of name, the right to share the benefits for certificate system
software

3. All the information published at GDCA website is GDCA property. Without written permission of
GDCA, others cannot repost them for commercial activities.

4. Certificates and CRLs issued by GDCA are both the properties controlled by GDCA.
5. External operation management strategy and specification are GDCA property.

6. The distinguished name (hereinafter referred to as DN) used to express the GDCA domain entity in
the directory and the certificate issued to the terminal in the domain entity are the properties of
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GDCA.

9.6. iR EH{R Representations and Warranties
9.6.1. CA HFRiR 5% CA Representations and Warranties

GDCA XHIEF T F b 5l H n F 4E 0
GDCA must make the following warranties to subscriber:
1. GDCAZERZAT T HIEBRFE A CP P LB EK

1. Certificates issued to subscribers by GDCA must be in line with all substantive requirements of this
CP.

2. BSUFUE A BT B i A ERAE S HERA T (organizationalUnitName 13 2. F& 41 );

2. Verifies the accuracy of all of the information contained in the certificate (with the exception of the
organizationalUnitName information).

3. GDCA fRUEHAMIG BN 2 2 A BRI RYT, GDCA L ANHAT X BT & [ 5K
FHRBUEAR A AE 5

3. GDCA ensures that its private key shall be stored and protected securely, and GDCA shall establish
and implement security mechanism pursuant to the terms of national relevant policies.

4. GDCA Bi%A CP e, R EA5;
4. GDCA shall revoke certificate timely in accordance with this CP.
5. GDCA ¥ aliE-HiT s AR AT, AT LSS LT P fRAIEFS B4 R A ] 5
R

5. GDCA informs subscribers any known events, which will fundamentally affect the validity and
reliability of the certificate.

6. ISUEFIEE N FIEIE R BT B A AT (B XA, 3RS T
EERC R LA Rl YONS NE 2 YOI MR B2 E o b R /iR R AR ik dlf YE

6. Verifies that the applicant either had the right to use, or had control of, the Domain Name(s) and IP
address(es) listed in the certificate’s subject field and subjectAltName extension (or, only in the case
of Domain Names, was delegated such right or control by someone who had such right to use or
control);

7. BSUEFRIEE R TR R R AR R E ARG 1AL DR B & IR

7. \Verifies that the applicant authorized the issuance of the certificate and that the applicant
representative is authorized to request the certificate on behalf of the applicant;

8. REUIGIEFS I LAY /MIEF 38 “organizationalUnitName” H BT & 1S BAFIE R S
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(AT REE

8. Implements a procedure for reducing the likelihood that the information contained in the certificate’s
subject: organizationalUnitName attribute would be misleading;

9. MRHE CP 3.2 HYZLRIGIE FHH A I S
9. Verifies the identity of the applicant according to section 3.2 of this CP;
10. # GDCA 51T/ JekHk, W GDCA 51T 7 & G4 B H /T AT LT BT s %
TP T & CAIYE 281817 K AT 1Y) Baseline Requirements 25 %5k, %7 GDCA 51T
FURE] SR B SRk, T FR S AARER AR 265K

10. That, if GDCA and subscribers are not affiliated, the subscriber and GDCA are parties to a legally
valid and enforceable subscriber agreement that satisfies the Baseline Requirements and other
requirements published by the CA/Browser Forum, or, if GDCA and subscribers are the same entity
or are affiliated, the applicant representative acknowledged the terms of use;

11, XA AR IR UIESS 1 2 AR S S O R S D AL A 49 4 KA (24XT7)
NIFIIE R PE

11. Maintains a 24 x 7 publicly-accessible repository with current information regarding the status (valid
or revoked) of all unexpired certificates.

GDCA X 75 o Z5U At an B 4E LR«
GDCA must make the following warranties to relying party:
1. EBHHE B R AL IR,
1. GDCA guarantees that the information contained in the certificate has been properly validated.
2. GDCA SE4-# AR CP K CPS Il & 25 K UE 135
2. GDCAI s in full compliance with the provisions of the CP and relevant CPS to issue certificate.
3. f£ GDCA 15 BFEH KA MNEF QA ks 1T, IR iR CP ih i
EFER Tz,
3. Certificates published in GDCA repositories should have been issued to subscribers and accepted
by subscribers in accordance with the provisions of the CP.

9.6.2. RA K52 5H{R RA Representations and Warranties

L $RAESIERT P A R e AT A AR CP AT Sl PR

2. fE GDCA “ERGIEFlS, ARG R 5 B0E - P 5 S g
[¥5 B — 5

3. EMHUEIZA CP HIHLE, J it i) GDCA HRAZUETS i « Y« 5B R 45 il
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1. The registration process provided for subscribers is compliant with all the substantive requirements
of GDCA CP.

2. When generating certificates, GDCA does not allow the inconsistencies between certificate

information and certificate applicant information due to mistakes of registration authority.

3. Registration authority will submit the applications of revocation, update and other services to GDCA
in time according to the provisions of CP.

9.6.3.

T P IR 54847 Subscriber Representations and Warranties

W7 — B4%52 GDCA 22 K HIAEFS » WAL 9 ] GDCAEMEHLAL B T 1 H BLR 7 -

1.
2.

10.
11.

12.

FEAEF A B N BEAT R 25 4

VP TE B UE O A E LA SR AR 15 AR s seBEAMERA, R AT AT
PR Phit (s B EE T

WMRAFAEARIEN, AT AR 0F B 5. 3T A sTEst BB
AT AN SEFRAR 5 38R, 38 %1 GDCA B BUIAIE 5 IR S5 LK 5

ST PR T A AR SRV I AT I — R84, T P E O 4, IF
HAEBATEAN, IEH2EROEH GERRA . 88D, UEBRIFRASRIT P AL
i ) A A <

BRARZIT I AUACEA UL (8] 5 T P BRI R, 3T 7 SRAIE A SR IEN LA (BRSEALINL
CADINIPINE AR £

—ZEZAET, BIERRIT P AR A CP A Sk Fac i, JEmAB %
ISR NRRsISNE

— AR, PR S A BT IR AOREE A IR, A AE R
R, KIE BT R B (ERAEA B 26 . MER . BB Rl R 2 B
AIFHRLATAT R [ GDCA A/RiE I, 228, HHT . TR, A HAFR T 550 |
TRV AR AE CSORIIE 5 IR 55 1) 164 0 R 9 45+

UERAEAR CP e (G W -EvE A, SRR T 2 A i) sl A 457251
i H H

KA AR R T UE BRSOk . I ATl B 5 5 A

XFT ssuTLS Gk, 1T SRR CSS TRl R AEE S 41 ) 3 R0 44 6] LR iR 2%
5 e B A

XFTAIAEZUE S, TP AR I T A SRS S AR VE R . SRR 4 .

Once subscribers accept a certificate issued by GDCA, the subscriber is considered to make the following

157



Il semnnnnaemes

Soon S GDCA {E-55kmE (V3. 1 fi)

commitments to GDCA, registration authority and related parties who trust the certificate:
1. The subscriber uses digital signatures if the certificate is valid.

2. All information that subscriber provides to registration authority during certificate application process
must be true, complete and accurate. The subscriber is willing to take legal responsibility for any
false or forged information.

3. If there is an agent, then both the subscriber and agent take jointly responsibility. The subscriber is
responsible for notifying GDCA and its authorized certification services agencies any false
statements and omissions made by the agent.

4. Each signature is generated using the private key corresponding to certificate by subscribers
themselves. The certificates shall be valid at the moment of signing, i.e. certificate is not revoked or
expired.

5. Subscribers ensure that they don't engage in business performed by the issuing agency (or similar
institutions) unless they sign written agreements with the issuing agency on such matters.

6. Once the certificate is accepted, subscribers are considered as knowing and accepting all the terms
and conditions in the CP as well as corresponding subscriber agreements.

7. Once the certificate is accepted, the subscriber should assume the following responsibilities: always
maintain control of their private keys; use trust worthy systems; and take reasonable precautions to
prevent the loss, disclosure, alteration, or unauthorized usage of the private keys.

8. Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

9. The subscriber only uses certificate for the authorized or other lawful purpose within the range
specified by this CP.

10. The subscriber use secure and reasonable measures to prevent the private key from loss, disclosure,
alteration and other events.

11. For the SSL/TLS certificates, the subscribers undertake an obligation and warranty to install the
certificates only on servers that are accessible at the subjectAltName(s) listed in the certificates.

12. The subscriber must not use the code signing certificates for signing suspicious codes and other
illegal or malicious software.

9.6.4. W IRRIR S54HAR Relying Party Representations and Warranties

1. ESFAR CP HIFTAT HUE ;

FEMHIEAS AT, B VIEFAERILE (178 FEATT BR A 5

FEARBUE AT, XHIEHAE R REAT I AIE

TEMHUIE 50T, JfId A ) CRL B OCSP #i A E 152 75 B4y :

— Bl T 2 cE AR REE 1 E A A S, WREUs IStk GDCA i

o c w N
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SRR BEATAMEE,  JF HRFH PR LIS B B 5 st N 4512k
6. AHHELIE(TRHE GDCA A7t IR L oA ¥ TH4e5s, BB E AR T 50 |
RV PR AE LSO ~F5 R 55 PO 18 A i 55
1. Abide by all provisions of this CP.
2. Ensure that the certificate is used in prescribed scope and duration.
3. Verify certificate’s trust chain before trust the certificate.

4. Before trust a certificate, verify whether the certificate is revoked or not through querying CRL or
OCSP.

5. The relying party is willing to compensate GDCA for the losses and accept liabilities for any loss of
self or others, due to negligence or other reasons violating the terms of a reasonable inspection.

6. Prohibited for rejecting any statements, changes, updates and upgrades published by GDCA,
including but not limited to modification of strategies and standards as well as additions and
deletions of certificate services.

965  HthZE5EKHFREHER

Representations and Warranties of Other Participants

WEAY A CP HIFTA HLE «

Abide by all provisions of this CP.

9.7. HH{F% 3 Disclaimers of Warranties

B4 CP 9.6.1 H I I 7K #5 41, GDCA AARHH IHABATAA T 30 LRIEAD S 55«

L ARUBIEFIT S K807 A S 55 RIE A

2. ASKE LTRSS Bl A AR T R A it ORI

3. AXFUEFLE HE H K BLA R A AR AT 54 s

4. XTHRFAFHU, WA E AR GE SR I AR 55 T s S A R AR A

DigaR
5. I P A CP9.6.3 Z AL, Bk 7 iE R A CP9.6.4 2 A&V, 15 LA%kR GDCA
Z 5T,

Except for the commitments declared in CP Section 9.6.1, GDCA does not assume any other forms of
guarantee and obligation:

1. Do not guarantee the statements of certificate subscribers, relying party and other.
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2. Do not guarantee any software used in electronic certification activities.
3. Do not assume any liability when certificate is used beyond the prescribed purposes.

4. Do not assume any responsibility for service interruption and customer losses caused by force
majeure, such as war, natural disasters, etc.

5. When subscriber violates the commitments defined in CP Section 9.6.3, or relying party violates the
commitments defined in CP Section 9.6.4, GDCA can exempt from liability.

9.8. APBRIT4E Limitations of Liability

HEFIT L AKH7 R GDCA S i B TR R 95 N RSS2 451 2%, GDCA 7Kk 4H
A% CP 25 9.9.1 T HUE A IR 5TE-

The certificate subscriber and the relying party specialized in civil activities suffered losses due to
electronic certification service provided by GDCA, GDCA only assume limited liability amount stipulated in
CP section 9.9.1.

9.9. fZ Indemnities

9.9.1. INENL 2 5 4F Indemnification by GDCA

U GDCA i T4 CP 5 9.6.1 T WFRIR, 1177 iy 46 Sk m] Fi i GDCA 72K 11k
EOUE GREBLE R TTRN), GRS

1. GDCA KUEBHRMB RS P USMAE =7, FEOT P UK T E 2451510

2. TEVPRASAE BB RNER . BB T, GDCA ZRIET L T 4R (5 8,
SHAT P BT 8 SZ AR R

3. fE GDCA HIHNT P25 R BORMATE MR IRV B B0, (BATSR 1T P 28 R AES,
S BRI TT T Z BRI

4. 1T GDCA HJFH 33 CA FAPH Mt 2 ;

5. GDCA K ft &I fiE 1, 58Uk 824801

If GDCA violates statements in CP Section 9.6.1, certificate subscribers, relying parties and other entities
can request GDCA assume compensation liabilities (except for statutory and contractual exemptions). If
the following circumstances occur, GDCA will assume limited compensation liability:

1. GDCA issues certificates to a third-party instead of the subscriber by mistake, which leads to losses
of the subscriber or relying party.

2. If subscriber submits accurate and true information to GDCA, but GDCA issues certificates with error
information and the error leads to losses of the subscriber or relying party.
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3. After GDCA knows the fact that subscriber provides fake registration information or data, GDCA still

issues certificate, which leads to relying party suffering losses.

4. If the private key of CAis disclosed due to GDCA's fault.

5. GDCAfails to revoke certificates in time, which leads to relying party suffering losses.

9.9.2.

T P HIE 3 4E Indemnification by Subscribers

FEUNN GO, T % H 5 R S UK GDCAL AR ik, N 247 H A2 54T

If the following situations cause GDCA or relying party suffering losses, subscribers shall be assumed the
liability to compensate:

1.

© N o O

WP HAEENHERR, BfE. R SRR AT, 53 GDCA M %
BUIEAS AR 55 HUR B 28 =5 1 32451 35

WP R oE s RGBT . 8k, BUAAH Caitie. BERImBcA
GDCA JHIZBUMIEH AR SHLI, ULEA LA AE TG S GDCA A=A
EF IR SSHLR S 5 =7 52451

WPERRE AT, AiERA CP KRR, BEERAIERH T4 CP #
5E MRV 55 i B

UEASIT 7 B HE AT BUR R RS (1SS RS AR 5K 5, 21 GDCA REZIEA5 4
WEE T LA, G2 B AT AR 5y, BB AT A S I e AR 4
gy, WKk GDCA #ZMA CP VB HEAT 147 KA, B AZIUEFT L AURAE T
AR EH W DTS

RS AP A5 JE R AR AR SRR A LA HIRIE A5 9 S S JE K GDCA KA 5
BAMNAPERIA ORI 18, SERAZREGEE . I Mk
FEAFFIARLEH 2 R AAAE SE I I, A% 148 AR A5 I S 38 1 GDCA KAy
A5 BUYHEASE A I IE S 5

WP HEPAE BRI 158 =5 AR AL

10. FERLE RN VSRR AME FIE 15, i SRR U AR 30

1. GDCA and its authorized service agencies or third-party suffer losses due to unreal information, such

as deliberate, negligent or malicious provision of unreal information by applicants when applying for

certificates.

2. GDCA and its authorized service agencies or third-party suffer losses due to disclosure and loss of
private keys deliberately and by mistake; due to not informing GDCA and its authorized service
agencies or third-party of the leakage and loss of private keys with knowing the facts; and due to

handing keys to others inappropriately.
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3.

10.

Subscribers violate the CP and related operation practices when using certificates as well as using
the certificates activities outside of the CP.

If the certificate is used for illegal transactions or causes disputes during the period from revocation
requests submitted by the subscribers or other entities authorized by GDCA to this information of
certificate revocation published by GDCA, if GDCA operates in accordance with the requirements of
the CP, subscribers must assume any responsibility of losses according to this CP.

Subscribers do not stop to use the certificate which its information have changed and don't notify it to
GDCA or relying parties in time.

The private key is lost, compromised, stolen, exposed, and etc. due to not taking effective protection
measures.

Subscribers continue to use the certificates and do not notify GDCA and relying parties promptly
when they are made aware that private keys are lost or at the risk of being compromised.

The certificate has expired but is still in use.
The subscriber’s certificate information infringes upon the intellectual property rights of a third-party.

Using certificates outside the provisions of specific application scope, such as the use of certificates
for illegal and criminal activities.

9.9.3. g5 I 5T4E Indemnification by Relying Parties

FEUN NGO, AT B 5 R R IE K GDCAL 1T ik, N 7R HH A2 54T

If the following circumstances lead to the losses of GDCA or subscriber, relying party shall be assumed

responsibility to compensate:

1. &AJEAT GDCA SHHTT P sCRIA CP A HE i X555

2. RABIKHEA CP MVEHEAT S %, S8 GDCA S HARAHIUE 5 Rk 55 WA B 28 =7
ERIE;

3. MEAFERIREL N HRULAS, AR W RIIE A7 ALV ol 0 PR FH A 15 T2 B
UEFS BT Al BE N BT IS T, (BTSSR AR IIE 5 5

4. MG BARAUET R E AR AT IRALE

5. KT A 8IS B i) CRL B OCSP A A UEF52 75 i 1 o

Obligations defined in the CP and agreements between GDCA and relying parties are not fulfilled.

GDCA and its authorized service agencies or a third-party suffer losses due to inappropriate reviews
against this CP.

Trust certificates in unreasonable circumstances. For example, relying party still trusts the certificate
with knowing that the certificate usage is beyond its scope or period or the certificate has or may
have been stolen.

Relying party does not verify trust chains of the certificates.
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5. Relying party does not check whether a certificate is revoked through querying CRL or OCSP.

9.10. BHHIE5Z1E Term and Termination

9.10.1. AR Term

A CP fEJA HIIF I IR AR, B R CP AR A< CP A~ —hitA CP ZERK
Z HBAE GDCA # 1EF T IAE R 55 I R AL

This CP will enter into force at 12 o’clock of the release date, and the last version CP will become invalid.
This CP will become invalid when the next version CP enters into force or the electronic certification
services of GDCA are terminated.

9.10.2.  #&1k Termination

GDCA Z1F B FAEARSS B, 4 CP &1k,

When GDCA terminates electronic certification services, this CP is terminated.

0.10.3. Z&ILBIBER 574 Effect of Termination and Survival

A CP 21k, BMAE WEN IR S5 1281k, EDGIENL S5 2 IEAN RS A UEHLR
FARMZ L . DAENUENY 25 26 10 J5 RER ICE BRI T, R e IR 55 B AR VGIEN LR, £/
RV R B

The termination of this CP means that the termination of CA business, but the termination of certification
business does not mean the termination of CA’s responsibility. After the termination of business, CA shall
take reasonable measures to transfer certification service to other CA so as to ensure the interests of the
subscriber.

9.11. MSE5HEKANHEE RERXE

Individual Notices and Communications with Participants

WAENUE DL ERITEOL T, W ESIREEIT e+ KRBT PR E B T E A ig K 3T
JUHAE ST P REAT O, TS Ty A, W TR (E A, ASE T
AT -

The circumstances that CA actively revokes the subscriber’s certificate, finds out subscriber using
certificate out of specified usage, or behaviors of subscriber violating subscriber agreement have
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occurred, CA can use appropriate way, such as telephone, E-mail, letter, Fax, etc., to notify subscriber
and relying party if necessary.

9.12. 1] Amendments

9.12.1. &iT#ER Procedure for Amendment

%5 GDCA %4 RIS R 4%, GDCA ITHUE H A ESR/DHE A —IRA CP, MRHLFT
GEFIFEFI . FEETTHER DA E Bk, A7 A AIEME ST ) SE PR 7 2.

Through the authorization of GDCA Security Policy Committee, GDCA Administration and Management
Department shall review this CP at least once a year, to ensure that CP meets the requirements of
national laws and regulations and administration department, to meet the latest SSL baseline
requirements and specifications, and satisfy the actual requirements of certification business operation.

A CP HIMEIT, H GDCA ATHUE FRERHE BB ITHR A , 3773 GDCA 4 HIR & i &l )5,
i1 GDCA 17 BUE FEER 1 ST ZHZMETT, BT JG ) CP 4id GDCA %24 5% R 2= ik v J 1F 200}
AN KA -

The revised version of this CP will be revised by GDCA Administration Department and approved by
GDCA Security Policy Committee. GDCA Administration Department will be responsible for the revision
and the revised CP will be officially released after being approved by GDCA Security Policy Committee.

0.12.2. IBHAIMLEIFIHIFR Notification Mechanism and Period

BTG 1 CP &tk J5 45 S B YE GDCA F 3k www.gdca.com.cn kA . X T 75 Ei@ it
B IR A51E. WA RIBAIHIB I, GDCA KLEA FI I B AIE X &7, A FM
I 8] B PRAUE A 55T 52 B RE IR 5/ o

After approval of the revised CP, it will be posted on GDCA official website www.gdca.com.cn immediately.
For the modification notified by email, mail, media and other ways, GDCA shall notify the relevant parties
in reasonable time, which ensures that the relevant parties have minimum influence.

9.12.3. W AMEITHITER Circumstances Under Which CP Must be Changed

R BRI 5L, GDCA LAkt A4 CP BT84
If the following situations occur, this CP must be modified:
1 EEEARHIERRRE, LEmIA CP HIA R
1. The encryption technology develops significantly enough to affect the effectiveness of existing CP.

2. A RINUEME 55 I AH R bnHEEAT B85
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2. The relevant standards have been updated.
3. WIERGUNA K& B A AL B KT R B L

3. Certification system and relevant management regulations take significant upgrade or changes.
4. VERRFAU AT EDOR,

4. The laws and the administration departments require the CP to be modified.

5. DA CP i ZBRIE

5. There is some significant deficiency in the existing CP.

0.13. &R P23K Dispute Resolution Provisions

2 GDCA. 1T RIS 5 2 [8) B3, A SR T N2 3 i e P v e ke, 0 e
RANT 1, WIEL R AR R .

Any disputes between GDCA and subscribers or relying parties shall be resolved through negotiations as
agreed, and those cannot be settled by negotiations will be resolved by laws.

0.14. B#4 Governing Law

GDCA 1] CP 32 [ ¢ CuitA i) € b BN BRI o1 728 42350 CR TR S5 8 B IR D
CHLTINIE IR G5 BB B I ) VA ik

The CP of GDCA is governed by the law of “ Electronic Signatures Laws of People’s Republic of China”,
the regulation of "Measures for the Administration of Electronic Certification Services” and "Measures for
the Administration of Cipher Codes for Electronic Certification Services” promulgated by the country.

9.15. fFE&EHER Compliance with Applicable Law

WAENUE T A S5 53, & e issa (b ERIEME B L) (B
FWIEMRS BB ME) . CRFIMERS HIEEINEY DL B A N R E A )
ME -

All businesses, activities, contracts, and agreements of GDCA must conform to "Electronic Signatures
Laws of People’s Republic of China”, “Measures for the Administration of Electronic Certification

Services”, “Measures for the Administration of Cipher Codes for Electronic Certification Services” and
other laws and regulations of People’s Republic of China.
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9.16. —f& kX Miscellaneous Provisions

9.16.1. 58PN Entire Agreement

CP. CPS. iT ¥, FRHUT s FCRN S UK HI P PKI 28 A 2 1 5 B L

The entire agreement is composed of CP, CPS, Subscriber Agreement and Relying Party Agreement as
well as its supplementary agreement.

9.16.2. ik Assignment

RAEA CP P IR FIATESEAR % 5 RIBURIAN (55, 07 25 AT $2RVE A R S e 1t
AT RN LS5 (AL o IR LEAT DR A I AN S B 1107 % 3 — 5 IARAT 5255 K STAT IR ST

According to the rights and obligations of certification entity parties detailed in this CP, all parties can
transfer the possession of rights and obligations in accordance with the relevant provisions of the law. The
occurrence of the above transfer behavior does not affect the change of any debt and liability among the
transferors.

0.16.3.  4#If% Severability

UNERA CP IATAR % 3 B B B T+ 5 GDCA FT7E 4 X VA = A ph M 4 U 8 M G
AN BAAT I . GDCA NLAE SR IR B BRE MEIT %2650, (EHAREA 2L, HARH A
SR, GDCA RLPEME TR BT N A .

TEMAR AT J5 2R KE 21T, GDCA M KIAMEEES question@cabforum.org, @A
CAB iz CP H MBI M{EE, HINH SR EALIBHFFIRFIAFLE T AR R IR
(https://cabforum.org/pipermail/public/) .

AIXHATHEHR], 5l CAIB WIZHIER$Z L, (i GDCA R #F & CA/B i1z () Baseline
Requirements A i5fHEESR, MIAE 5 P ATfT0 GDCA LS H#RAE MBI A kSR EH . Rik
XAV S5 AT HRIAROCR B, X GDCA 1) CP HIfE1T, il CAIB Iz B AINAE 90 KN 7E
Jo
In case any clause or provision of this CP is held to be unenforceable or invalid due to any conflicts with
the laws of any jurisdiction in which GDCA operates, GDCA shall modify any conflicting clause or
provision to the minimum extent necessary to make them continue to be valid, and other clauses and

provisions shall remain valid without being affected. GDCA shall disclose the modified contents in this
section.

GDCA shall (and prior to issuing a certificate under the modified requirement) notify the CA/Browser
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Forum of any modified content in the CP by sending emails to question@cabforum.org, and confirm that it
has been posted to the Public Mailing List and is indexed in the Public Mail Archives available at
https://cabforum.org/pipermail/public/.

Any modification to GDCA's practice enabled under this section shall be discontinued if and when the law
no longer applies, or the requirements published by the CA/B Forum are modified to make it possible to
comply with both them and the law simultaneously. An appropriate change in practice, modification to the
GDCA's CP and a notice to the CA/Browser Forum, as outlined above, shall be made within 90 days.

0.16.4.  5&HIIAT Enforcement

ANEH
Not applicable.
9.16.5.  ANA[HiJ] Force Majeure

RYEA CP il 5E 1) CPS MALIE AT HL /253K, AR & J5 Ml it o

CPS formulated in accordance with this CP shall include a force majeure clause to defend the benefits of
each party.

9.17. HAhZkX Other Provisions

GDCA A CP B H &AL

GDCA has final interpretation rights to this CP.
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1.1.4. GDCA iEH 2
X %2 K  Hierarchical
Architecture of GDCA
Certificates

WA CAB iz SIMIME Baseline
Requirements 1)K .
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Certificate Usage
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F5 SIMIME Certificates
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Content ) )
Sections Revised V3.0 V3.1
SEQ
1.1.4. GDCA iEHE® Incorporated CA/B Forum  Baseline
1 gl i) Hierarchical Requirements for the Issuance and
Architecture of GDCA Management of Publicly-Trusted S/MIME
Certificates Certificate.
141, &&KuES N
] 0 . Added Sponsor-validated (SV) S/MIME
2 Appropriate Certificate .
certificate.
Usage
3 1.4.1.4. 2 & WA 2AE Added the validaton method  for
S/MIME Certificates Sponsor-validated (SV) S/IMIME certificate.
Added the policy OIDs for S/IMIME certificates
1418, & K4 0 iE e potey |
" o according to CA/B Forum Baseline
FmE X R bR R FFCP .
4 ) . Requirements for the Issuance and
Object  Identifiers  of )
. Management of Publicly-Trusted S/MIME
Certificates B
Certificate.
3.2.5. A M ki A A
. 1% 5] Verification and Disclosed the specific requirements that the
Authentication of Email email address validation method conforms to.
Address
6.1.2. FHALIRLGIT .
) . Disclosed the method to encrypt and transport
6 Private Key Delivery to . .
) private keys of S/IMIME certificates.
Subscriber
6.3.2. IE TR AF WA E
; FAXE AR Certificate Disclosed the key pair usage periods for
Operational Periods and S/MIME certificates.
Key Pair Usage Periods
712, GE B ¥R I
8 . ) Added subjectKeyldentifier.
Certificate Extensions
. Adjusted some wording issues, and other
9 Other revisions

parts that may cause confusion.
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